3GPP TSG CT WG1 Meeting #116





C1-192412
Xi'an, P.R. of China, 8-12 April 2019
Source:
ORANGE
Title:
Data Modelling corrections and enhancements
Agenda item:
16.3.3
Document for:
Discussion
CT1 is working on Multi-Device and Multi-Identity services based on requirements defined in subclause 4.6 of TS 22.173. In C1-191492, CT1 has agreed on the data modelling that has been included as Annex C in draft TS 24.174 v0.4.0.

In the data modelling agreed, it has been proposed to unify the way the non-native identity is declared in the subscription data. However, there are still some aspects related to data modelling that need to be clarified and explained.
Problem 1: How the information on additional identities allowed to be used by the user is stored in the Service Profile?

In the data modelling agreed, it has been proposed to include the information related to MiD service in the Service Profile stored in the Repository Data, linked with the Public User Identity, and to store there the information about the additional non-native public user identities that can be used by the user (see figure below).
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For given user, it is possible to use several such additional non-native identities.
However, it is not clear today how and where to store this kind of information.

Proposed solution: In order to clarify the issue, it is proposed to modify the figures in Annex C of TS 24.174, and to indicate in the figures the separation of data stored in the Repository Data between non-transparent and transparent data (see updated figure below).
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The non-transparent data contains the Service Profile, which is linked with the native Public User Identity, whereas the MiD service related data, including the non-native identities allowed to be used, are to be stored in the transparent data.

Problem 2: Are there other possible use cases for alternative identity? And how can they be implemented?
Currently, the data model for alternative identity only assumes that the service is not symmetrical, in order to answer the requirements listed in TS 22.173. To achieve that, there is no common Implicit Registration Set, but it is assumed that only the native identity is registered explicitly, and the alternative identity is declared in the linked Repository Data.
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The non-native identity is not being registered, and the Additional-Identity header field shall be used to carry the non-native identity.

However, it can be expected, that the user may want to use the service symmetrically, i.e., to be able to use the same set of identities on all its devices.

Proposed solution: On one hand, it would be possible to configure alternative identity in each linked repository data. But an alternative solution is possible as well, by creating a common Implicit Registration Set, linked to each Private User Identity.
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Thanks to that, both Public User Identities are implicitly registered when any of the Private User Identity is registering. There is no need to configure anything in the Repository Data. Since both Public User Identities are registered, it is possible to use P-Preferred-Identity and P-Called-Party-Id to indicate which identity is used for initiating and receiving call respectively.
Problem 3: Are there other possible use cases for virtual identity? And how can they be implemented?

In case of virtual identity, there is a need to add the information about the non-native identity in the Repository Data, and also to configure dedicated entry in the subscriptions database linked to the virtual identity itself.

The virtual identity is not being registered, and it is carried in the Additional-Identity header field when a call is being established.
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This solution can be used with no dependency on the number of users sharing the virtual identity. However, in case the virtual identity is expected to be used by single user only, it can be possible to implement it alternatively.
Proposed solution: In case the virtual identity is to only be used by a user on single UE only, the virtual identity can be as well defined as additional Public User Identity linked to the Private User Identity. The virtual Identity could then be included in the Implicit Registration Set together with the native Public User Identity.
This solution would apply as well in the case the user would want to use virtual identity on all its UEs under single subscription, assuming symmetrical service configuration (see problem 2 above).
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In such case, the virtual identity is registered during registration procedure as well. There is no need to modify the Repository Data, or to create virtual subscriptions. Moreover, P-Preferred-Identity and P-Called-Party-Id header fields can be used to carry the virtual identity.
Problem 4: How to provision the entry for virtual identity in subscriptions database?

As mentioned above, in case the information about virtual identity is being configured in the transparent data in the Repository Data linked to the native Public User Identity, there is a need to provision dedicated entry for the virtual identity in the subscriptions database. The virtual identity is to be provisioned as Public User Identity, but since it is not correlated as native identity with any subscription or USIM card, it is necessary to derive other parameters (for instance at least Subscription ID and Private User Identity) to be stored in this entry in the subscriptions database. However it is not clear which exactly parameters are necessary to be derived, and what should be the method used to derive and provision them.

[image: image7.emf]Implicit Reg Set

Subscription1

Public Identities

IMPI1

(IMSI1)

IMPU1

Repository Data Private Identities IMS Subscriptions

VirtualA IMPIVA SubscriptionVA

TRANSPARENT DATA

MiD:VirtualA

NON TRANSPARENT DATA

Service Profile IMPU1

=MMTEL-Service

NON TRANSPARENT DATA

Service Profile VirtualA

=MMTEL-Service


Proposed action: It is proposed to send an LS to 3GPP CT WG4 asking for the guidelines on the provisioning of the entry for virtual identity in subscriptions database.
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