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	Reason for change:
	1. The PTI error handlings in the UE side do not cover the following cases:
· the PTI value is an unassigned or reserved value

· the PTI error in PDU SESSION AUTHENTICATION message COMMAND or PDU SESSION AUTHENTICATION RESULT message

2. The definition 5GSM cause #81 is not correct. 
For example, a PDU SESSION AUTHENTICATON COMMAND message shall have an unassigned PTI value. Upon receipt a PDU SESSION AUTHENTICATION COMMAND message in which the PTI value is an assigned value, the UE shall repond with a 5GSM STATUS message with #81 “Invalid PTI value”. 
However, the definition is 5GSM cause #81 is :  This 5GSM cause is used by the network or UE to indicate that the PTI provided to it is unassigned or reserved.


	 
	

	Summary of change:
	1. The proposed UE handlings on PTI errors upon receipt of a 5GSM message are summarized as the table below:
UE behavior
Assigned PTI value
and PTI mismatch

Unassigned PTI value
Reserved PTI value
Establishment Accept

c) #47 PTI mismatch

e) ignore

f) ignore

Establishment Reject

c) #47 PTI mismatch

e) ignore
f) ignore

Modification Command

a) #47 PTI mismatch

-
f) ignore

Modification Reject

a) #47 PTI mismatch
e) ignore
f) ignore

Release Command

b) #47 PTI mismatch
-
f) ignore

Release Reject

b) #47 PTI mismatch
e) ignore
f) ignore

Authentication Command

d) #81 Invalid PTI

-
f) ignore

Authentication Result

d) #81 Invalid PTI

-
f) ignore

5GSM Status

 Handled in Sub-clause 6.5

Note: The underlined handlings are new proposals.
2. The definition of 5GSM cause #81 is updated accordingly.


Interoperability impact analysis:
There’s no interoperability impact. 

1) UE compliant to 24.501 baseline interworking with network compliant to this CR.

·  There’s no impact to the network introduced by this CR.
2) network compliant to 24.501 baseline interworking with UE compliant to this CR.

·  The SMF handling upon receipt of 5GSM cause #81 has been already specified in sub-clause 6.5.



	
	

	Consequences if not approved:
	The PTI error handling of the UE is not well defined, e.g., upon receipt of a PDU SESSION AUTHENTICATION COMMAND with an assigned PTI value which may collide with other procedures.
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***** Next change *****
7.3.1
Procedure transaction identity
The following UE procedures shall apply for handling an unknown, erroneous, or unforeseen PTI received in a 5GSM message:

a)
In case the UE receives a PDU SESSION MODIFICATION COMMAND message or a PDU SESSION MODIFICATION REJECT message in which the PTI value is an assigned value that does not match any PTI in use:

1)
if the UE detects that this PDU SESSION MODIFICATION COMMAND message is a network retransmission of an already accepted request (see subclause 6.3.2.3), the UE shall respond with a PDU SESSION MODIFICATION COMPLETE message;

2)
if the UE detects that this PDU SESSION MODIFICATION COMMAND message is a network retransmission of an already rejected request (see subclause 6.3.2.4), the UE shall respond with a PDU SESSION MODIFICATION COMAND REJECT message; or
3)
otherwise, the UE shall respond with a 5GSM STATUS message including 5GSM cause #47 "PTI mismatch".

b)
In case the UE receives a PDU SESSION RELEASE COMMAND message or a PDU SESSION RELEASE REJECT message in which the PTI value is an assigned value that does not match any PTI in use:
1)
if the UE detects that this PDU SESSION RELEASE COMMAND message is a network retransmission of an already accepted request (see subclause 6.3.3.3), the UE shall respond with a PDU SESSION RELEASE COMPLETE message; or

2)
otherwise, the UE shall respond with a 5GSM STATUS message including 5GSM cause #47 "PTI mismatch".

c)
In case the UE receives a PDU SESSION ESTABLISHMENT ACCEPT message or a PDU SESSION ESTABLISHMENT REJECT message in which the PTI value is an assigned value that does not match any PTI in use:

1)
the UE shall respond with a 5GSM STATUS message including 5GSM cause #47 "PTI mismatch".
d)
In case the UE receives a PDU SESSION AUTHENTICATION COMMAND message or a PDU SESSION AUTHENTICATION RESULT message in which the PTI value is an assigned value, the UE shall respond with a 5GSM STATUS message including 5GSM cause #81 "invalid PTI value".

e)
In case the UE receives a PDU SESSION ESTABLISHMENT ACCEPT message, a PDU SESSION ESTABLISHMENT REJECT message, a PDU SESSION MODIFICATION REJECT message or a PDU SESSION RELEASE REJECT message in which the PTI value is an unassigned value, the UE shall ignore the message.

f)
In case the UE receives a 5GSM message in which the PTI value is a reserved value, the UE shall ignore the message.
***** Next change *****
B.1
Causes related to nature of request

Cause #8 – Operator Determined Barring


This 5GSM cause is used by the network to indicate that the requested service was rejected by the SMF due to Operator Determined Barring.

Cause #26 – Insufficient resources


This 5GSM cause is used by the UE or by the network to indicate that the requested service cannot be provided due to insufficient resources.

Cause #27 – Missing or unknown DNN


This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN because the DNN was not included although required or if the DNN could not be resolved.

Cause #28 – Unknown PDU session type


This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN because the requested PDU session type could not be recognised or is not allowed.

Cause #29 – User authentication or authorization failed


This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN due to a failed user authentication or revoked by the external DN or revoked by the external packet data network.

Cause #31 – Request rejected, unspecified


This 5GSM cause is used by the network or by the UE to indicate that the requested service or operation or the request for a resource was rejected due to unspecified reasons.

Cause #32 – Service option not supported


This 5GSM cause is used by the network when the UE requests a service which is not supported by the PLMN.

Cause #33 – Requested service option not subscribed


This 5GSM cause is sent when the UE requests a service option for which it has no subscription.

Cause #35 – PTI already in use


This 5GSM cause is used by the network to indicate that the PTI included by the UE is already in use by another active UE requested procedure for this UE.

Cause #36 – Regular deactivation


This 5GSM cause is used to indicate a regular UE or network initiated release of PDU session resources.

Cause #38 – Network failure


This 5GSM cause is used by the network to indicate that the requested service was rejected due to an error situation in the network.

Cause #39 – Reactivation requested


This 5GSM cause is used by the network to request a PDU session reactivation.

Cause #41 – Semantic error in the TFT operation


This 5GSM cause is used by the UE to indicate a semantic error in the TFT operation included in the request.

Cause #42 – Syntactical error in the TFT operation


This 5GSM cause is used by the UE to indicate a syntactical error in the TFT operation included in the request.

Cause #43 –Invalid PDU session identity


This 5GSM cause is used by the network or the UE to indicate that the PDU session identity value provided to it is not a valid value or the PDU session identified by the PDU session identity IE in the request or the command is not active.

Cause #44 – Semantic errors in packet filter(s)


This 5GSM cause is used by the network or the UE to indicate that the requested service was rejected due to one or more semantic errors in packet filter(s) of the QoS rule included in the request.

Cause #45 – Syntactical error in packet filter(s)


This 5GSM cause is used by the network or the UE to indicate that the requested service was rejected due to one or more syntactical errors in packet filter(s) of the QoS rule included in the request.

Cause #46 –Out of LADN service area


This 5GSM cause is used by the network to indicate the UE is out of the LADN service area.

Cause #47 –PTI mismatch


This 5GSM cause is used by the network or UE to indicate that the PTI provided to it does not match any PTI in use.

Cause #50 – PDU session type IPv4 only allowed


This 5GSM cause is used by the network to indicate that only PDU session type IPv4 is allowed for the requested IP connectivity.

Cause #51 – PDU session type IPv6 only allowed


This 5GSM cause is used by the network to indicate that only PDU session type IPv6 is allowed for the requested IP connectivity.

Cause #54 –PDU session does not exist

This 5GSM cause is used by the network to indicate that the network does not have any information about the PDU session which is requested by the UE to transfer between 3GPP access and non-3GPP access or from the EPS to the 5GS.

Cause #67 – Insufficient resources for specific slice and DNN

This 5GSM cause is by the network to indicate that the requested service cannot be provided due to insufficient resources for specific slice and DNN.

Cause #68 – Not supported SSC mode

This 5GSM cause is used by the network to indicate that the requested SSC mode is not supported.

Cause #69 –Insufficient resources for specific slice

This 5GSM cause is used by the network to indicate that the requested service cannot be provided due to insufficient resources for specific slice.
Cause #70 – Missing or unknown DNN in a slice

This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN because the DNN was not included although required or if the DNN could not be resolved, in the slice.

Cause #81 – Invalid PTI value


This 5GSM cause is used by the network or UE to indicate that the PTI provided to it is reserved or not defined for the specific message.

Cause #82 – Maximum data rate per UE for user-plane integrity protection is too low


This 5GSM cause is used by the network to indicate that the requested service cannot be provided due to the maximum data rate per UE for user-plane integrity protection is too low.

Cause #83 – Semantic error in the QoS operation


This 5GSM cause is used by the network or the UE to indicate that the requested service was rejected due to a semantic error in the QoS operation included in the request.

Cause #84 – Syntactical error in the QoS operation


This 5GSM cause is used by the network or the UE to indicate that the requested service was rejected due to a syntactical error in the QoS operation included in the request.

Cause #85 – Invalid mapped EPS bearer identity

This 5GSM cause is used by the network or the UE to indicate that the mapped EPS bearer identity value provided to it is not a valid value or the mapped EPS bearer identified by the mapped EPS bearer identity does not exist.

