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1. Introduction
Like EPS, the 5G CIoT work will support the transmission of small data over NAS for which the following was listed in the agreed CT1 WID for 5G CIoT:

Support for infrequent small data transmission via NAS, including potential optimizations for the N1 NAS signalling to reduce NAS message overhead

This document aims to discuss the signalling aspects for the transmission of data over NAS and the possible optimizations for the N1 NAS signalling to reduce message overhead. 

Note on terminology: 

· the term “5GSM data” refers to data exchanged between the UE and the SMF

· the term “CP data” (i.e. control plane data) refers to either “5GSM data” or “SMS” both of which are considered as “small data over NAS”

2. Discussion
For CP data, CT1 should discuss and agree on:

A. how the UE sends data over NAS from 5GMM-IDLE mode i.e. which NAS message to use and the details about its contents

B. how the UE sends data over NAS in 5GMM-CONNECTED mode i.e. which NAS message to use and the details about its contents

Focusing on what the UE needs to send for the CP data, the following is stated in section 4.24.1 of TS 23.502:

1.
If the UE is CM-CONNECTED it sends a NAS message carrying the ciphered PDU session ID and ciphered uplink data as payload. If the UE is in CM-IDLE, the UE first establishes an RRC connection or sends the RRCEarlyDataRequest message and sends a NAS message as part of this.


The UE may also send AS Release Assistance Information (AS RAI) to NG-RAN or NAS Release Assistance Indication (NAS RAI) included in the NAS message. AS or NAS RAI indicates whether no further Uplink or Downlink Data transmissions are expected, or only a single Downlink data transmission (e.g. Acknowledgement or response to Uplink data) subsequent to this Uplink Data transmission is expected.

As can be seen, the relevant contents of the NAS message are: a PDU session ID, the actual data, and optionally a Release Assistance Indication (RAI). It is also important to note that this information should be sent in a ciphered manner. It should also be noted that the data is exchanged between the UE and the SMF (based on the PDU session ID) via the AMF.

The next subsections discuss bullets A) and B) above, i.e. the NAS messages to use and their contents.

2.1 Sending mobile originated CP data from 5GMM-IDLE mode

Sending data from 5GMM-IDLE mode can be done with the existing SERVICE REQUEST message or with a new CONTROL PLANE SERVICE REQUEST message.

2.1.1 CP data sent with the existing SERVICE REQUEST message

The existing SERVICE REQUEST message already supports initial NAS message protection and hence can be used to send CP data in a secured manner. When sending non-cleartext such as the actual 5GSM data, the UE sends a SERVICE REQUEST message with the NAS message container IE, as follows:

Table 8.2.16.1.1: SERVICE REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Service request message identity
	Message type

9.7
	M
	V
	1

	
	ngKSI 
	NAS key set identifier

9.11.3.32
	M
	V
	1/2

	
	Service type
	Service type

9.11.3.50
	M
	V
	1/2

	
	5G-S-TMSI
	5GS mobile identity

9.11.3.4
	M
	LV-E
	9

	40
	Uplink data status
	Uplink data status
9.11.3.57
	O
	TLV
	4-34

	50
	PDU session status
	PDU session status

9.11.3.44
	O
	TLV
	4-34

	25
	Allowed PDU session status
	Allowed PDU session status

9.11.3.13
	O
	TLV
	4-34

	71
	NAS message container
	NAS message container

9.11.3.33
	O
	TLV-E
	4-n


where the NAS message container IE in turn contains an entire SERVICE REQUEST message (i.e. containing both cleartext IEs and non-cleartext IEs), as follows:

Table 8.2.16.1.1: SERVICE REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Service request message identity
	Message type

9.7
	M
	V
	1

	
	ngKSI 
	NAS key set identifier

9.11.3.32
	M
	V
	1/2

	
	Service type
	Service type

9.11.3.50
	M
	V
	1/2

	
	5G-S-TMSI
	5GS mobile identity

9.11.3.4
	M
	LV-E
	9

	
	5GSM data 
	TBD
	O
	TBD
	TBD

	
	PDU Session ID
	TBD
	O
	TBD
	TBD

	
	Release Assistance Indicator
	TBD
	O
	TBD
	TBD


(note: whether the 5GSM data will be sent in a new 5GSM message will be discussed shortly).

As can be seen from the above, the highlighted IEs make up for 13 octets of duplicated header information which are not really required especially for CIoT devices for which the NAS message overhead should be reduced as listed in the 5G CIoT WID.

Observation 1: using the existing SERVICE REQUEST message for CP data will result in having 13 octets of duplicated header information which is inefficient.

CIoT devices should be designed with reduced complexity and overhead in signalling. The signalling for CIoT devices should be made as efficient as possible as long as security is not compromised.

Proposal 1: the existing SERVICE REQUEST message should not be used for sending CP data from 5GMM-IDLE mode since the related signalling is inefficient.

2.1.2 CP data sent with a new CONTROL PLANE SERVICE REQUEST message

In EPS, the CONTROL PLANE SERVICE REQUEST message was partially ciphered and indicated as such in the security header type of the message. Therefore, to reduce NAS message overhead, and given that there is no technical problem or security concern resulting from sending a partially ciphered NAS message, the transmission of CP data from 5GMM-IDLE mode should be done by means of a CONTROL PLANE SERVICE REQUEST message that should be partially ciphered.

Observation 2: using a new CONTROL PLANE SERVICE REQUEST message to send CP data is more efficient and does not compromise security as it can be partially ciphered, and integrity protected.

Proposal 2a: a new CONTROL PLANE SERVICE REQUEST message should be used to send CP data from 5GMM-IDLE mode. 

Proposal 2b: the CONTROL PLANE SERVICE REQUEST message should be partially ciphered, and integrity protected. The security header type of the new message should be set to a new value indicating “Integrity protected and partially ciphered NAS message”.

The next discussion is about the contents of the CONTROL PLANE SERVICE REQUEST message.

2.1.3 Contents of the CONTROL PLANE SERVICE REQUEST message

As mentioned previously, the NAS message that is used for sending CP data should be such that the message overhead is reduced as much as possible.

When the UE sends a CONTROL PLANE SERVICE REQUEST message, the lower layers in the UE provide the 5G-S-TMSI to the RAN as part of RRC connection establishment. The RAN sends the NAS message and the 5G-S-TMSI to the AMF via the N2 interface. Therefore, there is no need to repeat that information at the NAS layer noting that the 5GS mobile identity IE requires 9 octets when the type of identity is 5G-S-TMSI. 

During the CT1 conference call discussion, it was mentioned that there are cases for which the serving AMF changes and hence the NAS message (e.g. existing SERVICE REQUEST) would require to have the 5G-S-TMSI for the new AMF to process the NAS message. This seems to refer to the AMF planned removal procedure that is described in section 5.21.2.2 of TS 23.501. However, the case is already addressed by the existing stage 2 specification:

“For UE(s) in CM-IDLE state, when it subsequently returns from CM-IDLE state and the 5G-AN receives an initial NAS message with a 5G S-TMSI or GUAMI pointing to an AMF that is marked unavailable, the 5G-AN should select a different AMF from the same AMF set and forward the initial NAS message.”

As per the quoted text, the RAN forwards the initial NAS message to the AMF which contains the 5G-S-TMSI as specified in 38.413:

“When the NG-RAN node has received from the radio interface the 5G-S-TMSI IE, it shall include it in the INITIAL UE MESSAGE message.”

Observation 3a: the 5G-S-TMSI is provided to the RAN as part of RRC signalling. The RAN forwards the NAS message and the 5G-S-TMSI to the AMF (even if it is a new AMF). Including the 5G-S-TMSI in the CONTROL PLANE SERVICE REQUEST message would unnecessarily use 9 octets, be redundant and inefficient.

Proposal 3a: to further optimize the NAS signalling, the 5G-S-TMSI should not be included in the CONTROL PLANE SERVICE REQUEST message. 

With the Proposal 3a, the CONTROL PLANE SERVICE REQUEST message would be as follows:

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Control plane service request message identity
	Message type

9.7
	M
	V
	1

	
	ngKSI 
	NAS key set identifier

9.11.3.32
	M
	V
	1/2

	
	Control plane service type
	Service type

9.11.3.50
	M
	V
	1/2

	
	Other IE
	TBD
	O
	TBD
	TBD


The next aspect to discuss is what would the “Other IE” be when the UE sends “5GSM data” to the SMF.

In EPS, when the UE sends data from EMM-IDLE mode, the data is transported in an ESM DATA TRANSPORT message which is included in a CONTROL PLANE SERVICE REQUEST message (see TS 24.301). Since the MME handles both EMM and ESM messages, the MME processes the ESM DATA TRANSPORT message that is received in the EMM message. 

Unlike EPS, the SMF which handles 5GSM messages is separated from the AMF, and the latter forwards 5GSM messages to the SMF. For 5GSM data in 5G CIoT, the data is exchanged between the UE and the SMF, however since the AMF must anyways extract and forward contents that are destined to the SMF, it is not evident why the data needs to be transported in a new 5GSM message. Additionally, the following is specified in TS 23.502, section 4.24.1:

“4.
AMF determines the (V-)SMF handling the PDU session based on the PDU session ID contained in the NAS message and passes the PDU Session ID and the data to the (V-)SMF by invoking a service operation.”

The text above indicates that the PDU session ID and the data are passed to the SMF i.e. there is no requirement that the 5GSM data must be sent in a 5GSM message.

Note also that the PDU session ID is what the AMF uses to determine the SMF to which the data is forwarded.

Observation 3b: 5GSM data is exchanged between the UE and the SMF via the AMF. There is no stage 2 requirement on the UE to use a new 5GSM message for sending 5GSM data and PDU session ID to the SMF. 

If a new 5GSM message were used for data exchange between the UE and the SMF, the message contents, say of a new 5GSM DATA TRANSPORT message, will be as follows:

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session ID 

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	5GSM DATA TRANSPORT message identity
	Message type

9.7
	M
	V
	1

	
	User data container
	TBD
	M
	LV-E
	2-n


Knowing that the AMF will anyways forward contents to the SMF, the highlighted IEs become redundant and add extra overhead of 4 octets. The AMF can indeed forward the actual 5GSM data to the SMF even if the 5GSM data is not encapsulated in a new 5GSM message.

Note that the PDU session ID is needed by the AMF to determine the SMF. If a new 5GSM message is used, then the PDU session ID would also need to be included in the 5GMM message since the AMF does not process the 5GSM message e.g. to determine the PDU session ID. Hence the PDU session ID would be duplicated unnecessarily.

Observation 3c: using a new 5GSM message to exchange 5GSM data between the UE and the SMF is inefficient and unnecessary. The PDU session ID then becomes duplicated (i.e. included in the 5GMM and 5GSM layers).

Proposal 3b: a new 5GSM message should not be used to exchange 5GSM data between the UE and SMF.

A more efficient alternative is to use a single IE e.g. Data over NAS container IE, which is included in the CONTROL PLANE SERVICE REQUEST message as follows:

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Control plane service request message identity
	Message type

9.7
	M
	V
	1

	
	ngKSI 
	NAS key set identifier

9.11.3.32
	M
	V
	1/2

	
	Control plane service type
	Service type

9.11.3.50
	M
	V
	1/2

	
	Data over NAS container 
	Data over NAS container

9.11.3.X
	O
	TLV-E
	TBD


The Data over NAS container IE (Type 6 IE) contains the PDU session ID, 5GSM data and RAI as follows:

	8
	7
	6
	5
	4
	3
	2
	1
	

	Data over NAS container IEI
	octet 1

	Length of Data over NAS container contents
	octet 2

octet 3

	0

Spare
	0

Spare
	PSSSI
	DDX
	Data type
	octet 4

	PSI

(7)
	PSI

(6)
	PSI

(5)
	PSI

(4)
	PSI

(3)
	PSI

(2)
	PSI

(1)
	PSI

(0)
	octet 5*

	PSI

(15)
	PSI

(14)
	PSI

(13)
	PSI

(12)
	PSI

(11)
	PSI

(10)
	PSI

(9)
	PSI

(8)
	octet 6*

	PDU session identity
	octet 7

	Data over NAS container contents
	octet 8

octet n


Data over NAS information element for Data type "5GSM data"

where the Data over NAS container type indicates if the content is “5GSM data” or “SMS” (discussion on “one-shot SMS” to follow). Additionally, for “5GSM data”:

· bits 5 and 4 represent the Downlink data expected field in the RAI IE as defined in TS 24.301 section 9.9.4.25 (copied below):

	8
	7
	6
	5
	4
	3
	2
	1
	

	Release assistance indication

IEI
	0

Spare
	0

Spare
	DDX
	octet 1




Figure 9.9.4.25.1: Release assistance indication information element

Table 9.9.4.25.1: Release assistance indication information element

	Release assistance indication value 

	

	Downlink data expected (DDX)

	

	Bits

	2
	1
	

	0
	0
	No information regarding DDX is conveyed by the information element. If received it shall be interpreted as 'neither value "01" nor "10" applies'

	0
	1
	No further uplink or downlink data transmission subsequent to the uplink data transmission is expected

	1
	0
	Only a single downlink data transmission and no further uplink data transmission subsequent to the uplink data transmission is expected

	1
	1
	reserved

	
	
	

	Bits 3 and 4 of octet 1 are spare and shall be encoded as zero.

	


When the UE does not need to indicate the value of “0 1” or “1 0” for the DDX field, the UE sets the DDX field to “0 0” i.e. no information regarding DDX is conveyed.

· PSSSI (PDU session status synchronization indication): indicates whether the UE is performing PDU session status synchronization. If set, then octets 5 and 6 shall be included.

· octet 7 contains the PDU session identity.

· the Data over NAS container contents (octet 8 to n) contain the 5GSM data.

When the AMF receives a (partially ciphered) CONTROL PLANE SERVICE REQUEST message, the AMF deciphers the value part of the Data over NAS container IE and:

· verifies the Data over NAS container type to determine if the message carries “5GSM data” or “SMS”

· For “5GSM data”, the AMF:

· Determines the value of the DDX field (bit 5 and 4 of octet 4) 

· If the PSSSI bit is set, the AMF performs PDU session status synchronization based on octets 5 and 6
· Determines the serving SMF based on the PDU session ID (octet 7)

· Forwards the 5GSM data (octets 8 to n) and PDU session ID to the SMF

Note that the AMF does not perform any processing on the 5GSM data other than extracting and forwarding it to the SMF.

Observation 3d: since the 5GSM data, PDU session ID, etc., are sent in one single IE as part of the 5GMM message, the AMF can process (i.e. extract) these fields to determine e.g. the PDU session ID and hence the SMF. This is not possible when a new 5GSM message is used i.e. a dedicated IE would be needed to carry the PDU session identity.

Observation 3e: using a new (single) IE to send 5GSM data saves 4 octets of unnecessary header information as compared to the use of a new 5GSM message.

Overall, the use of the CONTROL PLANE SERVICE REQUEST message and a Data over NAS container IE to send 5GSM data, PDU session ID and RAI, reduces the message overhead by 26 octets as compared to the use of the existing SERVICE REQUEST message containing a new 5GSM DATA TRANSPORT message:

· 13 octets of duplicated header, due to initial NAS message protection, are avoided 

· 9 octets are avoided at the NAS since 5G-S-TMSI is mandatory in the SERVICE REQUEST message

· 4 octets are avoided since a new 5GSM message is not needed for 5GSM data exchange

Observation 3f: overall, the use of the CONTROL PLANE SERVICE REQUEST message and a Data over NAS container IE to send 5GSM data reduces the message overhead by 26 octets as compared to the use of the existing SERVICE REQUEST message with a new 5GSM DATA TRANSPORT message to transport 5GSM data
Proposal 3c: a new Data over NAS container IE should be used to send 5GSM data in the CONTROL PLANE SERVICE REQUEST message.

2.1.4 “One-shot SMS”

The transmission of SMS from 5GMM-IDLE mode should also be supported in 5GS for Release 16 since all the necessary signalling and means are available to do so. It would be a strange and inefficient deployment that would allow e.g. an NB-S1 mode UE to send one-shot SMS in EPS but the same device supporting NB-N1 mode is not able to do so.

The UE can use the same Data over NAS container IE to either send 5GSM data or SMS. The UE will set the Data over NAS container type to “SMS” when sending SMS from 5GMM-IDLE mode in a CONTROL PLANE SERVICE REQUEST message. Note that using the same Data over NAS container IE for 5GSM data and SMS requires just one Type 6 IE. Moreover, the IE is future proof and can be used to efficiently send other data types in the future if need be.

Observation 4: using one Data over NAS container IE to send 5GSM data or SMS reduces the usage of Type 6 IEs.
Proposal 4: the transmission of SMS from 5GMM-IDLE mode should be supported and the CONTROL PLANE SERVICE REQUEST message should be used for this purpose. 

Note that for SMS, the Data over NAS container IE will neither include the DDX field nor the PDU session identity, and will be encoded as follows:

	8
	7
	6
	5
	4
	3
	2
	1
	

	Data over NAS container IEI
	octet 1

	Length of Data over NAS container contents
	octet 2

octet 3

	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	Data over NAS container type
	octet 4

	Data over NAS container contents
	octet 5

octet n


This section has discussed the choice of NAS message to use when sending 5GSM data or SMS from 5GMM-IDLE mode. The next section discusses the NAS message and its content when sending 5GSM data or SMS while in 5GMM-CONNECTED mode.

2.2 Sending mobile originated and mobile terminated for UEs in 5GMM-CONNECTED mode

2.2.1 Exchange of 5GSM data in 5GMM-CONNECTED mode

For a UE in 5GMM-CONNECTED mode, sending 5GSM data would differ from the solution for 5GMM-IDLE mode by the type of 5GMM NAS message that is used to transport the 5GSM data via the AMF.

Instead of the CONTROL PLANE SERVICE REQUEST, the UE in 5GMM-CONNECTED mode uses the UL NAS TRANSPORT message to send 5GSM data. The contents (i.e. value part) of the Data over NAS IE can be used to carry the 5GSM data as described previously, however these contents will be included in the existing Payload container IE.

Additionally, a new value for the Payload container type IE should be defined e.g. “Control plane data”. 

Thus, to summarize, when the UE sends 5GSM data in 5GMM-CONNECTED mode the UE:

· sends an UL NAS TRANSPORT message with:

· the Payload container type IE set to “Control plane data”.

· the contents of the Payload container IE will be set to the contents (i.e. the value part) of the Data over NAS IE and will be populated by the UE as described for CONTROL PLANE SERVICE REQUEST, except that:

· the PDU session synchronization is not performed in this case and hence the octets 5 and 6 of the Data over NAS IE will not be included.

Note that the PDU session identity does NOT need to be included in the UL NAS TRANSPORT message since it is already part of the contents (i.e. value part) of the Data over NAS container IE.

Observation 5: the Payload container IE can also be used for sending 5GSM data in 5GMM-CONNECTED mode.

At the AMF side, when the UL NAS TRANSPORT message is received, and Payload container type IE indicates “Control plane data”, the AMF processes the contents of the Payload container IE in the same manner as described previously for the CONTROL PLANE SERVICE REQUEST message.

Proposal 5: to send mobile originated 5GSM data in 5GMM-CONNECTED mode, the UE uses the UL NAS TRANSPORT message with the Payload container type IE set to “Control plane data”. The Payload container IE will be set to the contents (i.e. value part) of the Data over NAS container IE. 
To send CP data in the downlink direction, the AMF uses the DL NAS TRANSPORT message and sets the Payload container type IE is set to “Control plane data”. The AMF sets the contents of the Payload container IE to the contents (i.e. value part) of Data over NAS container IE encoded in the same manner as is done by the UE in the uplink direction. 

· At the UE side, the PDU session ID and data can be determined from the encoding that has been discussed earlier. 

Proposal 6: to send mobile terminated 5GSM data in 5GMM-CONNECTED mode, the AMF uses the DL NAS TRANSPORT message with a Payload container type IE set to “Control plane data”. The Payload container IE will be set to the contents (i.e. value part) of the Data over NAS container IE.

2.2.2 Sending SMS in 5GMM-CONNECTED mode

For a UE in 5GMM-CONNECTED mode, the UE uses the existing UL NAS TRANSPORT to send mobile originated SMS as defined in Release 15.

Similarly, for mobile terminated SMS, the AMF uses the existing DL NAS TRANSPORT message to send SMS to the UE as defined in Release 15.

Proposal 7: no new solution is needed for sending mobile originated or mobile terminated SMS for a UE in 5GMM-CONNECTED mode. 

3. Conclusion

This document discussed how to send data over NAS for CIoT devices such that the choice of NAS message and its contents reduces NAS message overhead.

Observation 1: using the existing SERVICE REQUEST message for CP data will result in having 13 octets of duplicated header information which is inefficient.

Proposal 1: the existing SERVICE REQUEST message should not be used for sending CP data from 5GMM-IDLE mode since the related signalling is inefficient.

Observation 2: using a new CONTROL PLANE SERVICE REQUEST message to send CP data is more efficient and does not compromise security as it can be partially ciphered, and integrity protected.

Proposal 2a: a new CONTROL PLANE SERVICE REQUEST message should be used to send CP data from 5GMM-IDLE mode. 

Proposal 2b: the CONTROL PLANE SERVICE REQUEST message should be partially ciphered, and integrity protected. The security header type of the new message should be set to a new value indicating “Integrity protected and partially ciphered NAS message”.

Observation 3a: the 5G-S-TMSI is provided to the RAN as part of RRC signalling. The RAN forwards the NAS message and the 5G-S-TMSI to the AMF (even if it is a new AMF). Including the 5G-S-TMSI in the CONTROL PLANE SERVICE REQUEST message would unnecessarily use 9 octets, be redundant and inefficient.

Proposal 3a: to further optimize the NAS signalling, the 5G-S-TMSI should not be included in the CONTROL PLANE SERVICE REQUEST message. 

Observation 3b: 5GSM data is exchanged between the UE and the SMF via the AMF. There is no stage 2 requirement on the UE to use a new 5GSM message for sending 5GSM data and PDU session ID to the SMF. 

Observation 3c: using a new 5GSM message to exchange 5GSM data between the UE and the SMF is inefficient and unnecessary. The PDU session ID then becomes duplicated (i.e. included in the 5GMM and 5GSM layers).

Proposal 3b: a new 5GSM message should not be used to exchange 5GSM data between the UE and SMF.

Observation 3d: since the 5GSM data, PDU session ID and RAI are sent in an IE, the AMF can process (i.e. extract) these fields to determine e.g. the PDU session ID and hence the SMF. This is not possible when a new 5GSM message is used since the AMF does not look at the contents. 

Observation 3e: using a new IE to send 5GSM data saves 4 octets of unnecessary header information as compared to the use of a new 5GSM message.

Observation 3f: overall, the use of the CONTROL PLANE SERVICE REQUEST message and a Data over NAS container IE to send 5GSM data reduces the message overhead by 24 octets as compared to the use of the existing SERVICE REQUEST message with a new 5GSM DATA TRANSPORT message to transport 5GSM data
Proposal 3c: a new Data over NAS container IE should be used to send data over NAS in the CONTROL PLANE SERVICE REQUEST message.

Observation 4: using one Data over NAS container IE to send 5GSM data or SMS reduces the usage of Type 6 IEs.
Proposal 4: the transmission of SMS from 5GMM-IDLE mode should be supported and the CONTROL PLANE SERVICE REQUEST message should be used for this purpose.

Observation 5: the Payload container IE can also be used for sending 5GSM data in 5GMM-CONNECTED mode.

Proposal 5: to send mobile originated 5GSM data in 5GMM-CONNECTED mode, the UE uses the UL NAS TRANSPORT message with the Payload container type IE set to “Control plane data”. The Payload container IE will be set to the contents (i.e. value part) of the Data over NAS container IE. 
Proposal 6: to send mobile terminated 5GSM data in 5GMM-CONNECTED mode, the AMF uses the DL NAS TRANSPORT message with a Payload container type IE set to “Control plane data”. The Payload container IE will be set to the contents (i.e. value part) of the Data over NAS container IE.

Proposal 7: no new solution is needed for sending mobile originated or mobile terminated SMS for a UE in 5GMM-CONNECTED mode. 

In summary, the most efficient way to send CP data is to use a new Data over NAS container IE which is included in the:

· CONTROL PLANE SERVICE REQUEST message: used in 5GMM-IDLE mode to send 5GSM data or SMS.  

· UL NAS TRANSPORT message and DL NAS TRANSPORT message: to transport 5GSM data. 

· The 5GSM data is not encapsulated in a new 5GSM message.

Document C1-192277 implements the proposals made by this document.
