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1.
Introduction

3GPP CT1 group has agreed to define the Operating System Identity (OS Id) as a 128 bits or 16 Octets Universally Unique Identifier (UUID) uniform resource name (URN) namespace as specified in IETF RFC 4122. UUID is a reliable identifier across the network. In the past UUID URN namespace has been used by 3GPP as instance Id in the Contact header field of SIP message to uniquely identify the device when the access network is WLAN. However, a UE's instance ID is a representation of the UE which does not need to be known by any network entities in advance. The situation with the OS Id is however different since the OS Id must be known by the UE and the PCF in advance for any communication. This discussion paper is to analyse how the OS Id can be represented by IETF RFC 4122 UUID.
2.
Discussion on Operating System Identity (OS Id)
CT1 documents define OS Id as 128 bits UUID according to IETF RFC 4122. However, it is not clear how OS Id should be assigned as a UUID value and what version it should have, see Annex A. The following options list the possibilities to employ the UUID as OS Id:
1- The operator creates the OS Id for every OS as version 4 UUID and stores them in a USIM table: [(Android, OS Id-1), (iOS, OS Id-2), (Windows, OS Id-3), …]. CT6 defines the necessary EFs and AT commands for accessing the USIM table. The USIM table can be updated over-the-air when there is a need to e.g. add new OS Ids to the table.
Pros: The ME is not operator specific and can be purchase from a 3rd party. As long as the USIM is operator specific (which is always the case), the OS Id can be store in the UE. Moreover, if there is a new OS Id, there are mechanisms to update the USIM table over-the-air.

Cons: The overhead in forms of creating the OS Id table, EFs, AT command, and the conformance testing for the over-the-air update of the OS Id table. Thus apart from the work in CT1, CT6 and RAN5 must be involved in this work 
2- The operator creates the OS Id for every OS as version 4 UUID and delivers the table to the UE vendor for storage in ME's non-volatile memory. The ME accesses the table in a proprietary way. 
Pros: Simple and no standards work.
Cons: It is not feasible to purchase a device from a 3rd party and use it in the operator domain by adding the operator's USIM. The device must be operator specific which may not be the case in many countries. Moreover, if there is a new OS Id, the table for the OS Id cannot be updated. The operator needs to get access to the device to update the OS Id table. 
One remedy for this option is that CT1 standardize a mechanism to transfer the OS Id from UDM to the UE. If that is the case then there is a need to standardize appropriate parameters for this in TS 24.501.
3- The OS Id is generated as version 5 UUID locally in the UE and the PCF according to Annex B 

Pros: locally generated and simple. If there will be new operating systems, this configuration and method can easily be applied to generate the new OS Id locally in the UE and the PCF.

Cons: Minor standard work as shown in Annex B.`
3.
Conclusion
This discussion paper has analysed the possibilities that a UUID according to IETF RFC 122 can be used as an OS Id. Three options have been listed in the discussion paper and CT1 needs to make the decision how to proceed.
Annex A
Analysis of IETF RFC 4122
IETF RFC 4122 has described that a UUID contains 128 bits or 16 Octets and is according to the following:

1- Nil UUID with all the bits set to zero;

2-  Version 1 including 60 bit UTC as a count of 100-nanosecond intervals since 00:00:00.00, clock sequence and Node which is MAC address;

3- Version 3 including 60 bit timestamp value constructed from a name space, 14 bit clock sequence value constructed from a name space, and 48-bit value constructed from a name space;

4- Version 4 including 60bit timestamp value randomly or pseudo-randomly generated, 14 bit clock sequence value randomly or pseudo-randomly generated, and 48 value randomly or pseudo-randomly generated; and

5- Version 5 including 60 bit timestamp value constructed from a name space, 14 bit clock sequence value constructed from a name space, and 48-bit value constructed from a name space.

IEFT RFC 4122 explains the format of the above versions and to summarize the following are the UUIDs which are listed in IETF RFC 4122:

1- Nil UUID: 128 bits or 16 octets zeros;

2-  Version 1: UTC, clock sequence, and MAC address;

3- Version 3: Hashing of the name space ID concatenated with name spaces such as domain name system, URLs, ISO Object IDs (OIDs), X.500 Distinguished Names (DNs), and reserved words in a programming language. The Hashing function is MD5 which is backward compatible since MD5 generates 128bits which is equal to number of bits for UUID, thus there is no need for truncation.

4- Version 4: 128 bits generated UUIDs from truly-random or pseudo-random numbers; and

5- Version 5: Hashing of the name space ID concatenated with name spaces such as domain name system, URLs, ISO Object IDs (OIDs), X.500 Distinguished Names (DNs), and reserved words in a programming language. The Hashing function is SHA1 which is not backward compatible since SHA1 generate 160 bits. Since it is not equal to number of bits for UUID which is 128 bits, thus there is a need for truncation. If the backward compatibility is not required then SHA1 is recommended.

From the description above, the OS Id can be either version 3, version 4, or version 5 UUID. Since the backward compatibility is not an issue, the OS Id is then either version 4 or version 5.

Annex B
OS Id based on version 5 UUID according to IETF RFC 4122
According to IETF RFC 4122, version 5 is hashing of the name space ID concatenated with name spaces with hash function SHA1. If version 5 UUID is used as OS Id then the implementation can be based on hashing a names space ID concatenated with a name space. For OS Id, the name space ID should be domain namespace since the applications are stored in domain names associated with the operating systems such as Android. According to IETF RFC 4122, the namespace ID  for domain namespace is 

   uuid_t NameSpace_DNS = { /* 6ba7b810-9dad-11d1-80b4-00c04fd430c8 */

       0x6ba7b810,

       0x9dad,

       0x11d1,

       0x80, 0xb4, 0x00, 0xc0, 0x4f, 0xd4, 0x30, 0xc8

   };

The domain name can be employed as the domain where the applications can be retrieved from, however, depending on the location, where to retrieve the application may be different. In order to generate a unique OS Id, the domain name needs to be unique and it shall not be identified by the different variants. 3GPP  has agreed in TS 23.503 table 6.6.2.1-2 that 

" The information is used to identify the Application(s) that is(are) running on the UE's OS. The OSId does not include an OS version number. The OSAppId does not include a version number for the application." 
Therefore, the name space should be formulated as OS Id such as Android with a suffix ".3gpp" as for instance "android.3gpp".

