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	Reason for change:
	The maximum data rates per UE for user-plane integrity protection supported by the UE for uplink and for downlink, provided when a PDU session is established in 5GS or when a PDU session is moved to 5GS from EPS or from non-3GPP acess connected to EPC, are valid for lifetime of the PDU session.

However, since Integrity protection maximum data rate IE is a mandatory IE of PDU SESSION ESTABLISHMENT REQUEST message, the maximum data rates per UE for user-plane integrity protection supported by the UE for uplink and for downlink are also provided when a PDU session is transferred from 3GPP access connected to 5GS to non-3GPP access (and vice versa) later on.

It is not clear what SMF does when the maximum data rates per UE for user-plane integrity protection supported by the UE for uplink and for downlink received by SMF when a PDU session is transferred using PDU SESSION ESTABLISHMENT REQUEST message received together with the request type "existing PDU session" or "existing emergency PDU session" differ from those received earlier and expected to be valid for lifetime of the PDU session. For a correctly acting UE, such mismatch cannot occur. However, if a UE acts incorrectly, such mismatch can occur.

	
	

	Summary of change:
	When the maximum data rates per UE for user-plane integrity protection supported by the UE for uplink and for downlink received in a PDU SESSION ESTABLISHMENT REQUEST message with the request type "existing PDU session", differ from those received earlier and expected to be valid for lifetime of the PDU session, the SMF sends PDU SESSION ESTBLISHMENT REJECT with 5GSM cause #31.

When the maximum data rates per UE for user-plane integrity protection supported by the UE for uplink and for downlink received in a PDU SESSION ESTABLISHMENT REQUEST message with the request type "existing emergency PDU session", differ from those received earlier and expected to be valid for lifetime of the PDU session, the SMF ignores the indicated value and assumes that those received earlier are still valid.

Interoperability impact analysis:
1) UE compliant to 24.501 v15.2.0 interworking with SMF compliant to this CR.

Interoperability not changed.

	
	

	Consequences if not approved:
	SMF behaviour in this abnormal case is unspecified.

	
	

	Clauses affected:
	6.4.1.7

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


***** change *****
6.4.1.7
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
If the received request type is "initial emergency request" and there is already another emergency PDU session for the UE, the SMF shall reject the PDU SESSION ESTABLISHMENT REQUEST message with 5GSM cause #31 "request rejected, unspecified" or release locally the existing emergency PDU session and proceed the new PDU SESSION ESTABLISHMENT REQUEST message

b)
The information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with local policy and user's subscription data

If the PDU session being established is a non-emergency PDU session, the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data and the information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with local policy and user's subscription data, the SMF shall reject the PDU session establishment request including the 5GSM cause #29 "user authentication or authorization failed", in the PDU SESSION ESTABLISHMENT REJECT message.

c)
UE-requested PDU session establishment with request type set to "initial request" or "initial emergency request" for an existing PDU session:


If the SMF receives a PDU SESSION ESTABLISHMENT REQUEST message with a PDU session ID identical to the PDU session ID of an existing PDU session and with request type set to "initial request" or "initial emergency request", the SMF shall release locally the existing PDU session and proceed with the PDU session establishment procedure.
d)
UE-requested PDU session establishment with request type "existing PDU session" or "existing emergency PDU session" for a PDU session that does not exist:


If the SMF receives a PDU SESSION ESTABLISHMENT REQUEST message with request type set to "existing PDU session" or "existing emergency PDU session", and the SMF does not have any information about that PDU session, then the SMF shall reject the PDU session establishment procedure with the 5GSM cause set to #54 "PDU session does not exist" in the PDU SESSION ESTABLISHMENT REJECT message.
e)
UE-requested PDU session establishment with request type "existing PDU session" with modified maximum data rate per UE for user-plane integrity protection supported by the UE for uplink, modified maximum data rate per UE for user-plane integrity protection supported by the UE for downlink, or both of them:


If the SMF receives a PDU SESSION ESTABLISHMENT REQUEST message with request type set to "existing PDU session", and the maximum data rate per UE for user-plane integrity protection supported by the UE for uplink and the maximum data rate per UE for user-plane integrity protection supported by the UE for downlink indicated in the Integrity protection maximum data rate IE are not the same as those considered by SMF as valid for the lifetime of the PDU session, then the SMF shall include the 5GSM cause value #31 "request rejected, unspecified" in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT REJECT message.
f)
UE-requested PDU session establishment with request type "existing emergency PDU session" with modified maximum data rate per UE for user-plane integrity protection supported by the UE for uplink, modified maximum data rate per UE for user-plane integrity protection supported by the UE for downlink, or both of them:


If the SMF receives a PDU SESSION ESTABLISHMENT REQUEST message with request type set to "existing emergency PDU session", and the maximum data rate per UE for user-plane integrity protection supported by the UE for uplink and the maximum data rate per UE for user-plane integrity protection supported by the UE for downlink indicated in the Integrity protection maximum data rate IE are not the same as those considered by SMF as valid for the lifetime of the PDU session, then the SMF shall ignore the contents of the Integrity protection maximum data rate IE and shall consider that the maximum data rate per UE for user-plane integrity protection supported by the UE for uplink and the maximum data rate per UE for user-plane integrity protection supported by the UE for downlink are the same as those considered by SMF as valid for the lifetime of the PDU session.
