[bookmark: _Toc525229310][bookmark: _GoBack]109.2.2.2.8	Procedure for authorizing affiliation status change request in negotiated mode sent to served MCPTT user homed in the IWF
Upon receiving a SIP MESSAGE request such that:
1)	Request-URI of the SIP MESSAGE request contains the public service identity identifying the IWF performing the terminating participating MCPTT functionrole for a serving the MCPTT user homed in the IWF;
2)	the SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body containing the<mcptt-request-uri> element and the <mcptt-calling-user-id> element;
3)	the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9]; and
4)	the SIP MESSAGE request contains an application/vnd.3gpp.mcptt-affiliation-command+xml MIME body;
then the IWF performing the terminating participating roleMCPTT server:
1)	shall identify the served MCPTT ID in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP MESSAGE request;
2)	shall identify the originating MCPTT ID in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP MESSAGE request;
3)	if the originating MCPTT ID is not authorized to send an affiliation status change request in negotiated mode to the served MCPTT ID, shall send a 403 (Forbidden) response and shall not continue with the rest of the steps; and
4)	shall set the Request-URI of the SIP MESSAGE request to the public user identity bound to the served MCPTT ID in the MCPTT server; and
5)	shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];perform the procedure in subclause 109.2.1.5.
before forwarding the SIP MESSAGE request further.
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