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1. Proposal

It is proposed to agree the following changes to 3GPP TR 24.833 v0.3.0.
Changes since C1-186210:

Added higher level headers.
Reinserted NOTE 1 with adjusted text to refer to the IWF.

Changed references to a group document to terminology such as “the IWF performing the participating role determines that …”, including as it pertained to the indication of a codec in the reply.

Added an editor’s note below step 5 indicating that the security indicated is only between the IWF and the MCPTT system, and that end-to-end encryption that is specified in stage 2 still needs to be added.

Changes since C1-186707:

Changed the Editor’s Note as requested.
* * * First Change * * * *

106.3.2
IWF performing the participating role
106.3.2.1
Requests initiated by a participant homed in the IWF
106.3.2.1.1
SDP offer generation

106.3.2.1.1.1
On-demand session

This subclause is referenced from other subclauses.

The SDP offer generated by the IWF performing the participating role:

1)
shall contain only one SDP media-level section for speech; and

2)
shall contain an SDP media-level section for one media-floor control entity.When composing the SDP offer according to 3GPP TS 24.229 [4], the IWF performing the participating role:

1)
shall insert the IP address and port number selected by the IWF performing the participating role for the media stream in the SDP offer;
NOTE 1:
Requirements can exist for the IWF performing the participating role to be always included in the path of the offered media stream, for example: for the support of features such as lawful interception and recording. Other examples can exist.
2)
shall insert the IP address and port number selected by the IWF performing the participating role for the offered media floor control entity, if any, in the received SDP offer; and

3)
shall include an "m=audio" media-level section for the media stream consisting of:

a)
the port number for the media stream selected; and

b)
the codec(s) and media parameters and attributes with the following clarification:

i)
if a call is being initiated to a group identity; and
ii)
if the IWF performing the participating role determines one or more preferred codecs;

then the IWF:

i)
shall include the name of the chosen codec in the <encoding name> field of the "a=rtpmap" attribute as defined in IETF RFC 4566 [12];
c)
"i=" field set to "speech" according to 3GPP TS 24.229 [4];
3)
if floor control shall be used during the session, shall include an "m=application" media-level section as specified in 3GPP TS 24.380 [5] clause 12 for a media-floor control entity, consisting of:

a)
the port number for the media-floor control entity selected as specified in 3GPP TS 24.380 [5]; and
b)
the 'fmtp' attributes as specified in 3GPP TS 24.380 [5] clause 14; and

4)
if security between the IWF and the MCPTT system is required for a private call, shall include the MIKEY-SAKKE I_MESSAGE in an "a=key-mgmt" attribute as a "mikey" attribute value in the SDP offer as specified in IETF RFC 4567 [47].

5)
shall contain an "a=key-mgmt" attribute field with a "mikey" attribute value.Editor’s Note:

Steps 4-5 only provide security from the IWF into the MCPTT system. End-to-end security is defined in stage 2 and needs to be included in this subclause as well. 
Editor’s Note:

End-to-end security is FFS. 
* * * End Changes * * * *

