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1. Proposal

It is proposed to agree the following changes to 3GPP TR 24.833 v0.3.0.
* * * First Change * * * *

106.3.2.1.3
Sending an INVITE request 

This subclause is referenced from other procedures.

When generating an initial SIP INVITE request according to 3GPP TS 24.229 [4] the IWF performing the participating role:

1)
shall include in the SIP INVITE request Accept-Contact header fields and Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] ;2)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

3)
shall include the option tag "timer" in the Supported header field;

4)
shall include in the P-Asserted-Identity header field a public service identity selected by the IWF performing the participating role;
Editor’s Note:
The above needs to be reconsidered when IMPU is handled for the IWF.
5)
shall include the g.3gpp.mcptt media feature tag into the Contact header field of the outgoing SIP INVITE request;

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;

7)
may include a MIME resource-lists body, according to rules and procedures of IETF RFC 5366 [20]; and
8)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body;
a)
if the call is an emergency group call and the MCPTT emergency state of the participant homed in the IWF is set;
i)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body in the SIP INVITE request an <emergency-ind> element set to "true" and if the MCPTT emergency group call state is set to "MEGC 1: emergency-gc-capable", shall set the MCPTT emergency group call state to "MEGC 2: emergency-call-requested";
ii)
if the IWF determines that an MCPTT emergency alert is to be sent and the MCPTT emergency alert state of the participant homed in the IWF is set to "MEA 1: no-alert", shall:

A)
set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to "true" and set the MCPTT emergency alert state of the participant homed in the IWF to "MEA 2: emergency-alert-confirm-pending"; and

B)
include in the SIP INVITE request the specific location information, if available, for MCPTT emergency alert as specified in subclause 106.2.9.1;
iii)
if the IWF determines that an MCPTT emergency alert is not to be sent and the MCPTT emergency alert state of the participant homed in the IWF is set to "MEA 1: no-alert", shall set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to "false"; and

iv)
if the MCPTT client emergency group state of the group is set to a value other than "MEG 2: in-progress" set the MCPTT client emergency group state of the MCPTT group to "MEG 4: confirm-pending";

NOTE 1:
This is the case of a participant homed in the IWF already being in the MCPTT emergency state initiated previously while originating an emergency group call or emergency alert. All group calls the participant homed in the IWF originates while in MCPTT emergency state will be emergency group calls.

b)
if the call is an emergency group call and the MCPTT emergency state of the participant homed in the IWF is clear and the MCPTT emergency group call state is set to "MEGC 1: emergency-gc-capable" and the received SIP request contains an authorised request for an emergency group call as determined by the IWF, the IWF shall set the MCPTT emergency state of the participant homed in the IWF and perform the following actions;

i)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body in the SIP INVITE request or SIP REFER request an <emergency-ind> element set to "true" and set the MCPTT emergency group call state to "MEGC 2: emergency-call-requested" state;

ii)
if the MCPTT user has also requested an MCPTT emergency alert to be sent and this is an authorised request for MCPTT emergency alert as determined by the procedures of subclause 6.2.8.1.6, shall:

A)
include in the application/vnd.3gpp.mcptt-info+xml MIME body the <alert-ind> element set to "true" and set the MCPTT emergency alert state to "MEA 2: emergency-alert-confirm-pending"; and

B)
include in the SIP INVITE request the specific location information for MCPTT emergency alert as specified in subclause 6.2.9.1;
iii)
if the MCPTT user has not requested an MCPTT emergency alert to be sent, shall set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to "false"; and

iv)
if the MCPTT client emergency group state of the group is set to a value other than "MEG 2: in-progress" shall set the MCPTT client emergency group state of the MCPTT group to "MEG 4: confirm-pending".

NOTE 2:
This is the case of an initial MCPTT emergency group call and optionally an MCPTT emergency alert being sent. As the MCPTT emergency state of the participant homed in the IWF is not sent, there is no MCPTT emergency alert outstanding.

NOTE 3:
A group call originated by an affiliated member of a group homed in the IWF which is in an in-progress emergency state (as tracked by the IWF using the MCPTT emergency group state of the group homed in the IWF) but where the affiliated member of a group homed in the IWF is not in an MCPTT emergency state will also be an MCPTT emergency group call. The <emergency-ind> and <alert-ind> elements of the application/vnd.3gpp.mcptt-info+xml MIME body do not need to be included in this case and hence no action needs to be taken in this subclause.

c)
if the MCPTT emergency group call state is set to either "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" and this is an authorised request for an MCPTT emergency group call as determined by the IWF, or the MCPTT client emergency group state of the group is set to "MEG 2: in-progress", the IWF shall include in the SIP INVITE request a Resource-Priority header field populated with the values for an MCPTT emergency group call as specified in subclause 106.2.8.1.15.
d)
if this is an authorised request to cancel the MCPTT emergency group call as determined by the IWF, and the MCPTT client emergency group state of the group is "no-emergency" or "cancel-pending", the IWF shall include in the SIP INVITE request a Resource-Priority header field populated with the values for a normal MCPTT group call as specified in subclause 106.2.8.1.15.

e)
if this is an emergency group call and and this is an authorised request for an MCPTT imminent peril group call as determined by the IWF, the IWF:
i)
if the MCPTT imminent peril group state of the participant homed in the IWF is set to "MIGC 1: imminent-peril-gc-capable" and the in-progress emergency state of the group is set to a value of "false":

A)
shall include the <imminentperil-ind> element set to "true" and set the MCPTT emergency group call state to "MIGC 2: imminent-peril-call-requested" state; and
B)
if the MCPTT imminent peril group state of the group is set to a value other than "MIG 2: in-progress" shall set the MCPTT emergency group state of the MCPTT group to "MIG 4: confirm-pending".

NOTE 4:
An MCPTT group call originated by an affiliated member of a group homed in the IWF which is in an in-progress imminent peril state (as tracked by the IWF using the MCPTT imminent peril group state of the participant homed in the IWF) will also have the priority associated with MCPTT imminent peril group calls. The <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info MIME body does not need to be included in this case, nor do any state changes result and hence no action needs to be taken in this subclause.
f)
if the MCPTT imminent peril group call state is set "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted" and the IWF determines that initiation of an MCPTT imminent peril group call on the targeted MCPTT group is authorised, or the MCPTT client imminent peril state of the group is set to "MIG 2: in-progress", the MCPTT client:

i)
shall include in the SIP INVITE request a Resource-Priority header field populated with the values for an MCPTT imminent peril group call as specified in subclause 106.2.8.1.15.
g)
if the MCPTT imminent peril group call state is set to "MIGC 1: imminent-peril-gc-capable" and the IWF determines that cancellation of MCPTT imminent peril group calls is authorised, or the MCPTT imminent peril group state of the group is "MIG 1: no-imminent-peril" or "MIG 3: cancel-pending", the IWF:

i)
shall include in the SIP INVITE request a Resource-Priority header field populated with the values for a normal MCPTT group call as specified in subclause 106.2.8.1.15.
h)
if this is a broadcast group call, the IWF:

i)
shall include the <broadcast-ind> element set to "true" as defined in 3GPP TS 24.379 [81], subclause F.1;
i)
if the MCPTT emergency private call state of the participant homed in the IWF is set to "MEPC 1: emergency-pc-capable" and this is an authorised request for an MCPTT emergency private call as determined by the IWF, the IWF:
i)
shall set the MCPTT emergency state of the participant homed in the IWF if not already set;

ii)
shall include an <emergency-ind> element set to "true" and set the MCPTT emergency private call state of the participant homed in the IWF to "MEPC 2: emergency-pc-requested";
iii)
if the IWF determines that an MCPTT emergency alert is to be sent and this is an authorised request for MCPTT emergency alert as determined by the IWF, the IWF shall:

A)
include the <alert-ind> element set to "true" and set the MCPTT private emergency alert state of the participant homed in the IWF to "MPEA 2: emergency-alert-confirm-pending"; and

B)
include the specific location information for MCPTT emergency alert, if available, as specified in 3GPP TS 24.379 [81], subclause 6.2.9.1;
iv)
if the IWF determines that an MCPTT emergency alert is not to be sent, shall set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to "false"; and

v)
if the MCPTT emergency private priority state of this private call is set to a value other than "MEPP 2: in-progress" shall set the MCPTT emergency private priority state of the participant homed in the IWF to "MEPP 3: confirm-pending";
j)
if the MCPTT emergency private call state of the participant homed in the IWF is set to either "MEPC 2: emergency-pc-requested" or "MEPC 3: emergency-pc-granted" and this is an authorised request for an MCPTT emergency private call as determined by the IWF, or the MCPTT emergency private priority state of the call is set to "MEPP 2: in-progress", the IWF shall include in the SIP request a Resource-Priority header field populated with the values for an MCPTT emergency private call as specified in subclause 106.2.8.1.15.

Editor’s Note:
All of step 8) above needs to be thoroughly checked, as it represents the IWF completing the SIP INVITE in place of the client.
9)
if the IWF performing the participating role has applicable location information relative to a participant homed in the IWF, shall insert an application/vnd.3gpp.mcptt-location-info+xml MIME body into the outgoing SIP INVITE request.
* * * End Changes * * * *

