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***** First change *****
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5G-GUTI
5G-Globally Unique Temporary Identifier

5GMM
5GS Mobility Management

5GS
5G System
ACDC
Application specific Congestion control for Data Communication

AKA
Authentication and Key Agreement

AMBR
Aggregate Maximum Bit Rate

APN
Access Point Name

APN-AMBR
APN Aggregate Maximum Bit Rate

ARP
Allocation Retention Priority

BCM
Bearer Control Mode

CIoT
Cellular IoT

CP-CIoT
Control Plane CIoT

CSG
Closed Subscriber Group

E-UTRA
Evolved Universal Terrestrial Radio Access

E-UTRAN
Evolved Universal Terrestrial Radio Access Network

EAB
Extended Access Barring

ECM
EPS Connection Management

eDRX
Extended idle-mode DRX cycle

EENLV
Extended Emergency Number List Validity

eKSI
Key Set Identifier for E-UTRAN

EMM
EPS Mobility Management

eNode B
Evolved Node B

EPC
Evolved Packet Core Network

EPS
Evolved Packet System

ESM
EPS Session Management

GBR
Guaranteed Bit Rate

GUMMEI
Globally Unique MME Identifier

GUTI
Globally Unique Temporary Identifier

HeNB
Home eNode B

HRPD
High Rate Packet Data

IoT
Internet of Things

IP-CAN
IP-Connectivity Access Network

ISR
Idle mode Signalling Reduction

kbps
Kilobits per second

KSI
Key Set Identifier

L-GW
Local PDN Gateway

LHN-ID
Local Home Network Identifier

LIPA
Local IP Access

M-TMSI
M-Temporary Mobile Subscriber Identity

Mbps
Megabits per second

MBR
Maximum Bit Rate

MME
Mobility Management Entity

MMEC
MME Code

NB-IoT
Narrowband IoT

NR
New Radio

NSSAI
Network Slice Selection Assistance Information

PD
Protocol Discriminator

PDN GW
Packet Data Network Gateway

ProSe
Proximity-based Services
PSM
Power Saving Mode
PTI
Procedure Transaction Identity

QCI
QoS Class Identifier

QoS
Quality of Service

ROHC
RObust Header Compression

RRC
Radio Resource Control

S-NSSAI
Single NSSAI

S-TMSI
S-Temporary Mobile Subscriber Identity

S101-AP
S101 Application Protocol

S1AP
S1 Application Protocol

SAE
System Architecture Evolution

SCEF
Service Capability Exposure Function

SGC
Service Gap Control

SIPTO
Selected IP Traffic Offload

TA
Tracking Area
TAC
Tracking Area Code

TAI
Tracking Area Identity
TFT
Traffic Flow Template

TI
Transaction Identifier
TIN
Temporary Identity used in Next update

URN
Uniform Resource Name

V2X
Vehicle-to-Everything
***** Next change *****
5.3.7
Handling of the Local Emergency Numbers List and the Extended Local Emergency Numbers List

The Local Emergency Numbers List and the Extended Local Emergency Numbers list contain additional local emergency numbers used by the serving network. These lists can be downloaded by the network to the UE at successful registration and subsequent registration updates. There is only one Local Emergency Numbers List and only one Extended Local Emergency Numbers list in the UE. The Local Emergency Numbers List can be updated with EMM procedures if the UE is in S1 mode, with GMM and MM procedures if the UE is in A/Gb or Iu mode, and with 5GMM procedures, as specified in 3GPP TS 24.501 [54], if UE is in N1 mode. The Extended Local Emergency Numbers List can be updated with EMM procedures if the UE is in S1 mode and with 5GMM procedures, as specified in 3GPP TS 24.501 [54], if UE is in N1 mode.

The UE shall use the stored Local Emergency Numbers List and the stored Extended Local Emergency Numbers List received from the network in addition to the emergency numbers stored on the USIM or user equipment to detect that the number dialled is an emergency number.

If the UE determines that the number dialled is an emergency number, the procedures specified in 3GPP TS 23.167 [45] and 3GPP TS 24.229 [13D] are utilised to select a domain for the emergency session attempt.

If the domain selected for the emergency session attempt is the PS domain, then the UE shall perform the session establishment procedures specified in 3GPP TS 24.229 [13D] to initiate an emergency session.
If the domain selected for the emergency session attempt is the CS domain, then the UE shall use the stored Local Emergency Numbers List, in addition to the emergency numbers stored on the USIM and the ME, to determine if the call control entity of the UE specified in 3GPP TS 24.008 [13] is to send an EMERGENCY SETUP message or a SETUP message to the network.

NOTE 1:
The checking of whether the dialled number is an emergency number and the determination of whether an emergency call is to be initiated in the CS domain, can end once a match is found. The Extended Local Emergency Numbers List does not apply when the CS domain is selected.

NOTE 2:
The user equipment can use the emergency numbers in each of the stored lists to assist the end user in determining whether the dialled number is intended for an emergency service or for another destination, e.g. a local directory service. The possible interactions with the end user are implementation specific.

NOTE 3:
A UE that supports procedures specified in 3GPP TS 24.302 [48], can get additional local emergency numbers through those procedures, which can be used based on operator policy, see 3GPP TS 24.302 [48].

The network may send a Local Emergency Numbers List or an Extended Local Emergency Numbers List or both, in the ATTACH ACCEPT or in the TRACKING AREA UPDATE ACCEPT messages, by including the Emergency number list IE and the Extended emergency number list IE, respectively. The user equipment shall store the Local Emergency Numbers List and the Extended Local Emergency Numbers List, as provided by the network. The Local Emergency Numbers List stored in the user equipment shall be replaced on each receipt of the Emergency number list IE. The Extended Local Emergency Numbers List stored in the user equipment shall be replaced on each receipt of the Extended emergency number list IE. The received Local Emergency Numbers List or the received Extended Local Emergency Numbers list or both shall be provided to the upper layers.

The emergency number(s) received in the Emergency number list IE are valid only in networks in the same country as the PLMNfrom which this IE is received. If no Local Emergency Numbers List is contained in the ATTACH ACCEPT or in the TRACKING AREA UPDATE ACCEPT message, then the stored Local Emergency Numbers List in the user equipment shall be kept, except if the user equipment has successfully registered to a PLMN in a country different from that of the PLMN that sent the list.
The emergency number(s) received in the Extended emergency number list IE are valid only in:

-
networks in the same country as the PLMN from which this IE is received, if the Extended Emergency Number List Validity (EENLV) field within the Extended emergency number list IE indicates "Extended Local Emergency Numbers List is valid in the country of the PLMN from which this IE is received"; and
-
 the PLMN from which this IE is received, if the EENLV field within the Extended emergency number list IE indicates "Extended Local Emergency Numbers List is valid only in the PLMN from which this IE is received".
If no Extended Local Emergency Numbers List is contained in the ATTACH ACCEPT or in the TRACKING AREA UPDATE ACCEPT message, and the registered PLMN has not changed, then the stored Extended Local Emergency Numbers List in the user equipment shall be kept. If no Extended Local Emergency Numbers List is contained in the ATTACH ACCEPT or in the TRACKING AREA UPDATE ACCEPT message, but the registered PLMN has changed, then:

-
if the last received indication in the EENLV field within the Extended emergency number list IE indicates "Extended Local Emergency Numbers List is valid only in the PLMN from which this IE is received", the stored Extended Local Emergency Numbers List in the user equipment shall be deleted; and
-
if the last received indication in the EENLV field within the Extended emergency number list IE indicates "Extended Local Emergency Numbers List is valid in the country of the PLMN from which this IE is received" the list shall be kept except if the user equipment has successfully registered to a PLMN in a country different from that of the PLMN that sent the list.
NOTE:
To prevent the misrouting of emergency calls, all operators within a county need to follow the regulation or agree on the setting of the Extended emergency number list IE in accordance to national agreement – either to indicate validity within a country or to indicate validity only within the PLMN.

The Local Emergency Numbers List and the Extended Local Emergency Numbers List shall be deleted at switch off and removal of the USIM. The user equipment shall be able to store up to ten entries in the Local Emergency Numbers List and up to twenty entries in the Extended Local Emergency Numbers List, received from the network.

***** Next change *****
8.2.1
Attach accept

8.2.1.1
Message definition

This message is sent by the network to the UE to indicate that the corresponding attach request has been accepted. See table 8.2.1.1.

Message type:
ATTACH ACCEPT

Significance:
dual

Direction:
network to UE

Table 8.2.1.1: ATTACH ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Attach accept message identity
	Message type

9.8
	M
	V
	1

	
	EPS attach result
	EPS attach result

9.9.3.10
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.9.2.9
	M
	V
	1/2

	
	T3412 value
	GPRS timer

9.9.3.16
	M
	V
	1

	
	TAI list
	Tracking area identity list

9.9.3.33
	M
	LV
	7-97

	
	ESM message container
	ESM message container

9.9.3.15
	M
	LV-E
	5-n

	50
	GUTI
	EPS mobile identity

9.9.3.12
	O
	TLV
	13

	13
	Location area identification
	Location area identification

9.9.2.2
	O
	TV
	6

	23
	MS identity


	Mobile identity

9.9.2.3
	O
	TLV
	7-10

	53
	EMM cause
	EMM cause

9.9.3.9
	O
	TV
	2

	17
	T3402 value
	GPRS timer

9.9.3.16
	O
	TV
	2

	59
	T3423 value
	GPRS timer

9.9.3.16
	O
	TV
	2

	4A
	Equivalent PLMNs
	PLMN list

9.9.2.8
	O
	TLV
	5-47

	34
	Emergency number list
	Emergency number list

9.9.3.37
	O
	TLV
	5-50

	64
	EPS network feature support
	EPS network feature support

9.9.3.12A
	O
	TLV
	3-4

	F-
	Additional update result
	Additional update result

9.9.3.0A
	O
	TV
	1

	5E
	T3412 extended value
	GPRS timer 3

9.9.3.16B
	O
	TLV
	3

	6A
	T3324 value
	GPRS timer 2

9.9.3.16A
	O
	TLV
	3

	6E
	Extended DRX parameters
	Extended DRX parameters

9.9.3.46
	O
	TLV
	3

	65
	DCN-ID
	DCN-ID

9.9.3.48
	O
	TLV
	4

	E-
	SMS services status
	SMS services status

9.9.3.4B
	O
	TV
	1

	D-
	Non-3GPP NW provided policies
	Non-3GPP NW provided policies

9.9.3.49
	O
	TV
	1

	6B
	T3448 value
	GPRS timer 2

9.9.3.16A
	O
	TLV
	3

	C-
	Network policy
	Network policy
9.9.3.52
	O
	TV
	1

	6C
	T3447 value
	GPRS timer 3

9.9.3.16B
	O
	TLV
	3

	7A
	Extended emergency number list
	Extended emergency number list

9.9.3.37A
	O
	TLV-E
	7-65538

	7C
	Ciphering key data
	Ciphering key data

9.9.3.56
	O
	TLV-E
	35-2291


***** Next change *****
8.2.1.9
Emergency number list

This IE may be sent by the network. If this IE is sent, the contents of this IE indicates a list of emergency numbers valid within the same country as in the PLMN from which this IE is received.

***** Next change *****
8.2.1.9A
Extended emergency number list

This IE may be sent by the network. If this IE is sent, the contents of this IE indicates a list of emergency numbers (with URN information) valid within the same country as in the PLMN from which this IE is received or valid only in the PLMN from which this IE is received.

***** Next change *****
8.2.26
Tracking area update accept

8.2.26.1
Message definition

This message is sent by the network to the UE to provide the UE with EPS mobility management related data in response to a tracking area update request message. See table 8.2.26.1.

Message type:
TRACKING AREA UPDATE ACCEPT

Significance:
dual

Direction:
network to UE

Table 8.2.26.1: TRACKING AREA UPDATE ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Tracking area update accept message identity
	Message type

9.8
	M
	V
	1

	
	EPS update result
	EPS update result

9.9.3.13
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.9.2.9
	M
	V
	1/2

	5A
	T3412 value
	GPRS timer

9.9.3.16
	O
	TV
	2

	50
	GUTI
	EPS mobile identity

9.9.3.12
	O
	TLV
	13

	54
	TAI list
	Tracking area identity list

9.9.3.33
	O
	TLV
	8-98

	57
	EPS bearer context status
	EPS bearer context status

9.9.2.1
	O
	TLV
	4

	13
	Location area identification
	Location area identification

9.9.2.2
	O
	TV
	6

	23
	MS identity
	Mobile identity

9.9.2.3
	O
	TLV
	7-10

	53
	EMM cause
	EMM cause

9.9.3.9
	O
	TV
	2

	17
	T3402 value
	GPRS timer

9.9.3.16
	O
	TV
	2

	59
	T3423 value
	GPRS timer

9.9.3.16
	O
	TV
	2

	4A
	Equivalent PLMNs
	PLMN list

9.9.2.8
	O
	TLV
	5-47

	34
	Emergency number list
	Emergency number list

9.9.3.37
	O
	TLV
	5-50

	64
	EPS network feature support
	EPS network feature support

9.9.3.12A
	O
	TLV
	3-4

	F-
	Additional update result
	Additional update result
9.9.3.0A
	O
	TV
	1

	5E
	T3412 extended value
	GPRS timer 3

9.9.3.16B
	O
	TLV
	3

	6A
	T3324 value
	GPRS timer 2

9.9.3.16A
	O
	TLV
	3

	6E
	Extended DRX parameters
	Extended DRX parameters

9.9.3.46
	O
	TLV
	3

	68
	Header compression configuration status
	Header compression configuration status

9.9.4.27
	O
	TLV
	4

	65
	DCN-ID
	DCN-ID

9.9.3.48
	O
	TLV
	4

	E-
	SMS services status
	SMS services status

9.9.3.4B
	O
	TV
	1

	D-
	Non-3GPP NW policies
	Non-3GPP NW provided policies

9.9.3.49
	O
	TV
	1

	6B
	T3448 value
	GPRS timer 2

9.9.3.16A
	O
	TLV
	3

	C-
	Network policy
	Network policy
9.9.3.52
	O
	TV
	1

	6C
	T3447 value
	GPRS timer 3

9.9.3.16B
	O
	TLV
	3

	7A
	Extended emergency number list
	Extended emergency number list

9.9.3.37A
	O
	TLV-E
	7-65538

	7C
	Ciphering key data
	Ciphering key data

9.9.3.56
	O
	TLV-E
	35-2291


***** Next change *****
8.2.26.12
Emergency number list

This IE may be sent by the network. If this IE is sent, the contents of this IE indicates a list of emergency numbers valid within the same country as in the PLMN from which this IE is received.

***** Next change *****
8.2.26.12A
Extended emergency number list

This IE may be sent by the network. If this IE is sent, the contents of this IE indicates a list of emergency numbers (with URN information) valid within the same country as in the PLMN from which this IE is received or valid only in the PLMN from which this IE is received.

***** Next change *****
9.9.3.37A
Extended emergency number list

The purpose of this information element is to encode one or more local emergency number(s) together with a sub-services field containing zero ore more sub-services of the associated emergency service URN and a validity indication. An emergency service URN is a service URN with top level service type of "sos" as specified in IETF RFC 5031 [55].

EXAMPLE 1:
If the associated emergency service URN is "urn:service:sos.gas", there is only one sub-service provided in the sub-services field which is "gas".

EXAMPLE 2:
If the associated emergency service URN is "urn:service:sos", there is no sub-services provided in the sub-services field and the length of the sub-services field is "0".

NOTE:
The associated emergency service URN can be a country-specific emergency service URN as defined in 3GPP TS 24.229 [13D].

The Extended emergency number list information element is coded as shown in figure 9.9.3.37A.1 and table 9.9.3.37A.1.

The Extended emergency number list IE is a type 6 information element with a minimum length of 6 octets and a maximum length of 65538 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Extended emergency number list IEI
	octet 1

	Length of Extended emergency number list IE contents


	octet 2

octet 3

	0
	0
	0
	0
	0
	0
	0
	EENLV
	octet 4

	spare
	
	

	Length of 1st Emergency Number information (Note 1)
	octet 5

	Number digit 2
	Number digit 1
	octet 6

	
	
	(Note 2)

	Number digit 4
	Number digit 3
	octet 7*

	
	
	

	Number digit 2
	Number digit 1
	octet 5

	
	
	(Note 2)

	Number digit 4
	Number digit 3
	octet 6*

	
	
	

	:
	:
	:

	
	
	

	(Note 3)
	
	octet j-1*

	
	
	

	Length of 1st sub-services field (Note 4)
	octet j

	sub-services field


	octet j+1*

(Note 5)

octet k-1*

	Length of 2nd Emergency Number information (Note 1)
	octet k*

	Number digit 2
	Number digit 1
	octet k+1*

	
	
	(Note 2)

	Number digit 4
	Number digit 3
	octet k+2*

	
	
	

	:
	:
	:

	
	
	

	(Note 3)
	:
	octet l-1*

	
	
	

	Length of 2nd sub-services field (Note 4)
	octet l*

	sub-services field


	octet l+1*

(Note 5)

octet m-1*

	Length of 3rd Emergency Number information (Note 1)
	octet m*

	Number digit 2
	Number digit 1
	octet m+1*

	
	
	(Note 2)

	Number digit 4
	Number digit 3
	octet m+2*

	
	
	

	:
	:
	:

	
	
	

	(Note 3)
	:
	octet n-1*

	
	
	

	Length of 3rd sub-services field (Note 4)
	octet n*

	sub-services field


	octet n+1*

(Note 5)

octet o*


NOTE 1:
The length shall contain the number of octets used to encode the number digits.

NOTE 2:
The number digit(s) in octet 6 precedes the digit(s) in octet 7 etc. The number digit, which would be entered first, is located in octet 7, bits 1 to 4. The contents of the number digits are coded as shown in table 10.5.118/3GPP TS 24.008 [13].

NOTE 3:
If the emergency number contains an odd number of digits, bits 5 to 8 of the last octet of the respective emergency number shall be filled with an end mark coded as "1111".

NOTE 4:
The length shall contain the number of octets used to encode the sub-services field.

NOTE 5:
The characters of the sub-services of the associated emergency service URN shall be coded in accordance to 3GPP TS 23.038 [3] and the first character starts in octet j+1, l+1 or n+1.

Figure 9.9.3.37A.1 Extended Emergency Number List IE

EXAMPLE 3:
If the associated emergency service URN is "urn:service:sos.police.municipal", the sub-services field contains "police.municipal" and the first character is "p".

Table 9.9.3.37A.1: Extended Emergency Number List Validity information IE
	Extended Emergency Number List Validity (EENLV) (octet 4)

	Bit

	1
	
	
	
	

	0
	
	
	
	Extended Local Emergency Numbers List is valid in the country of the PLMN from which this IE is received

	1
	
	
	
	Extended Local Emergency Numbers List is valid only in the PLMN from which this IE is received

	


***** No more change *****
