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*** 1st Change ***


[bookmark: _Toc525218664]7.2.xx	Definition of P-Emergency-Service-Type header field
Editor's note: [WI: eSPECTRE, CR#6115] as per RFC 5727 an IETF expert review is needed in order to obtain the IANA registration of this header field.
7.2.xx.1	Introduction
IANA registry: Header Fields registry for the Session Initiation Protocol (SIP)
Header field name: P-Emergency-Service-Type
Usage: the P-Emergency-Service-Type is used for indicating multiple emergency service category types in emergency INVITE.
Header field specification reference: 3GPP TS 24.229, http://www.3gpp.org/ftp/Specs/archive/24_series/24.229/
The receiving entities may possibly use this information to decide a emergency INVITE routing to appropriate emergency service center based on local emergency policy. 
7.2.xx.2	Applicability statement for the P-Emergency-Service-Type header field
The P-Emergency-Service-Type header is applicable only for emergency INVITE when UE has derived more than one emergency service category type for the dialed number.
7.2.xx.3	Usage of the P-Emergency-Service-Type header field
A SIP UA may include the P-Emergency-Service-Type header field when sending a emergency SIP INVITE request and has derived more than one emergency service category type for the dialled number. Information of the P-Emergency-Service-Type header field can be used by the proxy for routing the emergency call.
7.2.xx.4	Procedures at the UA
A UA that supports this extension may insert a P-Emergency-Service-Type header field to emergency SIP INVITE request when UE has derived more than one emergency service category type for the dialled number. UA can add all derived emergency service category types to the header field. The header is populated as described in subclause 7.2.xx.7.
7.2.xx.5	Procedures at the proxy
A proxy may use the P-Emergency-Service-Type header content to for emergency call routing purposes.
7.2.xx.6	Security considerations
The P-Emergency-Service-Type header field does not contain sensitive information.
7.2.xx.7	Syntax
The ABNF syntax for P-Emergency-Service-Type header field is specified in table 7.2.xx.7-1.
Table 7.2.xx.7-1: Syntax of P-Emergency-Service-Type header field
P-Emergency-Service-Type	= "P-Emergency-Service-Type" HCOLON service-type
service-type		= "police" / "ambulance" / "fire" / "marine" / "mountain" / token

[bookmark: _GoBack]
*** 2nd Change ***


[bookmark: _Toc525218977]A.2.1.4.7	INVITE method
Prerequisite A.5/8 - - INVITE request
Table A.46: Supported header fields within the INVITE request
	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	c47
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c24
	c24
	[56B] 9.2
	c32
	c32

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	4
	Alert-Info
	[26] 20.4
	o
	o
	[26] 20.4
	c1
	c1

	5
	Allow
	[26] 20.5, [26] 5.1
	o (note 1)
	o
	[26] 20.5, [26] 5.1
	m
	m

	6
	Allow-Events
	[28] 8.2.2
	c2
	c2
	[28] 8.2.2
	c53
	c53

	6A
	Attestation-Info
	7.2.18
	n/a
	c71
	7.2.18
	n/a
	c71

	7
	Answer-Mode
	[158]
	c49
	c49
	[158]
	c50
	c50

	8
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	9
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	10
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	10A
	Cellular-Network-Info
	7.2.15
	n/a
	c63
	7.2.15
	n/a
	c64

	11
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	12
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	13
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	13A
	Content-ID
	[256] 3.2
	o
	c69
	[256] 3.2
	m
	c70

	14
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	15
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	16
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	17
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	18
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	19
	Expires
	[26] 20.19
	o
	o
	[26] 20.19
	o
	o

	19A
	Feature-Caps
	[190]
	c59
	c59
	[190]
	c58
	c58

	20
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	20A
	Geolocation
	[89] 4.1
	c33
	c33
	[89] 4.1
	c33
	c33

	20B
	Geolocation-Routing
	[89] 4.2
	c33
	c33
	[89] 4.2
	c33
	c33

	20C
	History-Info
	[66] 4.1
	c31
	c31
	[66] 4.1 
	c31
	c31

	20D
	Identity
	[252] 4
	c68
	c68
	[252] 4
	c68
	c68

	21
	In-Reply-To
	[26] 20.21
	o
	o
	[26] 20.21
	o
	o

	21A
	Join
	[61] 7.1
	c30
	c30
	[61] 7.1
	c30
	c30

	21B
	Max-Breadth
	[117] 5.8
	n/a
	c45
	[117] 5.8
	c46
	c46

	22
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	c52

	23
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	23A
	Min-SE
	[58] 5
	c26
	c26
	[58] 5
	c25
	c25

	24
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	24AA
	Origination-Id
	7.2.19
	n/a
	c72
	7.2.19
	n/a
	c72

	24A
	P-Access-Network-Info
	[52] 4.4, [234] 2
	c15
	c16
	[52] 4.4, [234] 2
	c15
	c17

	24B
	P-Asserted-Identity
	[34] 9.1
	n/a
	c65
	[34] 9.1
	c7
	c7

	24C
	P-Asserted-Service
	[121] 4.1
	n/a
	c67
	[121] 4.1
	c38
	c38

	24D
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c13
	c13

	24E
	P-Charging-Function-Addresses
	[52] 4.5
	c20
	c21
	[52] 4.5
	c20
	c21

	24F
	P-Charging-Vector
	[52] 4.6
	c18
	c19
	[52] 4.6
	c18
	c19

	24H
	P-Early-Media
	[109] 8
	c34
	c34
	[109] 8
	c34
	c34

	24I
	P-Emergency-Service-Type
	7.2.xx
	o
	o
	7.2.xx
	o
	o

	25
	P-Media-Authorization
	[31] 5.1
	n/a
	n/a
	[31] 5.1
	c11
	c12

	25A
	P-Preferred-Identity
	[34] 9.2
	c7
	c5
	[34] 9.2
	n/a
	n/a

	25B
	P-Preferred-Service
	[121] 4.2
	c37
	c36
	[121] 4.2
	n/a
	n/a

	25C
	P-Private-Network-Indication
	[134]
	c42
	c42
	[134]
	c42
	c42

	25D
	P-Profile-Key
	[97] 5
	n/a
	n/a
	[97] 5
	n/a
	n/a

	25E
	P-Served-User
	[133] 6
	c51
	c51
	[133] 6
	c51
	c51

	25F
	P-User-Database
	[82] 4
	n/a
	n/a
	[82] 4
	n/a
	n/a

	25G
	P-Visited-Network-ID
	[52] 4.3
	x (note 3)
	x
	[52] 4.3
	c14
	n/a

	26
	Priority
	[26] 20.26
	o
	o
	[26] 20.26
	o
	o

	26AA
	Priority-Share
	Subclause 7.2.16
	n/a
	c66
	Subclause 7.2.16
	n/a
	c66

	26A
	Privacy
	[33] 4.2
	c9
	c9
	[33] 4.2
	c9
	c9

	26B
	Priv-Answer-Mode
	[158]
	c49
	c49
	[158]
	c50
	c50

	27
	Proxy-Authorization
	[26] 20.28
	c6
	c6
	[26] 20.28
	n/a
	n/a

	28
	Proxy-Require
	[26] 20.29
	o (note 2)
	o (note 2)
	[26] 20.29
	n/a
	n/a

	28A
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c8
	c55

	29
	Record-Route
	[26] 20.30
	n/a
	c52
	[26] 20.30
	m
	m

	29A
	Recv-Info
	[25] 5.2.3
	c48
	c48
	[25] 5.2.3
	c48
	c48

	30
	Referred-By
	[59] 3
	c27
	c27
	[59] 3
	c28
	c28

	31
	Reject-Contact
	[56B] 9.2
	c24
	c24
	[56B] 9.2
	c32
	c32

	31A
	Relayed-Charge
	7.2.12
	n/a
	c61
	7.2.12
	n/a
	c61

	31B
	Replaces
	[60] 6.1
	c29
	c29
	[60] 6.1
	c29
	c29

	31C
	Reply-To
	[26] 20.31
	o
	o
	[26] 20.31
	o
	o

	31D
	Request-Disposition
	[56B] 9.1
	c24
	c24
	[56B] 9.1
	c32
	c32

	32
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	32A
	Resource-Priority
	[116] 3.1
	c35
	c35
	[116] 3.1
	c35
	c35

	32B
	Restoration-Info
	Subclause 7.2.11
	n/a
	n/a
	Subclause 7.2.11
	n/a
	c60

	32C
	Resource-Share
	Subclause 7.2.13
	n/a
	c62
	Subclause 7.2.13
	n/a
	c62

	33
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	c52

	33A
	Security-Client
	[48] 2.3.1
	c22
	c22
	[48] 2.3.1
	n/a
	n/a

	33B
	Security-Verify
	[48] 2.3.1
	c23
	c23
	[48] 2.3.1
	n/a
	n/a

	33D
	Session-Expires
	[58] 4
	c25
	c25
	[58] 4
	c25
	c25

	33E
	Session-ID
	[162]
	o
	c54
	[162]
	o
	c54

	34
	Subject
	[26] 20.36
	o
	o
	[26] 20.36
	o
	o

	35
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	35A
	Target-Dialog
	[184] 7
	c56
	c56
	[184] 7
	c57
	c57

	36
	Timestamp
	[26] 20.38
	c10
	c10
	[26] 20.38
	m
	m

	37
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	37A
	Trigger-Consent
	[125] 5.11.2
	c39
	c39
	[125] 5.11.2
	c40
	c40

	38
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	38A
	User-to-User
	[126] 7
	c41
	c41
	[126] 7
	c41
	c41

	39
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:	IF A.4/12 THEN m ELSE n/a - - downloading of alerting information.
c2:	IF A.4/22 THEN m ELSE n/a - - acting as the notifier of event information.
c3:	IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.
c4:	IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.
c5:	IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.
c6:	IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.
c7:	IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.
c8:	IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.
c9:	IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).
c10:	IF A.4/6 THEN o ELSE n/a - - timestamping of requests.
c11:	IF A.4/19 THEN m ELSE n/a - - SIP extensions for media authorization.
c12:	IF A.3/1 AND A.4/19 THEN m ELSE n/a - - UE, SIP extensions for media authorization.
c13:	IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.
c14:	IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.
c15:	IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.
c16:	IF A.4/34 AND (A.3/1 OR A.3/2A OR A.3/7 OR A.3A/81 OR A.3A/81A OR A.3A/81B OR A.3/6) THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE, P-CSCF (IMS-ALG), the AS, the MSC server enhanced for ICS, MSC server enhanced for SRVCC using SIP interface, MSC server enhanced for DRVCC using SIP interface or MGCF.
c17:	IF A.4/34 AND (A.3/2A OR A.3A/81 OR A.3/7A OR A.3/7D OR A3A/84 OR A.3/6) THEN m ELSE n/a - - the P-Access-Network-Info header extension and P-CSCF (IMS-ALG), the MSC server enhanced for ICS, AS acting as terminating UA, AS acting as third-party call controller, EATF or MGCF.
c18:	IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.
c19:	IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.
c20:	IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.
c21:	IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.
c22:	IF A.4/37 OR A.4/37A THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media (note 4).
c23:	IF A.4/37 OR A.4/37A THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media.
c24:	IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.
c25:	IF A.4/42 THEN m ELSE n/a - - the SIP session timer.
c26:	IF A.4/42 THEN o ELSE n/a - - the SIP session timer.
c27:	IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.
c28:	IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.
c29:	IF A.4/44 THEN m ELSE n/a - - the Session Inititation Protocol (SIP) "Replaces" header.
c30:	IF A.4/45 THEN m ELSE n/a - - the Session Inititation Protocol (SIP) "Join" header.
c31:	IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.
c32:	IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.
c33:	IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.
c34:	IF A.4/66 THEN m ELSE n/a - - The SIP P-Early-Media private header extension for authorization of early media.
c35:	IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.
c36:	IF (A.3/1 OR A.3A/81 OR A.3A/81A OR A.3A/81B) AND A.4/74 THEN o ELSE n/a - - UE, MSC Server enhanced for ICS, MSC server enhanced for SRVCC using SIP interface, MSC server enhanced for DRVCC using SIP interface and SIP extension for the identification of services.
c37:	IF A.4/74 THEN o ELSE n/a - - SIP extension for the identification of services.
c38:	IF A.4/74 THEN m ELSE n/a - - SIP extension for the identification of services.
c39:	IF A.4/75A THEN m ELSE n/a - - a relay within the framework for consent-based communications in SIP.
c40:	IF A.4/75B THEN m ELSE n/a - - a recipient within the framework for consent-based communications in SIP.
c41:	IF A.4/76 THEN o ELSE n/a - - transporting user to user information for call centers using SIP.
c42:	IF A.4/77 THEN m ELSE n/a - - the SIP P-Private-Network-Indication private-header (P-Header).
c45:	IF A.4/71 AND (A.3/9B OR A.3/9C OR A.3/13B OR A.3/13C) THEN m ELSE IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling), ISC gateway function (IMS-ALG), ISC gateway function (Screening of SIP signalling), UE, UE performing the functions of an external attached network.
c46:	IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c47:	IF A.3/1 AND A.4/2B THEN m ELSE o - - UE and initiating a session.
c48:	IF A.4/13 THEN m ELSE IF A.4/13A THEN m ELSE n/a - - SIP INFO method and package framework, legacy INFO usage.

	c49:	IF A.4/87 THEN o ELSE n/a - - requesting answering modes for SIP.
c50:	IF A.4/87 THEN m ELSE n/a - - requesting answering modes for SIP.
c51:	IF A.4/78 THEN m ELSE n/a - - the SIP P-Served-User private header.
c52:	IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - UE, UE performing the functions of an external attached network.
c53:	IF A.4/23 THEN m ELSE n/a - - acting as the subscriber to event information.
c54:	IF A.4/91 THEN m ELSE n/a - - the Session-ID header.
c55:	IF A.4/38 THEN IF A.3A/83 THEN m ELSE o ELSE n/a - - the Reason header field for the session initiation protocol, SCC application server.
c56:	IF A.4/99 THEN o ELSE n/a - - request authorization through dialog Identification in the session initiation protocol.
c57:	IF A.4/99 THEN m ELSE n/a - - request authorization through dialog Identification in the session initiation protocol.
c58:	IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy.
c59:	IF A.4/100 AND A.3/1 AND NOT A.3C/1 THEN n/a ELSE IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy, UE, UE performing the functions of an external attached network.
c60:	IF A. 4/109 THEN o ELSE n/a - - PCRF based P-CSCF restoration.
c61:	IF A.4/111 THEN m ELSE n/a - - the Relayed-Charge header field extension.
c62:	IF A.4/112 THEN o ELSE n/a - - resource sharing.
c63:	IF A.4/113 AND (A.3/1 OR A.3/2A OR A.3/7) THEN m ELSE n/a - - the Cellular-Network-Info header extension and UE, P-CSCF (IMS-ALG) or the AS.
c64:	IF A.4/113 AND (A.3/2A OR A.3/7A OR A.3/7D OR A3A/84) THEN m ELSE IF A.4/113 AND A.3/6 THEN o ELSE n/a - - the Cellular-Network-Info header extension and P-CSCF (IMS-ALG), AS acting as terminating UA or AS acting as third-party call controller, EATF or MGCF.
c65:	IF A.4/25 AND (A.3/6 OR A.3/7B OR A.3/8 OR A.3A/81 OR A.3A/81A OR A.3A/81B OR A.3A/83 OR A.3A/89) THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks and MGCF, AS acting as originating UA, MRFC, MSC Server enhanced for ICS, MSC server enhanced for SRVCC using SIP interface, MSC server enhanced for DRVCC using SIP interface, SCC application server, ATCF (UA).
c66:	IF A.4/114 THEN o ELSE n/a - - priority sharing.
c67:	IF A.4/74 AND A.3/7B THEN o ELSE n/a - - SIP extension for the identification of services and AS acting as originating UA.
c68:	IF A.4/116 AND (A.3/7 OR A.3/9) THEN m ELSE n/a - - authenticated identity management in the Session Initiation Protocol, AS, IBCF.
c69:	IF A.4/119 THEN o ELSE n/a - - Content-ID header field in Session Initiation Protocol (SIP).
c70:	IF A.4/119 THEN m ELSE n/a - - Content-ID header field in Session Initiation Protocol (SIP).
c71:	IF A.4/121 AND (A.3/6 OR A.3/7 OR A.3/9) THEN m ELSE n/a - - the Attestation-Info header field extension, MGCF, AS, IBCF.
c72:	IF A.4/122 AND (A.3/6 OR A.3/7 OR A.3/9) THEN m ELSE n/a - - the Origination-Id header field extension, MGCF, AS, IBCF.
o.1:	At least one of these shall be supported.

	NOTE 1:	RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.
NOTE 2:	No distinction has been made in these tables between first use of a request on a From/To/Call-ID combination, and the usage in a subsequent one. Therefore the use of "o" etc. above has been included from a viewpoint of first usage.
NOTE 3:	The strength of this requirement in RFC 7315 [52] is SHOULD NOT, rather than MUST NOT.
NOTE 4:	Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].





*** 3rd Change ***


[bookmark: _Toc525219397]L.2.2.6.1A	Type of emergency service derived from emergency service category value
The type of emergency service for an emergency number is derived from the settings of the emergency service category value (bits 1 to 5 of the emergency service category value as specified in subclause 10.5.4.33 of 3GPP TS 24.008 [8]). Table L.2.2.6.1 below specifies mappings between a type of emergency service and an emergency service URN. The UE shall use the mapping to match an emergency service URN and a type of emergency service. If a dialled number is an emergency number but does not map to a type of emergency service the service URN shall be "urn:service:sos".
Table L.2.2.6.1: Mapping between type of emergency service and emergency service URN
	Type of emergency service
	Emergency service URN

	Police 
	urn:service:sos.police

	Ambulance 
	urn:service:sos.ambulance

	Fire Brigade 
	urn:service:sos.fire

	Marine Guard 
	urn:service:sos.marine

	Mountain Rescue 
	urn:service:sos.mountain



NOTE 1:	It is not possible for a UE to indicate more than one type of emergency service in an emergency service URN.
If an IP-CAN, capable of providing local emergency numbers, did not provide a local emergency number that matches the dialled number (see subclause 5.1.6.1) and multiple types of emergency service can be derived for a dialled number from the information configured on the USIM then the UE shall select "urn:service:sos": and shall include all derived emergency service types in P-Emergency-Service-Type SIP header.
-	if the UE is in the HPLMN, the UE shall map any one of these types of emergency service to an emergency service URN as specified in table L.2.2.6.1; and
-	if the UE is in the VPLMN, the UE shall select "urn:service:sos".
NOTE 2:	If the Non-3GPP emergency number indicator within the Non-3GPP NW provided policies IE (see 3GPP TS 24.008 [8]) provided through registration procedures over 3GPP access is set to "use of non-3GPP emergency numbers permitted", the UE also considers WLAN provided local emergency numbers (see 3GPP TS 24.302 [8U], subclause 4.7). If the Non-3GPP NW provided policies IE provided through registration procedures over 3GPP access is set to "use of non-3GPP emergency numbers not permitted", the UE does not consider WLAN provided local emergency numbers. If the Non-3GPP NW provided policies IE is not provided through registration procedures over 3GPP access, the UE does not consider WLAN provided local emergency numbers.
If an IP-CAN, capable of providing local emergency numbers, provided a local emergency number that matches the dialled number (see subclause 5.1.6.1), and:
-	if the UE can derive one or more types of emergency service from the information received from the IP-CAN for the dialled number and the UE cannot derive types of emergency service from the information configured on the USIM for the dialled number; or
-	if the UE is able to derive  identical types of emergency service from both the information received from the IP-CAN for the dialled number and from the information configured on the USIM for the dialled number,
then the UE shall map any one of these emergency service types to an emergency service URN as specified in table L.2.2.6.1. If multiple types of emergency service can be derived for a dialled number from the information configured on the USIM or provided by and IP-CAN then the UE shall select "urn:service:sos" and shall include all derived emergency service types in P-Emergency-Service-Type SIP header.

NOTE 3:	How the UE resolves clashes where an emergency number is associated with one or more different types of emergency service configured in the USIM and in information received from the access network, is implementation dependent.

*** End of Changes ***
