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Introduction

3GPP TS 24.007 provides the definition of categories of IEs for the NAS protocols. There are five categories of IEs currently defined by the specification. The value range of the different categories of IEs are limited based on the way the bits of the IEI octet are set.

The 5GMM and 5GSM protocols follow the same rules as defined for EMM and ESM (see sub-clause 11.2.4 of TS 24.007).
This paper discusses the current situation and problems and proposes two alternative solutions to have more available values for type 6 IEIs. Finally, the annex of this document show the currently defined IEs of type 6 for both 5GMM and 5GSM protocols (see 3GPP TS 24.501).
Discussion

3GPP TS 24.007 indicates that the 5GS protocols 5GMM and 5GSM follow the same rules as defined for EMM and ESM for TLV-E formatted type 6 IEs, quote of sub-clause 11.2.4:
Furthermore, for the EPS protocols EMM and ESM, and for the 5GS protocols 5GMM and 5GSM:


Bit 8 of the IEI octet set to "0" and bits 7 to 4 set to "1" indicates a TLV-E formatted type 6 IE, i.e. the following two octets are length octets. Bit 8 of the IEI octet set to "0" and bit 7 to 4 set to any other bit combination indicates a TLV formatted type 4 IE, i.e. the following octet is a length octet.

The above principle means that there are only eight (8) values available for allocation of IEs of type 6 (i.e., hexadecimal values from 78 to 7F) for the 5GS protocols. 3GPP TS 24.501 till now has followed the rule of having separate value range of IEs of type 6 for 5GMM and 5GSM which means a maximum of eight values available for each of them. Currently, the 5GMM protocol has already reached the maximum number of IEs of type 6, and therefore we need to investigate solution to overcome this so that new IEs can be defined in future versions of the protocol.
Solutions
One thing to note it is that TS 24.007 defines the rules for the non-imperative part of a standard L3 message (i.e., IEs having the format T - type 1, TV - type 2, 3, TLV - type 4 or TLV-E - type 6) per message (see sub-clause 11.2.4). One way forward could be to allow having eight values for each message rather than protocol. However, this has a number of drawbacks as for example the 5GMM and 5GSM protocols (re-)use already defined IEs for EPS or even GPRS (see TS 24.501, 24.301, 24.008). Hence, this option is not consider further.

A potential solution (proposal A) is to modify the definition of IEs of type 6 for 5GMM and 5GSM so that a larger value range would be available. This can be achieved by deviating from the EPS protocols EMM and ESM so the bit 8 of the IEI octet of a type 6 is set to "0" and bits 7 to 5 set to "1" indicates a TLV-E formatted type 6 IE. This would result in having up to 16 different IEI values (i.e., from 70 to 7F).
However, a maximum number of 16 values may be seen not sufficient for the lifespan of 5GS since already 8 IEs of type 6 are allocated. Furthermore, the value range of IEs of type 4 can overlap and this would require to adjust the current allocation of IEI values as the value range of some other types of IEIs would be impacted. Note that at present the Allowed NSSAI IE is of type 4 and with IEI value 70. Finally, this potential solution requires to adjust the rules of encoding a “comprehension required” IE (see sub-clause 11.2.5 of TS 24.007).
Another potential solution (proposal B) would be not to apply the rules for blind IE type detection to known type 6 IEs for the 5GS protocols. The sub-clause 11.2.4 of TS 24.007 states rules for the receiver of a message to apply blind IE type detection to unknown IEs (i.e., IEs to be introduced in future versions of the protocols) and also there is a recommendation to apply it to known ones (i.e., already defined IEs). Note that this solution does not require to modify the criteria for “comprehension required” encoding. Furthermore, there would not be need to adjust the IEI values already assigned to other types of IEs. However, implementation supporting both EPS and 5GS would need to apply different rule for blind IE type detection. Anyhow, the EPS and 5GS though similar in a number of aspects are of different nature so this should not be a show stopper.
The following table summarizes the proposals A and B:

	Alternatives
	Pros
	Cons

	Proposal A
	· A larger value range of IEs of type 6 is available
	· Modification of the “comprenhension required” IE scheme for 5GS protocols 5GMM and 5GSM.

· The value range may be not large enough for the lifetime of 5GS though this can be overcome but allowing one futher bit if necessary but this comes not free of impacts which need to be evaluated.
· Need to adjust the current allocation of IEI values as the value range of some other types of IEIs would be impacted (at present only one value needs to be adjusted).

	Proposal B
	· The rules for “blind IE type detection” are applicable only to unknown type 6 IEs, i.e., IEs to be introduced in future versions of the 5GMM and 5GSM protocols
· No need to modify the “comprenhension required” IE scheme for 5GMM and 5GSM
	· Deviation from the EPS protocols EMM and ESM for blind IE type detection rules for UEs which implement EPS and 5GS.


Conclusion

This paper analyzes the principles and rules used currently defined for the 5GS protocols 5GMM and 5GSM with regards to the definition of IEs of type 6 and provides alternative solutions to overcome the problem of reaching the maximum number of IEs of type 6. Two proposals called A and B seem to provide solution to the issues observed with IEs of type 6.
The proposal A and B outlined by this paper are available as CRs in C1-186450 and C1-186451 so that CT1 can agree a way forward for the CT1#112bis meeting. Both proposals are feasible.
Annex: 5GMM IEs of type 6 (TLV-E) based on TS 24.501
	Protocol
	IE name
	Comment

	5GMM
	EAP message
	Common IE for both 5GMM and 5GSM
An EAP message is specified in IETF RFC 3748 and the length is more than 255 so this IE should be of type TLV-E.

	
	LADN information
	This IE can contain a maximum of 8 different LADNs each including a DNN and a tracking area identity list pair.
A DNN can be up to 100 octets.

A TAI list can be up to 112 octets.

This IE should be of type TLV-E.

	
	Extended emergency number list
	Complex IE which can contain many local emergency numbers together with a sub-services field containing zero ore more sub-services of the associated emergency service URN. This IE has been extensively discussed by CT1 and the size of the alternative chosen by CT1 can be longer than 255 depending on the country (e.g., see C1-183160)
This IE should be of type TLV-E.

	
	Payload container
	This IE contains a payload which can be an 5GSM message, SMS, LPP message, SOR transparent container or UE policy container.
The UE policy container can be longer than 255 octets.

This IE should be of type TLV-E.

	
	EPS NAS message container
	This IE contains an EPS NAS message (TRACKING AREA UPDATE REQUEST message).

An EPS NAS message is specified in TS 24.301 and the TRACKING AREA UPDATE REQUEST message can be longer than 255 octets.
This IE should be of type TLV-E.

Note that the structure (placeholder) of the EPS NAS message container and the NAS message container are identical the difference is the message which is conveyed.

	
	NAS message container
	This IE contains an NAS message (REGITRATION REQUEST or SERVICE REQUEST message).

An NAS message is specified in TS 24.501 and can be longer than 255 octets.

This IE should be of type TLV-E.
Note that the structure (placeholder) of the EPS NAS message container and the NAS message container are identical the difference is the message which is conveyed.

	
	LADN indication
	This IE can contain a maximum of 8 different LADNs each including a DNN.

A DNN can be up to 100 octets.

This IE should be of type TLV-E.

	
	SOR transparent container
	This IE can contain a secure packet.

The secure packet secure packet is coded is specified in TS 31.115 and can be longer than 255 octets.
This IE should be of type TLV-E.

	
	Operator-defined access category definitions
	Complex IE which can contain one or more DNNs, one or more OS ID+OS App ID pairs, one or more S-NSSAIs, or combination of them (Criteria types).
A DNN can be up to 100 octets.

A OS ID+OS App ID pair consists of 16 octets for OS ID + length of a OS App ID. Note that the OS App ID is not defined by 3GPP the maximum length of OS App ID is unclear.

An S-NSSAI can be up to 8 octets.
This IE should be of type TLV-E.


