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1. Proposal

It is proposed to agree the following changes to 3GPP TR 24.833 v0.3.0.
* * * First Change * * * *

106.3.2.1.1.1
On-demand session

This subclause is referenced from other subclauses.

When composing the SDP offer according to 3GPP TS 24.229 [4], the IWF in the participating role:

1)
shall insert the IP address and port number of the IWF performing the participating role in the SDP offer;
2)
shall include an "m=audio" media-level section for the MCPTT media stream consisting of:

a)
the port number for the media stream selected; and

b)
the codec(s) and media parameters and attributes with the following clarification:

i)
if a call is being initiated to a group identity;

ii)
if the <preferred-voice-encodings> element is present in the group document retrieved by the group management client as specified in 3GPP TS 24.481 [31] containing an <encoding> element with a "name" attribute; and

iii)
if the IWF supports the encoding name indicated in the value of the "name" attribute;

then the IWF:

i)
shall insert the value of the "name" attribute in the <encoding name> field of the "a=rtpmap" attribute as defined in IETF RFC 4566 [12];
c)
"i=" field set to "speech" according to 3GPP TS 24.229 [4];
3)
if floor control shall be used during the session, shall include an "m=application" media-level section as specified in 3GPP TS 24.380 [5] clause 12 for a media-floor control entity, consisting of:

a)
the port number for the media-floor control entity selected as specified in 3GPP TS 24.380 [5]; and
b)
the 'fmtp' attributes as specified in 3GPP TS 24.380 [5] clause 14; and

4)
if security is required for a private call and the SDP offer is not for establishing a pre-established session, shall include the MIKEY-SAKKE I_MESSAGE in an "a=key-mgmt" attribute as a "mikey" attribute value in the SDP offer as specified in IETF RFC 4567 [47].

NOTE:
Security is enabled by the above step 4) between the IWF and MCPTT users who are affiliated with the group. End-to-end security is not supported in this version of this specification.
* * * End Changes * * * *

