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7.5.4
Child SA creation procedure not accepted by the UE
If a user plane IPsec SA establishment for a PDU session is not accepted by the UE, the UE shall send a CREATE_CHILD_SA response message to the N3IWF with a Notify payload with error type as specified in subclause 9.2.x.

Upon receiving the CREATE_CHILD_SA response message with a Notify payload of error type:

-
if PDU session establishment over non-3GPP access requires single user plane SA IPsec SA creation, the N3IWF shall stop user plane SA IPsec SA creation procedure and indicate the failure for PDU session establishment over non-3GPP access.
-
if PDU session establishment over non-3GPP access requires multiple user plane SA IPsec SA creation, the N3IWF may choose to continue user plane SA IPsec SA creation procedure for other user plane IPsec SAs, or stop user plane SA IPsec SA creation procedure and indicate the failure for PDU session establishment over non-3GPP access. 
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