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1. Introduction
At CT1#110, several solutions were discussed in C1-182186 to ensure that NAS messages are not lost when sent over non-3GPP access networks which do not support IP fragmentation. Several companies supported the solution consisting of using TCP to transport NAS messages (Solution C), while several other companies supported the solution consisting of not performign certain NAS procedures over non-3GPP access (Solution A). The decision was postponed to allow for more offline discussion.

The pupose of the present document is to determine whether Solution A (do no perform certain NAS procedures over non-3GPP access) is a viable way forward.

2. Evaluation of max NAS message sizes

Given that the minimum MTU size for IPv6 is 1280 octets and that ESP and IPsec in transport mode are used for exchange of NAS messages between the UE and the N3IWF, in order not to be lost in a 3GPP network that does not support IP fragmentation, NAS messages would need to have a size equal to or less than 1230 octets (1280 octets – 40 octets of IPv6 header – 10 octets of ESP header).

An evaluation of the size of the NAS messages currently specified in TS 24.501 yielded the following results:

	Message name
	Max message size
	Comments
	≤  1230 octets?

	Authentication Request
	39 octets if 5G AKA is used

1507 octets if EAP is used
	
	NO if EAP is used 

YES if 5G AKA is used

	Authentication Response
	21 octets if 5G AKA is used

1506 octets if EAP is used
	
	NO if EAP is used 

YES if 5G AKA is used

	Authentication Result
	1506 octets
	Message only applicable to EAP authentication
	NO

	Authentication Failure
	4 octets
	
	YES

	Authentication Reject
	3 octets
	
	YES

	Registration Request
	247 octets + 3 IEs of length TBD
	Max lengths of Additional GUTI IE, EPS NAS message container IE and Policy section identifier list IE are TBD.
	YES if EPS NAS message container IE and Policy section identifier list IE are omitted

UNKNOWN if EPS NAS message container IE and/or Policy section identifier list IE are omitted



	Registration Accept
	2592 octets + 1 IE of length TBD with EAP message IE

1089 octets + 1 IE of length TBD without EAP message IE
	EAP message IE is of max length 1503 octets

Max length of Extended emergency numbers list IE is TBD

(LADN information IE not applicable to non-3GPP access -> not counted)


	NO if EAP is used
YES if 5G AKA is used and Extended numbers list IE is omitted

	Registration Complete
	3 octets
	
	YES

	Registration Reject
	1513 octets with EAP message IE

10 octets without EAP message IE
	
	NO if EAP is used 

YES if 5G AKA is used

	UL NAS TRANSPORT
	121 octets + 65537 for Payload container IE + n octets for Additional Information IE
	
	NO 

	DL NAS TRANSPORT
	11 octets + 65537 for Payload container IE + n octets for Additional Information IE
	
	NO

	De-registration Request (UE-originated de-registration)
	4 octets + 1 IE of length TBD
	Length of 5GS mobile identity IE still TBD
	YES

	De-registration Accept (UE-originated de-registration)
	3 octets
	
	YES

	De-registration Request (UE-terminated de-registration)
	9 octets
	
	YES

	De-registration Accept (UE-originating de-registration)
	3 octets
	
	YES

	Service Request
	52 octets
	
	YES

	Service Accept
	2067 octets with EAP message IE

564 octets without EAP message IE
	
	NO if EAP is used 

YES if 5G AKA is used

	Service Reject
	1514 octets with EAP message IE

11 octets without EAP message IE
	
	NO if EAP is used 

YES if 5G AKA is used

	Configuration Update Command
	585 octets + n octets for Full name for network IE + n octets for Short name for network IE
	(LADN information IE not applicable to non-3GPP access -> not counted)
	YES

	Configuration Update Complete
	3 octets
	
	YES

	Identity Request
	4 octets
	
	YES

	Identity Response
	15 octets
	
	YES

	Notification
	4 octets
	
	YES

	Notification Response
	3 octets
	
	YES

	Security Mode Command
	40 octets
	
	YES

	Security Mode Complete
	3 octets + n octets for NAS message container IE + 1 IE of length TBD
	Max length of IMEISV IE is TBD
	UNKNOWN

	Security Mode Reject
	4 octets
	
	YES

	Security protected 5GS NAS message
	7 octets + n octets for NAS message IE
	
	UNKNOWN

	5GMM Status
	5 octets
	
	YES

	PDU session establishment request
	21 octets + 65538 octets for ePCO IE + 1 IE of length TBD
	Max length of SM PDU DN request container is TBD
	NO

	PDU session establishment accept
	1537 octets + 65538 octets for Authorized QoS rules IE + 65538 for ePCO IE + 2 IEs of length TBD

34 octets without EAP message IE + 65538 octets for Authorized QoS rules IE + 65538 for ePCO IE + 2 IEs of length TBD
	Max lengths of DNN IE and Session AMBR IE are TBD

(Mapped EPS bearer contexts IE not applicable to PDU session establishment over non-3GPP access -> not counted)
	NO

	PDU session establishment reject
	1512 octets with EAP message IE + 65538 octets for ePC0 IE

9 octets without EAP message IE + 65538 octets for ePCO IE
	
	NO

	PDU session authentication command
	1 507 octets with EAP message IE + 65538 octets for ePC0 IE

4 octets without EAP message IE + 65538 octets for ePCO IE
	
	NO

	PDU session authentication complete
	1 507 octets with EAP message IE + 65538 octets for ePC0 IE

4 octets without EAP message IE + 65538 octets for ePCO IE
	
	NO

	PDU session authentication result
	1 507 octets with EAP message IE + 65538 octets for ePC0 IE

4 octets without EAP message IE + 65538 octets for ePCO IE
	
	NO

	PDU session modification request
	19 octets + 65538 octets for Requested QoS rules IE + 65538 for ePC0 IE
	
	NO

	PDU session modification reject
	8 octets + 65538 for ePC0 IE
	
	NO

	PDU session modification command
	16 octets + 65538 octets for Authorized QoS rules IE + 65538 for ePC0 IE
	(Mapped EPS bearer contexts IE not applicable to PDU session establishment over non-3GPP access -> not counted)
	NO

	PDU session modification copmplete
	4 octets + 65538 for ePC0 IE
	
	NO

	PDU session modification command reject
	5 octets + 65538 for ePC0 IE
	
	NO

	PDU session release request
	4 octets + 65538 for ePC0 IE
	
	NO

	PDU session release reject
	5 octets + 65538 for ePC0 IE
	
	NO

	PDU session release command
	1511 octets with EAP message IE + 65538 octets for ePC0 IE

8 octets without EAP message IE + 65538 octets for ePCO IE
	
	NO

	PDU session release complete
	4 octets + 65538 for ePC0 IE
	
	NO

	5GSM status
	5 octets
	
	YES


3. Conclusion

The following conclusions can be drawn from the evaluation in the previous section:
· EAP authentication cannot be supported over non-3GPP access networks which do not support IP fragmentation

· UL/DL NAS TRANSPORT messages with a large Payload container IE ( > around 1100 octets) cannot be sent successfully over non-3GPP access networks which do not support IP fragmentation

· Almost all SM messages can exceed the 1230 octet limits depending on the size of the ePCO IE and the size of the Authorized/Requested QoS rules IE
· Even the Registration Request message could be above the 1230 octet limit, depending on the size of the EPS NAS message container IE and of the Policy section identifier list IE
Based on the above, the solution consisting of not performing certain NAS procedures over non-3GPP access to resolve the IP fragmentation issue would only be viable under the following conditions:

1) EAP authentication is not used over non-3GPP access

2) NAS transport procedure is not performed over non-3GPP access if the size of the Payload container IE is  > 1100 octets

3) UE policy delivery is not performed over non-3GPP access

4) The UE does not report the policy section identifiers for the policies stored at the UE during registration over non-3GPP access

5) The size of the ePCO IE and of the Authorized/Requested QoS rules IE are restricted to a limit well below 65538 octets (e.g. 500 octets for each IE) when these IEs are sent over non-3GPP access

While 1), 2), 3) and 4) are relatively simple to enforce, 5) would require the UPF, the SMF and the UE to adapt the contents of the ePCO IE and of the Authorized/Requested QoS rules IE depending on the access over which the SM procedure is performed. In order to avoid the ensuing complexity at the UE and the nework side, it is proposed to specify the solution consisting of using TCP to transport NAS message over non-3GPP access. A corresponding pCR is provided in C1-183190.
