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1. Introduction
At CT1#110, CT1 agreed to add an informative annex in TS 24.501 to specify the end-to-end interactions between the PCF and the UE for UE policy delivery. This annex contains Editors’ notes on the following open points:

· The encoding of the UE policy section modification list IE sent by the PCF to the UE in a MODIFY UE POLICY COMMAND message is FFS

· As part of this encoding, an important question is what the format of the PSI (Policy Section Identifier) should be

· The encoding of the UE policy section modification list result IE sent by the UE to the PCF in a MODIFY UE POLICY COMMAND REJECT message is FFS

· How the UE re-assembles UE policy sections is FFS

· How the PCF indicates to the UE which modifications to perform on the policies stored at the UE is FFS
The purpose of the present document is to analyze the options for these open points and to propose a way forward.
2. Discussion
2.1 Stage 2 requirements
When choosing a way forward for the open points listed in the previous section, the following relevant stage 2 requirements in TS 23.503 must be taken into account:

1) [TS 23.503 subclause 6.1.2.2]

The PCF ensures that UE access selection and PDU Session related policy information delivered to the AMF, is under a predefined size limit. If this predefined limit is exceeded then PCF provides a list of self-contained UE access selection and PDU Session related policy information to the UE, via AMF.  The PCF delivers to the UE transparently via the AMF.

The PCF may divide the UE access selection and PDU Session related policy information into different policy sections, each identified by a Policy Section Identifier (i.e. PSI). It is up to PCF decision how to divide the UE access selection and PDU Session related policy information into policy sections.

NOTE 1:
PCF may, for example, assign the URSP as one whole policy section, or it may subdivide the information in the URSP into multiple policy sections by assigning one or several URSP rules to each policy section.

2)  [TS 23.503 subclause 6.1.2.2]
The UE updates the stored UE access selection and PDU Session selection policies by the one provided by the PCF as follows:

-
If the UE has no policies with the same PSI, the UE stores the PSI and the corresponding policy information;

-
If the UE has existing policies with the same PSI, the UE replaces the stored policy information with the received information;

-
The UE may remove the stored PSI entry if the received information content is empty.

3) [TS 23.503 subclause 6.1.2.2]
At Initial Registration the UE provides the list of stored PSIs identifying the policy sections that are currently stored in the UE, if no policies are stored in the UE, UE does not provide any PSI.
4) [TS 23.503 subclause 6.2.1.4]
For UE policy control, V-PCF receives the UE policy from H-PCF and forwards it to the UE. V-PCF can send additional UE policy to the UE. The UE policy from the V-PCF may be different from the one from H-PCF.
2.2 Format of PSI
2.2.1 Inclusion of PLMN ID in PSI

Based on stage 2 requirement 4) in section 2.1, the V-PCF can send additional UE policy to the UE. This means the PSI must be unique not only within a PLMN, but also across PLMNs. To ensure this, SA2 has agreed S2-184616 with the following requirement:
To ensure PSIs provided by H-PLMN and V-PLMN do not overlap, the PSI includes PLMN id
Including the PLMN ID is costly in terms of OTA bits since the PLMN ID is encoded over 3 octets. To alleviate this, as a signalling optimization all the policy sections sent by a given PCF could be grouped together in the UE policy section modification list IE so that a given PLMN ID is included only once in the IE. This means the PLMN ID would not be included in the PSI itself, but along with a policy section list. The UE would then need to store not only the PSI associated with a policy section, but also the PLMN ID associated with the PSI.

Proposal 1: The PLMN ID(s) for the PLMN(s) of the PCF(s) providing the policy sections are sent to the UE in the MODIFY UE POLICY COMMAND message outside of the PSI.
Proposal 2: A given PLMN ID is included only once in a MODIFY UE POLICY COMMAND message.

2.2.2 Length of PSI?

The length of the PSI should provide sufficient code space to accommodate enough policy rules. URSP and ANDSP can contains a large number of rules (just look at TS 24.312!), and a policy section could be as small as to contain only one single rule (see stage 2 requirement 1) in section 2.1). It is therefore proposed to use 2 octets to encode the PSI.
Proposal 3: The length of the PSI is set to 2 octets.

2.2.3 Should PSI include a version number sub-field?

A version number sub-field in the PSI would enable the PCF to know, when the UE reports the list of PSIs for the policy sections stored at the UE during intial registration (see stage 2 requirement 4) in section 2.1), wheher the policies stored at the UE are current or need to be updated. However, it would mean the PSI value needs to change each time the contents of the associated policy section are changed. Moreoever, since the PCF receives an acknowledgement from the UE indicating whether policy sections have been updaged successfully at the UE (in either a MODIFY UE POLICY COMPLETE or a MODIFY UE POLICY COMMAND REJECT message), the PCF can keep track of which policy sections are stored at the UE and when they were sent. This is sufficient information for the PCF to determine whether policies at the UE need to be updated. Consequently, there is no need for a version number sub-field in the PSI, and there is no need for the PSI value to change when the contents of the associated policy section are updated.
Proposal 4: The PSI value does not need to change when the contents of the associated policy section are updated.
2.3 Need for UE policy re-assembly?
Discussions at CT1#110 on the contents of the normative annex on UE policy delivery in TS 24.501 assumed that the UE would have to perform re-assembly of policy sections into an "entire" policy, before the UE could decodes the rules within that policy. A closer look at the stage 2 requirements shows that this is actually not the case: per stage 2 requirement 1) in section 2.1, each policy section has to be self-contained. This means the UE should be able to decode a policy section without waiting to receive the other policy section for the corresponding policy. Consequently, there is no need for re-assembly of policy section.
Proposal 5: There is no need for policy re-assembly at the UE.

Proposal 6: Each policy section is self-contained and can be decoded by the UE independently from other policy sections.

To ensure this, rules cannot be fragemented over more than one policy section, so each policy section must contain one or more complete rules.
Proposal 7: Each policy section contains one or more complete rules.

In order to allow rules of different types (URSP or ANDSP) to be included in the same policy section, it is also proposed that each rule includes a "rule type" field enabling the UE to know how to decode the rule.
Proposal 8: Each rule shall include a "rule type" field (set to URSP or ANSDP).
2.4 Processing of policy sections
2.4.1 PSI operations on stored policy section vs PSI operations on stored rules
Under the assumption that there is no re-assembly of policy sections at the UE, the store/replace/delete operations have to be performed directly on the rules stored at the UE. This means the UE has to keep track of the PSI for the policy section in which a particular rule was received. This is so that the UE can map e.g. "delete PSI xyz" to "delete rules a, b, c and d".
Proposal 9: The UE stores each rule along with the PSI of the policy section in which the rule was received and the associated PLMN ID.
Proposal 10: The PSI operations are performed directly on the rules stored at the UE.
2.4.2 Indication of modifications to perfom for received policy sections

There are 2 options for the PCF to indicate to the UE which modifications to perform for the received policy sections:

· Option A: Include an explicit operation code (store/replace/delete) for the operation to be performed for a given policy section in the MODIFY UE POLICY COMMAND message
· Option B: Rely on PSI value to implicitly indicate to the UE which operation to perform for a given policy section, as suggested in stage 2 requirement 2) in section 2.1:

· If PSI of received policy section does not match PSI of any rules aalready stored by the UE, store rules in received policy section

· If PSI of received policy section matches PSI of rules already stored by the UE and length of received policy section is non-zero, replace rules stored at the UE with rules in received policy section

· If PSI of received policy section matches PSI of rules stored at the UE and length of received policy section is zero, delete rules stored at the UE 

Option B is sufficient to convey to the UE which operations to perform, and it avoid having to include an explicit operation code for every policy section, so it is more efficient in terms of signaling. However Option A is more future-proof in case new operations different from store/replace/delete are introduced in future releases. 
Additionally, if Option A is used, under the assumption that the UE overwrites stored data, if any, when the operation code is "store", there is no need for a "replace" operation code as operation code "store" can accomplish both the storing of a new UE policy section, and the replacement of a UE policy section previously received by the UE.

Proposal 11: Include an explicit operation code (store/delete) for the operation to be performed for a given policy section in the MODIFY UE POLICY COMMAND message.
3. Proposal
It is proposed to implement the following proposals in TS 24.501 :

Proposal 1: The PLMN ID(s) for the PLMN(s) of the PCF(s) providing the policy sections are sent to the UE in the MODIFY UE POLICY COMMAND message outside of the PSI.
Proposal 2: A given PLMN ID is included only once in a MODIFY UE POLICY COMMAND message.

Proposal 3: The length of the PSI is set to 2 octets.

Proposal 4: The PSI value does not need to change when the contents of the associated policy section are updated.

Proposal 5: There is no need for policy re-assembly at the UE.

Proposal 6: Each policy section is self-contained and can be decoded by the UE independently from other policy sections.

Proposal 7: Each policy section contains one or more complete rules.

Proposal 8: Each rule shall include a "rule type" field (set to URSP or ANSDP).
Proposal 9: The UE stores each rule along with the PSI of the policy section in which the rule was received and the associated PLMN ID.
Proposal 10: The PSI operations are performed directly on the rules stored at the UE.
Proposal 11: Include an explicit operation code (store/delete) for the operation to be performed for a given policy section in the MODIFY UE POLICY COMMAND message.
A corresponding pCR is provided in C1-183187.

