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1. Introduction
In agreed pCR C1-174635, it was understood that further work will be progressed on the Alternative 2 solution. This pCR goes towards progressing the outstanding points.
2. Reason for Change
In last CT1#106, in discussing Alternative 2, the question was raised as to how the solution addresses double barring – i.e performing access control for an access attempt when the previous access is active or ongoing. This pCR introduces methods to resolve that double barring and also provides clarifications for other questions.
3. Conclusions

The issue of double barringis addressed by the proposed changes.
4. Proposal

It is proposed to agree the following changes to 3GPP TS <TS number and version>.
* * * First Change * * * *

12.2.2
Access categories and access categorization (Alternative 2)

12.2.2.1
General

When the UE wants to access the 5GS for services, the UE must first perform access control checks to determine if UE is allowed such access. Such access control checks shall be perfomed for the following cases:-

-
UE is in 5GMM_IDLE mode and a N1 NAS signalling connection does not exist between UE and the 5GCN;

-
UE is in 5GMM_CONNECTED mode or in 5GMM_CONNECTED mode with RRC inactive indication and one of the following events occur:-

a)
UE is requested by upper layers to establish a new PDU session;

b)
UE need to perform service request procedure to modify an existing PDU session;

c)
Service request procedure for user plane re-establishment for an existing PDU session; or

d)
new MMTEL voice or MMTEL video session or SMS over NAS or SMSoIP.


Editor's note:
Whether other events need to be considered in 5GMM_CONNECTED mode or 5GMM_CONNECTED mode with RRC inactive indication, is FFS.

When NAS detects the above cases or events, the NAS needs to perform the mapping of the kind of request to an access category and perform access barring checks for that request and category.

Note:
NAS is aware of the above events through indications provided by upper layers or when determing the need to start 5GMM procdures through normal NAS behaviour, or both.

To determine the access categories for a request, the NAS checks through a number of sets of access categories, namely:

-
a set of standardized access categories specified in 3GPP technical specifications; 

-
a set of operator-specific access categories.

Each of these sets of categories will be used to identify the access category to be associated with the access attempt to be used when certain criteria are met. These criteria can be, for example, the characteristic of the UE, the reason for access or types of requested services, or profile of desired resources, etc.

The set of standardized access categories is defined in 3GPP TS 22.261 [3]. The operator-specific set of access categories is where Operators can set the access categories to be used for matching profiles of services or criteria.

Editor's note:
It is FFS how this operator-specific set of access categories will be provided to the UE and managed. For instance, is OMA DM protocol to be the chosen way to manage this configurable set of access categories or by some other means, is FFS.

For the purpose of determining the applicable access categories for the set of standardized access categories, the NAS shall follow the requirements set out in subclause 12.2.2.2 and the rules and actions defined in table 12.2.2.2.1.

Editor's note:
The contents and use of the operator-specific set of access categories are FFS. This FFS includes e.g. basis and reasons to which the operator-specific set of access categories is or is not considered when it is available; the actual rules and actions associated with the operator-specific set of access categories; order of checking or interaction between the different sets of access categories.

* * * Next Change * * * *

12.2.2.x
Exception handling and avoiding double barring
There are several services for which NAS needs to be informed when the service starts and stops,
-
in order to avoid double barring at the start of these services; or

-
because, while the services is ongoing, the mapping of other access attempts to a specific access category is affected.
These services are:
i)
emergency session is ongoing or the UE is attaching for emergency bearer services or is attached for emergency bearer services or the UE has a PDU session established with the request type set to "initial emergency request";

ii)
MMTEL voice;

iii)
MMTEL video;

iv)
SMSoIP; and

v)
SMS over NAS.
For services i), ii), iii) and iv), once the service has successfully passed access control, then as long as the service is ongoing, any access attempt that is related to a service specific PDU session and mapped to access category "MO data" will be allowed to proceed without further access control checking in order to avoid double barring. For the emergency service i) the related service specific PDU session is the PDU session established with request type = "Emergency", for the IMS services ii), iii), iv) it is the PDU session established for DNN = "IMS".
While any of the services i) to v) is ongoing, this can affect the mapping of other access attempts to a specific access category as follows:-
a)
While an emergency service is ongoing, any access attempt triggered by the initiation of a registration, deregistration or service request procedure is mapped to access category 3 = emergency. However, further access control checking is skipped if the UE is in 5GMM_CONNECTED mode.
Editor's note:
A UE can be in 5GMM_IDLE while an emergency session exist. In such a situation a UE might need to move from idle to connected. It is FFS if access control checking is skipped.
Editor's note:
It is FFS if skipping of access control checking is only applied to service request procedure for uplink data related to the emergency PDU session.
Editor's note:
If MT LCS are used during an emergency service to locate the UE, the 5GMM will transfer LCS messages to the network. It is FFS based on which criteria the UE will perform access control or skip access control for these messages.
b)
While an MMTEL voice or video call, an SMS over IMS or an SMS over NAS is ongoing, a registration procedure initiated in CM-IDLE mode for the purpose of NAS signalling connection recovery is mapped to access category 5, 6 or 7 respectively. However, further access control checking is skipped if the UE is in 5GMM_CONNECTED mode.
Editor's note:
A UE can be in 5GMM_IDLE while an MMTEL voice or video call, an SMS over IMS or an SMS over NAS is ongoing. In such a situation a UE might need to move from idle to connected. It is FFS if access control is skipped for this move.
* * * End of Changes * * * *

