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1. Introduction
According to TS 23.501,

-
for control plane: EAP-5G protocol is used as initial registration solution for untrusted non-3GPP access. NAS PDU which is transparent to N3IWF will be carried by EAP-5G message over IKEv2 signalling. After successful registration, all the subsequent NAS messgaes are encapsulated by GRE over IPSec tunnel.
-
for user plane: PDU packtes will be encapsulated by GRE over corresponding child SA tunnel per PDU session.
2. Reason for Change
Control plane and user plane protocl stacks for untrusted non-3GPP access to 5GC are not be specified yet.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 v.1.1.1.
* * * First Change * * * *

10.2.1
Control plane protocol stacks
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Legend:

-
N2 Application Protocol (NGAP): Application Layer Protocol between the N3IWF and the AMF.

-
N12 Application Protocol (N12-AP): Application Layer Protocol between the AMF and the AUSF.

Figure 10.2.1-1: Control plane protocol stack for the EAP-5G phase during registration procedure
Editor's note:
The definition of EAP-5G protocol is FFS.
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Legend:

-
N2 Application Protocol (NGAP): Application Layer Protocol between the N3IWF and the AMF.
-
IPsec transport mode and GRE is used to encapsulate NAS payload between UE and N3IWF.

Figure 10.2.1-2: Control plane protocol stack when IPSec child SA is established for NAS
Editor's note:
Whether GRE encapsulation of NAS is needed or not depends on SA2 determination.
Editor's note:
The value of protocol type in GRE header for NAS encapsulation is FFS if GRE is needed.
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Legend:

-
N2 Application Protocol (NGAP): Application Layer Protocol between the N3IWF and the AMF.

-
IKEv2 is used to establish or delete the Child SA between UE and N3IWF for each PDU Session.

Figure 10.2.1-3: Control plane protocol stack for user plane establishment via N3IWF

10.2.2
User plane protocol stacks

[image: image4.emf] 

IP  

UPF  

N 3  

N3IWF  

UE  

   

NWu  

IPSec  

IP  

L2  

L1  

UDP/IP  

L2  

L1  

UDP/IP  

L2  

IPSec  

GTP - U  

L2  

L1   L1  

PDU   Layer  

PDU   Layer  

GRE  

GRE  

Relay  

GTP - U  


Legend:

-
PDU Layer: This layer corresponds to the PDU carried between the UE and the DN over the PDU Session. E.g. when the PDU Session type is IPV6, it corresponds to IPv6 packets; When the PDU Session Type is Ethernet, it corresponds to Ethernet frames.
-
GPRS Tunnelling Protocol for the user plane (GTP-U): This protocol supports multiplexing traffic of different PDU Sessions (possibly corresponding to different PDU Session Types) by tunnelling user data over N3 (i.e. between N3IWF and the UPF) in the backbone network.

-
The N3IWF relays the user data between per PDU Session IPsec tunnel over NWu and corresponding N3 tunnel.
Figure 10.2.2-1: User plane protocol stack via N3IWF

Editor's note:
The value of protocol type in GRE header for unstructured PDU session type packets encapsulation is FFS.
* * * End of change * * * *
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