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	Reason for change:
	24.229 section 4.2A describe the transport mechansims and it referring to RFC 3261 chapter 18.
When the LTE packet is sent over Non 3GPP access, the IPSec tunneling over head would increase the LTE packet size. 

Sometime the final packet including IPSec overhead may exceed the Non 3GPP access path MTU. 

This would lead to IP fragmentation either in the AP or in Non 3GPP network
Many of the WiFi AP and the Non 3GPP access do not support IP Fragmentation and will drop the fragmented IP packets. 

· WiFi AP may not support delivery of IP fragments
· WiFi AP may not support IP fragmentation
The network element may also drop the packet due to no support for IP fragmentation. 

· Including no support for delivery of IP fragments and no support for IP fragmentation
All this would lead to call drop and bad user experience.

We propose modification in the 24.229 spec to address this issue.
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***** The first change *****
4.2A
Transport mechanisms

In this document the transport protocol used to transfer signalling information is specified in RFC 3261 [26] clause 18. However, in case the UE has attached to the EPC via untrusted WLAN IP and uses IPSec tunnel mode, it shall decrement the IPSec tunnel overhead from the path MTU of non-3gpp access for each unique destination IP address and then apply the RFC 3261 [26] clause 18 to identify the SIP transport protocol. Additionally, the UE and IM CN subsystem entities shall transport SIP messages longer than 1300 bytes according to the procedures of RFC 3261 [26] subclause 18.1.1, even if a mechanism exists of discovering a maximum transmission unit size longer than 1500 bytes.
NOTE 1: The method for discovering the maximum transmission unit for Non-3GPP is implementation dependent and is out of scope of 3GPP

NOTE 2:
Support of SCTP as specified in RFC 4168 [96] is optional for IM CN subsystem entities implementing the role of a UA or proxy. SCTP transport between the UE and P-CSCF is not supported in the present document. Support of the SCTP transport is currently not described in 3GPP TS 33.203 [19].

For initial REGISTER requests, the UE and the P-CSCF shall apply port handling according to subclause 5.1.1.2 and subclause 5.2.2.

The UE and the P-CSCF shall send and receive request and responses other than initial REGISTER requests on the protected ports as described in 3GPP TS 33.203 [19].

In case of an emergency session if the UE does not have sufficient credentials to authenticate with the IM CN subsystem and regulations allow, the UE and P-CSCF shall send request and responses other than initial REGISTER requests on non protected ports.

NOTE 3:
When TCP is used to carry SIP signalling between the UE and the P-CSCF, it is known that there is no NAT between the UE and the P-CSCF and neither TLS nor the multiple registration mechanism is used, then both the UE and the P-CSCF can decide to close an existing TCP connection subject to the conditions described in RFC 3261 [26].
