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1. Introduction
Stage 2 requirements for the NAS-level congestion control has become avaialble.
2. Reason for Change
Stage 2 requirements for the NAS-level congestion control has become avaialble (see subclause 5.19.7 of TS 23.501), thus relevant text should be introduced in TR 24.890 .
However, group specific congestion control is not clear to us especially in terms of whether the AMF can perform this because availability of the internal-group id in the AMF is not certain from the stage 2 requirement.

5.9.7
Internal-Group Identifier

The subscription data for an UE in UDM may associate the subscriber with groups. A group is identified by an Internal-Group Identifier.

NOTE 1:
A UE can belong to a limited number of groups, the exact number is defined in stage 3 specifications

NOTE 2:
In this release of the specification, the support of groups is only defined in non-roaming case.

The group identifiers corresponding to an UE are provided by the UDM to the SMF and (when PCC applies to a PDU Session) by the SMF to the PCF. The SMF may use this information to apply local policies and to store this information in CDR. The PCF may use this information to enforce AF requests as described in clause 5.6.7.

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 V1.1.1.
* * * First Change * * * *

9.5.2.3
UE-requested PDU session establishment procedure accepted by the network
If the connectivity with the requested DN is accepted by the network, the SMF shall create a PDU SESSION ESTABLISHMENT ACCEPT message.

The SMF shall set the authorized QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the authorized QoS rules of the PDU session. If the received request type is "initial emergency request", the SMF shall set the authorized QoS rules IE according to the initial QoS parameters used for establishing emergency services configured in the SMF Emergency Configuration Data.
The SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to:
-
either the received SSC mode or the SSC mode modified from the received SSC mode based on the subscription, the SMF configuration, or both if the request type IE is set to "initial request", and the SSC mode IE is included in the PDU SESSION ESTABLISHMENT REQUEST message;

-
otherwise, either the default SSC mode for the data network listed in the subscription or the SSC mode associated with the SMF configuration.
The SMF shall set the selected S-NSSAI IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected S-NSSAI of the PDU session, if any.

The SMF shall set the selected PDU session type IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected PDU session type of the PDU session.

If the PDU SESSION ESTABLISHMENT REQUEST message includes a PDU session type IE set to "IP", the SMF shall select either "IPv4" or "IPv6" as the selected PDU session type IE of the PDU session. If the subscription, the SMF configuration, or both, are limited to IPv4 only or IPv6 only for the requested DNN, the SMF shall include the 5GSM cause value #50 "PDU session type IPv4 only allowed", or #51 "PDU session type IPv6 only allowed", respectively, in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT ACCEPT message.

If the selected PDU session type is "IPv4", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address is allocated to the UE in the PDU session.

The SMF shall set the selected DNN IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected DNN of the PDU session.

The SMF shall set the selected Session-AMBR IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the Session-AMBR of the PDU session.

If the selected PDU session type is "IPv4", "IPv6" or "Ethernet" and if the PDU SESSION ESTABLISHMENT REQUEST message includes a UE SM capability IE with the RQoS bit set to "Reflective QoS supported", the SMF shall consider that reflective QoS is supported for QoS flows belonging to this PDU session and  include the RQ timer IE set to an RQ timer value.

NOTE:
If the 5G core network determines that reflective QoS is to be used for a QoS flow, the SMF sends reflective QoS indication to UPF to activate reflective QoS. If the QoS flow is established over 3GPP access, the SMF also includes reflective QoS Attribute in QoS profile of the QoS flow during QoS flow establishment. 

If the DN authentication of the UE was performed and completed successfully, the SMF shall set the EAP message IE of the PDU SESSION ESTABLISHMENT ACCEPT message to an EAP-success message as specified in IETF RFC 3748 [25], provided by the DN.

The SMF shall send the PDU SESSION ESTABLISHMENT ACCEPT message.

Upon receipt of a PDU SESSION ESTABLISHMENT ACCEPT message and a PDU session ID, using the NAS transport procedure as specified in subclause 8.5.1.1, the UE shall stop timer Tx, shall release the allocated PTI value and shall consider that the PDU session was established.

If the UE requests the PDU session type "IP" and:

a)
the UE receives the selected PDU session type set to "IPv4" and does not receive the 5GSM cause value #50 "PDU session type IPv4 only allowed"; or

b)
 the UE receives the selected PDU session type set to "IPv6" and does not receive the 5GSM cause value #51 "PDU session type IPv6 only allowed";

the UE may subsequently request another PDU session for the other IP version using the UE-requested PDU session establishment procedure to the same DNN with a single address PDN type (IPv4 or IPv6) other than the one already activated.

If the UE requests the PDU session type "IP", receives the selected PDU session type set to "IPv4" and the 5GSM cause value #50 "PDU session type IPv4 only allowed", the UE shall not subsequently request another PDU session for "IPv6" using the UE-requested PDU session establishment procedure to the same DNN and the PDU session type "IPv6" until the PDU session is released.

If the UE requests the PDU session type "IP", receives the selected PDU session type set to "IPv6" and the 5GSM cause value #51 "PDU session type IPv6 only allowed", the UE shall not subsequently request another PDU session for "IPv4" using the UE-requested PDU session establishment procedure to the same DNN and the PDU session type "IPv4" until the PDU session is released.

* * * Next Change * * * *

9.6.2.1
Message definition
The PDU SESSION ESTABLISHMENT ACCEPT message is sent by the network to the UE in response to PDU SESSION ESTABLISHMENT REQUEST message and indicates successful establishment of a PDU session.

Message type:
PDU SESSION ESTABLISHMENT ACCEPT

Significance:

dual

Direction:


network to UE

Table 9.6.2.1.1: PDU SESSION ESTABLISHMENT ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

6.6.6.4
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION ESTABLISHMENT ACCEPT message identity
	Message type

6.6.6.6
	M
	V
	1

	
	Selected PDU session type
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	Selected SSC mode
	SSC mode

9.x.2
	M
	V
	1/2

	
	
	

	
	
	

	
	Selected DNN
	DNN

8.x.5
	M
	LV
	2-TBD

	
	Authorized QoS rules
	QoS rules

12.4.2.1
	M
	LV-E
	2-65537

	
	Session AMBR
	Session-AMBR

12.4.2.2
	M
	LV
	TBD

	TBD
	Selected S-NSSAI
	S-NSSAI

8.7.7
	O
	TLV
	3-6

	a
	5GSM cause
	5GSM cause

9.x.6
	O
	TV
	2

	b
	PDU address
	PDU address

9.x.5
	O
	TLV
	7

	c
	EAP message
	EAP message

8.x.9
	O
	TLV-E
	7-1503

	d
	RQ timer value
	GPRS timer

9.x.7
	O
	TV
	2

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538


* * * Next Change * * * *

12.7
Congestion and overload control


12.7.1
Handling of NAS level 5GMM congestion control

The AMF may detect 5GMM signalling congestion and perform NAS level 5GMM congestion control. Under the 5GMM signalling congestion conditions the AMF may reject 5GMM signalling requests from UEs as specified in 3GPP TS 23.501 [9]. The AMF should not reject the following request:

-
requests for emergency services.
Editor's note:
High priority access will be included as the other recommended exception for the rejection.
When the NAS level 5GMM congestion control is active, the AMF may include a value for the 5GMM back-off timer Tmcon in the reject messages. The UE starts the timer Tmcon with the value received in the 5GMM reject messages. To avoid that large numbers of UEs simultaneously initiate deferred requests, the AMF should select the value for the timer Tmcon for the rejected UEs so that timeouts are not synchronised.

If the timer Tmcon is running when the UE enters state 5GMM-DEREGISTERED, the UE remains switched on, and the USIM in the UE remains the same, then timer Tmcon is kept running until it expires or it is stopped.
If the UE is switched off when the timer Tmcon is running, the UE shall behave as follows when the UE is switched on and the USIM in the UE remains the same:

-
let t1 be the time remaining for Tmcon timeout at switch off and let t be the time elapsed between switch off and switch on. If t1 is greater than t, then the timer shall be restarted with the value t1 – t. If t1 is equal to or less than t, then the timer need not be restarted. If the UE is not capable of determining t, then the UE shall restart the timer with the value t1.
Editor's note:
Whether dual priority is supported in 5GS and how it is handled in the NAS level 5GMM congestion control are FFS.
If the UE enters a new PLMN while timer Tmcon is running, and the new PLMN is not equivalent to the PLMN where the UE started timer Tmcon, the UE shall stop timer Tmcon when initiating 5GMM procedures in the new PLMN.
12.7.2
Handling of NAS level 5GSM congestion control

12.7.2.1
General
NAS level 5GSM congestion control may be applied for all NAS messages, per DNN or per DNN and S-NSSAI.
12.7.2.2
Handling of DNN and/or S-NSSAI based congestion control
The SMF may detect 5GSM signalling congestion and perform NAS level 5GSM congestion control. Under the 5GSM signalling congestion conditions the SMF may reject PDU session establishment and PDU session modification requests from UEs or initiate the network-requested PDU session release procedure as specified in 3GPP TS 23.501 [9]. The SMF should not reject the following request:

-
requests for emergency PDU session.

Editor's note:
High priority access will be included as the other recommended exception for the rejection.
When the NAS level 5GSM congestion control is active, the SMF may include a value for the 5GSM back-off timer Tscon in the PDU SESSION ESTABLISHMENT REJECT, PDU SESSION MODIFICATION REQUEST REJECT, or PDU SESSION RELEASE COMMAND message. The UE starts the timer Tscon with the value received in the 5GSM messages. To avoid that large numbers of UEs simultaneously initiate deferred requests, the SMF should select the value for the timer Tscon for the rejected UEs so that timeouts are not synchronised.
If a value for the 5GSM back-off timer Tscon is included in the PDU SESSION MOFIDICATION REJECT or PDU SESSION RELEASE COMMAND message, the timer Tscon is associated with DNN and/or selected S-NSSAI selected by the SMF for the established PDU session. Otherwise if a value for the 5GSM back-off timer Tscon is included in the PDU SESSION ESTABLISHMENT REJECT message, the timer Tscon is associated with DNN and/or S-NSSAI requested by the UE, if any. If the UE requested neither DNN nor S-NSSAI and the PDU SESSION ESTABLISHMENT REJECT message includes a value for the 5GMM back-off timer Tscon, the timer Tscon is associated with neither DNN nor S-NSSAI.
Editor's note:
How the Tscon is managed in terms of e.g. UE switch on/off, PLMN selection, (de)registration is FFS.
12.7.3
Handling of group specific congestion control

Editor's note:
Description for the group specific congestion control handling is FFS.
