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1. Introduction
SA2 have agreed that during the SSC mode 3 PDU session PSA relocation, upon the creation of the new PDU session, the UE has to include the old and new PDU session identifications in the 5GMM message. The AMF must forward both these identifiers to the SMF only in these specific circumstances. We would like to simplify this scheme by creating a PDU session identification format that allows the new PDU session identification to refer to the old PDU session identification without the need to send two PDU session identification values and without impacting negatively the system performance. This will allow at all times the SMF to rely entirely on the PDU session ID stored in the 5GSM header. 
2. Discussion
In order to avoid having to include multiple PDU session identifications when creating the second PDU session we define a single PDU session identification format that may be interpreted differently by the AMF and SMF in different circumstances. 
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Figure 1 PDU Session identification format

As depicted on Figure 1 the PDU session identification consists of two parts a base value and an extension value. Each part may contain an arbitrary number of bits. The base value corresponds to the currently existing PDU session Id. The extension value is an addition to the base value. The different components of the PDU session identification are used as follows:

1. Each PDU session is uniquely identified at the UE, the AMF and the SMF by considering the entire PDU session identification (base value and the extension value).

2. The UE choses different base values when generating PDU Session Identifications for non-SSC mode 3 related PDU sessions. For these sessions the extension value will always remain null.
3. The UE choses the same base value with a different extension value when generating a PDU Session Identification for related SSC mode 3 PDU sessions.

a. An extension value may only be set to non-null when the base value is non-null.

4. SSC mode 3 sessions are matched together using the base values at the AMF and the SMF.

5. The base value is used by the AMF in order to route the message to the appropriate SMF when there is no PDU session context for the PDU session identification but there is another session with the same base value (e.g. UL SM MESSAGE TRANSPORT message with request type IE set to "initial request").

a. If no SMF relocation was requested by the SMF the AMF forwards the request to the SMF that owns the PDU session with the matching base value and creates a new PDU session context based on the entire PDU session.
b. If SMF relocation was requested by the SMF the AMF selects the new SMF, forwards the request to the newly selected SMF and creates a new PDU session context based on the entire PDU session identification.
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The new PDU session identity is integrated into the above presented procedure as follows (from TS 23.502):

1. A PDU SSC mode 3 session is established by the UE. The UE generates a new PDU session ID: extension value = 0, base value = 5. 

2. The SMF determines that the serving UPF or the SMF needs to be relocated.

3. The SMF invokes the Namf_Communication_N1N2MessageTransfer (PDU Session ID, SMF Reallocation requested indication, N1 SM container (PDU Session Modification Command (Cause, PDU Session release timer))) where PDU Session ID indicates the existing PDU Session (PDU Session ID extension value = 0, base value 5) to be relocated and Cause indicates that a PDU Session re-establishment to the same DN is required. 

The SMF Reallocation requested indication indicates whether the SMF is requested to be reallocated.

The release timer value indicates how long the network is willing to maintain the PDU Session.
4. The AMF forwards the NAS message to the UE 

5. If the UE receives PDU Session Modification Command, the UE may decide to initiate the PDU Session establishment procedure described in clause 4.3.2.2, to the same DN with the following differences:

In Step 1 of clause TS 23.502 4.3.2.2.1, according to the SSC mode, UE generates a new PDU Session ID: extension value = 1, base value = 5 and initiates the PDU Session Establishment Request using the new PDU Session ID. 

In Step 2 of clause TS 23.502 4.3.2.2.1, if SMF reallocation was requested in Step 2 of this clause, the AMF selects a different SMF. Otherwise, the AMF sends the N11 message to the same SMF serving the PDU Session ID with the same base value.

In Step 3 of clause TS 23.502 4.3.2.2.1, the AMF includes the new PDU Session ID in Nsmf_PDUSession_CreateSMContext Request. The SMF detects that the PDU Session establishment request is related to the trigger in step 3 based on the base value = 5 in the PDU Session ID in the Nsmf_PDUSession_CreateSMContext Request. The SMF stores the new PDU Session ID and selects a new PDU Session anchor (i.e. UPF2) for the new PDU Session.
6. The old PDU Session is released as described in clause TS 23.502 4.3.4 either by the UE before the timer provided in step 3 expires (e.g., once the UE has consolidated all traffic on PDU#2 or if the session is no more needed) or by the SMF upon expiry of this time.

At the end of the sequence above the new PDU Session ID contains base value = 5 and extension value = 1. This process is repeated every time the SMF detects PSA and/or SMF relocation. Each time the UE generates a new PDU session identification by modifying the extension value. If the extension value consists of a single bit the, the extension value may act as a flag that toggles between 0 and 1 at every PSA and/or SMF relocation.
Proposal
We propose to:
· Add an extension bit from the spare bits to the currently existing PDU session id.
· Modify the procedures to accommodate the simplified processing.

· Update related PDU types and IEs in order to accommodates .
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 v1.1.1
* * * First Change * * * *

6.6.6.4
PDU session identity

Bits 1 to 5 of the second octet of every 5G session management message contain the PDU session identity IE. The PDU session identity contains a 4 bit long base value as well as an extension value consisting of a single bit. The extension value is used to generate a unique PDU session identity in case of related PDU sessions sharing the same base value (e.g. the new PDU session during the PSA/SMF relocation in SSC mode 3). In other cases only the base value is used leaving the extension value null. The PDU session identity and its use to identify a message flow are defined in 3GPP TS 24.007 [11]. See Annex E.
* * * Next Change * * * *

8.5.1.2.2.1.1.3
UE-initiated SM message transport of messages

Upon reception of an UL SM MESSAGE TRANSPORT message, the AMF looks up a PDU session routing context for the PDU session ID of the UL SM MESSAGE TRANSPORT message and the UE and:

a)
if the AMF has a PDU session routing context for the PDU session ID and the UE, and the request type IE is not included in the UL SM MESSAGE TRANSPORT message, the AMF shall forward the SM message, and the PDU session ID of the UL S SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context;

b)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is not an emergency PDU session, and the request type IE is included in the UL S SM MESSAGE TRANSPORT message and is set to "existing PDU session", the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the UL SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context;

c)
if the AMF has a PDU session routing context for the PDU session ID base value and the UE, the request type IE is included in the UL SM MESSAGE TRANSPORT message and is set to "initial request" and the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reused, the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the UL SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context;

d)
if the AMF has a PDU session routing context for the PDU session ID base value and the UE, the request type IE is included in the UL SM MESSAGE TRANSPORT message and is set to "initial request", the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reallocated and the PDU session routing context does not contain reallocated SMF ID:

1)
the AMF shall select an SMF. If the DNN is not included in the UL SM MESSAGE TRANSPORT message, the AMF shall use the default DNN as the DNN. If the S-NSSAI is not included in the UL SM MESSAGE TRANSPORT message, the AMF may determine a default S-NSSAI according to the user's subscription context obtained from UDM and, if determined, the AMF may use the default S-NSSAI as the S-NSSAI; and

NOTE:
SMF selection is out of scope of CT1.

2)
if the SMF selection is successful:

A)
the AMF shall set the reallocated SMF ID of the PDU session routing context to the SMF ID of the selected SMF; and

B)
the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the UL SM MESSAGE TRANSPORT message towards the reallocated SMF ID of the PDU session routing context; and

e)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE,  and the request type IE is included in the UL SM MESSAGE TRANSPORT message and is set to "initial request":

1)
the AMF shall select an SMF. If the DNN is not included in the UL SM MESSAGE TRANSPORT message, the AMF shall use the default DNN as the DNN. If the S-NSSAI is not included in the UL SM MESSAGE TRANSPORT message and:

A)
if the user’s subscription context from UDM contains one default S-NSSAI only, the AMF may use the default S-NSSAI as the S-NSSAI, and

B)
if the user's subscription context obtained from UDM contains several default S-NSSAIs, the AMF may select one of the default S-NSSAIs based on the operator policy and use the selected S-NSSAI as the S-NSSAI; and

NOTE:
SMF selection is out of scope of CT1.

2)
if the SMF selection is successful:

A)
the AMF shall store a PDU session routing context for the PDU session ID and the UE and shall set the SMF ID in the stored PDU session routing context to the SMF ID of the selected SMF; and

B)
the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the UL SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context; and

f)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the request type IE of the UL SM MESSAGE TRANSPORT message is included and is set to "existing PDU session", and the user’s subscription context obtained from the UDM contains an SMF ID corresponding to:

1)
the DNN of the UL SM MESSAGE TRANSPORT message, if the DNN is included in the NAS SM MESSAGE TRANSPORT message; or

2)
the default DNN, if the DNN is not included in the UL SM MESSAGE TRANSPORT message;

Editor's note:
FFS how to obtain the correct SMF ID when the UE has several PDU sessions with a given DNN, each PDU session is provided by a different SMF, and the UE attempts to handover one of those PDU sessions.


then:

1)
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID corresponding to the DNN in the user’s subscription context obtained from the UDM; and

2)
the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the UL SM MESSAGE TRANSPORT message towards the SMF ID of with the PDU session routing context;

f)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the request type IE is included in the UL SM MESSAGE TRANSPORT message and is set to "initial emergency request", and the AMF does not have a PDU session routing context for another PDU session ID of the UE indicating that the PDU session is an emergency PDU session:

1)
the AMF shall select an SMF. The AMF shall use the emergency DNN from the AMF emergency configuration data as the DNN, if configured. The AMF shall use the statically configured SMF from the AMF emergency configuration data, if configured; and

NOTE:
SMF selection is out of scope of CT1.

2)
if the SMF selection is successful:

A)
the AMF shall store a PDU session routing context for the PDU session ID and the UE and shall set the SMF ID in the stored PDU session routing context to the SMF ID of the selected SMF and shall store an indication that the PDU session is an emergency PDU session in the stored PDU session routing context; and

B)
the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the UL SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context; and

g)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the request type IE is included in the UL SM MESSAGE TRANSPORT message and is set to "initial emergency request", and the AMF has a PDU session routing context indicating that the PDU session is an emergency PDU session for another PDU session ID of the UE:

1)
the AMF shall store a PDU session routing context for the PDU session ID and the UE and shall set the SMF ID in the stored PDU session routing context to the SMF ID of the PDU session routing context for the other PDU session ID of the UE; and

2)
the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the UL SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context.

Editor's note:
Handover between 3GPP access and non-3GPP access of emergency PDU session is FFS.

* * * Next Change * * * *

8.5.1.2.3.2.3
UE-initiated NAS transport of messages

Upon reception of an UL NAS TRANSPORT message, if the Payload container type IE is set to:

a)
"N1 SM information", the AMF looks up a PDU session routing context for the UE and the PDU session ID IE, and:

1)
if the AMF has a PDU session routing context for the PDU session ID and the UE, and the Request type IE is not included, the AMF shall forward the 5GSM message, and the PDU session ID IE towards the SMF identified by the SMF ID of the PDU session routing context;

2)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is not an emergency PDU session, and the Request type IE is included and is set to "existing PDU session", the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;

3)
if the AMF has a PDU session routing context for the PDU session ID base value and the UE, the Request type IE is included and is set to "initial request", and the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reused, the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;

4)
if the AMF has a PDU session routing context for the PDU session ID base value and the UE, the Request type IE is included and is set to "initial request", the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reallocated, and the PDU session routing context does not contain reallocated SMF ID:

i)
the AMF shall select an SMF. If the DNN IE is not included, the AMF shall use the default DNN as the DNN. If the S-NSSAI IE is not included, the AMF may determine a default S-NSSAI according to the user's subscription context obtained from UDM and, if determined, the AMF may use the default S-NSSAI as the S-NSSAI; and

NOTE:
SMF selection is out of scope of CT1.

ii)
if the SMF selection is successful:

A)
the AMF shall set the reallocated SMF ID of the PDU session routing context to the SMF ID of the selected SMF; and

B)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the reallocated SMF ID of the PDU session routing context;
5)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, and the Request type IE is included and is set to "initial request":

i)
the AMF shall select an SMF. If the DNN IE is not included, the AMF shall use the default DNN as the DNN. If the S-NSSAI IE is not included, the AMF may determine a default S-NSSAI according to the user’s subscription context obtained from UDM and, if determined, the AMF may use the default S-NSSAI as the S-NSSAI; and

ii)
if the SMF selection is successful:

A)
 the AMF shall set the reallocated SMF ID of the PDU session routing context to the SMF ID of the selected SMF; and 

B)

the AMF shall forward the PDU session ID, the 5GSM message in the Payload container IE, the S-NSSAI (if received), the DNN (if received), and the request type of the UL NAS TRANSPORT message towards the SMF associated with the PDU session ID;

6)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "existing PDU session", and the user’s subscription context obtained from the UDM contains an SMF ID corresponding to:
i)
the DNN in the DNN IE, if the DNN IE is included; or

ii)
the default DNN, if the DNN IE is not included;
Editor's note:
FFS how to obtain the correct SMF ID when the UE has several PDU sessions with a given DNN, each PDU session is provided by a different SMF, and the UE attempts to handover one of those PDU sessions.


then:

i)
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID corresponding to the DNN in the user’s subscription context obtained from the UDM; and

ii)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;

7)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the R Request type IE is included and is set to "initial emergency request", and the AMF does not have a PDU session routing context for another PDU session ID of the UE indicating that the PDU session is an emergency PDU session:
i)
the AMF shall select an SMF. The AMF shall use the emergency DNN from the AMF emergency configuration data as the DNN, if configured. The AMF shall use the statically configured SMF from the AMF emergency configuration data, if configured; and

ii)
if the SMF selection is successful:

A)
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID of the selected SMF, and shall store an indication that the PDU session is an emergency PDU session in the stored PDU session routing context; and

B)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received), and the request type towards the SMF identified by the SMF ID of the PDU session routing context; and

8)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial emergency request", and the AMF has a PDU session routing context indicating that the PDU session is an emergency PDU session for another PDU session ID of the UE:

i)
the AMF shall store a PDU session routing context for the PDU session ID and the UE and shall set the SMF ID in the stored PDU session routing context to the SMF ID of the PDU session routing context for the other PDU session ID of the UE; and

ii)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;

Editor's note:
Handover between 3GPP access and non-3GPP access of emergency PDU session is FFS.

b)
"SMS", the AMF shall forward the content of the Payload container IE to the SMSF associated with the UE; and

c)
"LTE Positioning Protocol (LPP) message container", the AMF shall forward the content of the Payload container IE to the LMF associated with the routing information included in the Additional information IE of the UL NAS TRANSPORT message.

Editor's note:
What to do if the AMF cannot locate the LMF is FFS.
* * * Next Change * * * *

8.6.9.1
Message definition
The UL SM MESSAGE TRANSPORT message conveys an SM message and associated information from the UE to the network.
Message type:
UL SM MESSAGE TRANSPORT
Significance:

dual

Direction:


UE to network

Table 8.6.9.1.1: UL SM MESSAGE TRANSPORT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type

6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	UL SM MESSAGE TRANSPORT message identity
	Message type

6.6.6.6
	M
	V
	1

	
	PDU session ID
	PDU session ID

6.6.6.4
	M
	V
	1

	
	
	

	
	
	

	
	SM message container
	SM message container
8.7.5
	M
	LV-E
	3-65537

	a
	Request type
	Request type

8.7.6
	O
	TV
	1

	b
	S-NSSAI
	S-NSSAI
8.7.7
	O
	TLV
	3 or 6

	c
	DNN
	DNN

8.7.8
	O
	TLV
	3-TBD


* * * Next Change * * * *

8.6.10.1
Message definition
DL SM MESSAGE TRANSPORT message conveys an SM message and associated information from the network to the UE.
Message type:
DL SM MESSAGE TRANSPORT

Significance:

dual

Direction:


network to UE

Table 8.6.10.1.1: DL SM MESSAGE TRANSPORT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type

6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	DL SM MESSAGE TRANSPORT message identity
	Message type

6.6.6.6
	M
	V
	1

	
	PDU session ID
	PDU session ID

6.6.6.4
	M
	V
	1

	
	
	

	
	
	

	
	SM message container
	SM message container
8.7.5
	M
	LV-E
	3-65537


* * * Next Change * * * *

9.5.2.2
UE-requested PDU session establishment procedure initiation

In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.

The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION ESTABLISHMENT REQUEST message to the allocated PTI value.

If the UE requests to establish a new PDU session with a DN and requests a PDU session type, the UE shall set the PDU session type IE of the PDU SESSION ESTABLISHMENT REQUEST message to the IP version capability as specified in subclause 9.4.2, "Ethernet" or "Unstructured".

If the UE requests to establish a new PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode.

If the UE requests to establish a new PDU session with a DN, the UE may include the SM PDU DN request container with a DN-specific identity of the UE complying with network access identifier (NAI) format as specified in IETF RFC 4282 [27].

If the UE requests to establish a new PDU session of "IP", "IPv4", "IPv6" or "Ethernet" PDU session type and the UE supports reflective QoS, the UE shall set the RQoS bit to "Reflective QoS supported" in the UE SM capability IE of the PDU SESSION ESTABLISHMENT REQUEST message.
If the UE has an emergency PDU session, the UE shall not perform the UE-requested PDU session establishment procedure to establish another emergency PDU session.

The UE shall transport:

a)
the PDU SESSION ESTABLISHMENT REQUEST message;

b)
the PDU session ID:

1)
containing the existing PDU session base value and a new extension value, if the UE initiates the UE-requested PDU session establishment procedure upon receiving the PDU SESSION MODIFICATION COMMAND messages with the 5GSM cause IE set to #39 "reactivation requested"; or
2)
containing the new PDU session base and extension values otherwise;
c)
the S-NSSAI, if the UE requests a S-NSSAI other than default S-NSSAI;

d)
and the requested DNN, if the UE requests a connectivity to a DNN other than the default DNN; and 

e)
the request type set:

1)
to "initial request", if the UE requests to establish a new non-emergency PDU session;

2)
to "existing PDU session", if the UE requests:

i)
handover of an existing non-emergency PDU session between 3GPP access and non-3GPP access; or

ii)
transfer of an existing PDN connection in the EPS to the 5GS. and

3)
to "initial emergency request", if the UE requests to establish a new emergency PDU session;

using the NAS transport procedure as specified in subclause 8.5.1.1, and the UE shall start timer Tx (see example in figure 9.5.2.2.1).
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Figure 9.5.2.2.1: UE-requested PDU session establishment procedure

Upon receipt of a PDU SESSION ESTABLISHMENT REQUEST message, a PDU session ID, optionally a S-NSSAI, and optionally a DNN, and the request type, the SMF checks whether connectivity with the requested DN can be established. If the requested DNN is not included, the SMF shall use the default DNN. If the S-NSSAI is not included, the SMF may determine a default S-NSSAI according to the subscription context from UDM and, if determined, the SMF may use the default S-NSSAI as the S-NSSAI.
If the PDU session authentication and authorization by the external DN is required due to local policy, the SMF shall check whether the PDU SESSION ESTABLISHMENT REQUEST message includes the PDU DN request container. 

If the PDU DN request container is included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall:

-
if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is compliant with the local policy and user's subscription data, proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [19] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes; and

-
if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with the local policy, reject the PDU session establishment request including the 5GSM cause #xx "DN authentication failed", in the PDU SESSION ESTABLISHMENT REJECT message.

If the PDU DN request container is not included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [19] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes.

If the base value of the PDU session ID corresponds to the base value of an existing PDU session, while the extension values of the PDU session ID differ, the SMF shall consider that the request for the relocation of SSC mode 3 PDU session anchor with multiple PDU sessions as specified in 3GPP TS 23.502 [10] is accepted by the UE.
* * * Next Change * * * *

9.6.1.1
Message definition

The PDU SESSION ESTABLISHMENT REQUEST message is sent by the UE to the network to initiate establishment of a PDU session.

Message type:
PDU SESSION ESTABLISHMENT REQUEST

Significance:

dual

Direction:


UE to network

Table 9.6.1.1.1: PDU SESSION ESTABLISHMENT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

6.6.6.4
	M
	V
	1

	
	
	

	
	
	

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION ESTABLISHMENT REQUEST message identity
	Message type

6.6.6.6
	M
	V
	1

	a-
	PDU session type
	PDU session type

9.6.1
	O
	TV
	1

	b-
	SSC mode
	SSC mode

9.6.2
	O
	TV
	1

	xx
	UE SM capability
	UE SM capability

9.6.x
	O
	TLV
	3-15

	d
	SM PDU DN request container
	SM PDU DN request container

9.x.4
	O
	TBD
	TBD

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538


* * * Next Change * * * *

9.6.2.1
Message definition

The PDU SESSION ESTABLISHMENT ACCEPT message is sent by the network to the UE in response to PDU SESSION ESTABLISHMENT REQUEST message and indicates successful establishment of a PDU session.

Message type:
PDU SESSION ESTABLISHMENT ACCEPT

Significance:

dual

Direction:


network to UE

Table 9.6.2.1.1: PDU SESSION ESTABLISHMENT ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

6.6.6.4
	M
	V
	1

	
	
	

	
	
	

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION ESTABLISHMENT ACCEPT message identity
	Message type

6.6.6.6
	M
	V
	1

	
	Selected PDU session type
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	Selected SSC mode
	SSC mode

9.x.2
	M
	V
	1/2

	
	Selected S-NSSAI
	S-NSSAI

8.x.4
	M
	LV
	2 or 5

	
	Selected DNN
	DNN

8.x.5
	M
	LV
	2-TBD

	
	Authorized QoS rules
	QoS rules

12.4.2.1
	M
	LV-E
	2-65537

	
	Session AMBR
	Session-AMBR

12.4.2.2
	M
	LV
	TBD

	a
	5GSM cause
	5GSM cause

9.x.6
	O
	TV
	2

	b
	PDU address
	PDU address

9.x.5
	O
	TLV
	7

	c
	EAP message
	EAP message

8.x.9
	O
	TLV-E
	7-1503

	d
	RQ timer value
	GPRS timer

9.x.7
	O
	TV
	2

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538


* * * Next Change * * * *

9.6.3.1
Message definition

The PDU SESSION ESTABLISHMENT REJECT message is sent by the network to the UE in response to PDU SESSION ESTABLISHMENT REQUEST message and indicates unsuccessful establishment of a PDU session.

Message type:
PDU SESSION ESTABLISHMENT REJECT

Significance:

dual

Direction:


network to UE

Table 9.6.3.1.1: PDU SESSION ESTABLISHMENT REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

6.6.6.4
	M
	V
	1

	
	
	

	
	
	

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION ESTABLISHMENT REJECT message identity
	Message type

6.6.6.6
	M
	V
	1

	
	5GSM cause
	5GSM cause

9.x.6
	M
	V
	1

	x
	EAP message
	EAP message

8.7.30
	O
	TLV-E
	7-1503

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538


* * * Next Change * * * *

9.6.4.1
Message definition

The PDU SESSION AUTHENTICATION REQUEST message is sent by the network to the UE for authentication of the UE establishing the PDU session.

Message type:
PDU SESSION AUTHENTICATION REQUEST

Significance:

dual

Direction:


network to UE

Table 9.6.4.1.1: PDU SESSION AUTHENTICATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

TBD
	M
	V
	1

	
	
	

	
	
	

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION AUTHENTICATION REQUEST message identity
	Message type

6.6.6.6
	M
	V
	1

	x
	EAP message
	EAP message

8.7.30
	O
	TLV-E
	7-1503

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.7.3
	O
	TLV-E
	4-65538


* * * Next Change * * * *

9.6.5.1
Message definition

The PDU SESSION AUTHENTICATION ACCEPT message is sent by the UE to the network in response to the PDU SESSION AUTHENTICATION REQUEST message and indicates acceptance of the PDU SESSION AUTHENTICATION REQUEST message.

Message type:
PDU SESSION AUTHENTICATION ACCEPT

Significance:

dual

Direction:


UE to network

Table 9.6.5.1.1: PDU SESSION AUTHENTICATION ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

TBD
	M
	V
	1

	
	
	

	
	
	

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION AUTHENTICATION ACCEPT message identity
	Message type

6.6.6.6
	M
	V
	1

	x
	EAP message
	EAP message

8.7.30
	O
	TLV-E
	7-1503

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.7.3
	O
	TLV-E
	4-65538


* * * Next Change * * * *

9.6.7.1
Message definition

The PDU SESSION MODIFICATION REQUEST message is sent by the UE to the network to request a modification of a PDU session.

Message type:
PDU SESSION MODIFICATION REQUEST

Significance:

dual

Direction:


UE to network

Table 9.6.7.1.1: PDU SESSION MODIFICATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

6.6.6.4
	M
	V
	1

	
	
	

	
	
	

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION MODIFICATION REQUEST message identity
	Message type

6.6.6.6
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538


* * * Next Change * * * *

9.6.8.1
Message definition

The PDU SESSION MODIFICATION REJECT message is sent by the network to the UE to indicate rejection of the PDU SESSION MODIFICATION REQUEST.

Message type:
PDU SESSION MODIFICATION REJECT

Significance:

dual

Direction:


network to UE

Table 9.6.8.1.1: PDU SESSION MODIFICATION REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

6.6.6.4
	M
	V
	1

	
	
	

	
	
	

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION MODIFICATION REJECT message identity
	Message type

6.6.6.6
	M
	V
	1

	
	5GSM cause
	5GSM cause

9.x.6
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538


* * * Next Change * * * *

9.6.9.1
Message definition

The PDU SESSION MODIFICATION COMMAND message is sent by the network to the UE to indicate a modification of a PDU session.

Message type:
PDU SESSION MODIFICATION COMMAND

Significance:

dual

Direction:


network to UE

Table 9.6.9.1.1: PDU SESSION MODIFICATION COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

6.6.6.4
	M
	V
	1

	
	
	

	
	
	

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION MODIFICATION COMMAND message identity
	Message type

6.6.6.6
	M
	V
	1

	a
	5GSM cause
	5GSM cause

9.x.6
	O
	TV
	2

	b
	Authorized QoS rules
	QoS rules

12.4.2.1
	O
	TLV-E
	3-65538

	c
	Session AMBR
	Session-AMBR

12.4.2.2
	O
	TLV
	TBD

	d
	PDU session release time
	GPRS timer

9.x.7
	O
	TV
	2

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538


* * * Next Change * * * *

9.6.10.1
Message definition

The PDU SESSION MODIFICATION ACCEPT message is sent by the UE to the network in response to the PDU SESSION MODIFICATION COMMAND message and indicates an acceptance of the PDU SESSION MODIFICATION COMMAND message.

Message type:
PDU SESSION MODIFICATION ACCEPT

Significance:

dual

Direction:


UE to network

Table 9.6.10.1.1: PDU SESSION MODIFICATION ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

6.6.6.4
	M
	V
	1

	
	
	

	
	
	

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION MODIFICATION ACCEPT message identity
	Message type

6.6.6.6
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538


* * * Next Change * * * *

9.6.11.1
Message definition

The PDU SESSION MODIFICATION COMMAND REJECT message is sent by the UE to the network to indicate rejection of the PDU SESSION MODIFICATION COMMAND message.

Message type:
PDU SESSION MODIFICATION COMMAND REJECT

Significance:

dual

Direction:


UE to network

Table 9.5.11.1.1: PDU SESSION MODIFICATION COMMAND REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

6.6.6.4
	M
	V
	1

	
	
	

	
	
	

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION MODIFICATION COMMAND REJECT message identity
	Message type

6.6.6.6
	M
	V
	1

	
	5GSM cause
	5GSM cause

9.x.6
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538


* * * Next Change * * * *

9.6.12.1
Message definition

The PDU SESSION RELEASE REQUEST message is sent by the UE to the network to request a release of a PDU session.

Message type:
PDU SESSION RELEASE REQUEST

Significance:

dual

Direction:


UE to network

Table 9.6.12.1.1: PDU SESSION RELEASE REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

6.6.6.4
	M
	V
	1

	
	
	

	
	
	

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION RELEASE REQUEST message identity
	Message type

6.6.6.6
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538


* * * Next Change * * * *

9.6.13.1
Message definition

The PDU SESSION RELEASE REJECT message is sent by the network to the UE to indicate rejection of request a release of a PDU session.

Message type:
PDU SESSION RELEASE REJECT

Significance:

dual

Direction:


network to UE

Table 9.6.13.1.1: PDU SESSION RELEASE REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

6.6.6.4
	M
	V
	1

	
	
	

	
	
	

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU RELEASE RELEASE REJECT message identity
	Message type

6.6.6.6
	M
	V
	1

	
	5GSM cause
	5GSM cause

9.x.6
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538


* * * Next Change * * * *

9.6.14.1
Message definition

The PDU SESSION RELEASE COMMAND message is sent by the network to the UE to indicate a release of a PDU session.

Message type:
PDU SESSION RELEASE COMMAND

Significance:

dual

Direction:


network to UE

Table 9.6.14.1.1: PDU SESSION RELEASE COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

6.6.6.4
	M
	V
	1

	
	
	

	
	
	

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION RELEASE COMMAND message identity
	Message type

6.6.6.6
	M
	V
	1

	
	5GSM cause
	5GSM cause

9.x.6
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538


* * * Next Change * * * *

9.6.15.1
Message definition

The PDU SESSION RELEASE ACCEPT message is sent by the UE to the network in response to the PDU SESSION RELEASE COMMAND message and indicates an acceptance of a release of the PDU session.

Message type:
PDU SESSION RELEASE ACCEPT

Significance:

dual

Direction:


UE to network

Table 9.6.15.1.1: PDU SESSION RELEASE ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

6.6.6.4
	M
	V
	1

	
	
	

	
	
	

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION RELEASE ACCEPT message identity
	Message type

6.6.6.6
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538


* * * Next Change * * * *

9.6.16.1
Message definition

This message is sent by the network or the UE to pass information on the status of the indicated PDU session and report certain error conditions. See table 9.6.16.1.

Message type:
5GSM STATUS

Significance:

dual

Direction:

both

Table 9.6.16.1: 5GSM STATUS message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

TBD
	M
	V
	1

	
	
	

	
	
	

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	5GSM STATUS message identity
	Message type

6.6.6.6
	M
	V
	1

	
	5GSM cause
	5GSM cause

9.7.6
	M
	V
	1


* * * Next Change * * * *

Annex E (informative):
Proposed changes to 3GPP TS 24.007
E.1
First change

11.2.3.1.X
PDU session identity

A L3 protocol may define that bits 1 to 4 of octet 2 of a standard L3 message of the protocol contain the PDU session identity. The PDU session identity is used to identify a PDU session.

	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	-
	-
	-
	PDU session identity 
	octet 1


Figure 11.9Y: PDU session identity

Table 11.5Z: PDU session identity

	PDU session identity base value (octet 1, bit 1 to bit 4), extension value (octet 1, bit 5)


	
	Bits

	5
	4
	3
	2
	1
	

	X
	0
	0
	0
	0
	No PDU session identity assigned (extension value not applicable)

	X
	0
	0
	0
	1
	Reserved (extension value not applicable)

	X
	0
	0
	1
	0
	Reserved (extension value not applicable)

	X
	0
	0
	1
	1
	Reserved (extension value not applicable)

	X
	0
	1
	0
	0
	Reserved (extension value not applicable)

	0
	0
	1
	0
	1
	PDU session identity base value 5, extension value 0,

	1
	0
	1
	0
	1
	PDU session identity base value 5, extension value 1,

	0
	0
	1
	1
	0
	PDU session identity base value 6 extension value 0,

	1
	0
	1
	1
	0
	PDU session identity base value 6 extension value 1,

	0
	0
	1
	1
	1
	PDU session identity base value 7 extension value 0,

	1
	0
	1
	1
	1
	PDU session identity base value 7 extension value 1,

	0
	1
	0
	0
	0
	PDU session identity base value 8 extension value 0,

	1
	1
	0
	0
	0
	PDU session identity base value 8 extension value 1,

	0
	1
	0
	0
	1
	PDU session identity base value 9 extension value 0,

	1
	1
	0
	0
	1
	PDU session identity base value 9 extension value 1,

	0
	1
	0
	1
	0
	PDU session identity base value 10 extension value 0,

	1
	1
	0
	1
	0
	PDU session identity base value 10 extension value 1,

	0
	1
	0
	1
	1
	PDU session identity base value 11 extension value 0,

	1
	1
	0
	1
	1
	PDU session identity base value 11 extension value 1,

	0
	1
	1
	0
	0
	PDU session identity base value 12 extension value 0,

	1
	1
	1
	0
	0
	PDU session identity base value 12 extension value 1,

	0
	1
	1
	0
	1
	PDU session identity base value 13 extension value 0,

	1
	1
	1
	0
	1
	PDU session identity base value 13 extension value 1,

	0
	1
	1
	1
	0
	PDU session identity base value 14 extension value 0,

	1
	1
	1
	1
	0
	PDU session identity base value 14 extension value 1,

	0
	1
	1
	1
	1
	PDU session identity base value 15 extension value 0,

	1
	1
	1
	1
	1
	PDU session identity base value 15 extension value 1,


* * * End of Changes * * * *
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