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1. Introduction
There are four (4) types of mobility restrictions defined in stage 2 for 5GS and CT1 needs to find an appropriate way to implement them in stage 3.

This paper attempts to discuss the implementation of these four types of mobility restrictions and typically for the service area restriction and the CN type restriction, to propose an implementation way on procedure, message coding and IE coding.

2. Observation on mobility restrictions
In the latest version of TS 23.501 v1.5.0, stage 2 has defined four (4) types of mobility restrictions as below:

"Mobility Restrictions consists of RAT restriction, Forbidden Area, Service area restrictions and Core Network type restriction as follows:

-
RAT restriction:


Defines the 3GPP Radio Access Technology(ies), a UE is not allowed to access in a PLMN. In a restricted RAT a UE is based on subscription not permitted to initiate any communication for this PLMN. For CM-CONNECTED state, when radio access network determines target RAT and target PLMN during handover procedure, it should take per PLMN RAT restriction into consideration.

-
Forbidden Area:


In a Forbidden Area under a given RAT, the UE is based on subscription not permitted to initiate any communication with the network for this PLMN. The UE behaviour in terms of cell selection, RAT selection and PLMN selection depends on the network response that informs the UE of Forbidden Area.

NOTE 1:
The UE reactions to specific network responses are described in TS 24.501 [47].
-
Service area restrictions:


Defines areas in which the UE may or may not initiate communication with the network as follows:

-
Allowed Area:


In an Allowed Area under a given RAT, the UE is permitted to initiate communication with the network as allowed by the subscription.

-
Non-Allowed Area:


In a Non-Allowed Area under a given RAT a UE is service area restricted based on subscription. The UE and the network are not allowed to initiate Service Request or SM signalling to obtain user services (both in CM-IDLE and in CM-CONNECTED states). The RRC procedures while the UE is in CM-CONNECTED with RRC Inactive state are unchanged compared to when the UE is in an Allowed Area. The RM procedures are unchanged compared to when the UE is in an Allowed Area. The UE in a Non-Allowed Area shall respond to core network paging with Service Request and RAN paging.

-
Core Network type restriction:


Defines whether UE is allowed to connect to 5GC for this PLMN.

NOTE 2:
The Core Network type restriction can be used e.g. in network deployments where the E-UTRAN connects to both EPC and 5GC as described in clause 5.17."
2.1 RAT restriction

For RAT restriction, it was not implemented in stage 3 with below editor’s note:

"Editor's note:
It is FFS how RAT restriction is achieved."
Actually, CT1 has discussed RAT restriction in 5GS and the majority companies would prefer to use a consistent way used in the legacy systems for access restriction, e.g. to follow the handling of access restrictions per-PLMN as defined in 3GPP TS 23.221, clause 6.3.5a. Typically, in EPS, for access restriction on E-UTRAN, the network will reject the attach/TAU request with an EMM cause #15 "no suitable cells in tracking area" together with an Extended EMM cause IE with value "E-UTRAN not allowed".

Hence, there is no list of forbidden RATs included in the Mobility restriction IE of a NAS message (e.g. REGISTRATION ACCEPT message or a CONFIGURATION UPDATE COMMAND message) and provided to the UE.

Observation #1: For the RAT restriction, there is no list of forbidden RATs included in the Mobility restriction IE of a NAS message and provided to the UE.
2.2 Forbidden area restriction

For forbidden area restriction, it was already implemented in TR 24.890 subclause 5.2.2 in which the UE will maintain a lists of "5GS forbidden tracking areas for roaming" and a list of "5GS forbidden tracking areas for regional provision of service" based on two reject cause value #12
(tracking area not allowed) and #13
(roaming not allowed in this tracking area) in the REGISTRATION ACCEPT message. Hence we could have:

Observation #2: For the forbidden area restriction, there is no list of forbidden TAIs included in the Mobility restriction IE of a NAS message and provided to the UE.
2.3 Service area restriction

This is a new type of access restriction in 5GS. As specified in stage 2 and already implemented in TR 24.890 subclause 8.2.2, based on UE subscription information, UE location and local policy, the network can provide either an allowed area, or a non-allowed area, but not both, in the Mobility restrictions IE of a REGISTRATION ACCEPT message or a CONFIGURATION UPDATE COMMAND message. Considering both allowed area and non-allowed area contain a number of TAs, hence we could have:
Observation #3: For the service area restriction, there is a list of TAIs (either allowed TAs or non-allowed TAs) included in the Mobility restriction IE of a NAS message and provided to the UE.
2.4 CN type restriction

This is also a new type of access restriction in 5GS, which typically used in case of E-UTRA connected both EPC and 5GC.

In the current TR 24.890 v1.1.1, CN type restriction was implemented in two totally different ways:

(1) In the initial registration and mobility and periodic registration update procedure, the network provides a new 5GMM cause value #xx (N1 mode not allowed) in the REGISTRATION REJECT message and the UE will behave as below for CN type restriction (see TR 24.890 subclause 8.5.2.1.2.5 and 8.5.2.1.3.5):

"#xx
(N1 mode not allowed);

The UE capable of S1 mode shall disable the N1 mode radio capabilities and attempt to select an E-UTRA cell connected to EPC. The UE shall re-enable the N1 mode radio capabilities when:

-
the UE performs PLMN selection; and

-
the UE powers off and powers on again or the USIM is removed."

(2) In the generic UE configuration update procedure, the network provides CN type restriction to the UE and the UE performs it as below (see TR 24.890 subclause 8.5.1.3.3):

"If the UE receives a Core network type restriction field set to "not allowed to connect to the 5GC" in the Mobility restrictions IE, the UE capable of S1 mode shall disable the N1 mode radio capabilities, and attempt to select an E-UTRA cell connected to EPC. The UE shall re-enable the N1 mode radio capabilities when:

-
the UE performs PLMN selection; and

-
the UE powers off and powers on again or the USIM is removed."
Observation #4: For the CN type restriction, current stage 3 has two totally different ways: there is no information included in the Mobility restrictions IE in the registration procedure while an indication is included in the Mobility restrictions IE in the generic UE configuration update procedure.
3. Proposals on implementing of mobility restrictions
This section attempts to provide detail proposals on implementing of RAT restriction, service area restriction and CN type restriction. For the forbidden area restriction, the current TR 234.890 has already implemented very well.

3.1 RAT restriction

Based on observations given in section 2.1, for implementing RAT restriction we have below proposal:

Proposal #1: To use a consistent way used in EPS for the RAT restriction, e.g. to reject the registration request with an 5GMM cause "no suitable cells in tracking area" together with an Extended 5GMM cause IE with value "NG-RAN not allowed", or with a new 5GMM cause "NG-RAN not allowed".
3.2 Service area restriction

The key issue for implementing the service area restriction is how to encode the Mobility restrictions IE to carry either allowed TAs or non-allowed TAs to the UE. So far there is a below editorial note:

"Editor's note:
 The definition of Mobility restrictions IE is FFS."
There are two workable solutions to encode the Mobility restrictions IE:

Solution#1: Single IE for either allowed area or non-allowed area
Due to only one list (either allowed TAs or non-allowed TAs) can be provided to the UE per time for service area restriction and the UE will only store one list of them, and both list contains a number of TAs, then to use a similar coding as TAI list IE as defined in TS 24.301 subclause 9.9.3.33 is a reasonable way forward (the coding of TAI list IE was coped in the Annex for information).
Currently, the Bit 8 of octet 1 in each partial tracking area identity lists of TAI list IE is spare and can be used to indicate whether the include TAIs are allowed ("0") or non-allowed ("1").

About the maximum number of TAIs included in the list, for the non-allowed area, TR 24.890 has clearly indicated that it is 16, which is the same as the maximum number of TAIs included in the TAI list IE. However, for the allowed area, it is unclear. From what stated in TS 23.501 as below, both allowed and non-allowed area have the maximum number of TAIs is 16.
"A service area restriction may contain one or more (e.g. up to 16) entire tracking areas."
However, for allowed area, both SA2 and CT1 further specified as below. 
"… the allowed area may also be limited by a maximum allowed number of tracking areas, or the allowed area may alternatively be configured as unlimited i.e. it may contain all tracking areas of the PLMN." (TS 23.501 subclause 5.3.4.1.2)

"The allowed area can be limited by a maximum allowed number of tracking areas or include all tracking areas in a PLMN." (TR 24.890 subclause 8.2.2)

One can see the maximum number of TAIs in an allowed area could be greater than 16 and even to all TAs within a PLMN. However, from implementation perspective, CT1 has to specify the exact maximum number of TAs in an allowed area. Considering there are five (5) bits within the "Number of elements" field of each partial tracking area identity lists of TAI list IE, one reasonable way is to set the maximum number of TAIs in an allowed area to 32. 
In case of allowed area includes all TAs within a PLMN, a specific indication for this is enough together with a PLMN ID in the IE. Currently, the "Type of list" field in each partial tracking area identity lists of TAI list IE has two (2) bits but only three (3) types was used. Hence one reasonable way is to extend the "Type of list" to cover the 4th type of list, i.e. all TAs within a PLMN is allowed area. In this case, the TACs need not to be included in the IE. Note that the existing three (3) types of list can be still valid and reused for allowed/non-allowed area.
Solution#2: Two separate IEs, one for allowed area and another for non-allowed area

These two IEs can be named, e.g. "allowed TAI list" and "non-allowed TAI list" respectively.

With this solution, we can have different coding for two IEs, e.g.:

· for the "non-allowed TAI list", it re-uses the same coding as TAI list IE due to they have the same maximum number of TAIs (i.e. 16);

· for the "allowed TAI list", in order to contain more than 32 TAIs, it can use type 6 IE (TLV-E) and also to use one bit to indicate all TAs within a PLMN is allowed area together with a PLMN ID in the IE.

The evaluation of two solutions can be summarized in below table:

	Solutions
	Pros.
	Cons.

	Solution#1
	· A single IE coding is enough.

· The existing TAI list IE coding can be re-used
	· The maximum number of TAIs for allowed area is up to 32.

	Solution#2
	· For allowed area, the maximum number of TAIs can be greater than 32, if TLV-E IE is used.
	· Two different IE coding are required and one is a new IE coding.

· Due to two IEs are optional and can be provided by the network in a NAS message, both IE needs to be included in a NAS message coding. However, per time, only one IE can be included in a NAS message. This does create unnecessary IE description in the NAS message coding, i.e. two IEs are exclusive.


For management of service area restriction, stage 2 has further specified below restriction:

"The registration area of a UE in the non-allowed area should consist of a set of TAs which belongs to a non-allowed area of the UE. The registration area of a UE in the allowed area should consist of a set of TAs which belongs to an allowed area of the UE." (TS 23.501 subclause 5.3.4.1.2)

Based on above green text, we believe 32 TAIs for an allowed area is enough. If in 5GS, the registration area allocated by the network uses the same TAI list IE coding as in EPS, the maximum number of UE’s current registration area is up to 16 TAIs. Whenever the UE moves out this area, it will initiate a mobility update procedure to the AMF and then the AMF, if required, can allocate a new allowed TAI list (e.g. including another 32 TAIs) for allowed area. That is to say, to allocate an allowed area greater than 32 TAIs does not make more sense if the current registration area is up to 16 TAIs. Hence, we could have:

Proposal #2: To use Solution#1 (the single IE similar as TAI list IE) to encode the Mobility restrictions IE for service area restriction.

3.3 CN type restriction

Following observations given in section 2.4, it is true that stage 2 allowed the CN type restriction can by changed after the UE registration but stage 2 did not mandate the AMF has to update the CN type restriction via the generic UE configuration update procedure. From implementation perspective, it is not an appropriate way to implement the CN type restriction in two totally different ways in stage 3. 
The drawbacks of using generic UE configuration update procedure are :

(1) As per stage 2 stated, except of NITZ, the AMF should request acknowledgement for all UE configuration updates. But for CN type restriction change to "connect to 5GC is not allowed", it is impossible for the UE to send the acknowledgement and it does make no sense to do so.
(2) The UE has to deregister from 5GC and try to register EPC as far as possible. But the generic UE configuration update procedure cannot deregister the UE and hence the UE will still stay in the registered state at the network but actually the UE will try to register to EPC.
From network perspective, it is more appropriate to use network initiated deregistration with 5GMM cause value "N1 mode not allowed" to inform the updated CN type restriction to the UE. This will also provide a consistent way for CN type restriction in stage 3.
Proposal #3: For CN type restriction, to use network initiated deregistration with 5GMM cause value "N1 mode not allowed" to inform the updated CN type restriction to the UE to provide a consistent way for CN type restriction in stage 3.
3.4 Rename of Mobility restrictions IE
Based on observations given in section 2 and proposals #1/2/3 in this section, one can see only service area restriction requires to include a list of TAIs (either allowed or non-allowed) in the Mobility restrictions IE. Furthermore, following proposal#2, the solution#1 has no much room for extensibility to carry other type of mobility restriction information. If in the future some new types of mobility restriction need to be introduced in 5GS, we would prefer to use separate IEs for different type of mobility restrictions.
Hence, to avoid unnecessary confusing, if only service area restriction requires to include a list of TAIs (either allowed or non-allowed) in the Mobility restrictions IE, we would propose:
Proposal #4: To rename Mobility restrictions IE to Service area list IE in TR 24.890.

4. Conclusion

This paper discussed the implementation of these four types of mobility restrictions and typically for the service area restriction and the CN type restriction, to propose an implementation way on procedure, message coding and IE coding.

For four (4) type of mobility restrictions, below observations were provided:

Observation #1: For the RAT restriction, there is no list of forbidden RATs included in the Mobility restriction IE of a NAS message and provided to the UE.
Observation #2: For the forbidden area restriction, there is no list of forbidden TAIs included in the Mobility restriction IE of a NAS message and provided to the UE.
Observation #3: For the service area restriction, there is a list of TAIs (either allowed TAs or non-allowed TAs) included in the Mobility restriction IE of a NAS message and provided to the UE.
Observation #4: For the CN type restriction, current stage 3 has two totally different ways: there is no information included in the Mobility restrictions IE in the registration procedure while an indication is included in the Mobility restrictions IE in the generic UE configuration update procedure.
Based on above observations and further discussion, below proposals were provided:
Proposal #1: To use a consistent way used in EPS for the RAT restriction, e.g. to reject the registration request with an 5GMM cause "no suitable cells in tracking area" together with an Extended 5GMM cause IE with value "NG-RAN not allowed", or with a new 5GMM cause "NG-RAN not allowed".
Proposal #2: To use Solution#1 (the single IE similar as TAI list IE) to encode the Mobility restrictions IE for service area restriction.

Proposal #3: For CN type restriction, to use network initiated deregistration with 5GMM cause value "N1 mode not allowed" to inform the updated CN type restriction to the UE to provide a consistent way for CN type restriction in stage 3.
Proposal #4: To rename Mobility restrictions IE to Service area list IE in TR 24.890.

Proposals 2 and 4 are captured in pCR C1-174815 while Proposal 3 is captured in pCR C1-174816.
If CT1 could agree with Proposal 1, we would be volunteer to provide paper to capture it in the next CT1 meeting.
Annex: TAI list coding in TS 24.301:
9.9.3.33
Tracking area identity list

The purpose of the Tracking area identity list information element is to transfer a list of tracking areas from the network to the UE.

The coding of the information element allows combining different types of lists. The lists of type "000" and "001" allow a more compact encoding, when the different TAIs are sharing the PLMN identity.
The Tracking area identity list information element is coded as shown in figure 9.9.3.33.1, figure 9.9.3.33.2, figure 9.9.3.33.3, figure 9.9.3.33.4 and table 9.9.3.33.1.

The Tracking area identity list is a type 4 information element, with a minimum length of 8 octets and a maximum length of 98 octets. The list can contain a maximum of 16 different tracking area identities.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Tracking area identity list IEI
	octet 1

	Length of tracking area identity list contents
	octet 2

	Partial tracking area identity list 1
	octet 3

octet i

	Partial tracking area identity list 2
	octet i+1*

octet l*

	…
	octet l+1*

octet m*

	Partial tracking area identity list p
	octet m+1*

octet n*


Figure 9.9.3.33.1: Tracking area identity list information element

	8
	7
	6
	5
	4
	3
	2
	1
	

	0

Spare
	Type of list
	Number of elements
	octet 1

	MCC digit 2
	MCC digit 1
	octet 2

	MNC digit 3
	MCC digit 3
	octet 3

	MNC digit 2
	MNC digit 1
	octet 4

	TAC 1
	octet 5

	TAC 1 (continued)
	octet 6

	…
	…

	…
	…

	TAC k
	octet 2k+3*

	TAC k (continued)
	octet 2k+4*


Figure 9.9.3.33.2: Partial tracking area identity list – type of list = "000"

	8
	7
	6
	5
	4
	3
	2
	1
	

	0

Spare
	Type of list
	Number of elements
	octet 1

	MCC digit 2
	MCC digit 1
	octet 2

	MNC digit 3
	MCC digit 3
	octet 3

	MNC digit 2
	MNC digit 1
	octet 4

	TAC 1
	octet 5

	TAC 1 (continued)
	octet 6


Figure 9.9.3.33.3: Partial tracking area identity list – type of list = "001"

	8
	7
	6
	5
	4
	3
	2
	1
	

	0

Spare
	Type of list
	Number of elements
	octet 1

	MCC digit 2
	MCC digit 1
	octet 2

	MNC digit 3
	MCC digit 3
	octet 3

	MNC digit 2
	MNC digit 1
	octet 4

	TAC 1
	octet 5

	TAC 1 (continued)
	octet 6

	MCC digit 2
	MCC digit 1
	octet 7*

	MNC digit 3
	MCC digit 3
	octet 8*

	MNC digit 2
	MNC digit 1
	octet 9*

	TAC 2
	octet 10*

	TAC 2 (continued)
	octet 11*

	…
	

	…
	

	MCC digit 2
	MCC digit 1
	octet 5k-3*

	MNC digit 3
	MCC digit 3
	octet 5k-2*

	MNC digit 2
	MNC digit 1
	octet 5k-1*

	TAC k
	octet 5k*

	TAC k (continued)
	octet 5k+1*


Figure 9.9.3.33.4: Partial tracking area identity list – type of list = "010"

Table 9.9.3.33.1: Tracking area identity list information element

	Value part of the Tracking area identity list information element (octet 3 to n)

	

	The value part of the Tracking area identity list information element consists of one or several partial tracking area identity lists. The length of each partial tracking area identity list can be determined from the 'type of list' field and the 'number of elements' field in the first octet of the partial tracking area identity list.

	The UE shall store the complete list received. If more than 16 TAIs are included in this information element, the UE shall store the first 16 TAIs and ignore the remaining octets of the information element.

	

	

	Partial tracking area identity list:

	

	Type of list (octet 1)

	Bits

	7
	6
	

	0
	0
	list of TACs belonging to one PLMN, with non-consecutive TAC values

	0
	1
	list of TACs belonging to one PLMN, with consecutive TAC values

	1
	0
	list of TAIs belonging to different PLMNs (see NOTE)

	

	All other values are reserved.

	

	Number of elements (octet 1)

	Bits

	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	0
	
1 element

	0
	0
	0
	0
	1
	
2 elements

	0
	0
	0
	1
	0
	
3 elements

	…
	

	0
	1
	1
	0
	1
	
14 elements

	0
	1
	1
	1
	0
	
15 elements

	0
	1
	1
	1
	1
	
16 elements

	

	All other values are unused and shall be interpreted as 16, if received by the UE.

	

	Bit 8 of octet 1 is spare and shall be coded as zero.

	

	

	For type of list = "000" and number of elements = k:

	

	octet 2 to 4 contain the MCC+MNC, and

	for j = 1, k:

	octet 2j+3 and 2j+4 contain the TAC of the j-th TAI belonging to the partial list, 

	

	For type of list = "001" and number of elements = k:

	

	octet 2 to 4 contain the MCC+MNC, and

	octet 5 and 6 contain the TAC of the first TAI belonging to the partial list.

	The TAC values of the other k-1 TAIs are TAC+1, TAC+2, …, TAC+k-1.

	

	For type of list = "010" and number of elements = k:

	

	for j = 1, k.

	octet 5j-3 to 5j-1 contain the MCC+MNC, and

	octet 5j and 5j+1 contain the TAC of the j-th TAI belonging to the partial list.

	

	

	MCC, Mobile country code

	

	The MCC field is coded as in ITU-T Recommendation E.212 [30], annex A.

	

	MNC, Mobile network code

	

	The coding of this field is the responsibility of each administration but BCD coding shall be used. The MNC shall consist of 2 or 3 digits. If a network operator decides to use only two digits in the MNC, MNC digit 3 shall be coded as "1111".

	

	TAC, Tracking area code

	

	In the TAC field bit 8 of the first octet is the most significant bit and bit 1 of second octet the least significant bit.

	The coding of the tracking area code is the responsibility of each administration. Coding using full hexadecimal representation may be used. The tracking area code consists of 2 octets.

	

	NOTE:
If the "list of TAIs belonging to different PLMNs" is used, the PLMNs included in the list need to be present in the list of "equivalent PLMNs".


