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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document specifies non-3GPP access network discovery and selection procedures, the access authorization procedure used for accessing untrusted non-3GPP access networks.

The present document also specifies the security association management procedures used for establishing IKEv2 and IPSEC security associations from the UE to the N3IWF and the procedures for transporting messages between the UE N3IWF over the non-3GPP access networks.

The present document is applicable to the UE and the network. In this technical specification the network refers to the 3GPP 5GCN and the untrusted non-3GPP access network.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

It is preferred that the reference to 21.905 be the first in the list.

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

Abbreviation format (EW)

<ACRONYM>
<Explanation>

4
General

4.1
Overview

This sub-clause provides overview on non-3GPP access to the 3GPP 5G System (5GS).
4.2
Untrusted access
This sub-clause describes access to the 3GPP 5G System (5GS) via untrusted access networks.
4.3
Identities

This sub-clause will describe different identities used when accessing 5GS via non-3GPP access networks.
4.4
Quality of service support

This sub-clause will describe the mechanisms for supporting QoS when non-3GPP access network is used for accessing 5GS .
5
Network discovery and selection

This sub-clause will describe network discovery and selection procedures to enable accessing 5GS via non-3GPP access networks
5.1
General

This sub-clause will provide general overview.
5.2
Access network discovery procedure
This sub-clause will describe access network discovery  procedures

5.3
Access network selection procedure

This sub-clause will describe access network selection  procedures

5.4
Access network reselection procedure

This sub-clause will describe access network re-selection  procedures

6.
Authentication and authorization procedures
This clause will describe authentication and authorization procedures to be used when accessing 5GS via non-3GPP access networks.
6.1
General
6.2
Untrusted Accesses
This sub-clause will describe how the UE determines whether non-3GPP access is untrusted access.
6.3
Authentication and authorization for accessing 5GS via an untrusted non-3GPP access network
This sub-clause will describe authentication and authorization procedures to be used when accessing 5GS via an untrusted non-3GPP access networks.
7
Security association management procedures

This clause describes the procedures for the UE to establish secure tunnel(s) between the UE and N3IWF when accessing 5GS via untrusted non-3GPP access networks.
7.1
General

The sub-clause provides general overview of tunnel management procedures.

7.2
N3IWF selection procedure
This sub-clause will describe procedure for selecting N3IWF.

7.3
IKEv2 SA establishment procedure
This sub-clause will describe IKE SA creation procedure when the UE registers via untrusted non-3GPP access.

7.4
IKEv2 SA disconnection procedure

This sub-clause will describe deletion procedure to delete IKE SA tunnel.

7.5
IPSec SA creation procedure 

This sub-clause will describe IPSec child SA creation procedure via untrusted non-3GPP access.

7.6
IPSec SA modification procedure

This sub-clause will describe IPSec child SA modification procedure via untrusted non-3GPP access.

7.7
IPSec SA deletion procedure

This sub-clause will describe IPSec child SA deletion procedure via untrusted non-3GPP access.

8
Message Transport procedures 
This clause will describe procedures for encapsulation of messages for control plane and use plane.
8.1
General

The sub-clause provides general overview of message encapsulation procedures for non-3GPP access.

8.2
Transport of NAS messages on control plane
This sub-clause will describe GRE procedures to encapsulate control plane NAS messages for transport between the UE and the network via N3IWF.

8.3
Transport of messages on user plane

This sub-clause will describe GRE procedures to encapsulate user plane messages for transport between the UE and the network via N3IWF.
9
Parameters and coding
This clause will describe parameters and coding used for the UE access to the 3GPP 5G System (5GS) via non-3GPP access networks.

9.1
General

9.2
3GPP specific coding information 

This sub-clause will describe coding information that are 3GPP specific, e.g. cause values, private message types.
9.3
IETF RFC coding information

This sub-clause will describe coding and extensions to IETF RFC messages/PDUs and attributes.
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<Normative annex title>

Annexes are only to be used where appropriate:
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