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1. Introduction
This contribution propose support for multiple Local Area Data Networks (LADN) via the UE configuration update procedure.
2. Reason for Change
A 5G system supporting only one LADN DNN for a given registration area might be a too narrow limitation to be ok in all possible scenarios.
3. Conclusions
It shall be possible in the 5GS NAS to provide multiple LADNs although not unlimited in the UE configuration update command message.
This pCR proposes support for a maximum of 8 LADNs and TAI lists.
4. Proposal
It is proposed to agree the following changes to 3GPP TR 24.890.


* * * First Change * * * *

[bookmark: _Toc498334391]8.5.1.3	Generic UE configuration update procedure
[bookmark: _Toc484956677][bookmark: _Toc485044118][bookmark: _Toc485217797][bookmark: _Toc485219966][bookmark: _Toc485220320][bookmark: _Toc492387595][bookmark: _Toc492388185][bookmark: _Toc492394070][bookmark: _Toc492394659][bookmark: _Toc492455491][bookmark: _Toc492456081][bookmark: _Toc492465901][bookmark: _Toc492466491][bookmark: _Toc498334392]8.5.1.3.1	General
The purpose of this procedure is to allow the AMF to update UE configuration by providing new parameter information with the command or request the UE to perform a new registration update with the network to update parameters.
The procedure may be initiated by the network and can only be used when the UE has an established 5GMM context, and the UE is in 5GMM-CONNECTED mode. The AMF may require a confirmation response in order to ensure that the parameter has been updated by the UE.
The following parameters are supported by the generic UE configuration update procedure without the need for triggering UE Registration Update procedure:
a)	5G-GUTI;
b)	TAI list;
c)	Mobility restrictions;
d)	Allowed NSSAI; and
e)	Network Identity and Time Zone information (Full name for network, Short name for network, Local time zone, Universal time and local time zone, Network daylight saving time).
e)	LADN information;
Editor's note:	It is FFS which configuration parameters are updated by this procedure (e.g. policy information).
Editor's note:	It is FFS whether the case when configuration provided by a different NF than the AMF is covered by this or a different NAS procedure (e.g. UE route selection policies (URSP) provided by PCF).
Editor's note:	It is FFS whether more than one LADN DNN can be included in a single generic UE configuration update procedure.
The following parameters require triggering UE Registration Update procedure:
a) MICO.
Editor’s note:	Other parameters requiring negotiation are FFS.

Figure 8.5.1.3.1.1: Generic UE configuration update procedure
[bookmark: _Toc484956678][bookmark: _Toc485044119][bookmark: _Toc485217798][bookmark: _Toc485219967][bookmark: _Toc485220321][bookmark: _Toc492387596][bookmark: _Toc492388186][bookmark: _Toc492394071][bookmark: _Toc492394660][bookmark: _Toc492455492][bookmark: _Toc492456082][bookmark: _Toc492465902][bookmark: _Toc492466492][bookmark: _Toc498334393]8.5.1.3.2	Generic UE configuration update procedure initiated by the network 
The AMF shall initiate the generic UE configuration procedure by sending the CONFIGURATION UPDATE COMMAND message to the UE. 
The AMF shall in the CONFIGURATION UPDATE COMMAND message either:
a)	include one or more of 5G-GUTI, TAI list, Allowed NSSAI, LADN information, Mobility Restrictions or NITZ;
b)	indicate registration requested; or
c)	a combination of both.
If an acknowledgement from the UE is requested, the AMF shall indicate acknowledgement requested in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message and shall start timer Tyb. Acknowledgement shall be requested for all parameters except when only NITZ is included.
To initiate parameter re-negotiation between the UE and network, the AMF shall indicate "registration requested" in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message. In this case, the acknowledgement shall be requested.
Editor’s note:	It is FFS how to handle a new Allowed NSSAI that require a separate AMF that cannot be determined by the current serving AMF, to request the UE to initiate registration request to another AMF with use of SUPI and with or without NSSAI.
[bookmark: _Toc484956679][bookmark: _Toc485044120][bookmark: _Toc485217799][bookmark: _Toc485219968][bookmark: _Toc485220322]During an established 5GMM context, the network may send none, one, or more CONFIGURATION UPDATE COMMAND messages to the UE. If more than one CONFIGURATION UPDATE COMMAND message is sent, the messages need not have the same content.
[bookmark: _Toc492387597][bookmark: _Toc492388187][bookmark: _Toc492394072][bookmark: _Toc492394661][bookmark: _Toc492455493][bookmark: _Toc492456083][bookmark: _Toc492465903][bookmark: _Toc492466493][bookmark: _Toc498334394]8.5.1.3.3	Generic UE configuration update accepted by the UE
Upon receiving the CONFIGURATION UPDATE COMMAND message, the UE shall use the contents to update appropriate information stored within the UE. If acknowledgement requested is indicated in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message and all information elements included are successfully accepted by the UE, the UE shall send a CONFIGURATION UPDATE COMPLETE message.
If the UE is requested to re-register and acknowledgement is requested, the UE shall send the CONFIGURATION UPDATE COMPLETE message.
If the UE receives a new 5G-GUTI in the CONFIGURATION UPDATE COMMAND message, the UE considers the new 5G-GUTI as valid and the old 5G-GUTI as invalid; otherwise, the UE shall consider the old 5G-GUTI as valid.
If the UE receives a new TAI list in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new TAI list as valid and the old TAI list as invalid; otherwise, the UE shall consider the old TAI list as valid.
If the UE receives a new Mobility restriction information in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new mobility restrictions as valid and the old mobility restrictions as invalid; otherwise, the UE shall consider the old mobility restrictions, if any, as valid. If the UE receives a Core network type restriction field set to "not allowed to connect to the 5GC" in the Mobility restrictions IE, the UE capable of S1 mode shall disable the N1 mode radio capabilities, and attempt to select an E-UTRA cell connected to EPC. The UE shall re-enable the N1 mode radio capabilities when:
-	the UE performs PLMN selection; and
-	the UE powers off and powers on again or the USIM is removed.
Editor's note:	The N1 mode radio capabilities that the UE receiving a Core network type restriction field set to "not allowed to connect to the 5GC" needs to disable in order to not reselect to NR or an E-UTRA cell connected to 5GC (i.e. avoid ping pong) need to be defined by RAN WGs.
Editor's note:	Other conditions when the UE re-enables the N1 mode radio capabilities are FFS.
If the UE receives a new Allowed NSSAI in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new Allowed NSSAI as valid, store the Allowed NSSAI as specified in subclause 13.2.2 and consider the old Allowed NSSAI as invalid; otherwise, the UE shall consider the old Allowed NSSAI as valid.
If the UE receives an indication for "registration requested" in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message, the UE shall send a REGISTRATION REQUEST message immediately as specified in subclause 8.2.4 to re-negotiate MICO mode with the network.
Editor's note:	It is FFS which registration type that shall be used, but probably the "update of capabilities or protocol parameters" shall be used defined in SA2 but currently not outlined in 3GPP TS 23.501/23.502 or 3GPP TR 24.890.
If the UE receives a new LADN information including a LADN DNN and a LADN service area in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new LADN information as valid and the old LADN information as invalid; otherwise, the UE shall consider the old LADN information as valid.
If the UE receives an allowed NSSAI in the CONFIGURATION UPDATE COMMAND message and the UE has one or more PDU session contexts associated with S-NSSAI(s) not included in the received allowed NSSAI, the UE shall locally deactivate all such PDU session context(s).
Editor's note:	Further details on handling of specific IEs are FFS.
[bookmark: _Toc484956680][bookmark: _Toc485044121][bookmark: _Toc485217800][bookmark: _Toc485219969][bookmark: _Toc485220323][bookmark: _Toc492387598][bookmark: _Toc492388188][bookmark: _Toc492394073][bookmark: _Toc492394662][bookmark: _Toc492455494][bookmark: _Toc492456084][bookmark: _Toc492465904][bookmark: _Toc492466494][bookmark: _Toc498334395]8.5.1.3.4	Generic UE configuration update completion by the network
Upon receipt of the CONFIGURATION UPDATE COMPLETE message, the AMF shall stop the timer Tyb.
If a new 5G-GUTI was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new 5G-GUTI as valid and the old 5G-GUTI as invalid.
If a new TAI list was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new TAI list as valid and the old TAI list as invalid.
If a new Mobility restriction information was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new mobility restrictions as valid and the old mobility restrictions as invalid.
If new Allowed NSSAI information was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new Allowed NSSAI information as valid and the old Allowed NSSAI information as invalid.
If a new LADN information including a LADN DNN and a LADN service area was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new LADN information as valid and the old LADN information as invalid.
Editor's note:	Further details on handling of specific IEs are FFS.
[bookmark: _Toc484956681][bookmark: _Toc485044122][bookmark: _Toc485217801][bookmark: _Toc485219970][bookmark: _Toc485220324][bookmark: _Toc492387599][bookmark: _Toc492388189][bookmark: _Toc492394074][bookmark: _Toc492394663][bookmark: _Toc492455495][bookmark: _Toc492456085][bookmark: _Toc492465905][bookmark: _Toc492466495][bookmark: _Toc498334396]8.5.1.3.5	Abnormal cases in the UE
The following abnormal cases can be identified:
a)	Transmission failure of the CONFIGURATION UPDATE COMPLETE message. 
Editor's note:	Further abnormal cases in the UE are FFS.
[bookmark: _Toc484956682][bookmark: _Toc485044123][bookmark: _Toc485217802][bookmark: _Toc485219971][bookmark: _Toc485220325][bookmark: _Toc492387600][bookmark: _Toc492388190][bookmark: _Toc492394075][bookmark: _Toc492394664][bookmark: _Toc492455496][bookmark: _Toc492456086][bookmark: _Toc492465906][bookmark: _Toc492466496][bookmark: _Toc498334397]8.5.1.3.6	Abnormal cases on the network side
The following abnormal cases can be identified:
a)	Expiry of timer Tyb.
	The network shall, on the first expiry of the timer Tyb, retransmit the CONFIGURATION UPDATE COMMAND message and shall reset and start timer Tyb. This retransmission is repeated four times, i.e. on the fifth expiry of timer Tyb, the procedure shall be aborted.
Editor's note:	Further abnormal cases in the network are FFS.

[bookmark: _Toc492387601][bookmark: _Toc492388191][bookmark: _Toc492394076][bookmark: _Toc492394665][bookmark: _Toc492455497][bookmark: _Toc492456087][bookmark: _Toc492465907][bookmark: _Toc492466497][bookmark: _Toc498334398][bookmark: _Toc484956683][bookmark: _Toc485044124][bookmark: _Toc485217803][bookmark: _Toc485219972][bookmark: _Toc485220326]* * * Next Change * * * *

[bookmark: _Toc492387719][bookmark: _Toc492388309][bookmark: _Toc492394194][bookmark: _Toc492394783][bookmark: _Toc492455615][bookmark: _Toc492456205][bookmark: _Toc492466025][bookmark: _Toc492466615][bookmark: _Toc498334520][bookmark: _Toc479765916][bookmark: _Toc484956764][bookmark: _Toc485044205][bookmark: _Toc485217851][bookmark: _Toc485220024][bookmark: _Toc485220379]8.6.23	Configuration update command
[bookmark: _Toc492387720][bookmark: _Toc492388310][bookmark: _Toc492394195][bookmark: _Toc492394784][bookmark: _Toc492455616][bookmark: _Toc492456206][bookmark: _Toc492466026][bookmark: _Toc492466616][bookmark: _Toc498334521]8.6.23.1	Message definition
The CONFIGURATION UPDATE COMMAND message is sent by the network to the UE.
Message type:	CONFIGURATION UPDATE COMMAND
Significance:		dual
Direction:			network to UE
Table 8.6.23.1.1: CONFIGURATION UPDATE COMMAND message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type
6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
6.6.6.4
	M
	V
	1/2

	
	Configuration update command message type
	Message type
6.6.6.6
	M
	V
	1

	
	Configuration update indication
	Configuration update indication
8.7.15
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
6.6.6.4
	M
	V
	1/2

	a
	5G-GUTI
	5GS mobile identity
87.16
	O
	TLV
	TBD

	b
	TAI list
	Tracking area identity list
8.7.17
	O
	TLV
	8-98

	
	Allowed NSSAI
	Allowed NSSAI
8.7.28
	O
	TBD
	TBD

	c
	Mobility restrictions
	Mobility restrictions
8.7.18
	O
	TLV
	TBD

	d
	Full name for network
	Network name
8.7.19
	O
	TLV
	3-n

	e
	Short name for network
	Network name
8.7.20
	O
	TLV
	3-n

	f
	Local time zone
	Time zone
8.7.21
	O
	TV
	2

	g
	Universal time and local time zone
	Time zone and time
8.7.22
	O
	TV
	8

	h
	Network daylight saving time
	Daylight saving time
8.7.23
	O
	TLV
	3

	i
	LADN DNNinformation
	DNNLADN information
8.7.8x
	O
	TLV-E
	311-TBD1586

	j
	LADN service area
	Tracking area identity list
8.7.17
	O
	TLV
	8-98


Editor's note:	 The further contents of the CONFIGURATION UPDATE COMMAND message is FFS.
[bookmark: _Toc492387721][bookmark: _Toc492388311][bookmark: _Toc492394196][bookmark: _Toc492394785][bookmark: _Toc492455617][bookmark: _Toc492456207][bookmark: _Toc492466027][bookmark: _Toc492466617][bookmark: _Toc498334522]
* * * Next Change * * * *

[bookmark: _Hlk497901598]8.7.x	LADN information
The purpose of the LADN information IE is to provide the UE the LADN service area for each available LADN in the current registration area.
The LADN information IE is coded as shown in figure 8.7.x.1 and table 8.7.x.1.
The LADN information IE is a type 6 information element with a minimum length of 11 octets and a maximum length of 1586 octets.
The list can contain a maximum of 8 different DNNs and tracking area identity lists respectively. If more than 8 DNNs and TAI lists are included in this information element, the UE shall store the first 8 and ignore the remaining octets of the information element.
Figure 8.7.x.1: LADN information
	[bookmark: _Hlk497901449]8
	7
	6
	5
	4
	3
	2
	1
	

	LADN information IEI
	octet 1

	
Length of LADN information contents
	octet 2
octet 3

	
Length of DNN 1 value
	
octet 4

	
DNN 1 value

	octet 5

octet a

	
Length of tracking area identity list 1 contents
	
octet a+1

	
Tracking area identity list 1 contents

	octet a+2

octet b

	
…

	octet b+1*

octet c*

	
Length of DNN n value
	
octet c+1*

	
DNN n value

	octet c+2*

octet d*

	
Length of tracking area identity list n contents
	
octet d+1*

	
Tracking area identity list n contents

	octet d+2*

octet e*



Table 8.7.x.1: LADN information IE
	
The DNN value is coded as specified in subclause 8.7.8.

	

	The tracking area identity list contents is coded as specified in subclause 8.7.13

	




[bookmark: _Hlk498419359]* * * Next Change * * * *

[bookmark: _Toc492387759][bookmark: _Toc492388349][bookmark: _Toc492394234][bookmark: _Toc492394823][bookmark: _Toc492455655][bookmark: _Toc492456245][bookmark: _Toc492466065][bookmark: _Toc492466655][bookmark: _Toc498334574][bookmark: _Toc479765919][bookmark: _Toc484956768][bookmark: _Toc485044209][bookmark: _Toc485217855][bookmark: _Toc485220028][bookmark: _Toc485220383]9.2.3	Local area data network
The UE can receive the Local area data network (LADN) information consisting of LADN DNNs and LADN service areas (a set of tracking areas that belong to the current registration area) information based on the UE location during the registration procedure or the generic UE configuration update procedure (see 3GPP TS 23.501 [9] and 3GPP TS 23.502 [10]).
The UE may request a PDU session establishment for an available LADN when the UE is located in the LADN service area. If the UE has moved out of the LADN service area, the PDU session associated with the LADN may be released by the SMF, or the user-plane resources for the PDU session may be deactivated by the SMF. If the UE has returned to the LADN service area, and the network has downlink user data pending, the network re-activates the user-plane resources for the PDU session associated with the LADN.
NOTE:	In this release, LADNs apply only to 3GPP accesses.
[bookmark: _Hlk498419336]* * * End of Change * * * *
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