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1. Introduction
Two alternatives for NAS transport have been captured in the TR. These two alternatives are identical from the functional perspective and are independent to each other. So equivalent level of details should be specified for these alternatives.
2. Reason for Change
Even if the following notes indicate that some contents lacking in alternative 2 can be supplemented by alternative 1 description, it is more desirable that alternative 2 includes necessary details for comparison between two alternatives.

NOTE:
For case a) the procedures specified below may be supplemented by the related aspects of the procedures in subclause 8.5.1.1.2.1.3.2.1 during the normative phase.  

NOTE:
For case a) the procedures specified below may be supplemented by the related aspects of the procedures in subclause 8.5.1.1.3.1 during the normative phase.

Some cleanups for alternative 2 are proposed via the paper:

· SMF selection aspects are updated;

· Abnormal case handling on the network side is included;

· Subclause 9 now references the NAS transport generally
· ; and
· Other miscellaneous changes are made.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 V1.0.3.
* * * First Change * * * *

8.5.1.1.3
Alternative 2 for NAS transport

8.5.1.1.3.1
General

The purpose of the NAS transport procedures is to provide a transport of payload between the UE to the AMF. The type of the payload is identified by the Payload container type IE and includes one of the followings:

-
a single 5GSM message;

-
SMS; or

-
an LPP message (see 3GPP TS 36.355 [16]).

Editor’s note:
Other types of payload, such as generic application payload, are FFS.

Along with the payload, the NAS transport procedure may transport the associated information (e.g. PDU session information for 5GSM message payload).


8.5.1.1.3.2
UE-initiated NAS transport procedure

8.5.1.1.3.2.1
General

The purpose of the UE-initiated NAS transport procedure is to provide a transport of:

a)
a single 5GSM message;

b)
SMS; or

c)
an LPP message
and optional associated payload routing information from the UE to the AMF in a 5GMM message.


8.5.1.1.3.2.2
UE-initiated NAS transport procedure initiation

In the connected mode, the UE initiates the NAS transport procedure by sending the UL NAS TRANSPORT message, as shown in figure 8.5.1.1.3.2.2.1. 

In case a) in subclause 8.5.1.1.3.2.1, the UE shall:

-
include the PDU session information (PDU session ID, S-NSSAI, DNN, request type), if available;
-
set the Payload container type IE to "N1 SM information"; and

-
set the Payload container IE to the 5GSM message.

The UE shall set the PDU session ID IE to the PDU session ID.
If an S-NSSAI is to be included, the UE shall set the S-NSSAI IE to the S-NSSAI. If a DNN is to be included, the UE shall set the DNN IE to the DNN. 5GSM procedures specified in clause 9 describe conditions for inclusion of the S-NSSAI and the DNN. 

If a request type is to be included, the UE shall set the Request type IE to the request type. The request type is not provided along 5GSM messages other than the PDU SESSION ESTABLISHMENT REQUEST message.
The UE shall send the UL NAS TRANSPORT message to the AMF (see example in figure 8.5.1.1.3.2.2.1).
In case b) in subclause 8.5.1.1.3.2.1, the UE shall:

-
set the Payload container type IE to "SMS"; and
-
set the Payload container IE to the SMS payload.

Editor's note:
How the UE selects the access type to deliver the UL NAS TRANSPORT message with the Payload container type IE set to "SMS" is FFS.

In case c) in subclause 8.5.1.1.3.2.1, the UE shall:

-
set the Payload container type IE to " LTE Positioning Protocol (LPP) message container";

-
set the Payload container IE to the LPP message payload; and

-
set the Additional information IE to the routing information provided by the upper layer location services application.
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Figure 8.5.1.1.3.2.2.1: UE-initiated NAS transport procedure

8.5.1.1.3.2.3
UE-initiated NAS transport of messages

Upon reception of an UL NAS TRANSPORT message, if the Payload container type IE is set to:

a)
"N1 SM information", the AMF looks up a PDU session routing context for the UE and the PDU session ID IE, and:

1)
if the AMF has a PDU session routing context for the PDU session ID and the UE, and the Request type IE is not included, the AMF shall forward the 5GSM message, and the PDU session ID IE towards the SMF identified by the SMF ID of the PDU session routing context;
2)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is not an emergency PDU session, and the Request type IE is included and is set to "existing PDU session", the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;
3)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial request", and the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reused, the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;
4)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial request", the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reallocated, and the PDU session routing context does not contain reallocated SMF ID:

i)
the AMF shall select an SMF. If the DNN IE is not included, the AMF shall use the default DNN as the DNN. If the S-NSSAI IE is not included, the AMF may determine a default S-NSSAI according to the user's subscription context obtained from UDM and, if determined, the AMF may use the default S-NSSAI as the S-NSSAI; and

NOTE:
SMF selection is out of scope of CT1.

ii)
if the SMF selection is successful:

A)
the AMF shall set the reallocated SMF ID of the PDU session routing context to the SMF ID of the selected SMF; and
B)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the reallocated SMF ID of the PDU session routing context;
5)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, and the Request type IE is included and is set to "initial request":


i)
the AMF shall select an SMF. If the DNN IE is not included, the AMF shall use the default DNN as the DNN. If the S-NSSAI IE is not included, the AMF may determine a default S-NSSAI according to the user’s subscription context obtained from UDM and, if determined, the AMF may use the default S-NSSAI as the S-NSSAI; and


ii)
if the SMF selection is successful:
A)
the AMF shall set the reallocated SMF ID of the PDU session routing context to the SMF ID of the selected SMF; and
B)


the AMF shall forward the PDU session ID, the 5GSM message in the Payload container IE, the S-NSSAI (if received), the DNN (if received), and the request type of the UL NAS TRANSPORT message towards the SMF associated with the PDU session ID;
6)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "existing PDU session", and the user’s subscription context obtained from the UDM contains an SMF ID corresponding to:
i)
the DNN in the DNN IE, if the DNN IE is included; or

ii)
the default DNN, if the DNN IE is not included;
Editor's note:
FFS how to obtain the correct SMF ID when the UE has several PDU sessions with a given DNN, each PDU session is provided by a different SMF, and the UE attempts to handover one of those PDU sessions.


then:
i)
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID corresponding to the DNN in the user’s subscription context obtained from the UDM; and
ii)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;
7)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial emergency request", and the AMF does not have a PDU session routing context for another PDU session ID of the UE indicating that the PDU session is an emergency PDU session:
i)
the AMF shall select an SMF. The AMF shall use the emergency DNN from the AMF emergency configuration data as the DNN, if configured. The AMF shall use the statically configured SMF from the AMF emergency configuration data, if configured; and
ii)
if the SMF selection is successful:
A)
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID of the selected SMF, and shall store an indication that the PDU session is an emergency PDU session in the stored PDU session routing context; and
B)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received), and the request type towards the SMF identified by the SMF ID of the PDU session routing context; and
8)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial emergency request", and the AMF has a PDU session routing context indicating that the PDU session is an emergency PDU session for another PDU session ID of the UE:
i)
the AMF shall store a PDU session routing context for the PDU session ID and the UE and shall set the SMF ID in the stored PDU session routing context to the SMF ID of the PDU session routing context for the other PDU session ID of the UE; and
ii)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;
Editor's note:
Handover between 3GPP access and non-3GPP access of emergency PDU session is FFS.
b)
"SMS", the AMF shall forward the content of the Payload container IE to the SMSF associated with the UE; and

c)
"LTE Positioning Protocol (LPP) message container", the AMF shall forward the content of the Payload container IE to the LMF associated with the routing information included in the Additional information IE of the UL NAS TRANSPORT message.

Editor's note:
What to do if the AMF cannot locate the LMF is FFS.
8.5.1.1.3.2.x
Abnormal cases on the network side
The following abnormal cases in AMF are identified:

a)
the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is set to "initial request", and the SMF selection fails.

Editor's note:
Handling of this abnormal case is FFS
b)
the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is set to "existing PDU session", and the user’s subscription context obtained from the UDM does not contain an SMF ID corresponding to.

1)
the DNN of the DNN IE, if the DNN IE is included; or

2)
the default DNN, if the DNN IE is not included.

Editor's note:
Handling of this abnormal case is FFS

c)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the Request type IE is set to "initial request" and the AMF has not received a reallocation requested indication, the AMF should forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF ID of the PDU session routing context.

d)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is an emergency PDU session, the Request type IE is set to "initial emergency request", the AMF should forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF ID of the PDU session routing context.
e)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the Request type IE is set to "initial request", the AMF has received a reallocation requested indication from the SMF indicating that the SMF is to be reallocated, and the PDU session routing context contains reallocated SMF ID, the AMF should forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the reallocated SMF ID of the PDU session routing context.

8.5.1.1.3.3
Network-initiated NAS transport procedure

8.5.1.1.3.3.1
General

The purpose of the network-initiated NAS transport procedure is to provide a transport of:

a)
a single 5GSM message;

b)
SMS; or

c)
an LPP message
from the AMF to the UE in a 5GMM message.


8.5.1.1.3.3.2
Network-initiated NAS transport procedure initiation

In connected mode, the AMF initiates the NAS transport procedure by sending the DL NAS TRANSPORT message, as shown in figure 8.5.1.1.3.3.2.1. 

In case a) in subclause 8.5.1.1.3.3.1, i.e. upon reception from an SMF of a 5GSM message without an N1 SM delivery skip allowed indication for a UE or a 5GSM message with an N1 SM delivery skip allowed indication for a UE in the 5GMM-CONNECTED mode, the AMF shall:

-
include the PDU session information (i.e. PDU session ID) in the PDU session ID IE;

-
set the Payload container type IE to "N1 SM information"; and

-
set the Payload container IE to the 5GSM message.

In case b) in subclause 8.5.1.1.3.3.1, i.e. upon reception from an SMSF of an SMS payload, the AMF shall:

-
set the Payload container type IE to "SMS";

-
set the Payload container IE to the SMS payload; and

-
select the access type to deliver the DL NAS TRANSPORT message as follows in case the access type selection is required:

i)
if the UE to receive the DL NAS TRANSPORT message is registered to the network via both 3GPP access and non-3GPP access, and the SMS allowed IE in the 5GMM context of the UE is set to "both 3GPP access and non-3GPP access", then the AMF selects either 3GPP access or non-3GPP access; and

ii)
otherwise, the AMF selects 3GPP access.

NOTE:
The AMF selects an access type between 3GPP access and non-3GPP access based on operator policy.

Editor's note:
The cases when the access type selection is required for SMS delivery are FFS.

In case c) in subclause 8.5.1.1.3.3.1, i.e. upon reception from an LMF of an LPP message payload, the AMF shall:

-
set the Payload container type IE to "LTE Positioning Protocol (LPP) message container";

-
set the Payload container IE to the LPP message payload received from the LMF; and

-
set the Additional information IE to the routing information associated with the LMF from which the LPP message was received.
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Figure 8.5.1.1.3.3.2.1: Network-initiated NAS transport procedure

8.5.1.1.3.3.3
Network-initiated NAS transport of messages

Upon reception of a DL NAS TRANSPORT message, if the Payload container type IE is set to:

a)
 "N1 SM information", the 5GSM message in the Payload container IE and the PDU session ID are handled in the 5GSM procedures specified in clause 9;
b)
"SMS", the UE shall forward the content of the Payload container IE to the SMS stack entity; and

c)
"LTE Positioning Protocol (LPP) message container", the UE shall forward the content of the Payload container IE and the routing information included in the Additional information IE to the upper layer location services application.
* * * Next Change * * * *

9.4.2.2
UE-requested PDU session establishment procedure initiation

In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.
The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION ESTABLISHMENT REQUEST message to the allocated PTI value.
If the UE requests to establish a new PDU session with a DN and requests a PDU session type, the UE shall set the PDU session type IE of the PDU SESSION ESTABLISHMENT REQUEST message to the IP version capability as specified in subclause 8.4.2, "ethernet" or "unstructured".
If the UE requests to establish a new PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode.
If the UE requests to establish a new PDU session with a DN and needs to provide information for the PDU session authentication and authorization by the external DN, the UE shall include the PDU DN request container with the information for the PDU session authentication and authorization by the external DN.
Editor's note:
FFS whether CT1 need to give more details about coding of the information for the PDU session authentication and authorization by the external DN.
If the UE has an emergency PDU session, the UE shall not perform the UE-requested PDU session establishment procedure is to establish another emergency PDU session.

The UE shall transport:

a)
the PDU SESSION ESTABLISHMENT REQUEST message;

b)
the PDU session ID:

1)
of the existing PDU session, if the UE initiates the UE-requested PDU session establishment procedure upon receiving the PDU SESSION MODIFICATION COMMAND messages with the 5GSM cause IE set to #39 "reactivation requested"; and
2)
of the PDU session being established, otherwise;
c)
the S-NSSAI, if the UE requests a S-NSSAI other than default S-NSSAI;

d)
and the requested DNN, if the UE requests a connectivity to a DNN other than the default DNN; and 
e)
the request type set:

1)
to "initial request", if the UE requests to establish a new non-emergency PDU session;

2)
to "existing PDU session", if the UE requests:

i)
handover of an existing non-emergency PDU session between 3GPP access and non-3GPP access; or

ii)
transfer of an existing PDN connection in the EPS to the 5GS. and

3)
to "initial emergency request", if the UE requests to establish a new emergency PDU session;

using the NAS transport procedure as specified in subclause 8.5.1.1, and the UE shall start timer Tx (see example in figure 9.4.2.2.1).
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Figure 9.4.2.2.1: UE-requested PDU session establishment procedure
Upon receipt of a PDU SESSION ESTABLISHMENT REQUEST message, a PDU session ID, optionally a S-NSSAI, and optionally a DNN, and the request type, the SMF checks whether connectivity with the requested DN can be established. If the requested DNN is not included, the SMF shall use the default DNN. If the S-NSSAI is not included, the SMF may determine a default S-NSSAI according to the subscription context from UDM and, if determined, the SMF may use the default S-NSSAI as the S-NSSAI.
If the PDU session authentication and authorization by the external DN is required due to local policy, the SMF shall check whether the PDU SESSION ESTABLISHMENT REQUEST message includes the PDU DN request container. 

If the PDU DN request container is included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall:

-
if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is compliant with the local policy and user's subscription data, proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [15] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes; and

-
if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with the local policy, reject the PDU session establishment request including the 5GSM cause #xx "DN authentication failed", in the PDU SESSION ESTABLISHMENT REJECT message.
If the PDU DN request container is not included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [15] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes.

If the PDU session ID in the PDU session ID IE of the PDU SESSION ESTABLISHMENT REQUEST message is different from the PDU session ID received from the AMF and a PDU session exists for the PDU session ID received from the AMF, the SMF shall consider that the request for the PDU session anchor relocation with multiple PDU sessions for SSC mode 3 as specified in 3GPP TS 23.502 [9] is accepted by the UE.
9.4.2.3
UE-requested PDU session establishment procedure accepted by the network
If the connectivity with the requested DN is accepted by the network, the SMF shall create a PDU SESSION ESTABLISHMENT ACCEPT message.
The SMF shall set the authorized QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the authorized QoS rules of the PDU session. If the received request type is "initial emergency request", the SMF shall set the authorized QoS rules IE according to the initial QoS parameters used for establishing emergency services configured in the SMF Emergency Configuration Data.
The SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected SSC mode of the PDU session.

The SMF shall set the selected S-NSSAI IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected S-NSSAI of the PDU session.

The SMF shall set the selected PDU session type IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected PDU session type of the PDU session.

If the PDU SESSION ESTABLISHMENT REQUEST message includes a PDU session type IE set to "IP", the SMF shall select either "IPv4" or "IPv6" as the selected PDU session type IE of the PDU session. If the subscription, the SMF configuration, or both, are limited to IPv4 only or IPv6 only for the requested DNN, the SMF shall include the 5GSM cause value #50 "PDU session type IPv4 only allowed", or #51 "PDU session type IPv6 only allowed", respectively, in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT ACCEPT message.

If the selected PDU session type is "IPv4", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address is allocated to the UE in the PDU session.
The SMF shall set the selected DNN IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected DNN of the PDU session.

The SMF shall set the selected Session-AMBR IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the Session-AMBR of the PDU session.

The SMF may include the RQ timer IE set to an RQ timer value.
The SMF shall send the PDU SESSION ESTABLISHMENT ACCEPT message.
Upon receipt of a PDU SESSION ESTABLISHMENT ACCEPT message and a PDU session ID, using the NAS transport procedure as specified in subclause 8.5.1.1, the UE shall stop timer Tx, shall release the allocated PTI value and shall consider that the PDU session was established.
If the UE requests the PDU session type "IP" and:

a)
the UE receives the selected PDU session type set to "IPv4" and does not receive the 5GSM cause value #50 "PDU session type IPv4 only allowed"; or

b)
 the UE receives the selected PDU session type set to "IPv6" and does not receive the 5GSM cause value #51 "PDU session type IPv6 only allowed";

the UE may subsequently request another PDU session for the other IP version using the UE-requested PDU session establishment procedure to the same DNN with a single address PDN type (IPv4 or IPv6) other than the one already activated.

If the UE requests the PDU session type "IP", receives the selected PDU session type set to "IPv4" and the 5GSM cause value #50 "PDU session type IPv4 only allowed", the UE shall not subsequently request another PDU session for "IPv6" using the UE-requested PDU session establishment procedure to the same DNN and the PDU session type "IPv6" until the PDU session is released.

If the UE requests the PDU session type "IP", receives the selected PDU session type set to "IPv6" and the 5GSM cause value #51 "PDU session type IPv6 only allowed", the UE shall not subsequently request another PDU session for "IPv4" using the UE-requested PDU session establishment procedure to the same DNN and the PDU session type "IPv4" until the PDU session is released.

9.4.2.4
UE requested PDU session establishment procedure not accepted by the network
If the connectivity with the requested DN is rejected by the network, the SMF shall create a SM PDU SESSION ESTABLISHMENT REJECT message.

If the UE requests a PDU session establishment for an LADN when the UE is located outside the LADN service area, the SMF shall reject the request.

The SMF shall set the 5GSM cause IE of the PDU SESSION ESTABLISHMENT REJECT message to indicate the reason for rejecting the PDU session establishment.

The 5GSM cause IE typically indicates one of the following SM cause values:

#31:
request rejected, unspecified;

#50
PDU session type IPv4 only allowed; or
#51
PDU session type IPv6 only allowed.
#xx:
DN authentication failed;

Editor's note:
Further 5GSM causes are FFS.
Editor's note:
Further contents of the PDU SESSION ESTABLISHMENT REJECT are FFS.
If the PDU SESSION ESTABLISHMENT REQUEST message includes a PDU session type IE set to "IPv6", and the subscription, the SMF configuration, or both, are limited to IPv4 only for the requested DNN, the SMF shall include the 5GSM cause value #50 "PDU session type IPv4 only allowed" in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT REJECT message.

If the PDU SESSION ESTABLISHMENT REQUEST message includes a PDU session type IE set to "IPv4", and the subscription, the SMF configuration, or both, are limited to IPv6 only for the requested DNN, the SMF shall include the 5GSM cause value #51 "PDU session type IPv6 only allowed" in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT REJECT message.

The SMF shall send the SM PDU SESSION ESTABLISHMENT REJECT message.

Upon receipt of a PDU SESSION ESTABLISHMENT REJECT message and a PDU session ID, using the NAS transport procedure as specified in subclause 8.5.1.1, the UE shall stop timer Tx shall release the allocated PTI value and shall consider that the PDU session was not established.
* * * Next Change * * * *

9.4.3.2
PDU session establishment authentication and authorization procedure initiation

In order to initiate the PDU session establishment authentication and authorization procedure, the SMF shall create a PDU SESSION AUTHENTICATION REQUEST message.

The SMF shall set the authentication information IE of the PDU SESSION AUTHENTICATION REQUEST message to the authentication information provided by the DN.

Editor's note:
Further contents of the PDU SESSION AUTHENTICATION REQUEST message are FFS.

The SMF shall send the PDU SESSION AUTHENTICATION REQUEST message, and the SMF shall start timer Tm (see example in figure 9.4.3.2.1).
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Figure 9.4.3.2.1: PDU session establishment authentication and authorization procedure

Upon receipt of a PDU SESSION AUTHENTICATION REQUEST message and a PDU session ID, using the NAS transport procedure as specified in subclause 8.5.1.1, the UE passes the authentication information IE of the PDU SESSION AUTHENTICATION REQUEST message to the upper layers.

9.4.3.3
PDU session establishment authentication and authorization procedure accepted

If the upper layers provide responding authentication information, and the UE shall create a PDU SESSION AUTHENTICATION ACCEPT message.

The UE shall set the authentication information IE of the PDU SESSION AUTHENTICATION ACCEPT message to the responding authentication information.

Editor's note:
Further contents of the PDU SESSION AUTHENTICATION ACCEPT message are FFS.

The UE shall transport the PDU SESSION AUTHENTICATION ACCEPT message and the PDU session ID, using the NAS transport procedure as specified in subclause 8.5.1.1.
Upon receipt of a PDU SESSION AUTHENTICATION ACCEPT message, the SMF shall stop timer Tm and provides the authentication information to the DN.

9.4.3.4
PDU session establishment authentication and authorization procedure not accepted by the UE

If the upper layers does not accept or does not provide responding authentication information, the UE shall create a PDU SESSION AUTHENTICATION REJECT message.

The UE shall set the SM cause IE of the PDU SESSION AUTHENTICATION REJECT message to indicate the reason for rejecting the PDU SESSION AUTHENTICATION REQUEST message.

The SM cause IE typically indicates one of the following SM cause values:

Editor's note:
5GSM causes are FFS.

Editor's note:
Further contents of the PDU SESSION AUTHENTICATION REJECT message are FFS.

The UE shall transport the PDU SESSION AUTHENTICATION REJECT message and the PDU session ID, using the NAS transport procedure as specified in subclause 8.5.1.1.
Upon receipt of a PDU SESSION AUTHENTICATION REJECT message, the SMF shall stop timer Tm.

* * * Next Change * * * *

9.4.4.2
UE-requested PDU session modification procedure initiation
In order to initiate the UE-requested PDU session modification procedure, the UE shall create a PDU SESSION MODIFICATION REQUEST message.

The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION MODIFICATION REQUEST message to the allocated PTI value.

The UE shall not perform the UE-requested PDU session modification procedure for an emergency PDU session.

The UE shall transport the PDU SESSION MODIFICATION REQUEST message and the PDU session ID, using the NAS transport procedure as specified in subclause 8.5.1.1, and the UE shall start timer Tk (see example in figure 9.4.4.2.1).


[image: image5.emf]UE SMF

Network-requested PDU session modification procedure

PDU SESSION MODIFICATION REQUEST

Stop Tk

Start Tk

PDU SESSION MODIFICATION REQUEST REJECT

Stop Tk

OR


Figure 9.4.4.2.1: UE-requested PDU session modification procedure
* * * Next Change * * * *

9.4.4.4
UE-requested PDU session modification procedure not accepted by the network
Upon receipt of a PDU SESSION MODIFICATION REQUEST message, if the SMF does not accepts the request to modify the PDU session, the SMF shall create a PDU SESSION MODIFICATION REJECT message.
If the UE requests a PDU session modification for an LADN when the UE is located outside the LADN service area, the SMF shall reject the request.

The SMF shall set the 5GSM cause IE of the PDU SESSION MODIFICATION REJECT message to indicate the reason for rejecting the PDU session modification.

The 5GSM cause IE typically indicates one of the following SM cause values:

#31:
request rejected, unspecified;

Editor's note:
Further 5GSM causes are FFS.
The SMF shall send the PDU SESSION MODIFICATION REJECT message.
Upon receipt of a PDU SESSION MODIFICATION REJECT message and a PDU session ID, using the NAS transport procedure as specified in subclause 8.5.1.1, the UE shall stop timer Tk, shall release the allocated PTI value and shall consider that the PDU session is not modified.
* * * Next Change * * * *

9.4.5.3
Network-requested PDU session modification procedure accepted by the UE
Upon receipt of a PDU SESSION MODIFICATION COMMAND message and a PDU session ID, using the NAS transport procedure as specified in subclause 8.5.1.1, if the UE accepts the PDU SESSION MODIFICATION COMMAND message, the UE considers the PDU session as modified and the UE shall create a PDU SESSION MODIFICATION ACCEPT message.

If the PDU SESSION MODIFICATION COMMAND message contains the PTI value allocated in the UE-requested PDU session modification procedure, the UE shall release the PTI value indicated by the PTI IE and shall stop the timer Tk.
If the selected SSC mode of the PDU session is "SSC mode 3" and the PDU SESSION MODIFICATION COMMAND messages includes the 5GSM cause IE set to #39 "reactivation requested", the UE may re-initiate the UE-requested PDU session establishment procedure as specified in subclause 9.4.2 for the PDU session type, the SSC mode, the DNN, and the S-NSSAI as provided in the UE-requested PDU session establishment procedure of the present PDU session, after the complete of the network-requested PDU session modification procedure.

The UE shall transport the PDU SESSION MODIFICATION ACCEPT message and the PDU session ID, using the NAS transport procedure as specified in subclause 8.5.1.1.
Upon receipt of a PDU SESSION MODIFICATION ACCEPT message, the SMF shall stop timer Tm and shall consider the PDU session as modified.
9.4.5.4
Network-requested PDU session modification procedure not accepted by the UE

Editor's note:
FFS whether to change message name of PDU SESSION MODIFICATION COMMAND because of the possibility of the rejections from the UE
Upon receipt of a PDU SESSION MODIFICATION COMMAND message and a PDU session ID, using the NAS transport procedure as specified in subclause 8.5.1.1, if the UE rejects the PDU SESSION MODIFICATION COMMAND message, the UE considers the PDU session as not modified and the UE shall create a PDU SESSION MODIFICATION COMMAND REJECT message.

If the PDU SESSION MODIFICATION COMMAND message contains the PTI value allocated in the UE-requested PDU session modification procedure, the UE shall release the PTI indicated by the PTI IE and shall stop the timer Tk.
The UE shall set the 5GSM cause IE of the PDU SESSION MODIFICATION COMMAND REJECT message to indicate the reason for rejecting the PDU session modification.

The 5GSM cause IE typically indicates one of the following 5GSM cause values:

Editor's note:
5GSM causes are FFS.
The UE shall transport the PDU SESSION MODIFICATION COMMAND REJECT message and the PDU session ID, using the NAS transport procedure as specified in subclause 8.5.1.1.
Upon receipt of a PDU SESSION MODIFICATION COMMAND REJECT message, the SMF shall stop timer Tm and shall consider the PDU session as not modified.
* * * Next Change * * * *

9.4.6.2
UE-requested PDU session release procedure initiation
In order to initiate the UE-requested PDU session release procedure, the UE shall create an PDU SESSION RELEASE REQUEST message.
The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION RELEASE REQUEST message to the allocated PTI value.
The UE shall transport the PDU SESSION RELEASE REQUEST message and the PDU session ID, using the NAS transport procedure as specified in subclause 8.5.1.1, and the UE shall start timer Tz (see example in figure 9.4.6.2.1).
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Figure 9.4.6.2.1: UE-requested PDU session release procedure
* * * Next Change * * * *

9.4.6.4
UE-requested PDU session release procedure rejected by the network
Upon receipt of an PDU SESSION RELEASE REQUEST message, if the SMF does not accept the request to release the PDU session, the SMF shall create an PDU SESSION RELEASE REJECT message.

The SMF shall set the 5GSM cause IE of the PDU SESSION RELEASE REJECT message to indicate the reason for rejecting the PDU session release.

The 5GSM cause IE typically indicates one of the following SM cause values:

Editor's note:
5GSM causes are FFS.

The SMF shall send the PDU SESSION RELEASE REJECT message.
Upon receipt of an PDU SESSION RELEASE REJECT message and a PDU session ID, using the NAS transport procedure as specified in subclause 8.5.1.1, the UE shall stop timer Tz, shall release the allocated PTI value, and shall consider that the PDU session is not released.

* * * Next Change * * * *

9.4.7.3
Network-requested PDU session release procedure accepted by the UE

Upon receipt of an PDU SESSION RELEASE COMMAND message and a PDU session ID, using the NAS transport procedure as specified in subclause 8.5.1.1, the UE considers the PDU session as released and the UE shall create an PDU SESSION RELEASE ACCEPT message.

If the PDU SESSION RELEASE COMMAND message contains the PTI value allocated in the UE-requested PDU session release procedure, the UE shall release the PTI value indicated by the PTI IE and shall stop the timer Tz.
If the PDU SESSION RELEASE COMMAND messages includes the 5GSM cause IE set to 5GSM cause #39 "reactivation requested", the UE should re-initiate the UE-requested PDU session establishment procedure as specified in subclause 9.4.2 for the PDU session type, the SSC mode, the DNN, and the S-NSSAI as provided in the UE-requested PDU session establishment procedure of the released PDU session, after completion of the network-requested PDU session release procedure.

NOTE:
User interaction is necessary in some cases when the UE cannot re-initiate the UE-requested PDU session establishment procedure automatically.

Editor's note:
When the UE re-initiates the UE-requested PDU session establishment procedure, it is FFS how to ensure routing to the SMF serving the released PDU session and whether the PDU session ID is reused.
The UE shall transport the PDU SESSION RELEASE ACCEPT message and the PDU session ID, using the NAS transport procedure as specified in subclause 8.5.1.1.
Upon receipt of an PDU SESSION RELEASE ACCEPT message, the SMF shall stop timer Ty and shall consider the PDU session as released.
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