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***** First change *****
6.2.3.1.1
Automatic commencement mode for private calls

When performing the automatic commencement mode procedures, the MCVideo client:

1)
shall accept the SIP INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [11];

2)
shall include the option tag "timer" in a Require header field of the SIP 200 (OK) response;

3)
shall include the g.3gpp.mcvideo media feature tag in the Contact header field of the SIP 200 (OK) response;

4)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcvideo" in the Contact header field of the SIP 200 (OK) response;

5)
shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer according to IETF RFC 4028 [23]. The "refresher" parameter in the Session-Expires header field shall be set to "uas";
6)
shall, if the incoming SIP INVITE request contains a Replaces header field, include in the SDP answer in the SIP 200 (OK) response to the SDP offer the parameters used for the pre-established session identified by the contents of the Replaces header field;
7)
shall, if the incoming SIP INVITE request does not contain a Replaces header field, include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [11] with the clarifications given in subclause 6.2.2;
NOTE:
In the case of a new emergency call where the terminating client is using a pre-established session, the SIP INVITE request containing a Replaces header is used to replace the pre-established session.

8)
shall send the SIP 200 (OK) response towards the MCVideo server according to rules and procedures of 3GPP TS 24.229 [11];
9)
shall, if the incoming SIP INVITE request contains a Replaces header field, release the pre-established session identified by the contents of the Replaces header field; and
10)
shall interact with the media plane as specified in 3GPP TS 24.581 [5]. 
When NAT traversal is supported by the MCVideo client and when the MCVideo client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [35].

***** Next change *****
6.2.3.2.1
Manual commencement mode for private calls

When performing the manual commencement mode procedures:

1)
if the MCVideo user declines the MCVideo session invitation the MCVideo client shall send a SIP 480 (Temporarily Unavailable) response towards the MCVideo server with the warning text set to: "110 user declined the call invitation" in a Warning header field as specified in subclause 4.4, and not continue with the rest of the steps in this subclause.
The MCVideo client:

1)
shall accept the SIP INVITE request and generate a SIP 180 (Ringing) response according to rules and procedures of 3GPP TS 24.229 [11];

2)
shall include the option tag "timer" in a Require header field of the SIP 180 (Ringing) response;

3)
shall include the g.3gpp.mcvideo media feature tag in the Contact header field of the SIP 180 (Ringing) response;
4)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcvideo" in the Contact header field of the SIP 180 (Ringing) response; and

5)
shall send the SIP 180 (Ringing) response to the MCVideo server.

When sending the SIP 200 (OK) response to the incoming SIP INVITE request, the MCVideo client shall follow the procedures in subclause 6.2.3.1.1.

When NAT traversal is supported by the MCVideo client and when the MCVideo client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [35].

***** Next change *****
6.2.8.0
General
This subclause contains common procedures to be used for MCVideo emergency group calls and MCVideo imminent peril group calls.

***** Next change *****
6.2.8.1.11
SIP re-INVITE request for cancelling MCVideo in-progress imminent peril group state

This subclause is referenced from other procedures.
If the MCVideo imminent peril group call state is set to "MVIGC 3: imminent-peril-call-granted" or the MCVideo imminent peril group state of the MCVideo group is set to "MVIG 2: in-progress", the MCVideo client shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [11] with the clarifications given below.
NOTE 1:
This procedure assumes that the calling procedure has verified that the MCVideo user has made an authorised request for cancelling the in-progress imminent peril group state of the group.
The MCVideo client:

1)
shall include in the SIP re-INVITE request an application/vnd.3gpp.mcvideo-info+xml MIME body as defined in clause F.1 with the <imminentperil-ind> element set to "false"; and
2)
shall set MCVideo imminent peril group state of the MCVideo group to "MVIG 3: cancel-pending".
NOTE 2:
This is the case of an MCVideo user who has initiated an MCVideo imminent peril group call and wants to cancel it, or another authorised member of the group who wishes to cancel the in-progress imminent peril state of the group.
***** Next change *****
6.2.8.1.12
Resource-Priority header field for MCVideo imminent peril group calls

This subclause is referenced from other procedures.
When the MCVideo imminent peril group call state is set "MVIGC 2: imminent-peril-call-requested" or "MVIGC 3: imminent-peril-call-granted" and this MCVideo user and group is authorised to originate MCVideo imminent peril group calls as determined by the procedures of subclause 6.2.8.1.8, or the MCVideo client imminent peril state of the group is set to "MVIG 2: in-progress", the MCVideo client:

1)
shall include in the SIP INVITE request a Resource-Priority header field populated with the values for an MCVideo imminent peril group call as specified in subclause 6.2.8.1.15.
NOTE:
The MCVideo client ideally would not need to maintain knowledge of the in-progress imminent peril state of the group (as tracked on the MCVideo client by the MCVideo client imminent peril group state) but can use this knowledge to provide a Resource-Priority header field set to imminent peril level priority, which starts the infrastructure priority adjustment process sooner than otherwise would be the case.

When the MCVideo imminent peril group call state is set to "MVIGC 1: imminent-peril-gc-capable" and the MCVideo user is authorised to cancel MCVideo imminent peril group calls as determined by the procedures of subclause 6.2.8.1.10, or the MCVideo client imminent peril group state of the group is "MVIG 1: no-imminent-peril" or "MVIG 3: cancel-pending", the MCVideo client:

1)
shall include in the SIP INVITE request a Resource-Priority header field populated with the values for a normal MCVideo group call as specified in subclause 6.2.8.1.15.
***** Next change *****
6.2.8.1.13
Receiving a SIP INFO request in the dialog of a SIP request for a priority group call

This subclause is referenced from other procedures.

Upon receiving a SIP INFO request within the dialog of the SIP request for a priority group call:

-
with the Info-Package header field containing the g.3gpp.mcvideo-info package name;

-
with the application/vnd.3gpp.mcvideo-info+xml MIME body associated with the info package according to IETF RFC 6086 [54]; and

-
with one or more of the <alert-ind>, <imminentperil-ind> and <emergency-ind> elements set in the application/vnd.3gpp.mcvideo-info+xml MIME body;
the MCVideo client:
1)
shall send a SIP 200 (OK) response to the SIP INFO request as specified in 3GPP TS 24.229 [4];
2)
if the MCVideo emergency group call state is set to "MVEGC 3: emergency-call-granted":
a)
if the MCVideo emergency alert state is set to "MVEA 2: emergency-alert-confirm-pending":

i)
if the <alert-ind> element is set to a value of "false", shall set the MCVideo emergency alert state to "MVEA 1: no-alert"; and
ii)
if the <alert-ind> element is set to a value of "true", shall set the MCVideo emergency alert state to "MVEA 3: emergency-alert-initiated";
3)
if the MCVideo imminent peril group call state is set to "MVIGC 2: imminent-peril-call-requested" or "MVIGC 3: imminent-peril-call-granted":

a)
if the <imminentperil-ind> element is set to a value of "false" and an <emergency-ind> element is set to a value of "true", shall:

i)
set the MCVideo imminent peril group state to "MVIG 1: no-imminent-peril";

ii)
set the MCVideo imminent peril group call state to "MVIGC 1: imminent-peril-capable"; and

iii)
set the MCVideo client emergency group state of the group to "MVEG 2: in-progress"; and

NOTE 1:
This is the case of an MCVideo client attempting to make an imminent peril group call when the group is in an in-progress emergency group state. The MCVideo client will then receive a notification that the imminent peril call request was denied, however they will be participating at the emergency level priority of the group. This could occur for example when an MCVideo client requests an imminent peril call to a group that they are not currently affiliated with.
NOTE 2:
the MCVideo client emergency group state above is the MCVideo client's view of the in-progress emergency state of the group.
4)
if the SIP request for a priority group call sent by the MCVideo client did not contain an <originated-by> element and if the MCVideo emergency alert state is set to "MVEA 4: Emergency-alert-cancel-pending":
a)
if the <alert-ind> element contained in the SIP INFO request is set to a value of "true", shall set the MCVideo emergency alert state to "MVEA 3: emergency-alert-initiated"; and

b)
if the <alert-ind> element contained in the SIP INFO request is set to a value of "false", shall set the MCVideo emergency alert state to "MVEA 1: no-alert".

***** Next change *****
6.2.8.1.18
Emergency private call conditions upon receiving call release

This subclause is referenced from other procedures.
Upon receiving a request to release the MCVideo session when an MCVideo emergency private call is in-progress or is in the process of being established:

1)
if the MCVideo emergency private call state is set to "MVEPC 2: emergency-call-requested":

a)
shall set the MCVideo emergency private call state to "MVEPC 1: emergency-pc-capable";

b)
if the MCVideo emergency private priority state of the private call is "MVEPP 3: confirm-pending" shall set the MCVideo emergency private priority state of the private call to "MVEPP 1: no-emergency"; and

c)
if the MCVideo private emergency alert state is set to "MVPEA 2: emergency-alert-confirm-pending shall set the MCVideo private emergency alert state to "MVPEA 1: no-alert".

***** Next change *****
6.2.8.3
MCVideo emergency private call conditions
6.2.8.3.1
Authorisations

6.2.8.3.1.1
Determining authorisation for initiating an MCVideo emergency private call

If the MCVideo client receives a request from the MCVideo user to originate an MCVideo emergency private call and:
1)
if the <allow-emergency-private-call> element of the <ruleset> element of the MCVideo user profile document identified by the MCVideo ID of the calling user (see the MCVideo user profile document in 3GPP TS 24.484 [50]) is set to a value of "true"; and

a)
if the "entry-info" attribute of the <entry> element of the <MCVideoPrivateRecipient> element of the <EmergencyCall> element contained within the <PrivateCall> element of the MCVideo user profile document (see the MCVideo user profile document in 3GPP TS 24.484 [50]) is set to a value of "UsePreConfigured" and if the <uri-entry> element of the <entry> element of the <MCVideoPrivateRecipient> element contains the MCVideo ID of the MCVideo user targeted by the calling MCVideo user; or

b)
if the "entry-info" attribute of the <entry> element of the <MCVideoPrivateRecipient> element of the <EmergencyCall> element contained within the <PrivateCall> element of the MCVideo user profile document (see the MCVideo user profile document in 3GPP TS 24.484 [50]) is set to a value of "LocallyDetermined";
then the MCVideo client shall consider the MCVideo emergency private call request to be an authorised request for an MCVideo emergency private call. In all other cases the MCVideo client shall consider the MCVideo emergency private call request to be an unauthorised request for an MCVideo emergency private call.

6.2.8.3.1.2
Determining authorisation for cancelling an MCVideo emergency private call

If the MCVideo client receives a request from the MCVideo user to cancel an MCVideo emergency private call and if the <allow-cancel-private-emergency-call> element of the <ruleset> element of the MCVideo user profile document identified by the MCVideo ID of the calling user (see the MCVideo user profile document in 3GPP TS 24.484 [50]) is set to a value of "true", then the MCVideo emergency private call cancellation request shall be considered to be an authorised request for an MCVideo emergency private call cancellation.
In all other cases, the MCVideo emergency private call cancellation request shall be considered to be an unauthorised request for an MCVideo emergency private call cancellation.

6.2.8.3.1.3
Determining authorisation for initiating or cancelling an MCVideo emergency alert to a MCVideo user
If the MCVideo client receives a request from the MCVideo user to send an MCVideo emergency alert to an MCVideo user and:

1)
if the <allow-activate-emergency-alert> element of the <ruleset> element of the MCVideo user profile document identified by the MCVideo ID of the calling MCVideo user as specified in 3GPP TS 24.484 [50] is set to a value of "true"; and
2)
if the "entry-info" attribute of the <entry> element of the <PrivateEmergencyAlert> element contained within the <OnNetwork> element of the MCVideo user profile document (see the MCVideo user profile document in 3GPP TS 24.484 [50]) is set to a value of: 

a)
"UsePreConfigured", and if the <uri-entry> element of the <entry> element of the <PrivateEmergencyAlert> element of the <OnNetwork> element of the MCVideo user profile document (see the MCVideo user profile document in 3GPP TS 24.484 [50]) contains the MCVideo ID of the targeted MCVideo user; or

b)
"LocallyDetermined";

then the MCVideo emergency alert request shall be considered to be an authorised request for an MCVideo emergency alert. In all other cases, it shall be considered to be an unauthorised request for an MCVideo emergency alert.

If the MCVideo client receives a request from the MCVideo user to cancel an MCVideo emergency alert to an MCVideo user, and if the <allow-cancel-emergency-alert> element of the <ruleset> element of the MCVideo user profile document identified by the MCVideo ID of the calling MCVideo user as specified in 3GPP TS 24.484 [50] is set to a value of "true", then the MCVideo emergency alert cancellation request shall be considered to be an authorised request to cancel an MCVideo emergency alert. In all other cases, it shall be considered to be an unauthorised request to cancel an MCVideo emergency alert.
6.2.8.3.2
SIP request for originating MCVideo emergency private calls
This subclause is referenced from other procedures.

When the MCVideo emergency private call state is set to "MVEPC 1: emergency-pc-capable" and this is an authorised request for an MCVideo emergency private call as determined by the procedures of subclause 6.2.8.3.1.1, the MCVideo client:
1)
shall set the MCVideo emergency state if not already set;

2)
shall include in the application/vnd.3gpp.mcvideo-info+xml MIME body in the SIP request an <emergency-ind> element set to "true" and set the MCVideo emergency private call state to "MVEPC 2: emergency-pc-requested";
3)
if the MCVideo user has also requested an MCVideo emergency alert to be sent and this is an authorised request for MCVideo emergency alert as determined by the procedures of subclause 6.2.8.3.1.3, shall:

a)
include in the application/vnd.3gpp.mcvideo-info+xml MIME body the <alert-ind> element set to "true" and set the MCVideo private emergency alert state to "MVPEA 2: emergency-alert-confirm-pending"; and

b)
perform the procedures specified in subclause 6.2.9.1 for the MCVideo emergency alert trigger;
4)
if the MCVideo user has not requested an MCVideo emergency alert to be sent, shall set the <alert-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body to "false"; and

5)
if the MCVideo emergency private priority state of this private call is set to a value other than "MVEPP 2: in-progress" shall set the MCVideo emergency private priority state to "MVEPP 3: confirm-pending".
6.2.8.3.3
Resource-Priority header field for MCVideo emergency private calls

This subclause is referenced from other procedures.
If the MCVideo emergency private call state is set to either "MVEPC 2: emergency-pc-requested" or "MVEPC 3: emergency-pc-granted" and this is an authorised request for an MCVideo emergency private call as determined by the procedures of subclause 6.2.8.3.1.1, or the MCVideo emergency private priority state of the call is set to "MVEPP 2: in-progress", the MCVideo client shall include in the SIP request a Resource-Priority header field populated with the values for an MCVideo emergency private call as specified in subclause 6.2.8.1.15.

NOTE:
The MCVideo client ideally would not need to maintain knowledge of the in-progress emergency state of the call (as tracked on the MCVideo client by the MCVideo client emergency private state) but can use this knowledge to provide a Resource-Priority header field set to emergency level priority, which starts the infrastructure priority adjustment process sooner than otherwise would be the case.

If this is an authorised request to cancel the MCVideo emergency private call as determined by the procedures of subclause 6.2.8.3.1.2, or the MCVideo emergency private priority state of the private call is "MVEPP 1: no-emergency" or "MVEPP 3: cancel-pending", the MCVideo client shall include in the SIP request a Resource-Priority header field populated with the values for a normal MCVideo private call as specified in subclause 6.2.8.1.15.
6.2.8.3.4
Receiving a SIP 2xx response to a SIP request for an MCVideo emergency private call 
This subclause is referenced from other procedures.

On receiving a SIP 2xx response to a SIP request for an MCVideo emergency private call and if the MCVideo emergency private call state is set to "MVEPC 2: emergency-pc-requested" or "MVEPC 3: emergency-pc-granted", the MCVideo client:
1)
shall set the MCVideo emergency private priority state of the call to "MVEPP 2: in-progress" if it was not already set;

2)
shall set the MCVideo emergency private call state to "MVEPC 3: emergency-pc-granted"; and
3)
if the MCVideo private emergency alert state is set to "MVPEA 2: emergency-alert-confirm-pending" and the SIP 2xx response to the SIP request for a priority private call does not contain a Warning header field as specified in subclause 4.4 with the warning text containing the mcvideo-warn-code set to "149", shall set the MCVideo private emergency alert state to "MVPEA 3: emergency-alert-initiated".
6.2.8.3.5
Receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to a SIP request for an MCVideo emergency private call 
Upon receiving a SIP 4xx response, SIP 5xx response or a SIP 6xx response to a SIP request for an MCVideo emergency private call and if the MCVideo emergency private call state is set to "MVEPC 2: emergency-pc-requested" or "MVEPC 3: emergency-pc-granted", the MCVideo client:
1)
shall set the MCVideo emergency private call state to "MVEPC 1: emergency-pc-capable";

2)
if the MCVideo emergency private priority state of the private call is "MVEPP 3: confirm-pending" shall set the MCVideo emergency private priority state of the private call to "MVEPP 1: no-emergency"; and

3)
if the sent SIP request for an MCVideo emergency private call contained an application/vnd.3gpp.mcvideo-info+xml MIME body with an <alert-ind> element set to a value of "true", shall set the MCVideo private emergency alert state to "MVPEA 1: no-alert".
6.2.8.3.6
SIP re-INVITE request for cancelling MCVideo emergency private call state 
This subclause is referenced from other procedures.
When the MCVideo emergency private call state is set to "MVEPC 3: emergency-pc-granted" and the MCVideo emergency alert state is set to "MVPEA 1: no-alert", the MCVideo client shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [4] with the clarifications given below.
NOTE 1:
This procedure assumes that the MCVideo client in the calling procedure has verified that the MCVideo user has made an authorised request for cancelling MCVideo the in-progress emergency private call state of the call.
The MCVideo client:

1)
shall include in the SIP re-INVITE request an application/vnd.3gpp.mcvideo-info+xml MIME body as defined in clause F.1 with the <emergency-ind> element set to "false";
2)
shall clear the MCVideo emergency state; and

3)
shall set MCVideo emergency private priority state of the MCVideo emergency private call to "MVEPP 3: cancel-pending".
NOTE 2:
This is the case of an MCVideo user who has initiated an MCVideo emergency private call and wants to cancel it.

When the MCVideo emergency private call state is set to "MVEPPC 3: emergency-pc-granted" and the MCVideo emergency alert state is set to a value other than "MVPEA 1: no-alert" and the MCVideo user has indicated only the MCVideo emergency private call should be cancelled, the MCVideo client:

1)
shall include in the SIP re-INVITE request an application/vnd.3gpp.mcvideo-info+xml MIME body as defined in clause F.1 with the <emergency-ind> element set to "false"; and
2)
shall set the MCVideo emergency private priority state of the MCVideo emergency private call to "MVEPP 3: cancel-pending";

NOTE 3:
This is the case of an MCVideo user has initiated both an MCVideo emergency private call and an MCVideo emergency alert and wishes to only cancel the MCVideo emergency private call. This leaves the MCVideo emergency state set.

When the MCVideo emergency private call state is set to "MVEPC 3: emergency-pc-granted" and the MCVideo emergency alert state is set to a value other than "MVPEA 1: no-alert" and the MCVideo user has indicated that the MCVideo emergency alert on the MCVideo private call should be cancelled in addition to the MCVideo emergency private call, the MCVideo client:

1)
shall include in the SIP re-INVITE request an application/vnd.3gpp.mcvideo-info+xml MIME body as defined in annex F.1 with the <emergency-ind> element set to "false";

2)
shall, if this is an authorised request to cancel an MCVideo emergency alert as determined by the procedures of subclause 6.2.8.3.1.3:

a)
include in the application/vnd.3gpp.mcvideo-info+xml MIME body an <alert-ind> element set to "false"; and

b)
set the MCVideo private emergency alert state to "MVPEA 4: emergency-alert-cancel-pending";
3)
if this is not an authorised request to cancel an MCVideo emergency alert as determined by the procedures of subclause 6.2.8.3.1.3, should indicate to the MCVideo user they are not authorised to cancel the MCVideo emergency alert;
4)
shall set the MCVideo emergency private priority state of the MCVideo to "MVEPP 3: cancel-pending"; and

5)
shall clear the MCVideo emergency state.

NOTE 4:
This is the case of an MCVideo user that has initiated both an MCVideo emergency private call and an MCVideo emergency alert and wishes to cancel both.
6.2.8.3.7
Receiving a SIP INFO request in the dialog of a SIP request for a priority private call

This subclause is referenced from other procedures.

Upon receiving a SIP INFO request within the dialog of the SIP request for a priority private call:

-
with the Info-Package header field containing the g.3gpp.mcvideo-info package name;

-
with the application/vnd.3gpp.mcvideo-info+xml MIME body associated with the info package according to IETF RFC 6086 [54]; and

-
with one or more of the <alert-ind>, <imminentperil-ind> and <emergency-ind> elements set in the application/vnd.3gpp.mcvideo-info+xml MIME body;
the MCVideo client:
1)
if the MCVideo private emergency alert state is set to "MVPEA 2: emergency-alert-confirm-pending":

a)
if the <alert-ind> element is set to a value of "false", shall set the MCVideo private emergency alert state to "MVPEA 1: no-alert"; and

b)
if the <alert-ind> element set to a value of "true", shall set the MCVideo private emergency alert state to "MVPEA 3: emergency-alert-initiated"; and

2)
if the MCVideo private emergency alert state is set to "MVPEA 4: Emergency-alert-cancel-pending":
a)
if the <alert-ind> element is set to a value of "true", shall set the MCVideo private emergency alert state to "MVPEA 3: emergency-alert-initiated"; and

b)
if the <alert-ind> element is set to a value of "false", shall set the MCVideo private emergency alert state to "MVPEA 1: no-alert".

6.2.8.3.8
SIP re-INVITE request for cancelling the MCVideo emergency private call state by a third-party
This subclause is referenced from other procedures.
Upon receiving a request to cancel the MCVideo emergency private call state from an MCVideo user other than the originator of the MCVideo emergency private call, the MCVideo client shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [4] with the clarifications given below.

The MCVideo client:
NOTE 1: This procedure assumes that the calling procedure has verified that the MCVideo user has made an authorised request for cancelling the MCVideo emergency private call state of the call.
1)
shall include in the SIP re-INVITE request an application/vnd.3gpp.mcvideo-info+xml MIME body as defined in clause F.1 with the <emergency-ind> element set to "false";

2)
shall set the MCVideo emergency private priority state of the MCVideo emergency private call to "MVEPP 3: cancel-pending"; and

3)
if the MCVideo user has indicated that an MCVideo emergency alert associated with the MCVideo emergency private call originated by another MCVideo user should be cancelled and this is an authorised request for an MCVideo emergency alert cancellation as determined by the procedures of subclause 6.2.8.3.1.3:

a)
shall include in the application/vnd.3gpp.mcvideo-info+xml MIME body an <alert-ind> element set to a value of "false"; and

b)
shall include in the application/vnd.3gpp.mcvideo-info+xml MIME body an <originated-by> element set to the MCVideo ID of the MCVideo user who originated the MCVideo emergency alert.

NOTE 2:
When an MCVideo emergency alert is cancelled by a MCVideo user other than its originator, the <originated-by> element is needed to identify which MCVideo emergency alert is being cancelled, as conceivably each participant in the MCVideo emergency private call could have originated an MCVideo emergency alert.
6.2.8.3.9
Retrieving a KMS URI associated with an MCVideo ID
If the MCVideo client needs to retrieve a KMS URI associated to an identified MCVideo ID for on network operation, the MCVideo client:
1)
shall search for the <entry> element of the <PrivateCallURI> element of the <PrivateCallList> element entry of the <Common> element of the MCVideo user profile document (see the MCVideo user profile document in 3GPP TS 24.484 [50]) containing the identified MCVideo ID;

a)
if the identified MCVideo ID is found and if the <entry> element of the <PrivateCallKMSURI> element of the <anyExt> element of the <PrivateCallList>  element entry identified is not empty, shall retrieve the KMS URI contained therein; or
b)
if the identified MCVideo ID is not found or the <entry> element of the <PrivateCallKMSURI> element is empty, shall retrieve the <kms> element of the <App-Server-Info> element of the <on-network> element of the MCVideo UE initial configuration document (see the MCVideo UE initial configuration document in 3GPP TS 24.484 [50]) and consider that to be the KMS URI associated with the MCVideo ID.

If the MCVideo client needs to retrieve a KMS URI associated to an identified MCVideo ID for off network operation, the MCVideo client:
1)
shall search for /<x>/<x>/Common/PrivateCall/UserList/<x>/Entry/MCVideoID leaf node containing the identified MCVideo ID (see the MCVideo user profile MO in 3GPP TS 24.483 [45]);

a)
if the identified MCVideo ID is found:

i)
shall retrieve the 
/<x>/<x>/Common/PrivateCall/UserList/<x>/Entry/PrivateCallKMSURI leaf node (see the MCVideo user profile MO in 3GPP TS 24.483 [45]); and

ii)
if  the PrivateCallKMSURI leaf node in the same /<x>/<x>/Common/PrivateCall/UserList/<x>/Entry/ interior node as the MCVideoID leaf node containing the identified MCVideo ID is not empty, shall consider its value to be the KMS URI associated with the MCVideo ID; and
b)
if the identified MCVideo ID is not found or if the /<x>/<x>/Common/PrivateCall/UserList/<x>/Entry/PrivateCallKMSURI leaf node is empty:

i)
shall retrieve /<x>/OnNetwork/AppServerInfo/KMS leaf node (see the MCVideo UE initial configuration document in 3GPP TS 24.483 [45]); and

ii)
shall consider the value of the /<x>/OnNetwork/AppServerInfo/KMS leaf node to be the KMS URI associated with the MCVideo ID.
***** Next change *****
6.3.2.1.5
Sending a SIP BYE request on receipt of a SIP BYE request

Upon receiving a SIP BYE request from the MCVideo client, the participating MCVideo function:

1)
shall interact with the media plane as specified in 3GPP TS 24.581 [5];

2)
shall generate a SIP BYE request as specified in 3GPP TS 24.229 [11];

3)
shall set the Request-URI to the MCVideo session identity as included in the received SIP BYE request;

4)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP BYE request to the P-Asserted-Identity header field of the outgoing SIP BYE request; 
5)
if the received SIP BYE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body, shall copy the application/vnd.3gpp.mcvideo-info+xml MIME body into the outgoing SIP BYE request; and
5)
shall send the SIP BYE request toward the controlling MCVideo function, according to 3GPP TS 24.229 [11].

Upon receiving a SIP 200 (OK) response to the SIP BYE request the terminating MCVideo function shall forward a SIP 200 (OK) response to the MCVideo client and shall interact with the media plane as specified in 3GPP TS 24.581 [5] for releasing media plane resources associated with the SIP session with the controlling MCVideo function.
***** Next change *****
6.3.2.1.6.0
General
This subclause contains common procedures to be used for MCVideo emergency group calls and MCVideo imminent peril group calls.
***** Next change *****
6.3.2.1.8
Sending a SIP INVITE request on receipt of SIP 3xx response

This subclause is referenced from other procedures.

Upon:

1)
receipt of a SIP INVITE request from the MCVideo client;

2)
having sent a SIP INVITE request to the controlling MCVideo function; and

3)
having received a SIP 302 (Moved Temporarily) response from the controlling MCVideo function with:

a)
a Contact header field containing a SIP-URI; and

b)
an application/vnd.3gpp.mcvideo-info+xml MIME body with an <mcvideo-request-uri> element;
the participating MCVideo function:

1)
shall generate a SIP INVITE request with the Request-URI set to the contents of the Contact header field of the SIP 302 (Moved Temporarily) response;

2)
shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [20] if included in the original incoming SIP INVITE request from the MCVideo client;

3)
should include the Session-Expires header field according to IETF RFC 4028 [23]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

4)
shall include the option tag "timer" in the Supported header field;

5)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP INVITE request from the client to the P-Asserted-Identity header field of the outgoing SIP INVITE request;

6)
shall include the g.3gpp.mcvideo media feature tag into the Contact header field of the outgoing SIP INVITE request;
7)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcvideo" in the Contact header field of the outgoing SIP INVITE request;
8)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcvideo" (coded as specified in 3GPP TS 24.229 [11]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;

9)
if an SIP INVITE request was received from the client containing an application/vnd.3gpp.mcvideo-info+xml MIME body, shall copy the contents of the application/vnd.3gpp.mcvideo-info+xml MIME body of the original incoming SIP INVITE request to the outgoing SIP INVITE request;
10)
shall copy the contents of the <mcvideo-request-uri> element of the application/vnd.3gpp.mcvideo-info+xml MIME body received in the SIP 302 (Moved Temporarily) response, to the <mcvideo-request-uri> element of the application/vnd.3gpp.mcvideo-info+xml MIME body of the outgoing SIP INVITE request;

11)
shall set the <mcvideo-calling-user-id> element of the application/vnd.3gpp.mcvideo-info+xml MIME body of the SIP INVITE request to the MCVideo ID of the calling user that was determined when the participating MCVideo function received the SIP INVITE request request from the client ; and

12)
if the <session-type> element is received in the application/vnd.3gpp.mcvideo-info+xml MIME body of the SIP 3xx response, shall set the <session-type> element of the application/vnd.3gpp.mcvideo-info+xml MIME body of the SIP INVITE request to the value of the <session-type> element received in the SIP 3xx response.

***** Next change *****
6.3.2.2.6.2
Manual commencement for On-Demand session

When receiving a "SIP INVITE request for terminating participating MCVideo function" for an on-demand session that requires manual commencement mode the participating MCVideo function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.2.2.3;

2)
shall set the Request-URI to the public user identity associated to the MCVideo ID of the MCVideo user to be invited;

3)
shall perform the procedures specified in subclause 6.3.2.2.9 to include any MIME bodies in the received SIP INVITE request;
4)
if the Answer-Mode header field is present in the incoming SIP INVITE request, participating MCVideo function, shall include an Answer-Mode header field with the value "Manual";
5)
if no Answer-Mode header field was received in the incoming SIP INVITE request and the Answer-Mode Indication received in the application/poc-settings+xml MIME body received from the invited MCVideo client as defined in subclause 7.3.3 or subclause 7.3.4 is set to "manual-answer", shall set the Answer-Mode header field to "Manual" in the outgoing SIP INVITE request;
6)
if the Priv-Answer-Mode header field is present in the incoming SIP INVITE request, the participating MCVideo function shall include a Priv-Answer-Mode header field with the value "Manual";
7)
shall copy the contents of the P-Asserted-Identity header field of the incoming "SIP INVITE request for terminating participating MCVideo function" to the P-Asserted-Identity header field of the outgoing SIP INVITE request;
8)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for terminating participating MCVideo function" as specified in subclause 6.3.2.2.1;
9)
if the received SIP INVITE request contains a Resource-Priority header field, shall include a Resource-Priority header field with the contents set as in the received Resource-Priority header field; and
10)
shall send the SIP INVITE request towards the MCVideo client according to 3GPP TS 24.229 [11].

Upon receiving a SIP 180 (Ringing) response to the above SIP INVITE request, the participating MCVideo function:

NOTE 1:
A SIP 180 (Ringing) response is received from a terminating MCVideo client in the case of a private call.

1)
shall generate a SIP 180 (Ringing) response as specified in subclause 6.3.2.2.4.1;

2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 180 (Ringing) response; and
3)
shall forward the SIP 180 (Ringing) response according to 3GPP TS 24.229 [11].

Upon receiving a SIP 183 (Session Progress) response to the above SIP INVITE request, the participating MCVideo function:

NOTE 2:
A SIP 183 (Session Progress) response can be received from a terminating MCVideo client in the case of a group call.

1)
shall generate a SIP 183 (Session Progress) response as specified in subclause 6.3.2.2.4.1;

2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 183 (Session Progress) response;

3)
shall include the P-Answer-State header field if received in the incoming SIP 183 (Session Progress) request; and
4)
shall forward the SIP 183 (Session Progress) response according to 3GPP TS 24.229 [11].

Upon receiving a SIP 200 (OK) response to the SIP INVITE request sent to the MCVideo client, the participating MCVideo function:

When the participating MCVideo function sends the SIP 200 (OK) response the participating MCVideo function:

1)
shall generate a SIP 200 (OK) response as described in the subclause 6.3.2.2.4.2;

2)
shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in subclause 6.3.2.2.2.1;
3)
shall copy the P-Asserted-Identity header field from the incoming SIP 200 (OK) response to the outgoing SIP 200 (OK) response;
4)
shall interact with the media plane as specified in 3GPP TS 24.581 [5]; and

5)
shall forward the SIP 200 (OK) response according to 3GPP TS 24.229 [11].

The participating MCVideo function shall forward any other SIP response that does not contain SDP along the signalling path to the originating network according to 3GPP TS 24.229 [11].

***** Next change *****
6.3.2.2.8.1
On-demand

Upon receiving a SIP BYE request from the controlling MCVideo function, the participating MCVideo function:

1)
shall interact with the media plane as specified in subclause 6.4 in 3GPP TS 24.581 [5] for releasing media plane resource associated with the SIP session with the controlling MCVideo function;
2)
shall generate a SIP BYE request according to 3GPP TS 24.229 [11];

3)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP BYE request to the P-Asserted-Identity header field of the outgoing SIP BYE request; 
4)
if the received SIP BYE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body, shall copy the application/vnd.3gpp.mcvideo-info+xml MIME body into the outgoing SIP BYE request; and

4)
shall send the SIP BYE request to the MCVideo client according to 3GPP TS 24.229 [11].

Upon receiving a SIP 200 (OK) response to the SIP BYE request the participating MCVideo function:

1)
shall send a SIP 200 (OK) response to the SIP BYE request received from the controlling MCVideo function according to 3GPP TS 24.229 [11]; and
2)
shall interact with the media plane as specified in 3GPP TS 24.581 [5] for releasing media plane resources associated with the SIP session with the MCVideo client.

***** Next change *****
6.3.3.2.4
Receiving a SIP BYE request

Upon receiving a SIP BYE request the controlling MCVideo function:

1)
shall interact with the media plane as specified in subclause 6.3 in 3GPP TS 24.581 [5] for releasing the media plane resource associated with the SIP session towards the MCVideo client;
NOTE:
The non-controlling MCVideo function is also regarded as a MCVideo client in a temporary MCVideo group session.
2)
shall generate a SIP 200 (OK) response and send the SIP response towards the MCVideo client according to 3GPP TS 24.229 [11];

3)
shall check the MCVideo session release policy as specified in subclause 6.3.8.1 and subclause 6.3.8.2 whether the MCVideo session needs to be released for each participant of the MCVideo session;

4)
if release of the MCVideo session is required:
a)
shall perform the procedures as specified in the subclause 6.3.3.1.4 with the clarification that if the received SIP BYE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body, copy the application/vnd.3gpp.mcvideo-info+xml MIME body into the outgoing SIP BYE request; and
5)
if a release of the MCVideo session is not required, shall send a SIP NOTIFY request to all remaining MCVideo clients in the MCVideo session with a subscription to the conference event package as specified in subclause 9.2.3.4.2.
Upon receiving a SIP 200 (OK) response to the SIP BYE request the controlling MCVideo function shall interact with the media plane as specified in subclause 6.3 in 3GPP TS 24.581 [5] for releasing media plane resources associated with the SIP session with the MCVideo participant.
***** Next change *****
6.6.2.3.2
MCVideo server

If the <confidentiality-protection> element in the Service Configuration document as specified in 3GPP TS 24.484 [25] is set to "true" or no <confidentiality-protection> element is present in the Service Configuration document, then sending confidentiality protected content from the MCVideo server to the MCVideo client is enabled. If the <allow-signalling-protection> element of the <protection-between-mcvideo-servers> element is set to "true" in the Service Configuration document as specified in 3GPP TS 24.484 [25] or no <allow-signalling-protection> element is present in the Service Configuration document, then sending confidentiality protected content between MCVideo servers is enabled.

When sending confidentiality protected content, the MCVideo server:

1)
shall use the appropriate keying information specified in subclause 6.6.2.2;

2)
shall perform the procedures in subclause 6.6.2.3.3 to confidentiality protect XML elements containing the content described in subclause 4.8, and

3)
shall perform the procedures in subclause 6.6.2.3.4 to confidentiality protect URIs in XML attributes for URIs described in subclause 4.8.
If the <confidentiality-protection> element in the Service Configuration document as specified in 3GPP TS 24.484 [25] is set to "false", then sending confidentiality protected content from the MCVideo server to the MCVideo client is disabled, and then content is included in XML elements and attributes without encryption.

If the <allow-signalling-protection> element of the <protection-between-mcvideo-servers> element in the Service Configuration document as specified in 3GPP TS 24.484 [25] is set to "false", then sending confidentiality protected content between MCVideo servers is disabled, and content is included in XML elements and attributes without encryption.

***** Next change *****
6.6.3.3.2
MCVideo server

If the <integrity-protection> element in the Service Configuration document as specified in 3GPP TS 24.484 [25] is set to "true", or no <integrity-protection> element is present in the Service Configuration document, then sending integrity protected content from the MCVideo server to the MCVideo client is enabled. If the <allow-signalling-protection> element of the <protection-between-mcvideo-servers> element is set to "true" in the Service Configuration document as specified in 3GPP TS 24.484 [25] or no <allow-signalling-protection> element is present in the Service Configuration document, then sending integrity protected content between MCVideo servers is enabled.

When sending integrity protected content, the MCVideo server shall use the appropriate keying information specified in subclause 6.6.3.2 and shall perform the procedures in subclause 6.6.3.3.3 to integrity protect XML MIME bodies.

NOTE:
Each XML MIME body is integrity protected separately.

If the <integrity-protection> element in the Service Configuration document as specified in 3GPP TS 24.484 [25] is set to "false", then sending integrity protected content from the MCVideo server to the MCVideo client is disabled, and all XML MIME bodies are sent without integrity protection.

If the <allow-signalling-protection> element of the <protection-between-mcvideo-servers> element in the Service Configuration document as specified in 3GPP TS 24.484 [25] is set to "false", then sending integrity protected content between MCVideo servers is disabled, and content is included in XML elements without encryption.
***** End change *****
