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Overall description
CT1 thanks SA1 for their reply LS C1-173839/S1-173552 on unified Access Control for 5G NR wherein SA1 has reached agreements on unified access control (UAC) for 5GS.

CT1 would like to seek clarifications from SA1 about stage 1 requirements on UAC in TS 22.261, specifically on the following points: 
1) CT1 has discussed access categories are defined in section 6.22 of TS 22.261. However, some condition of categories, especially for access category “2” and “32-63” are still ambiguous. Thus CT1 would like to ask SA1 the following:

Question 1: Usage of access category “2” is equivalent to “EAB” specified in legacy LTE system of TS 22.011? 

Question 2: How to perform the access control for “operator-defined access categories” to non-roaming UE and roaming UE?

2) CT1 discussed the text in TS 22.261 stating “In unified access control, each access attempt is categorized into one of the access categories”. It seems that only one access category is applied for each access attempt but if an operator defines an IoT service/application as one of access categories 32-63 (let’s say access category “32”), then if the UE is configured for delay tolerant service and subject to access control for access category 2, then two access categories (2 and 32). Also, there are some related text for handling of multiple access categories in TS 22.261 below, which implies there is still open issue about handling of multiple access categories in SA1.
The unified access control supports extensibility to allow inclusion of additional standardized access categories and supports flexibility to allow operators to define operator-defined access categories using their own criterion (e.g. applications, network slicing aspects)

Editor's note:
It is FFS whether changes are needed for the handling of network slices and for the handling of UEs that have multiple access categories.

Thus CT1 would like to ask SA1 the following:

Question 3: Is it correct that each access attempt is categorized into only one of the access categories? Should the handling of UEs that have multiple access categories be considered?

3) CT1 discussed the need for access control for network slicing in TS 22.011 below and would like to ask SA1 the following:

The unified access control supports extensibility to allow inclusion of additional standardized access categories and supports flexibility to allow operators to define operator-defined access categories using their own criterion (e.g. applications, network slicing aspects)

Editor's note:
It is FFS whether changes are needed for the handling of network slices and for the handling of UEs that have multiple access categories.

Question 4: Is it correct that UAC should be applied for network slicing?

4) CT1 also discussed the text in TS 22.011 stating “The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request)” and would like to ask SA1 the following:

Question 5: What does “at the time of initiating a new access attempt (e.g. new session request)” mean? Is it correct that when the UE is in connected state, UAC is only applied for initial PDU session establishment request procedure?

2
Actions
To SA1 group
ACTION: 
CT1 kindly asks SA1 to provide answers to questions above and their feedback.
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