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1. Introduction

At SA1#79, SA1 agreed the stage-1 requirements in TS 22.261 on unified access control (UAC) for 5G system in Release 15 (CR#0040R4 in S1-173548) [3]. In UAC, each access attempt is categorized into one of the access categories. Based on the access control information applicable for the corresponding access category of the access attempt, the UE determines which access attempt should be allowed or blocked.
This paper aims at analyzing the stage 1 requirements and discussing some observations on UAC mechanism in UE side which could meet the SA1 requirements.
2. Discussion

2.1 Stage-1 requirements on Unified Access Control for 5GS
2.1.1 Access category 
Table 6.22.2-1: Access Categories
	Access category number
	Conditions related to UE
	Type of access attempt

	0 (NOTE 1)
	All
	MO signalling resulting from paging

	1 (NOTE 2)
	One or some of Access Classes 11-15 are set. At least one of them is valid in the registered PLMN and justified its priority handling by the registered PLMN with regards to access control.
	All

	2 (NOTE 3)
	UE is configured for delay tolerant service and subject to access control for access category 2, which is judged based on relation of UE’s HPLMN and the registered PLMN.
	All

	3
	All except for the cases of access categories 1-2.
	Emergency

	4
	All except for the cases of access categories 1-2.
	MO signalling

	5
	All except for the cases of access categories 1-2.
	MMTEL voice

	6
	All except for the cases of access categories 1-2.
	MMTEL video

	7
	All except for the cases of access categories 1-2.
	SMS

	8
	All except for the cases of access categories 1-2.
	MO data that do not belong to any other access categories

	9-31
	
	Reserved standardized access categories

	32-63
	All except for the cases of access categories 1-2 and except for roaming-UEs
	Based on operator classification

	NOTE 1:
Access category 0 is not barred.

NOTE 2:
Access Classes 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Classes 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI. If the barring control information contains flag for “unbarred” for at least one of these valid Access Classes, all access attempts from the UE require priority handling and fall into access category 1. Otherwise the UE does not require priority handling with regards to access control and other access categories apply. Access category 1 is not barred.

NOTE 3:
The barring parameter for access category 2 is accompanied with information on whether the access control applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, or other PLMNs.


1) In 6.22 Unified access control of TS 22.261 [1], access categories are defined in the table above. However, some condition of categories, especially for access category “2” and “32-63” are still ambiguous:

(1) Usage of access category “2” is equivalent to “EAB” specified in legacy LTE system of TS 22.011 [2]?

(2) How to perform the access control for “operator-defined access categories” to non-roaming UE and roaming UE?
It is unclear that the usage of two access categories above in the table of TS 22.261. So, it should be clarified for the stage 3 work progress.
2) In addition, based on 6.22 Unified access control of TS 22.261, each access attempt is mapped into one of the access categories as below:

In unified access control, each access attempt is categorized into one of the access categories. Based on the access control information applicable for the corresponding access category of the access attempt, the UE performs a test whether the actual access attempt can be made or not.
It seems that only one access category is applied for each access attempt. 

The unified access control supports extensibility to allow inclusion of additional standardized access categories and supports flexibility to allow operators to define operator-defined access categories using their own criterion (e.g. applications, network slicing aspects)

Editor's note:
It is FFS whether changes are needed for the handling of network slices and for the handling of UEs that have multiple access categories.
However, according to the cyan highlighted above, there is still open issue about handling of multiple access categories in SA1.

Moreover, multiple categories may happen as the following scenario: 

If an operator defines an IoT service/application as one of access categories 32-63 (let’s say access category “32”), then if the UE is configured for delay tolerant service and subject to access control for access category 2, then two access categories (2 and 32).

It is unclear that usage of some access categories and multiple access categories handling so these issues should be further clarified in SA1.

Proposal 1: according to the current stage 1 requirements on UAC, usage of some access categories and multiple access categories handling issues should be further clarified in SA1. So, CT1 should send an LS to SA1 for clarification [6].
2.1.2 Access category vs. RRC establishment cause/call type
According to the table of access categories in TS 22.261 above, the establishment cause/call type is taken into consideration by access categories. It seems only access category information is needed for access control and overload control in the UE and network. However, it should be confirmed by RAN2 [4]
Observation 1: It seems only access category information is needed for access control and overload control in the UE and network. However, it should be confirmed by RAN2 [4].
2.1.3 Access control for network slicing
1) According to the current SA1 requirements, it seems that SA1 might consider access control for network slicing. However, it is not clear whether the access control for network slicing should be considered in the UE and network.
The unified access control supports extensibility to allow inclusion of additional standardized access categories and supports flexibility to allow operators to define operator-defined access categories using their own criterion (e.g. applications, network slicing aspects)

Editor's note:
It is FFS whether changes are needed for the handling of network slices and for the handling of UEs that have multiple access categories.
2) Furthermore, according to the current SA2 agreements in TS 23.501, S-NSSAI is the only information that the UE is aware of. Network Slice instance is not shown to the UE, but only shown to the AMF. However, SA2 also agreed that the relationship between S-NSSAI and NS instance is not one-to-one. Especially one S-NSSAI can be served by the multiple Network Slice instances. This means the UE cannot be aware of the slice “instance” that is serving the UE, with S-NSSAI itself. In terms of access control, the network slice (instance) that the UE attempts to access should be deterministic. Considering the purpose of the access control, barring access attempt to the network which has congestion or overloaded, network slice based access control seems not feasible if the UE cannot specifies the actual instance. Of course, if the network wants to prohibit a specific S-NSSAI regardless of serving NSIs, S-NSSAI can be a valid parameter, but this scenario shall be discussed in SA1 first.
Observation 2: when the multiple Network Slice instances for a single S-NSSAI is considered, S-NSSAI is not suitable parameter for considering access control, while the NSi is not visible to the UE. 

Proposal 2: however the applicability of access control for network slicing should be clarified in SA1 first. So, CT1 should send an LS to SA1 for clarification [6].
2.1.4 Access control in 5GMM_IDLE mode, in 5GMM_CONNECTED mode and in 5GMM_CONNECTED mode with RRC inactive indication
According to the stage 1 requirements below, the unified access control shall be performed in 5GMM_IDLE mode, in 5GMM_CONNECTED mode and in 5GMM_CONNECTED mode with RRC inactive indication.
The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request).

However, especially for 5GMM_CONNECTED mode, it is not clear about the meaning of initiating a new access attempt (e.g. new session request). It seems that the access control would be performed for a PDU session establishment request in 5GMM_CONNECTED mode but it is unclear about other procedures (e.g. PDU session modification request, PDU session release request, etc.). So, it should be further clarified by SA1.
Moreover, the related procedures for each access category can be applied as following table below.
	Access category number
	Conditions related to UE
	Type of access attempt
	Related Procedures in 5GMM_IDLE mode
	Related Procedures in 5GMM_Connected mode
	Related Procedures in 5GMM_CONNECTED mode with RRC inactive indication

	0 (NOTE 1)
	All
	MO signalling resulting from paging
	Service Request procedure
	X
	(NOTE 4)

	1 (NOTE 2)
	One or some of Access Classes 11-15 are set. At least one of them is valid in the registered PLMN and justified its priority handling by the registered PLMN with regards to access control.
	All
	All possible procedures in 5GMM_IDLE mode (e.g. Registration (Update) Request, Deregistration Request, Service Request)
	Possible procedures in 5GMM_Connected mode (e.g. Service Request, PDU Session Establishment Request)
	(NOTE 4)

	2 (NOTE 3)
	UE is configured for delay tolerant service and subject to access control for access category 2, which is judged based on relation of UE’s HPLMN and the registered PLMN.
	All
	All possible procedures in 5GMM_IDLE mode (e.g. Registration (Update) Request, Deregistration Request, Service Request)
	Possible procedures in 5GMM_Connected mode (e.g. Service Request, PDU Session Establishment Request)
	(NOTE 4)

	3
	All except for the cases of access categories 1-2.
	Emergency
	Registration Request for Emergency
	PDU session Establishment Request for Emergency service
	(NOTE 4)

	4
	All except for the cases of access categories 1-2.
	MO signalling
	All possible procedures in 5GMM_IDLE mode (e.g. Registration (Update) Request, Deregistration Request, Service Request)
	Possible procedures in 5GMM_Connected mode (e.g. Service Request, PDU Session Establishment Request)
	(NOTE 4)

	5
	All except for the cases of access categories 1-2.
	MMTEL voice
	MMTEL signalling Request for MMTEL voice
	MMTEL signalling Request for MMTEL voice
	(NOTE 4)

	6
	All except for the cases of access categories 1-2.
	MMTEL video
	MMTEL signalling Request for MMTEL video
	MMTEL signalling Request for MMTEL video
	(NOTE 4)

	7
	All except for the cases of access categories 1-2.
	SMS
	NAS request for SMS and MMTEL signalling Request for SMS over IP
	MMTEL signalling Request for SMS over IP
	(NOTE 4)

	8
	All except for the cases of access categories 1-2.
	MO data that do not belong to any other access categories
	Other requests
	
	(NOTE 4)

	9-31
	
	Reserved standardized access categories
	
	
	

	32-63
	All except for the cases of access categories 1-2 and except for roaming-UEs
	Based on operator classification
	
	
	

	NOTE 4: The UAC handling for 5GMM_CONNECTED mode with RRC inactive indication may be different from the handling for 5GMM_CONNECTED mode since RAN may need to grant the radio resource before the UE entering 5GMM_CONNECTED mode from inactive mode. So, it should be first clarified by RAN2.




Observation 3: the unified access control shall be performed in 5GMM_IDLE mode, in 5GMM_CONNECTED mode and in 5GMM_CONNECTED mode with RRC inactive indication. It seems that the access control would be performed for a PDU session establishment request in 5GMM_CONNECTED mode but it is unclear about other procedures (e.g. PDU session modification request, PDU session release request, etc.). 
Proposal 3: However, it is not clear about new session request, especially for 5GMM_CONNECTED mode. So, it should be further clarified by SA1 and CT1 should send an LS to SA1 for clarification [6].
2.2. Layers for determining access category and for barring check 
The UE shall be able to determine whether or not a particular new access attempt is allowed based on barring parameters that the UE receives from the broadcast barring control information and the configuration in the UE.
According to the stage 1 requirements above, AS layer would receive the barring control information but upper layers would receive the configuration information (e.g. access category mapping information). 
There can be four possible mechanisms for determining access category and for barring check. 
Alt. #1) NAS layer determines access category and AS layer performs the barring check for all procedures.
Alt. #2) NAS layer determines access category and AS layer performs the barring check for the procedures, 
except for MMTEL requests (MMTEL voice, MMTEL video, SMS over IP), while MMTEL layer determines 

access category and AS layer performs the barring check for MMTEL requests.
Alt. #3) AS layer provides the barring control information to NAS layer and NAS layer determines access 

category and perform the barring check for all procedures.
Alt. #4) AS layer provides the barring control information to NAS layer/MMTEL layer and NAS layer NAS 

layer determines access category and perform the barring check for the procedures, except for for MMTEL 

requests (MMTEL voice, MMTEL video, SMS over IP), while MMTEL layer determines access category and 

performs the barring check for MMTEL requests.
CT1 should discuss the possible access control mechanisms above and make a decision on one mechanism for access control.
Observation 4: There can be four possible mechanisms for determining access category and for barring check. 

2.3. Possible UAC mechanisms

There are four possible mechanism for UAC and the principle of each mechanism is briefly shown below.
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< Figure 2.3.1. Four possible mechanisms for UAC >
Proposal 4: CT1 should discuss the possible access control mechanisms above and make a decision on one mechanism for access control.
3. Conclusion

In summary, it proposes CT1 to discuss the following observations and to adopt the proposals below.
Observation 1: It seems only access category information is needed for access control and overload control in the UE and network. However, it should be confirmed by RAN2 [4].
Observation 2: when the multiple Network Slice instances for a single S-NSSAI is considered, S-NSSAI is not suitable parameter for considering access control, while the NSi is not visible to the UE. 

Observation 3: the unified access control shall be performed in 5GMM_IDLE mode, in 5GMM_CONNECTED mode and in 5GMM_CONNECTED mode with RRC inactive indication. It seems that the access control would be performed for a PDU session establishment request in 5GMM_CONNECTED mode but it is unclear about other procedures (e.g. PDU session modification request, PDU session release request, etc.). 
Observation 4: There can be four possible mechanisms for determining access category and for barring check. 

Proposal 1: according to the current stage 1 requirements on UAC, usage of some access categories and multiple access categories handling issues should be further clarified in SA1. So, CT1 should send an LS to SA1 for clarification [6].
Proposal 2: however the applicability of access control for network slicing should be clarified in SA1 first. So, CT1 should send an LS to SA1 for clarification [6].
Proposal 3: However, it is not clear about new session request, especially for 5GMM_CONNECTED mode. So, it should be further clarified by SA1 and CT1 should send an LS to SA1 for clarification [6].
Proposal 4: CT1 should discuss the possible access control mechanisms above and make a decision on one mechanism for access control.
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