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***********  First Change  ***********
[bookmark: _Toc493777330]U.3.2	Procedures at the P-CSCF
Editor's note [WI: 5GS_Ph1-IMSo5G, CR: 5962]: procedures at theP-CSCF is FFS.
[bookmark: _Toc485311651]U.3.2.0	Registration and authentication
Void.
[bookmark: _Toc485311652]U.3.2.1	Determining network to which the originating user is attached
If the P-CSCF is configured to handle emergency requests, in order to determine from which network the request was originated the P-CSCF shall check the  and  fields received:
-	during the registration procedure from the Rx interface as defined in 3GPP°TS°29.214 [13D] (e.g. used for deployments without IMS-level roaming interfaces where the P-CSCF is located in the home network); or
-	from the P-Access-Network-Info header field.
NOTE:	The above check can be against more than one  code stored in the P-CSCF.
[bookmark: _Toc485311653]U.3.2.2	Location information handling
Void.
[bookmark: _Toc485311654]U.3.2.3	Prohibited usage of PDU session for emergency services
If the P-CSCF detects that a UE uses a PDU session for emergency services for a non-emergency REGISTER request, the P-CSCF shall reject that request by a 403 (Forbidden) response.
NOTE:	By assigning specific IP address ranges for a PDU session for emergency bearer services and configuring those ranges in P-CSCF, the P-CSCF can detect based on the registered Contact address if UE uses an emergency PDU session for initial registration.
[bookmark: _Toc485311655]U.3.2.4	Support for paging policy differentiation
The P-CSCF may support paging policy differentiation by marking packet(s) to be sent towards the UE related to that IMS capability. A specific  (IPv4) value and/or a specific Traffic Class (IPv6) value are assigned by local configuration in the P-CSCF.
If local policy requires to provide such marking, the P-CSCF shall identify terminating requests which:
a)	contain SDP with an "audio" media line and which are related to a IMS multimedia telephony service session specified in TS 24.173 [8H]; or
b)	do not contain an SDP offer but some ication, e.g. a feature capability icator, icates that an "audio" media line that would meet network policy for such differentiation, could form part of the subsequent SDP offer.
NOTE 1:	Precise details of such indications, if any, are subject to operator policy. Alternatively the operator policy can be to not preferentially page requests without an SDP offer.
For such identified requests:
a)	where an unreliable transport mechanism is used as the transport protocol for SIP, the P-CSCF shall mark packets containing an INVITE request; and
b)	if a reliable transport mechanism is used as the transport protocol for SIP:
1)	if a new reliable transport connection needs to be established, the P-CSCF shall turn on the marking of packets within the reliable transport connection in advance of sending an INVITE request; and
2)	if there is an existing reliable transport connection, the P-CSCF may turn on the marking of packets within the reliable transport connection in advance of sending an INVITE request.
	In both these cases for a reliable transport connection, the P-CSCF shall turn off the marking of packets within the reliable transport connection at an appropriate time.
[bookmark: _Toc485311656]U.3.2.5	Void
[bookmark: _Toc485311657]U.3.2.6	Resource sharing
Editor's note:	The requirements related to Resource sharing are FFS.
[bookmark: _Toc485311665]U.3.2.7	Priority sharing
Editor's note:	The requirements related to Priority sharing are FFS.


