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4.1
MCData overview


The MCData service supports communication between a pair of users (i.e. one-to-one communication) and several users (i.e. group communication), where each user has the ability to:

-
share data using Short Data Service (SDS); and

-
share files using File Distribution (FD) service
SDS is provided in both, on-network and off-network while FD is provided only in on-network in this release of the present document.

The present document provides the signalling control protocol enhancements to support the MCData architectural procedures specified in 3GPP TS 23.282 [2]. 

For on-network communications, the present document makes use of the existing IMS procedures specified in 3GPP TS 24.229 [5].

 The on-network procedures in this document allow an MCData user to:

-
send a standalone SDS using signalling control plane;

-
send a standalone SDS using media plane;

-
initiate a SDS session;

-
send a file using HTTP;

-
send a file using media plane;

For off-network, the present document utilises the procedures for ProSe direct discovery for public safety and the procedures for one-to-one ProSe direct communication for Public Safety, as specified in 3GPP TS 24.334 [25], and allows an MCData user to:

-
send a standalone SDS using signalling control plane.

The MCData procedures provided by the present document refer to:

-
the media plane procedures defined in 3GPP TS 24.582 [15];

-
the group management procedures defined in 3GPP TS 24.481 [11];

-
the identity management procedures defined in 3GPP TS 24.482 [24]; and

-
the security procedures defined in 3GPP TS 33.180 [26].
The MCData procedures provided by the present document access the configuration parameters provided by 3GPP TS 24.483 [42] and 3GPP TS 24.484 [12].
The following procedures are provided within this document:

-
common procedures are specified in clause 6;

-
procedures for registration in the IM CN subsystem and service authorisation are specified in clause 7;
-
procedures for affiliation are specified in clause 8;
-
procedures for on-network and off-network SDS are specified in clause 9;
-
procedures for on-network FD are specified in clause 10;
-
procedures for transmission and reception control are specified in clause 11;
-
procedures for dispositions and notifications are specified in clause 12; and
-
procedures for communication release are specified in clause 13.
The MCData UE primarily obtains access to the MCData service via E-UTRAN, using the procedures defined in 3GPP TS 24.301 [xx].
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4.2.1
Public Service identities

In order to support MCData, the following URI and address assignments are assumed:
1)
the participating MCData function is configured to be reachable using:
a)
the public service identity of the participating MCData function serving the MCData user.

4.2.2
MCData session identity

The MCData session identity is a SIP URI, which identifies the MCData session between:

-
the MCData client and the participating MCData function; and

-
the participating MCData function and the controlling MCData function.

The MCData session identity shall be a GRUU as defined in IETF RFC 5627 [yy] assigned by the MCData server as per 3GPP TS 24.229 [5].
The MCData session identity identifies the MCData session in such a way that e.g.:

-
the IM CN subsystem is able to route an initial SIP request to the controlling MCData function.

The controlling MCData function allocates a unique MCData session identity hosted at the controlling MCData function for the MCData session at the time of session establishment.
When protection of sensitive application data is required by the MCData operator, the MCData session identity cannot contain identity information that is classed as sensitive such as the MCData ID or the MCData Group ID, as specified in subclause 4.6.
The controlling MCData function sends the MCData session identity towards the MCData client during MCData session establishment by including it in the Contact header field of the final SIP response to a session initiation request.
The participating MCData function allocates a unique MCData session identity hosted at the participating MCData function for the MCData session when it receives a MCData session identity in the Contact header field of a SIP request or a SIP response from the controlling MCData function and includes it in the Contact header field of the SIP request or SIP response sent towards the MCData client. The participating MCData function maintains a mapping of the MCData session identities it sends to the MCData client to the corresponding MCData session identities received from the controlling MCData function.
The MCData client can cache the MCData session identity until a time when it is no longer needed.

4.2.3
MCData client ID
MCData client ID is described in subclause 4.8 of the present document.
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4.3
Pre-established sessions
Pre-established sessions are not supported by the current release of this specification.
4.4
Emergency Alerts
Emergency Alerts are not supported by the current release of this specification. 
4.5
MCData Protocol
Subclauses 15 describes the TLV based message formats used in MCData communications. Each message consist of a series of information elements. Annex I of 3GPP TS 24.379 [10] describesthe standard format of a the messages and the encoding rules for each type of information element.
