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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
MCPTT network: A network infrastructure that supports the MCPTT service.
Offline Configuration: Configuration of the MCPTT UE without connectivity with any MCPTT network. Configuration of the MCPTT UE is achieved using some external device (e.g. a laptop) with some kind of IP connectivity with the MCPTT UE (e.g. over USB, WLAN, Bluetooth, etc). 
Off-network operation: An MCPTT UE operating without connectivity to an MCPTT network (not even via a relay).
Online Configuration: Configuration of the MCPTT UE using the MCPTT network. Configuration of the MCPTT UE is achieved using the network connectivity with the MCPTT UE (e.g. over LTE).
On-network operation: An MCPTT UE operating with connectivity to an MCPTT network including when network connectivity is achieved via a relay.
For the purposes of the present document, the following terms and definitions given in OMA OMA-TS-XDM_Core-V2_1 [2] apply:

XDMC
XDMS
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [3] apply:

MCPTT administrator
MCPTT UE
MCPTT User Profile
MCPTT service
Mission Critical Push To Talk
***** Next change *****
4.2.2
Online configuration

The format of the MPCTT UE initial configuration MO downloaded to the MCPTT UE during online configuration is defined in 3GPP TS 24.383 [4].

The format of the MPCTT UE configuration document downloaded to the MCPTT UE during online configuration is defined in subclause 7.3.

The format of the MPCTT user profile configuration document downloaded to the MCPTT UE during online configuration is defined in subclause 7.4.

The format of the MPCTT group document downloaded to the MCPTT UE during online configuration is defined in 3GPP TS 24.381 [5].

Figure 4.2.2-1 shows the MCPTT UE online configuration time sequence. 
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Figure 4.2.2-1 MCPTT UE online configuration time sequence

If the MCPTT UE initial configuration MO has changed from the version stored in the MCPTT UE, the updated MCPTT UE initial configuration MO is downloaded to the MCPTT UE. 

If the MCPTT UE initial configuration MO contains a <default-user-profile> element and the identified default MCPTT user profile configuration MO has changed from the version stored in the MCPTT UE, the updated default MCPTT user profile configuration MO is downloaded to the MCPTT UE.

NOTE 1: 
The default MCPTT user profile configuration MO defines the default MCPTT ID and the profile of services available to the user (e.g. emergency MCPTT services) prior to user authentication.

The MCPTT UE contacts the identity management server using the HTTPS URI stored in the MCPTT UE initial configuration MO and performs MCPTT User authentication as specified in 3GPP TS 24.382 [6].

The MCPTT UE, using the MCPTT ID obtained during MCPTT user authentication, subscribes to the MCPTT UE configuration document, the MCPTT user profile configuration document and the MCPTT service configuration document using the procedure specified in subclause 6.1.2.1.2 of OMA OMA-TS-XDM_Core-V2_1 [2] "XDMC" (i.e., the CMS acts as a Subscription Proxy) and subscribes to the MCPTT group document using the procedure specified in 3GPP TS 24.381 [5]. If these documents have been updated since the current version stored in the MCPTT UE, then the MCPTT UE will receive a SIP NOTIFY request with an XCAP Diff document (see IETF RFC 5875 [11]), in which case the CMC updates its local document copies in accordance with OMA OMA-TS-XDM_Core-V2_1 [2]. Retrieval by the MCPTT UE using the notified HTTPS URI of the MCPTT group document is performed as specified in 3GPP TS 24.381 [5].

NOTE 2:
The MCPTT UE can be notified of changes to the configuration documents at any time while using the MCPTT service. 
***** Next change *****
5
Functional entities

5.1
Configuration management client (CMC)

To be compliant with the procedures in the present document the CMC shall:

-
shall support the role of XCAP client as specified in IETF RFC 4825 [14];

-
support the role of XDMC as specified in OMA OMA-TS-XDM_Core-V2_1 [2]; 

-
support the procedures in subclause 6.3.1.1;

-
support the procedures in subclause 6.3.2.2; 
-
support the procedures in subclause 6.3.3.2.2;

-
support the procedures in subclause 6.3.8.2.2;

-
support the procedures in subclause 6.3.11.2.2; and

-
support the procedures in subclause 6.3.13.2.

The CMC may: 
-
support the procedures in subclause 6.2.2;
-
support the procedures in subclause 6.3.4.2;
-
support the procedures in subclause 6.3.5.2;
-
support the procedures in subclause 6.3.6.2.2;
-
support the procedures in subclause 6.3.7.2.2;
-
support the procedures in subclause 6.3.9.2.2;

-
support the procedures in subclause 6.3.10.2.2; and

-
support the procedures in subclause 6.3.12.2.2.
5.2
Configuration management server (CMS)

To be compliant with the procedures in the present document the CMS shall:

-
shall support the role of XCAP server as specified in IETF RFC 4825 [14];

-
support the role of XDMS as specified in OMA OMA-TS-XDM_Core-V2_1 [2]; 

-
support the procedures in subclause 6.2.4; 

-
support the procedures in subclause 6.3.1.2;

-
support the procedures in subclause 6.3.2.3;

-
support the procedures in subclause 6.3.3.3;

-
support the procedures in subclause 6.3.4.3; 
-
support the procedures in subclause 6.3.5.3;

-
support the procedures in subclause 6.3.6.3;

-
support the procedures in subclause 6.3.7.3;

-
support the procedures in subclause 6.3.8.3;

-
support the procedures in subclause 6.3.9.3;

-
support the procedures in subclause 6.3.10.3;

-
support the procedures in subclause 6.3.11.3;

-
support the procedures in subclause 6.3.12.3; and

-
support the procedures in subclause 6.3.13.3.
5.3
MCPTT server

To be compliant with the procedures in the present document, the MCPTT server:

-
shall support the role of XCAP client as specified in IETF RFC 4825 [14];

-
shall support the role of XDMC as specified in OMA OMA-TS-XDM_Core-V2_1 [2];

-
shall support the procedure in subclause 6.2.3;

-
shall support the procedure in subclause 6.3.3.2.3;

-
shall support the procedure in subclause 6.3.8.2.3;

-
shall support the procedure in subclause 6.3.11.2.3;

-
shall support the procedure in subclause 6.3.12.2.3; and

-
shall support the procedure in subclause 6.3.13.2.3.
***** Next change *****
6.3.1.1
Client procedures

A CMC shall support subclause 6.1.1 "Document Management" and subclause 6.1.2 "Subscribing to Changes in XDM Resources" of OMA OMA-TS-XDM_Core-V2_1 [2].
6.3.1.2
Configuration management server procedures

A CMS shall support subclause 6.2.1 "Document Management", subclause 6.2.2 "Subscriptions to Changes in XDM Resources", subclause 6.2.4 "Access Permissions", and subclause 6.6 "Procedures of the Subscription Proxy" applicable for SIP subscription method of OMA OMA-TS-XDM_Core-V2_1 [2]. 

***** Next change *****
6.3.2.2
Configuration management client (CMC) procedures

In order to create a configuration management document, a CMC shall create an XML document of one of the appropriate application usages specified in subclause 7.2.1, subclause 7.3.1, subclause 7.4.1 or subclause 7.5.1, and shall send the XML document to the network according to procedures specified in IETF RFC 4825 [14] "Create or Replace a Document". The CMC shall set the Request-URI of the HTTP PUT request to the "CMSXCAPRootURI" configured as per 3GPP TS 24.383 [4] and include the "auid" as per the appropriate application usage in clause 7.
6.3.2.3
Configuration management server (CMS) procedures
A CMS shall support receiving XML documents of the application usages specified in subclause 7.2.1, subclause 7.3.1, subclause 7.4.1 and subclause 7.5.1according to procedures specified in IETF RFC 4825 [14] "PUT Handling" where the Request-URI of the HTTP PUT request identifies an XML document and include the "auid" as per  the appropriate application usage in clause 7.
***** Next change *****
6.3.3.2.1
General client (GC) procedures

In order to retrieve a configuration management document, a GC shall send an HTTP GET request with the Request URI that references the document to be updated to the network according to procedures specified in IETF RFC 4825 [14] "Retrieve a Document".

***** Next change *****
6.3.3.3
Configuration management server procedures
A CMS shall support handling an HTTP GET request from a CMC and an MCPTT Server according to procedures specified in IETF RFC 4825 [14]"GET Handling" where the Request-URI of the HTTP GET request identifies an XML document and include the "auid" as per with the "auid" parameter set to the appropriate application usage in clause 7.
***** Next change *****
6.3.4.2
Configuration management client procedures

In order to update a configuration management document, a CMC shall create an XML document of one of the appropriate application usages specified in subclause 7.2.1, subclause 7.3.1, subclause 7.4.1, or subclause 7.5.1, and shall send the XML document to the network according to procedures specified in IETF RFC 4825 [14] "Create or Replace a Document". The CMC shall set the Request-URI of the HTTP PUT request to the "CMSXCAPRootURI" configured as per 3GPP TS 24.383 [4] and include the "auid" as per the appropriate application usage in clause 7.
6.3.4.3
Configuration management server procedures
A CMS shall support receiving an XML document of the application usages specified in subclause 7.2.1, subclause 7.3.1, subclause 7.4.1, and subclause 7.5.1 according to the procedures specified in IETF RFC 4825 [14] "PUT Handling" where the Request-URI of the HTTP PUT request identifies an XML document and include the "auid" as per to the appropriate application usage in clause 7.
***** Next change *****
6.3.5.2
Configuration management Client (CMC) procedures

In order to delete a configuration management document, a CMC shall send an HTTP DELETE request with the Request-URI of the HTTP DELETE request set to the "CMSXCAPRootURI" configured as per 3GPP TS 24.383 [4] along with the "auid" as per the appropriate application usage in clause 7 forthe XML document to be deleted to the network according to procedures specified in IETF RFC 4825 [14] "Delete a Document".

6.3.5.3
Configuration management server (CMS) procedures
A CMS shall support handling an HTTP DELETE request from a CMC according to procedures specified in IETF RFC 4825 [14] "DELETE Handling" where the Request-URI of the HTTP DELETE request identifies an XML document using the "auid" as per  the appropriate application usage in clause 7.

***** Next change *****
6.3.6.2.1
General client procedures

In order to create or replace an element of a configuration management document, a GC shall send an HTTP PUT request with the Request URI that references the element of the document to be created or replaced to the network according to procedures specified in IETF RFC 4825 [14] "Create or Replace an Element".

***** Next change *****
6.3.6.3
Configuration management server procedures

A CMS shall support handling an HTTP PUT request from a CMC according to procedures specified in IETF RFC 4825 [14] "PUT Handling" where the Request-URI of the HTTP PUT request identifies an element of XML document using the "auid" as per the appropriate application usage in clause 7.

***** Next change *****
6.3.7.2.1
General client procedures

In order to delete an element of a configuration management document, a GC shall send an HTTP DELETE request with the Request URI that references the element of the document to be deleted to the network according to procedures specified in IETF RFC 4825 [14] "Delete an Element".

***** Next change *****
6.3.7.3
Configuration management server procedures

A CMS shall support handling an HTTP DELETE request from a CMC according to procedures specified in IETF RFC 4825 [14] "DELETE Handling" where the Request-URI of the HTTP DELETE request identifies an element of XML document along with the "auid" as per  the appropriate application usage in clause 7.

***** Next change *****
6.3.8.2.1
General client procedures

In order to fetch an element of a configuration management document, a GC shall send an HTTP GET request with the Request URI that references the element of the document to be fetched to the network according to procedures specified in IETF RFC 4825 [14] "Fetch an Element".

***** Next change *****
6.3.8.3
Configuration management server procedures

A CMS shall support handling an HTTP GET request from CMC according to procedures specified in IETF RFC 4825 [14]"GET Handling" where the Request-URI of the HTTP GET request identifies an element of XML document with the "auid" as per  the appropriate application usage in clause 7.

***** Next change *****
6.3.9.2.1
General client procedures

In order to create or replace an attribute of a configuration management document, a GC shall send an HTTP PUT request with the Request URI that references the element of the document to be created or replaced to the network according to procedures specified in IETF RFC 4825 [14] "Create or Replace an Attribute".

***** Next change *****
6.3.9.3
Configuration management server procedures

A CMS shall support handling an HTTP PUT request from a CMC according to procedures specified in IETF RFC 4825 [14] "PUT Handling" where the Request-URI of the HTTP PUT request identifies an attribute of XML document with the "auid" per  the appropriate application usage in clause 7.

***** Next change *****
6.3.10.2.1
General client procedures

In order to delete an attribute of a configuration management document, a GC shall send an HTTP DELETE request with the Request URI that references the attribute of the document to be deleted to the network according to procedures specified in IETF RFC 4825 [14] "Delete an Attribute".

***** Next change *****
6.3.10.3
Configuration management server procedures

A CMS shall support handling an HTTP DELETE request from CMC according to procedures specified in IETF RFC 4825 [14] "DELETE Handling" where the Request-URI of the HTTP DELETE request identifies an attribute of XML document along with the "auid" perthe appropriate application usage in clause 7.

***** Next change *****
6.3.11.2.1
General client procedures

In order to fetch an attribute of a configuration management document, a GC shall send an HTTP GET request with the Request URI that references the attribute of the document to be fetched to the network according to procedures specified in IETF RFC 4825 [14] "Fetch an Attribute".

***** Next change *****
6.3.11.3
Configuration management server procedures

A CMS shall support handling an HTTP GET request from a CMC according to procedures specified in IETF RFC 4825 [14] "GET Handling" where the Request-URI of the HTTP GET request identifies an attribute of XML document with the "auid" per  the appropriate application usagein clause 7.

***** Next change *****
6.3.12.2.1
General client procedures

In order to fetch a namespace binding of a configuration management document, a GC shall send an HTTP GET request according to procedures specified in IETF RFC 4825 [14] "Fetch Namespace Bindings".

***** Next change *****
6.3.12.3
Configuration management server procedures

A CMS shall support handling an HTTP GET request from a CMC according to procedures specified in IETF RFC 4825 [14] "GET Handling" where the Request-URI of the HTTP GET request identifies a namespace binding of XML document of the appropriate application usage.

***** Next change *****
6.3.13.2.1
General client (GC) procedures

In order to subscribe to a Configuration document, a GC shall send a SIP SUBSCRIBE request to the network according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "Subscribing to Changes in the XDM Resources". In the SUBSCRIBE request, the GC:

a)
if direct subscription is used, shall set the Request URI to a SIP URI containing:

-
the "XCAP-URI"; and

-
an "auid" parameter set to the application unique ID for the configuration management document being subscribed to as defined in clause 7; and

b)
if subscription to multiple documents simultaneously using the subscription proxy function is used, shall set the Request URI to the URI from the "CMS" element in the MCPTT UE initial configuration management object as defined in subclause 8.2.43 of 3GPP TS 24.383 [4].

NOTE:
The body of the SIP SUBSCRIBE request contains a list of XCAP URIs as in a) above that the GC subscribes to as described in OMA OMA-TS-XDM_Core-V2_1 [2].

c)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcptt-access-token> element set to the value of the access token received during MCPTT user authentication procedure as described in 3GPP TS 24.382 [6];

***** Next change *****
6.3.13.3
Configuration management server procedures

A CMS shall support handling a SIP SUBSCRIBE request from CMC and MCPTT Server according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "Subscriptions to Changes in XDM Resources".

A CMS shall support handling a SIP SUBSCRIBE request conataining subscription to multiple documents simultaneously from CMC and MCPTT Server according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "Procedures at the Subscription Proxy".

The CMS when receiving a SIP SUBSCRIBE request from a CMC shall authorise and identify the MCPTT user from the access token contained in the <mcptt-access-token> element in the application/vnd.3gpp.mcptt-info+xml MIME body as described in 3GPP TS 24.382 [6].

The CMS when receiving a SIP SUBSCRIBE request from a MCPTT server shall authorise the MCPTT server from the public service identity contained in the SIP SUBSCRIBE request.
***** Next change *****
7.2.1
General
The MCPTT UE initial configuration document is specified in this subclause. The MCPTT UE initial configuration document content is based on requirements of Annex B.6 of 3GPP TS 23.179 [8], and structure and procedures of OMA OMA-TS-XDM_Core-V2_1-20120403-A [2]. The usage of an MCPTT UE initial configuration in the MCPTT service is described in 3GPP TS 24.379 [9] and 3GPP TS 24.380 [10]. The schema definition is provided in subclause 7.2.2.3.
A MCPTT UE initial configuration document may apply to all MCPTT UEs of a mission critical organization or apply to specific MCPTT UEs identified by the optional <mcptt-UE-id> element. If there is no <mcptt-UE-id> element then by default the MCPTT UE initial configuration document applies to all MCPTT UEs of the mission critical organization. If the MCPTT UE is to be configured with a specific MCPTT UE initial configuration document that document is identified by comparing the instance ID of the MCPTT UE with the criteria in the <mcptt-UE-id> element.
The MCPTT UE initial configuration document acts as a template for the device management server coresident in the CMS to generate the MCPTT UE initial configuration managed object. The MCPTT UE initial configuration document that acts as a template is referred to as a "master MCPTT UE configuration document.
The master MCPTT UE initial configuration document name is assigned by an MCPTT service administrator when the document is created and is stored in the user directory of that MCPTT system administrator. The master MCPTT UE initial configuration document does not directly apply to a specific MCPTT UE, but instead acts as template that the CMS uses to generate MCPTT UE initial configuration managed objects of MCPTT UEs identified by elements of the <MCPTT-UE-id> element. For MCPTT UE initial configuration documents that correspond to a specific MCPTT UE, the name of the MCPTT UE initial configuration document is created from a value defined by the corresponding element that identifies the MCPTT UE within the <MCPTT-UE-id> element. For a master MCPTT UE initial configuration documents that does not contain a <MCPTT-UE-id> element, the name of the MCPTT UE initial configuration document is "DEFAULT-MCPTT-UE.xml".
***** Next change *****
7.2.2.11
Authorization Policies

The authorization policies for manipulating an MCPTT UE initial configuration document shall conform to those described in OMA OMA-TS-XDM_Core-V2_1-20120403-A [2] subclause 5.1.5 "Authorization".

7.2.2.12
Subscription to Changes

The MCPTT UE initial configuration document application usage shall support subscription to changes as specified in OMA OMA-TS-XDM_Core-V2_1-20120403-A [2] subclause 6.2.2 "Subscriptions to changes in the XDM Resources".
MCPTT UE initial configuration documents are kept as XDM collections. Therefore, it is possible to subscribe to all MCPTT UE initial configuration documents of a MCPTT user according to XCAP URI construction convention of a trailing '/', as specified in OMA  OMA-TS-XDM_Core-V2_1-20120403-A [2] and IETF RFC 5875 [11].

7.3
MCPTT UE configuration document

7.3.1
General
The MCPTT UE configuration document is specified in this subclause. The MCPTT UE configuration document content is based on requirements of Annex B.2 of 3GPP TS 23.179 [8], in accordance with OMA OMA-TS-XDM_Core-V2_1-20120403-A [2]. The usage of an MCPTT UE configuration document in the MCPTT service is described in 3GPP TS 24.379 [9] and 3GPP TS 24.380 [10]. The schema definition is provided in subclause 7.3.2.3. An MCPTT UE configuration document may apply to all MCPTT UEs of a mission critical organization or apply to specific MCPTT UEs identified in the <mcptt-UE-id> element. If there is no <mcptt-UE-id> element in the MCPTT UE configuration document, then by default the MCPTT UE configuration document applies to all MCPTT UEs of the mission critical organization that are not specifically identified in the <mcptt-UE-id> element of another MCPTT UE initial configuration document of the mission critical organization. Each MCPTT UE of a mission critical organization is configured with an MCPTT UE configuration document that is identified by the instance ID of the MCPTT UE.
MCPTT UE configuration documents of a MCPTT user are contained as "XDM collections" in the user's directory of the "Users Tree", in accordance with OMA OMA-TS-XDM_Core-V2_1-20120403-A [2]. A MCPTT UE configuration document corresponding to a specific MCPTT UE the MCPTT user has used to authenticate and is authorised to use the MCPTT service with is placed in the user directory of the MCPTT user.

The MCPTT UE configuration document acts as a template for the CMS to generate UE configuration documents that are downloaded to specific MCPTT UEs. The MCPTT UE configuration document that acts as a template is referred to as a "master MCPTT UE configuration document". The master MCPTT UE configuration document name is assigned by an MCPTT system administrator when the document is created and is stored in the users tree of that MCPTT system administrator. The master MCPTT UE configuration document does not directly apply to a specific MCPTT UE, but instead acts as template that the CMS uses to populate the MCPTT UE configuration documents of MCPTT UEs identified by elements of the <MCPTT-UE-id> element. For MCPTT UE configuration documents that correspond to a specific MCPTT UE, the name of the MCPTT UE configuration document is created from a value defined by the corresponding element that identifies the MCPTT UE within the <MCPTT-UE-id> element. For a master MCPTT UE configuration documents that does not contain a <MCPTT-UE-id> element, the name of the MCPTT UE configuration document stored in the user directory is "DEFAULT-MCPTT-UE.xml".
***** Next change *****
7.3.2.11
Authorization Policies 

The authorization policies for manipulating an MCPTT UE configuration document shall conform to those described in OMA OMA-TS-XDM_Core-V2_1-20120403-A [2] subclause 5.1.5 "Authorization".

7.3.2.12
Subscription to Changes

The MCPTT UE configuration document application usage shall support subscription to changes as specified in OMA OMA-TS-XDM_Core-V2_1-20120403-A [2] subclause 6.2.2 "Subscriptions to changes in the XDM Resources".
MCPTT UE configuration documents are kept as XDM collections. Therefore, it is possible to subscribe to all MCPTT UE configuration documents of a MCPTT user according to XCAP URI construction convention of a trailing '/', as specified in OMA OMA-TS-XDM_Core-V2_1-20120403-A [2] and IETF RFC 5875 [11].
7.4
MCPTT user profile configuration document

7.4.1
General
The MCPTT user profile configuration document is specified in this subclause. The MCPTT user profile configuration document content is based on requirements of Annex B.3 of 3GPP TS 23.179 [8], and structure and procedures of OMA OMA-TS-XDM_Core-V2_1-20120403-A [2]. The usage of an MCPTT user profile in the MCPTT service is described in 3GPP TS 24.379 [9]. The schema definition is provided in subclause 7.4.2.
MCPTT user profile documents are "XDM collections" in the user's directory in the "Users Tree", in accordance with OMA OMA-TS-XDM_Core-V2_1-20120403-A [2].

The name of the MCPTT user profile document matches the value of the <ProfileName> element in the MCPTT user profile document.

***** Next change *****
7.4.2.11
Access Permissions Policies

The authorization and access policies for a user profile configuration document shall conform to those described in OMA OMA-TS-XDM_Core-V2_1-20120403-A [2] subclause 5.1.5 "Authorization"and subclause 5.6.7 "Access Permissions Document" with the following exceptions:

1)
The Principal (i.e., the user) of the user profile configuration document shall have permission to create, modify, or delete <alias-entry> child elements of the <UserAlias> elements, if the rule of the Access Permissions document associated with the user profile configuration document contains the action element <allow-any-operation-own-data>, as specified in OMA OMA-TS-XDM_Core-V2_1-20120403-A [2] subclause 5.6.7 "Access Permissions Document".

7.4.2.12
Subscription to Changes

The User Access Policy Application Usage shall support subscription to changes as specified in OMA OMA-TS-XDM_Core-V2_1-20120403-A [2] subclause 6.2.2 "Subscriptions to changes in the XDM Resources".
MCPTT user profile configuration documents are kept as XDM collections. Therefore, it is possible to subscribe to all MCPTT user profile configuration documents of a MCPTT user according to XCAP URI construction convention of a trailing '/', as specified in OMA OMA-TS-XDM_Core-V2_1-20120403-A [2] and IETF RFC 5875 [11].

7.5
MCPTT service configuration document
7.5.1
General
The MCPTT service configuration document is specified in this subclause. The MCPTT service configuration document content is based on requirements of Annex B.5 of 3GPP TS 23.179 [8], and structure and procedures of OMA OMA-TS-XDM_Core-V2_1-20120403-A [2]. The usage of an MCPTT service configuration in the MCPTT service is described in 3GPP TS 24.379 [9] and 3GPP TS 24.380 [10]. The schema definition is provided in subclause 7.5.2.3. Each mission critical organization is configured with an MCPTT service configuration document.
***** Next change *****
7.5.2.11
Authorization Policies 
The authorization policies for manipulating a service configuration document shall conform to those described in OMA OMA-TS-XDM_Core-V2_1-20120403-A [2] subclause 5.1.5 "Authorization".

7.5.2.12
Subscription to Changes

The service configuration document application usage shall support subscription to changes as specified in OMA OMA-TS-XDM_Core-V2_1-20120403-A [2] subclause 6.2.2 "Subscriptions to changes in the XDM Resources".
*****End of changes *****
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