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	Reason for change:
	According to TS 29.571, “Whether the Dnn data type contains just the DNN Network Identifier, or the Network Identifier plus the Operator Identifier, shall be documented in each API where this data type is used.”

This API documents that both options are allowed but does not specify when the PCF may receive the full DNN or the Network Identifier only. However, in order to allow a proper matching in the PCF of the received DNN with the DNN supplied by other interfaces (e.g. N7 for session binding) or configured for local policies, it is needed to know whether the DNN is represented by the full DNN or the Network Identifier only.

While most of the deployments don’t need to use the operator identifier, complex deployments may need to do it. This implies that from a protocol perspective, both encodings should be allowed. However, from a service procedure point of view, and to allow a correct DNN matching of the concerned resources, it is needed to ensure that the proper enconding is in place, when needed (e.g., use always the full DNN, or use the full DNN only when there may be multiple operator identifiers for the same DNN). It is also important to avoid that some of the NF service consumers use the full DNN while other NF service consumers use just the DNN Network Identifier. 

TS 29.214 is specifying that the Operator Identifier is sent based on configuration:
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[bookmark: _Toc28012457][bookmark: _Toc36038415][bookmark: _Toc45133685][bookmark: _Toc51762439][bookmark: _Toc59017011][bookmark: _Toc113009094]5.6.2.3	Type AppSessionContextReqData
Table 5.6.2.3-1: Definition of type AppSessionContextReqData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	afAppId
	AfAppId
	O
	0..1
	AF application identifier.
	

	afChargId
	ApplicationChargingId
	O
	0..1
	AF charging identifier. This information may be used for charging correlation with QoS flow.
	IMS_SBI

	afReqData
	AfRequestedData
	O
	0..1
	Represents the NF service consumer requested data to be exposed.
	IMS_SBI

	afRoutReq
	AfRoutingRequirement
	C
	0..1
	Indicates the AF traffic routing requirements. It shall be included if Influence on Traffic Routing feature is supported.
	InfluenceOnTrafficRouting

	aspId
	AspId
	C
	0..1
	Application service provider identity. It shall be included if "SponsoredConnectivity" feature is supported.
	SponsoredConnectivity

	bdtRefId
	BdtReferenceId
	O
	0..1
	Reference to a transfer policy negotiated for background data traffic.
	

	dnn
	Dnn
	C
	0..1
	Data Network Name, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only. It shall be present when the "afRoutReq" attribute is present.
(NOTE 2)
	

	evSubsc
	EventsSubscReqData
	O
	0..1
	Identifies the events the application subscribes to at creation of an Individual Application Session Context resource.
	

	ipDomain
	string
	O
	0..1
	Indicates the IPv4 address domain information that assists session binding.
	

	mcpttId
	string
	O
	0..1
	Indicates that the created Individual Application Session Context resource relates to an MCPTT session prioritized call.
It includes either one of the namespace values used for MCPTT (see IETF RFC 8101 [42]) and it may include the name of the MCPTT service provider.
	MCPTT

	mcVideoId
	string
	O
	0..1
	Indicates that the created Individual Application Session Context resource relates to an MCVideo session prioritized call.
It includes either one of the namespace values used for MCPTT (see IETF RFC 8101 [42]) and it may include the name of the MCVideo service provider.
	MCVideo

	medComponents
	map(MediaComponent)
	O
	1..N
	Media Component information. The key of the map is the attribute "medCompN".
	

	mpsAction
	MpsAction
	O
	0..1
	Indicates a request to invoke an MPS action.
	MPSforDTS

	mpsId
	string
	O
	0..1
	Indicates that the created Individual Application Session Context resource relates to an MPS service. It contains the national variant for MPS service name.
	

	mcsId
	string
	O
	0..1
	Indicates that the created Individual Application Session Context resource relates to an MCS service. It contains the national variant for MCS service name.
	

	preemptControlInfo
	PreemptionControlInformation
	O
	0..1
	Pre-emption control information.
	MCPTT-Preemption

	resPrio
	ReservPriority
	O
	0..1
	Indicates the reservation priority.
	

	servInfStatus 
	ServiceInfoStatus
	O
	0..1
	Indicates whether the service information is preliminary or final.
When the attribute is not provided the default value is "FINAL".
	IMS_SBI

	notifUri
	Uri
	M
	1
	Notification URI for Application Session Context termination requests.
	

	servUrn
	ServiceUrn
	O
	0..1
	Service URN.
	IMS_SBI

	sliceInfo
	Snssai
	O
	0..1
	Identifies the S-NSSAI.
	

	sponId
	SponId
	C
	0..1
	Sponsor identity. It shall be included if "SponsoredConnectivity" feature is supported.
	SponsoredConnectivity

	sponStatus
	SponsoringStatus
	O
	0..1
	Indication of whether sponsored connectivity is enabled or disabled/not enabled.
The absence of the attribute indicates that the sponsored connectivity is enabled.
	SponsoredConnectivity

	supi
	Supi
	O
	0..1
	Subscription Permanent Identifier.
	

	gpsi
	Gpsi
	O
	0..1
	Generic Public Subscription Identifier.
	

	suppFeat
	SupportedFeatures
	M
	1
	This IE represents a list of Supported features used as described in clause 5.8.
It shall be supplied by the NF service consumer in the POST request that requests a creation of an Individual Application Session Context resource.
	

	ueIpv4
	Ipv4Addr
	C
	0..1
	The IPv4 address of the served UE.
(NOTE 1)
	

	ueIpv6
	Ipv6Addr
	C
	0..1
	The IPv6 address of the served UE.
(NOTE 1)
	

	ueMac
	MacAddr48
	C
	0..1
	The MAC address of the served UE. When the feature "TimeSensitiveNetworking" is supported this attribute represents the DS-TT port MAC address.
(NOTE 1)
	

	tsnBridgeManCont
	BridgeManagementContainer
	O
	0..1
	Transports TSC user plane node management information.
	TimeSensitiveNetworking

	tsnPortManContDstt
	PortManagementContainer
	O
	0..1
	Transports port management information for the DS-TT port.
	TimeSensitiveNetworking

	tsnPortManContNwtts
	array(PortManagementContainer)
	O
	1..N
	Transports port management information for one or more NW-TT ports.
	TimeSensitiveNetworking

	NOTE 1:	Only one of the served UE addressing parameters (the IPv4 address or the IPv6 address or MAC address) shall always be included.
NOTE 2:	The PCF uses the DNN as received from the NF service consumer without applying any transformation (e.g. during session binding). To successfully perform DNN matching, in a specific deployment a DNN shall always be encoded either with the full DNN (e.g., because there are multiple Operator Identifiers for a Network Identifier) or the DNN Network Identifier only. The NF service consumer may include the DNN Operator Identifier based on local configuration.



* * * * Second change * * * *
[bookmark: _Toc28012490][bookmark: _Toc36038448][bookmark: _Toc45133718][bookmark: _Toc51762472][bookmark: _Toc59017044][bookmark: _Toc113009127]5.6.2.36	Type PcscfRestorationRequestData
Table 5.6.2.36-1: Definition of type PcscfRestorationRequestData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	dnn
	Dnn
	C
	0..1
	Data Network Name, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only. It shall be present when the "afRoutReq" attribute is present.
(NOTE 2)
	

	ipDomain
	string
	O
	0..1
	Indicates the IPv4 address domain information that assists session binding.
	

	sliceInfo
	Snssai
	O
	0..1
	Identifies the S-NSSAI.
	

	supi
	Supi
	O
	0..1
	Subscription Permanent Identifier.
	

	ueIpv4
	Ipv4Addr
	C
	0..1
	The IPv4 address of the served UE.
(NOTE 1)
	

	ueIpv6
	Ipv6Addr
	C
	0..1
	The IPv6 address of the served UE.
(NOTE 1)
	

	NOTE 1:	When present, only one of the served UE addressing parameters (the IPv4 address or the IPv6 address) shall always be included.
NOTE 2:	The PCF uses the DNN as received from the NF service consumer without applying any transformation (e.g. during session binding). To successfully perform DNN matching, in a specific deployment a DNN shall always be encoded either with the full DNN (e.g., because there are multiple Operator Identifiers for a Network Identifier) or the DNN Network Identifier only. The NF service consumer may include the DNN Operator Identifier based on local configuration.




* * * * Third change * * * *
[bookmark: _Toc36038452][bookmark: _Toc45133722][bookmark: _Toc51762476][bookmark: _Toc59017048][bookmark: _Toc113009131]5.6.2.40	Type PduSessionTsnBridge
Table 5.6.2.40-1: Definition of type PduSessionTsnBridge
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	tsnBridgeInfo
	TsnBridgeInfo
	M
	1
	Reports the TSC user plane node information.
	

	tsnBridgeManCont
	BridgeManagementContainer
	O
	0..1
	Transports TSC user plane node management information.
	

	tsnPortManContDstt
	PortManagementContainer
	O
	0..1
	Transports port management information for the DS-TT port.
	

	tsnPortManContNwtts
	array(PortManagementContainer)
	O
	1..N
	Transports port management information for one or more NW-TT ports.
	

	ueIpv4Addr
	Ipv4Addr
	O
	0..1
	It represents the identifier of the PDU session related to the reported UP node information, and contains the UE IPv4 address. 
It might be present for PDU sessions of IP type.
(NOTE 1)
	TimeSensitiveCommunication

	dnn

	Dnn
	O
	0..1
	The DNN of the PDU session, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only.
(NOTE 2)
	TimeSensitiveCommunication

	snssai
	Snssai
	O
	0..1
	Identifies the S-NSSAI.
	TimeSensitiveCommunication

	ipDomain
	string
	O
	0..1
	IPv4 address domain identifier.
	TimeSensitiveCommunication

	ueIpv6AddrPrefix
	Ipv6Prefix
	O
	0..1
	It represents the identifier of the PDU session related to the reported UP node information, and contains the UE IPv6 address prefix.
It might be present for PDU sessions of IP type.
(NOTE 1)
	TimeSensitiveCommunication

	NOTE 1:	For PDU sessions of IP type, either the ueIpv4Addr or the ueIpv6AddrPrefix shall be present in this release of the specification.
NOTE 2:	The PCF includes the DNN of the PDU session as received from the SMF without applying any transformation. To successfully perform DNN matching, in a specific deployment a DNN shall always be encoded either with the full DNN (e.g., because there are multiple Operator Identifiers for a Network Identifier) or the DNN Network Identifier only. The NF service consumer may include the DNN Operator Identifier based on local configuration.




* * * * Fourth change * * * *
[bookmark: _Toc113009136]5.6.2.45	Type PduSessionEventNotification
Table 5.6.2.45-1: Definition of PduSessionEventNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	evNotif
	AfEventNotification
	M
	1
	Indicates the reported event (e.g. "PDU_SESSION_STATUS").
	

	supi
	Supi
	C
	0..1
	Contains the SUPI of the PDU session. It shall be present for the "PDU_SESSION_STATUS" event.
	

	ueIpv4
	Ipv4Addr
	C
	0..1
	The IPv4 address of the served UE for the reported PDU session.
(NOTE 1)
	

	ueIpv6
	Ipv6Addr
	C
	0..1
	The IPv6 address of the served UE for the reported PDU session.
(NOTE 1)
	

	ueMac
	MacAddr48
	C
	0..1
	The MAC address of the served UE for the reported PDU session.
(NOTE 1)
	

	status
	PduSessionStatus
	C
	0..1
	It shall be present for the "PDU_SESSION_STATUS" event. Indicates whether the PDU session is "ESTABLISHED" or "TERMINATED".
	

	pcfInfo
	PcfAddressingInfo
	C
	0..1
	Contains PCF addressing information. It may be present for the "PDU_SESSION_STATUS" event. It shall be included when the PDU session operation is "ESTABLISHED".
	

	dnn
	Dnn
	C
	0..1
	Contains the DNN of the PDU session. It shall be included when the event is "PDU_SESSION_STATUS" and the PDU session operation is "ESTABLISHED".
(NOTE 2)
	

	snssai
	Snssai
	C
	0..1
	Contains the S-NSSAI of the PDU session. It shall be included when the event is "PDU_SESSION_STATUS" and the PDU session operation is "ESTABLISHED".
	

	gpsi
	Gpsi
	O
	0..1
	Contains the GPSI of the PDU session. It shall be included, if available, when the event is "PDU_SESSION_STATUS" and the PDU session operation is "ESTABLISHED".
	

	NOTE 1:	Only one of the served UE addressing parameters (the IPv4 address or the IPv6 address or MAC address) shall always be included.
NOTE 2:	The PCF includes the DNN of the PDU session as received from the SMF without applying any transformation. To successfully perform DNN matching, in a specific deployment a DNN shall always be encoded either with the full DNN (e.g., because there are multiple Operator Identifiers for a Network Identifier) or the DNN Network Identifier only. The NF service consumer may include the DNN Operator Identifier based on local configuration.



* * * * End of changes * * * *
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