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Additional discussion(if needed):
Proposed changes:

*** 1st Change ***
[bookmark: _Toc112756530]5.3.2.5.3	User consent management
Based on local regulations' requirements and/or operator policies, user consent management specified in Annex V of 3GPP TS 33.501 [6] may be required for accessing the Eees_UELocation API. When it is the case and the EES is accessing the 3GPP 5GC network services directly, the EES shall act as the consent enforcement entity, as specified in clause 5.1.3 of 3GPP TS 33.558 [20].
When user consent management and enforcement shall be undertaken for the Eees_UELocation API, then:
-	the EAS may update/modify the revocation notification URI when updating/modifying an existing "Individual Location Information Subscription" resource;
-	if user consent is still granted for the concerned UE(s), i.e. no user consent revocation notification is received by the EES from the UDM, then the EES shall process the request as specified in clause 5.3.2.5.2;
-	if user consent is not anymore granted for only a subset of the UE(s), process the request as specified in clause 5.3.2.5.2 only for this subset of UE(s);
-	otherwise, if the EES is made aware by the UDM that user consent is not granted for one or several UE(s) at the reception of the Eees_UELocation_UpdateSubscribe request, then the EES shall:
-	stop processing the data related to the concerned UE(s);
-	if user consent is not anymore granted for all the UE(s), reject the request and respond to the EAS with an HTTP "403 Forbidden" status code with the response body containing a ProblemDetails data structure with the "cause" attribute including the "USER_CONSENT_NOT_GRANTED" application error;
-	send a user consent revocation notification to the EAS by sending an HTTP POST request with the request body including the ConsentRevocNotif data structure that shall contain the user consent revocation information (e.g. UE(s) for which user consent was revoked, etc.); and
-	remove the concerned UE(s) from the concerned "Individual Location Information Subscription" resource and from the related subscriptions at the 3GPP 5GC network entities, if any; and
-	unsubscribe from user consent revocation notifications for the concerned UE(s) at the UDM;
and the EAS shall:
-	at the reception of the user consent revocation notification from the EES, take the necessary actions to stop processing the data related to the concerned UE(s); and
-	if user consent is revoked for all the UE(s), delete the corresponding "Individual Location Information Subscription" resource, as specified in clause 5.3.2.6.
*** End of Changes ***

