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	Reason for change:
	Following are defined in clause 7.1.1.3 of TS 23.247:
10.	The NEF/MBSF may optionally, based on local configuration, decide to interact with the PCF.	If the NEF/MBSF decided to interact with the PCF, steps 11 to 19 are performed, and in step 20 the MBS Service Information is not provided to the MB-SMF.If the NEF/MBSF decided not to interact with the PCF, steps 12 to 19 are skipped, and in step 20 the MBS Service Information is provided to the MB-SMF.
12. If the NEF/MBSF receives the Request for location-dependent session from the AF and if there is a need to select the same PCF for the location dependent MBS Sessions, the NEF/MBSF first uses the BSF Discovery service to discover whether there is a PCF serving the MBS session with the MBS session ID by using Nbsf_management_Discovery operation. If there is a PCF registered for the MBS session ID, the NEF/MBSF interacts with that PCF and skips the following step 13.
13.	[Conditional] If step 12 was not executed or the interaction with the BSF revealed that no PCF is registered for the MBS session ID, the NEF/MBSF discovers the PCF candidates by interacting with the NRF and selects a PCF, possibly based on MBS service area.
14.	The NEF/MBSF sends an Npcf_MBSPolicy_Authorization_Create Request (MBS session ID, MBS Service Information (as defined in clause 6.14)) to the PCF.
21.	The MB-SMF discovers the PCF using NRF.
22.	The MB-SMF sends an Npcf_MBSPolicyControl_Create Request (MBS session ID, [MBS Service Information (as defined in clause 6.14)]) for the MBS session towards the PCF. The MB-SMF forwards the MBS Service Information to the PCF if received from the NEF/MBSF in the previous step 20.
	If the PCF does not receive MBS Service Information from the MB-SMF, and has previously determined policy information for the MBS session (see step 16) corresponding to the MBS session ID received from the MB-SMF, the PCF continues with step 27. Otherwise, the PCF performs the subsequent steps 23 to 26.
23.	If the PCF is not handling the MBS session ID, the PCF uses the BSF Register service to check whether there is already a PCF serving the MBS session. If so, the PCF skips steps 24 to 26 and indicates in step 27 that the PCF serving the MBS session shall be contacted.

27.	The PCF responds with Npcf_MBSPolicyControl_Create Response ([policy information for the MBS session (as defined in clause 6.10)], Result indication).
If another PCF is serving the MBS session, the PCF indicates that another PCF serving the MBS session shall be contacted and provides an ID of that other PCF. The MB-SMF then repeats step 22 towards that other PCF.



	
	

	Summary of change:
	1. If AF/NEF/MBSF decides to interact with the PCF, the procedure continues with step2; otherwise, the procedure continues with step 11.
2. If the AF/NEF/MBSF received the Request for location-dependent session from the AF, the NEF/MBSF checks whether there is already a PCF serving the MBS session by invoking Nbsf_Management_Discover service.
3. If the received the Request is not for location-dependent session in step 1 or the BSF returned an HTTP "200 OK" with empty resource, the AF/NEF/MBSF selects a PCF and then invokes the Npcf_MBSPolicyAuthorization_Create service operation by sending an HTTP POST request to the "mbs-policies" resource as defined in clause 5.3.2.2 of 3GPP TS 29.537 [55] with the request body containing the concerned MBS Session Id, MBS service information, DNN if available and S-NSSAI if available; otherwise if the BSF returned the HTTP "200 OK" with the address of another PCF, the AF/NEF/MBSF contacts with the returned PCF by invoking the Npcf_MBSPolicyAuthorization_Create service operation.
4. The MB-SMF receives the request from the NEF/MBSF and selects a PCF before it invokes the Npcf_MBSPolicyControl_Create service operation.
5. If the PCF is not handling the MBS session ID, the PCF checks whether there is already a PCF serving the MBS session by invoking Nbsf_Management_Register service.
6. If there is another PCF serving the MBS session, the BSF sends an HTTP "403 Forbidden" with an address of another PCF to the PCF; otherwise, the BSF returns the "201 Created". If the BSF returns the HTTP "403 Forbidden" with the address of another PCF.
7. If the PCF receives the HTTP "403 Forbidden" with the address of another PCF, the PCF rejects the request and responds to the MB-SMF with an HTTP "308 Permanent Redirection" status code including an HTTP Location header field containing the "apiRoot" (e.g. FQDN or IP address) of the PCF currently serving the MBS Session; otherwise, if the PCF receives the HTTP "201 created", the PCF responds to the MB-SMF with an HTTP "201 Created" status code with the response body including the derived MBS policy.
8. If the MB-SMF received the address of another PCF currently serving the MBS Session, the MB-SMF invokes the Npcf_MBSPolicyControl_Create service operation to another PCF
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5.7.1	General 
Clause 5.7 specifies the detailed call flows for MBS Policy and Charging Control (PCC) for 5G multicast-broadcast services over the Npcf and Nmbsmf service-based interfaces and their relationship with the flow level signalling in the 5G system.
Editor’s Note: The complete list of affected services may be updated based on stage 2 progress.
The stage 2 definition, architecture and procedures for MBS PCC are specified in 3GPP TS 23.247 [54].

* * * * Next change * * * *
[bookmark: _Toc114210396][bookmark: _Toc97203870]5.7.2	MBS Policy Association Establishment
This clause is applicable if a new MBS Policy Association is being established.





Figure 5.7.2-1: MBS Policy Association Establishment procedure
1. When the AF decides to create an MBS Session, the AF/NEF/MBSF may decide to interact with the PCF based on the local configuration. If it does, the procedure continues with step2; otherwise, the procedure continues with step 11.
2.	If the AF/NEF/MBSF receives the Request for location-dependent session from the AF and if there is a need to select the same PCF for the location dependent MBS Sessions, the NEF/MBSF checks whether there is already a PCF serving the MBS session by invoking Nbsf_Management_Discover service by sending an HTTP GET request to the resource "PCF for an MBS Session Bindings" in order to discover whether there is a PCF serving the MBS session with the MBS session ID as described in 3GPP TS 29.521 [22]. In the case that the NEF/MBSF receives a request without an MBS Session ID from the AF, the NEF/MBSF contacts with the MB-SMF to request allocation of a TMGI before the NEF/MBSF contacts with the PCF.
3.	If there is a PCF serving the MBS session, the BSF sends an HTTP "200 OK" with the address of another PCF to AF/NEF/MBSF; otherwise, the BSF returns an HTTP "200 OK" with empty array (i.e. "[ ]" in JSON).
4.	If the received Request is not for location-dependent session in step 1 or the BSF returned an HTTP "200 OK" with empty array (i.e. "[ ]" in JSON), the AF/NEF/MBSF discovers and selects the PCF as defined in clause 8.6.2, and then the AF/NEF/MBSF invokes the Npcf_MBSPolicyAuthorization_Create service operation by sending an HTTP POST request to the "MBS Application Session Contexts" resource as defined in clause 5.3.2.2 of 3GPP TS 29.537 [55] with the request body containing the concerned MBS Session Id, MBS service information, DNN if available and S-NSSAI if available; otherwise if the BSF returned the HTTP "200 OK" with the address of another PCF, the AF/NEF/MBSF contacts with the returned PCF by invoking the Npcf_MBSPolicyAuthorization_Create service operation.
5.	If the PCF does not have the subscription data, it invokes the Nudr_DataRepository_Query service operation to the UDR by sending an HTTP GET request to the "MBSSessionPolicyControlData" resource as specified in 3GPP TS 29.519 [12].
6.	The UDR sends an HTTP "200 OK" response to the PCF with the requested subscription data in the response message body.
7. 	The PCF determines whether the request is authorized and if the request is authorized, the PCF derives the MBS policies based on the received information and packages them into an MBS policy decision as described in clause 5.2.2 of 3GPP TS 29.537 [55].
8.	If the request is authorized and the PCF is not already handling the MBS Session Id, the PCF may register to the BSF by sending an HTTP POST request to the "PCF for an MBS Session Bindings" resource of the Nbsf_Management_Register service as described in clause 4.2.2.4 of 3GPP TS 29.521 [22].
9.	The BSF responds with "201 Created" if the registration of the PCF was successful.
10.	The PCF sends an Npcf_MBSPolicy_Authorization_Create Response to the NEF/MBSF.
11. AF/NEF/MBSF selects the MB-SMF and sends Nmbsmf_MBSSession_Create Request to the MB-SMF as defined in clause 5.3.2.2 of 3GPP TS 29.532 [xx].
12.	Upon reception of an Nmbsmf_MBSession_Create request from the NEF/MBSF, the MB-SMF discovers and selects the PCF as defined in clause 8.6.1, and then invokes the Npcf_MBSPolicyControl_Create service operation by sending an HTTP POST request to the "MBS Policiesmbs-policies" resource as defined in clause 5.2.2.2 of 3GPP TS 29.537 [55] with the request body containing the concerned MBS Session Id, DNN if received, and S-NSSAI if received and MBS service information if received. The request body also includes a notification URI via which the MB-SMF desires to receive notifications on the updates related to MBS policies.
Editor's Note:	The complete list of attributes is FFS.
13.	If the PCF is not handling the MBS session ID (i.e. the request from the AF/NEF/MBSF in step 11 is for location-dependent session but the PCF is not handling the MBS session ID), the PCF checks whether there is already a PCF serving the MBS session by invoking Nbsf_Management_ Register service as described in 3GPP TS 29.521 [22].
14.	If there is and existing MBS Session Binding information for the MBS session ID, the the BSF rejects the request with an HTTP "403 Forbidden" status code and includes the address of the existing PCF in the response; otherwise, the BSF stores the MBS Session binding information and responds to the MB-SMF with an HTTP "201 Created".
15.	If the PCF receives MBS service information from the MB-SMF and the PCF does not have the subscription data (e.g. the steps 2-10 were not executed), it invokes the Nudr_DataRepository_Query service operation to the UDR by sending an HTTP GET request to the "MBSSessionPolicyControlData" resource as specified in 3GPP TS 29.519 [12].
16.	The UDR sends an HTTP "200 OK" response to the PCF with the requested subscription data in the response message body.
217.	The PCF determines whether the request is authorized and if the request is authorizedTthe PCF derives the MBS policies based on the received information and packages them into an MBS policy decision as described in clause 5.2.2 of 3GPP TS 29.537 [55]. If steps 2-10 were perfomed and MBS policies were derived in step 7, this step is not needed.
Editor's Note:	Whether the PCF needs to interact with UDR at this point and whether BSF needs to be contacted for PCF registration is FFS.
318.	The PCF then responds to the MB-SMF. Following responses are returned to the MB-SMF:
-	If the PCF receives the HTTP "403 Forbidden" with the address of another PCF in step 14, the PCF rejects the request and responds to the MB-SMF with an HTTP "308 Permanent Redirection" status code including an HTTP Location header field containing the "apiRoot" (e.g. FQDN or IP address) of the PCF currently serving the MBS Session as described in clause 5.2.2 of 3GPP TS 29.537 [55]. In this case, the MB-SMF contacts with the returned address of the another PCF as described in step 12; otherwise,
-	If the PCF receives the HTTP "201 Created " in step 14 and the request is authorized, the PCF responds to the MB-SMF with an HTTP "201 Created" status code with the response body including the derived MBS policy as described in clause 5.2.2 of 3GPP TS 29.537 [55];.
Editor's Note:	Whether Npcf_PolicyAuthorization procedures are linked to this procedure and how it is done is FFS.
19. The MB-SMF sends Nmbsmf_MBSSession_Create Response to the NEF/MBSF as defined in clause 5.3.2.2 of 3GPP TS 29.532 [xx].
NOTE:	This steps 2, 8 and 13 are not necessary in a deployment with a single PCF.
* * * * End of change * * * *


image1.emf
   

3 .  N pcf _ MBSPolicy Control_ Creat e   response  

1 .   N pcf _ MBSPolicy Control_ Creat e   request    

2 .  MBS p olicy decision  

MB - SM F  

PC F  


Microsoft_Word_97_-_2003_Document1.doc




2. MBS policy decision







1. Npcf_MBSPolicyControl_Create request











3. Npcf_MBSPolicyControl_Create response







PCF







MB-SMF














image2.emf
                                                                                                 

1 2 .  N pcf _ MBSPolicy Control_ Creat e   request  

MB - SM F  

PC F  

BSF  

UDR  

1 3 . Nbsf_Management_ Register   request  

1 4 . Nbsf_Management_ Register   response  

1 6 . Nu dr_DataRepository_Query  response  

1 5 . Nudr_DataRepository_Query  request  

18 . N pcf _MBSPolicyControl_Create   responsse  

A F/ NEF/MBSF  

2 . Nbsf_Management_Discover  response  

3 .   Nbsf_Management_Discover response  

4 .  Npcf_MBSPolicy_Authorization_Create Request  

5 . Nudr_DataRepository_Query request  

6 . Nudr_DataRepository_Query response  

1 0 .  Npcf_MBSPolicy_Authorization_Create response  

1 1 .  Nmbsmf_MBSSession_Create Request  

8 . Nbsf_Management_Register request  

9 . Nbsf_Management_Register respon se  

17 . MBS policy decision  

19 .  Nmbsmf_MBSSession_Create  Response  

7 . MBS policy decision  

1. Trigger  

If  AF/ NEF/MBSF   decided to interact with PCF  


Microsoft_Word_97_-_2003_Document2.doc






































































AF/NEF/MBSF







PCF







BSF







UDR







MB-SMF







1. Trigger







If AF/NEF/MBSF decided to interact with PCF







2. Nbsf_Management_Discover response







3. Nbsf_Management_Discover response







4. Npcf_MBSPolicy_Authorization_Create Request







5. Nudr_DataRepository_Query request







6. Nudr_DataRepository_Query response







7. MBS policy decision







8. Nbsf_Management_Register request







9. Nbsf_Management_Register response







10. Npcf_MBSPolicy_Authorization_Create response







11. Nmbsmf_MBSSession_Create Request







12. Npcf_MBSPolicyControl_Create request







13. Nbsf_Management_Register request







14. Nbsf_Management_Register response







15. Nudr_DataRepository_Query request







16. Nudr_DataRepository_Query response







17. MBS policy decision







18. Npcf_MBSPolicyControl_Create responsse







19. Nmbsmf_MBSSession_Create Response














