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	Reason for change:
	Per TS 23.304 clause 5.4.1.3, the PCF shall not use the UE Identity for session binding for PDU Session to the dedicated DNN for 5G ProSe Layer-3 UE-to-Network Relay connectivity, however, this handling is not covered in clause 6.2.
====Excerpt from TS 23.304 ====
5.4.1.3    Policy control and session binding to support 5G ProSe Layer-3 UE-to-Network Relay without N3IWF
…
-	For a PDU Session to the dedicated DNN for 5G ProSe Layer-3 UE-to-Network Relay connectivity and using IPv6 prefix delegation (i.e. the assigned IPv6 network prefix is shorter than 64), the PCF shall perform session binding based on the IPv6 network prefix only. A successful session binding occurs whenever a longer prefix received from an AF matches the prefix value of the PDU Session. PCF shall not use the UE Identity for session binding for this PDU Session.


	
	

	Summary of change:
	
Clause 6.2 is updated to indicate for UE to Network relay communication the UE identity shall be ignored. To be able to distinguish the 5G ProSe UE-to-Network Relay connectivity scenario from other ones, the DNN needs to be a separate one.


	
	

	Consequences if not approved:
	Binding of 5G ProSe Layer-3 UE-to-Network Relay without N3IWF is not supported. AF requests may fail.
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The Session binding is the association of the AF session information to one and only one PDU session.
When the PCF receives the service information from the AF, the PCF shall perform the session binding and shall associate the described IP and Ethernet data flows within the AF session information (and therefore the applicable PCC rules) to one existing PDU session. This association is done comparing the following parameters received from the AF with the corresponding PDU session parameters.
a)	For an IP type PDU session, the UE IPv4 address or IPv6 address. If IPv6 address is received from the AF, the association is done by comparing the /128 IPv6 address with the IPv6 prefix of the PDU session using the longest prefix match.
NOTE 1:	The UE IPv4 address or IPv6 address received by the PCF from the AF can contain an IP address that belongs to the framed routes that apply to a PDU session. In this case, the association with the PDU session needs to be based on comparing the received UE address is within the one or more framed routes of the PDU session.
	For an Ethernet type PDU session, the UE MAC address. 
	If the "TimeSensitiveNetworking" or the "TimeSensitiveCommunication" feature feature is supported, association is done by comparing the value of MAC address in the AF request with the MAC address of the DS-TT port as reported by the SMF within the TSC User Plane Node information.
b)	The UE identity (of the same kind e.g. SUPI), if available.
NOTE 2:	In case the UE identity in the access network and the application level identity for the user are of different kinds, the PCF needs to maintain, or have access to, the mapping between the identities. Such mapping is outside the scope of the present document.
For 5G ProSe Layer-3 UE-to-Network Relay connectivity, the UE identity that the SMF has provided (i.e. 5G ProSe Layer-3 UE-to-Network Relay Identity) and the UE identity provided by the AF (i.e. 5G ProSe Layer-3 Remote UE Identity) may be different. In these scenarios, the PCF shall ignore the UE identity provided the AF, and applies the rest of received parameters, if available, to perform session binding.
c)	The information about the data network (DNN) the user is accessing, if available.
NOTE 3:	For 5G ProSe Layer-3 UE-to-Network Relay connectivity, to enable the PCF to distinguisth the Relay scenario from other scenarios and hence ignore the received UE identiy provided by the AF, a dedicated DNN for 5G ProSe Layer-3 UE-to-Network Relay connectivity needs to be configured in the PCF. 
d)	The IPv4 address domain identity if available in the "ipDomain" attribute.
NOTE 43:	The "ipDomain" attribute is helpful when within a network slice instance, there are several separate IP address domains, with SMF/UPF(s) that allocate Ipv4 IP addresses out of the same private address range to UE PDU Sessions. The same IP address can thus be allocated to UE PDU sessions served by SMF/UPF(s) in different address domains. If one PCF controls several SMF/UPF(s) in different IP address domains, the UE IP address is thus not sufficient for the session binding. An AF can serve UEs in different IP address domains, either by having direct IP interfaces to those domains, or by having interconnections via NATs in the user plane between the UPF and the AF. If a NAT is used, the AF obtains the IP address allocated to the UE PDU session via application level signalling and supplies it for the session binding to the PCF in the "ueIpv4" attribute. The AF supplies an "ipDomain" attribute denoting the IP address domain behind the NAT in addition. The AF can derive the appropriate value from the source address (allocated by the NAT) of incoming user plane packets. The value provided in the "ipDomain" attribute is operator configurable.
e)	The S-NSSAI if available.
NOTE 54:	The S-NSSAI is helpful in the scenario where multiple network slice instances are deployed in the same DNN, and the same IPv4 address may be allocated to UE PDU sessions in different network slice instances. If one PCF controls several network slices, each network slice in different IP address domains, the UE IP address is not sufficient for the session binding. The AF supplies the S-NSSAI denoting the network slice instance that allocated the IPv4 address of the UE PDU session. How the AF derives S-NSSAI is out of the scope of this specification.
Session Binding applies for PDU sessions of IP type. It may also apply to Ethernet PDU session type but only when especially allowed by PCC related policy control request trigger. In the case of Ethernet PDU session, session binding does not apply to AF requests sent over Rx.
NOTE 65:	For the Ethernet PDU session, the PCF needs to provision "UE_ MAC_CH" trigger to the SMF. 
NOTE 76:	Refer to 3GPP TS 29.213 [30] for the session binding between the IP type PDU session and the AF request sent over Rx.
The PCF shall identify the PCC rules affected by the AF session information, including new PCC rules to be installed and existing PCC rules to be modified or removed.
If the PCF is not capable of executing the Session binding, the PCF shall reject the AF request.
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