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* * * First Change * * * *
[bookmark: _Toc86042554][bookmark: _Toc86043111][bookmark: _Toc97379620][bookmark: _Toc104710953][bookmark: _Toc114862802][bookmark: _Toc104711013][bookmark: _Toc114862862][bookmark: _Toc104711094][bookmark: _Toc114862943]4	General description
The MSGin5G Service (message service for MIoT over 5G System) is basically designed and optimized for massive IoT device communication including thing-to-thing communication and person-to-thing communication. The MSGin5G Service provides messaging communication capability in 5GS including the following message communication models:
a)	Point-to-Point message;
b)	Application-to-Point message/ Point-to-Application message;
c)	Group message;
d)	Broadcast message.
The MSGin5G Service support the message exchanging between the following UE types:
a)	MSGin5G UE:
1)	light weight Constrained UEs (e.g. sensors, actuators) and
2)	Unconstrained UEs with advanced capabilities (e.g. washing machine, micro-ovens).
b)	Legacy 3GPP UE.
c)	Non-3GPP UE.
The MSGin5G Client contained in the MSGin5G UE communicates with the MSGin5G Server over the MSGin5G-1 interface (see 3GPP TS 23.554 [2]). CoAP specified in IETF RFC 7252 [5] is used as the basic transport protocol of MSGin5G service in this reference point and shall be supported by the MSGin5G Client and MSGin5G Server. For supporting sending/receiving MSGin5G message for the MSGin5G Client contained in Constrained UE, the transport protocols of MSGin5G-6 interface is also CoAP specified in IETF RFC 7252 [5].
An MSGin5G UE-1 may be Constrained UEs which do not have enough capability to communicate with MSGin5G Server. If allowed by configuration, an Unconstrained UE MSGin5G UE-2 may act as an MSGin5G Gateway UE or an MSGin5G Relay UE to MSGin5G UE-1. In this scenario, the MSGin5G UE-1 communicates with the MSGin5G UE-2 over the MSGin5G-5 and/or MSGin5G-6 interfaces (see 3GPP TS 23.554 [2]).
Additionally, the MSGin5G Client(s) may interacts with SEAL Clients over the SEAL-C reference point specified for each SEAL service as specified in 3GPP TS 23.434 [3]. The MSGin5G Server(s) may interacts with SEAL Servers over the SEAL-S reference point specified for each SEAL service as specified in 3GPP TS 23.434 [3]. The interaction between a SEAL Client and the corresponding SEAL Server is supported by SEAL-UU reference point specified for each SEAL service as specified in 3GPP TS 23.434 [3].
By means of using the MSGin5G-1 interface, the following aspects can be provided:
a)	MSGin5G UE registration and de-registration towards the MSGin5G Server;
b)	MSGin5G message delivery and MSGin5G message delivery status report; and
c)	Messaging Topic Subscription.
By means of using the MSGin5G-5 interfaces, the following aspects can be provided:
a)	Constrained device registration and de-registration towards the MSGin5G Gateway UE; and
b)	The exchanging of message and message delivery status report between Constrained UE and MSGin5G Server by using MSGin5G Gateway UE.
By means of using the MSGin5G-5 and/or MSGin5G-6 interfaces, the following aspects can be provided:
a)	Constrained device registration and de-registration towards the MSGin5G Server by using MSGin5G Relay UE; and.
b)	The exchanging of MSGin5G message and MSGin5G message delivery status report between Constrained UE and MSGin5G Server by using MSGin5G Relay UE.
The necessary 5GC Network Capabilities, e.g. device triggering, may be used in MSGin5G Service as specified in 3GPP TS 23.554 [2]. The device trigger is delivered to the MSGin5G Client via SCEF/NEF and the Core Network as specified in 3GPP TS 23.502 [17] and is out of scope of this document.

* * * Next Change * * * *
[bookmark: _Toc86042573][bookmark: _Toc86043130][bookmark: _Toc97379640][bookmark: _Toc104710973][bookmark: _Toc114862822]6.3.1.2.1	MSGin5G UE registration
Upon reception of the CoAP POST request containing MSGin5G service identifier indicating that the received request is for MSGin5G service and Message Type indicating that the received request is for registration, the MSGin5G Server shall verify the UE service ID. After a successful verification, the MSGin5G Server:
a)	shall store the UE Service ID and the MSGin5G Client Profile information included in the received CoAP POST request; and
b)	shall generate a CoAP 2.01 (Created) response or CoAP 2.04 (Change) response including the following parameters:
1)	the CoAP "Message ID" element and the "Token" element with the same values with those in the CoAP POST request for registration; and
2)	the "Content-Format" element with "50" to indicate the format of the CoAP payload is "application/json" and the CoAP payload encoded in JSON format as specified in clause 7.3.3.1 including:
i)	the "UE Service ID" element to indicate the MSGin5G UE initiating registration procedure; and
ii)	the "Registration result" element to indicate whether the registration is success or failure.

* * * Next Change * * * *
[bookmark: _Toc86042586][bookmark: _Toc86043143][bookmark: _Toc97379661][bookmark: _Toc104710994][bookmark: _Toc114862843]6.4.1.1.2	Sending of an MSGin5G message
In order to send an MSGin5G message, the MSGin5G Client shall compare the size of the received message from the Application Client to the maximum allowed MSGin5G message segmentation size. If the size exceeds, the MSGin5G Client shall segment the MSGin5G message into a set of segmented MSGin5G messages such that each segmented MSGin5G message can fit within the maximum allowed MSGin5G message segmentation size. For each segmented MSGin5G message, the steps listed below shall be processed individually.
The MSGin5G Client shall send the MSGin5G message in a CoAP POST request message according to procedures specified in IETF RFC 7252 [5]. In the CoAP POST request message, The MSGin5G Client:
a)	shall set the "T" field in the CoAP header to 0 if delivery status report from the recipient is requested, i.e. indicates that this message is the type of Confirmable, to ensure the application layer delivery status report;
b)	shall include the MSGin5G Server address in a CoAP Option, e.g. if the MSGin5G Server address is a URI, includes a Uri-Path Option with the value of the URI;
c)	shall set the CoAP Content-Format to "50", i.e. application/json;
d)	shall include the information elements specified in 3GPP TS 23.554 [2] in the CoAP payload encoded in JSON format as specified in clause 7.3.4:
1)	shall include an "MSGin5G service identifier" element to indicate that this CoAP POST request message is used for MSGin5G service;
2)	shall include a "Message Type" element and set it to "MSG" to indicate that this CoAP POST request message is used for MSGin5G message;
3)	shall include an "Originating UE Service ID" element set to the UE which requests the sending of the MSGin5G message;
4)	shall include a "Recipient UE Service ID/AS Service ID" element if the recipient is an MSGin5G UE/Non-MSGin5G UE or Application Server;
5)	shall include a "Group Service ID" element if the recipient is an MSGin5G Group;
6)	shall include a "Broadcast Area ID" element if the message needs to be broadcast;
7)	shall include a "Messaging Topic" element if this message will be distributed based on message topic. This element shall not present in other message scenarios;
NOTE:	In an MSGin5G Message request, only one of these IEs listed from step 4) to step 6) shall be included.
8)	may include one or more "Application ID" element(s) to indicate the application(s) for which the payload is(are) intended;
9)	shall include a "Message ID" which is globally unique within the MSGin5G service to identify this specific MSGin5G message;
10)	may include a "Delivery status required" element if delivery acknowledgement from the recipient is requested;
11)	may include a "Priority type" element to indicate the application priority level requested for this message;
12)	may include a "Message is segmented" element with a "true" value to indicate that this message is part of a segmented message;
13)if "Message is segmented" element with a "true" value is included, shall include a "Segmentation set identifier" element to indicate that this segmented message is associated within a set of segmented messages. All segmented messages associated with the same MSGin5G message shall be assigned the same unique identifier;
14)	if "Message is segmented" element with a "true" value is included and this message is the first segment of the set of segmented messages, shall include a "Total number of message segments" element to indicate the total number of segments for the MSGin5G message;
15)	if "Message is segmented" element with a "true" value is included, shall include a "Message segment number" element to indicate the number of each segmented message within a set of segmented messages;
16)	if "Message is segmented" element with a "true" value is included and this message is the last segment of the set of segmented messages, shall include a "Last segment flag" element to indicate that this segmented message is the last segment in the set of segmented messages;
17)shall include a "Store and forward flag" element to indicate whether store and forward services are requested for this message;
18)	if store and forward services are requested, may include a "Store and forward parameters" element to carry the parameters used by MSGin5G Server for providing store and forward services. The "Store and forward parameters":
i)	may include a "Message expiration time" element to indicate the message expiration time used for providing store and forward services if the destination is not available for communications; and
ii)	may include an "Application specific store and forward information" element to carry the information used by MSGin5G Server for handling store and forward, e.g. a delivery time/date; and
19)	may include a "Payload" element which carries the application payload that is transferred by the MSGin5G Service in the CoAP payload and located it after the elements listed from step 1) to 19); The content of "Payload" element is transparent to the MSGin5G Service;; and
e)	if needed, i.e. a message segment recovery request is received, acts as Message Sender to perform the procedures in clause 6.5.1.1.

* * * Next Change * * * *
[bookmark: _Toc86042587][bookmark: _Toc86043144][bookmark: _Toc97379662][bookmark: _Toc104710995][bookmark: _Toc114862844]6.4.1.1.3	Sending of an aggregated MSGin5G message
Before the sending of an MSGin5G message, the MSGin5G Client shall check if aggregation is allowed for this message, check the message data size, and the priority level to determine if the message can be aggregated. For example, if the MSGin5G Client finds that the messages have small payload size when compared to the maximum segment size that can be transmitted over CoAP and the messages are not high priority messages, which could be sent as per scheduling policy towards a selected target, the MSGin5G Client can decide to aggregate messages until optimal use of segment size before sending message towards MSGin5G Server.
If the message can be aggregated, the MSGin5G Client aggregates multiple MSGin5G message requests intended for a selected target and sends the aggregated message in a single CoAP POST request message. The sending of the CoAP POST request message shall follow the procedures specified in clause 6.4.1.1.2 with the clarifications listed below:
a)	The MSGin5G Client should not segment the aggregated message, so in step d) of clause 6.4.1.1.2, the "Message is segmented", "Segmentation set identifier", "Total number of message segments", "Message segment number" and "Last segment flag" elements should not be included.
b)	In addition to the step d) of clause 6.4.1.1.2, the MSGin5G Client should include a "Number of individual messages" element in this message to indicate the total number of messages which are aggregated into this single message.
c)	In addition to the step d) of clause 6.4.1.1.2, the MSGin5G Client should include a "List of individual messages" element in this message. Each child element of this "List of individual messages" element contains information elements listed below:
1)	"Message ID" of the individual message;
2)	"Payload" which carries the application payload that is transferred by the individual MSGin5G message;
3)	one or more optional "Application ID" element(s);
4)	an optional "Delivery status required" element; and
5)	an optional "Priority type" element.
d)	The MSGin5G Client should not include the "Payload" element outside the "List of individual messages" element, i.e. the 19) in step e) of clause 6.4.1.1.2 shall not be processed.

* * * Next Change * * * *
[bookmark: _Toc86042590][bookmark: _Toc86043147][bookmark: _Toc97379665][bookmark: _Toc104710998][bookmark: _Toc114862847]6.4.1.1.6	Reception of an MSGin5G message
Upon receiving an CoAP POST request containing the MSGin5G Service identifier and the "Message Type" with the value "MSG", if the "Number of individual messages" element and "List of individual messages" element are not included, the MSGin5G Client shall handle the CoAP POST request according to procedures specified in IETF RFC 7252 [5] with the clarifications listed below:
a)	The MSGin5G Client shall check whether a "Message is segmented" element is included in the CoAP POST request. If this element is included, the MSGin5G Client shall wait until all the segmented messages have been received by checking the "Segmentation set identifier", "Total number of message segments", "Message segment number" and "Last segment flag" elements. The MSGin5G Client shall reassemble all the segmented messages into a single MSGin5G message.
b)	The MSGin5G Client shall provide the received information in the "payload" element to the Application Client(s) if one or more "Application ID" element(s) is(are) included. The Application Client(s) is(are) indicated by the "Application ID" element(s):
1)	If the Application Client is on the other MSGin5G UE-2 for which this MSGin5G Client is acting as MSGin5G Relay UE or MSGin5G Gateway UE, the MSGin5G Client shall send the received information to the corresponding MSGin5G UE via MSGin5G-6 (if MSGin5G Client is supported by MSGin5G UE-2) as specified in clause 6.4.2.4 or MSGin5G-5 reference point (if MSGin5G Client is not supported by MSGin5G UE-2) as specified in clause 6.4.2.2.
2)	If the Application Client is on the same MSGin5G UE with the MSGin5G Client, the MSGin5G Client shall deliver the received information to the Application Client via MSGin5G-5 reference point.
NOTE:	when the Application Client and MSGin5G Client are resided on the same MSGin5G UE, the interaction in MSGin5G-5 reference point may implementation specific and is out of scope of the present document.
c)	If a "Delivery status required" element is included in the CoAP POST request, the MSGin5G Client shall send an MSGin5G message delivery status report as specified in clause 6.4.1.1.4 or clause 6.4.1.1.5 with the clarifications listed below:
1)	if the message delivery status is supported by the Application Client(s), the MSGin5G message delivery status report shall be sent after the delivery status information is received from the Application Client(s), and shall be generated based on this(these) delivery status information; or
2)	if the message delivery status is not supported by the Application Client, the MSGin5G message delivery status report shall be sent immediately by the MSGin5G Client on behalf of the Application Client(s).

* * * Next Change * * * *
[bookmark: _Toc86042592][bookmark: _Toc86043149][bookmark: _Toc97379667][bookmark: _Toc104711000][bookmark: _Toc114862849]6.4.1.1.8	Reception of an MSGin5G message delivery status report
Upon receiving an CoAP POST request containing the MSGin5G Service identifier and the "Message Type" with the value "IMDN", if the "Number of individual messages" element and "List of individual messages" element are not be included and a "Delivery Status" element is included, the MSGin5G Client shall handle the CoAP POST request according to procedures specified in IETF RFC 7252 [5] with the clarifications listed below:
a)	The MSGin5G Client shall provide the received information in the "Delivery Status" element and the "Failure Cause" element (if applicable) to the Application Client(s) if one or more "Application ID" element(s) is(are) included. The Application Client(s) is(are) indicated by the "Application ID" element(s):
1)	If the Application Client on the other MSGin5G UE for which this MSGin5G Client is acting as MSGin5G Relay UE or MSGin5G Gateway UE, the MSGin5G Client shall send the received information to the corresponding MSGin5G UE via MSGin5G-6 (if MSGin5G Client is supported by MSGin5G UE-2) as specified in clause 6.4.2.4 or MSGin5G-5 reference point (if MSGin5G Client is not supported by MSGin5G UE-2) as specified in clause 6.4.2.2.
2)	If the Application Client is on the same MSGin5G UE with the MSGin5G Client, the MSGin5G Client shall deliver the received information to the Application Client via MSGin5G-5 reference point.;
NOTE:	when the Application Client and MSGin5G Client are resided on the same MSGin5G UE, the interaction in MSGin5G-5 reference point may implementation specific and is out of scope of the present document.

* * * Next Change * * * *
[bookmark: _Toc86042595][bookmark: _Toc86043152][bookmark: _Toc97379670][bookmark: _Toc104711003][bookmark: _Toc114862852]6.4.1.2.1	General
An MSGin5G Server provides server-side functionality of messages delivery among MSGin5G UE, Application Server and Message Gateway. A messages delivery procedure in the MSGin5G Server can be divided to reception and sending procedures.
The reception procedure consists:
a)	the messages arrival at the MSGin5G Server;
b)	the related authentication and authorization of the message on the MSGin5G Server; and
c)	the possible message response to the sender.
The sending procedure consists the outbound messages from the MSGin5G Server.
When the MSGin5G Server receives message from MSGin5G UE, the reception procedure is specified in clause 6.4.1.2.2, 6.4.1.2.3, 6.4.1.2.4 and 6.4.1.2.5. When the MSGin5G Server receives message from Application Server or Message Gateway, the reception procedure is specified in 3GPP TS 29.538 [7].
Upon reception of a message, the MSGin5G Server shall analysis the communication model of the message by analysis the Service ID of the recipient in the message, then generates a new message based on the received message and send it to the recipient:
a)	if a "Recipient UE Service ID" element is included, this message is a Point-to-Point message or a Application-to-Point message. The MSGin5G Server analyzes the URI:
1)	if the URI points to an MSGin5G Client, the MSGin5G Server send the MSGin5G message to the MSGin5G Client via MSGin5G-1 reference point as specified in clause 6.4.1.2.6, 6.4.1.2.7, 6.4.1.2.8 or 6.4.1.2.9; or
2)	if the URI points to a Message Gateway, the MSGin5G Server sends the message to the Message Gateway via MSGin5G-2 or MSGin5G-4 reference point as specified in 3GPP TS 29.538 [7];
NOTE:	The analysis procedure is implementation specific, e.g. by querying the DNS or local database, and is out of scope of the present document.
b)	if a "Recipient AS Service ID" element is included, this message is a Point-to-Application message. The MSGin5G Server analysis the URI and send the message to the Application Server via MSGin5G-3 reference point as specified in 3GPP TS 29.538 [7];
c)	if a "Group Service ID" element is included, this message is a Group message. The MSGin5G Server obtains the group members by checking the group profile with the "Group Service ID". For each group member, the MSGin5G Server analyzes its UE Service ID and sends the message to it as specified in step a);
d)	if a "Broadcast Area ID" element is included, this message is a Broadcast message; and
NOTE:	The detailed procedure for broadcast message will be given in future release.
e)	if a "Messaging Topic" element is included, this message is needed to be distributed based on message topic. The MSGin5G Server obtains the subscribers of the Messaging Topic by checking the related subscription. The subscriber of the Messaging Topic can be MSGin5G UE, Application Server or Message Gateway (on behalf of non-MSGin5G UE). For each subscriber, the MSGin5G Server analyzes its Service ID and sends the message to it as specified in step a) or b).

* * * Next Change * * * *
[bookmark: _Toc86042596][bookmark: _Toc86043153][bookmark: _Toc97379671][bookmark: _Toc104711004][bookmark: _Toc114862853]6.4.1.2.2	Reception of an MSGin5G message
Upon receiving an CoAP POST request from the MSGin5G Client on a MSGin5G UE, containing the MSGin5G Service identifier and the "Message Type" with the value "MSG", i.e. the request is for sending a MSGin5G message, if the "Number of individual messages" element and "List of individual messages" element are not be included, the MSGin5G Server shall handle the CoAP POST request according to procedures specified in IETF RFC 7252 [5] with the clarifications listed below:
a)	The MSGin5G Server shall authenticate the message and shall verify that the sending UE is authorized to send the message by checking the registration status of the MSGin5G Client and the "Originating UE Service ID" element in the CoAP payload. If message is needed to be rejected, the MSGin5G Server shall send a message response in a new CoAP POST request to the originating entity as specified in step e) and skips the rest steps in this clause;
b)	The MSGin5G Server executes the message segment related procedures as specified in clause 6.5.3 if needed.;
c)	The MSGin5G Server shall determine the communication model of the message as specified in clause 6.4.1.2.1:;
d)	If the message is stored for deferred delivery as specified in clause 6.4.1.2.6 or 6.4.1.2.7, the MSGin5G Server shall send a message response in a new CoAP POST request to the originating entity as specified in step e),; and
e)	The MSGin5G Server shall send a message response in a new CoAP POST request to the originating entity as specified in IETF RFC 7252 [5] with the clarifications listed below:
1)	may set the "T" field in the CoAP header to 0 or 1;
2)	shall include the originating MSGin5G Client's address in an CoAP Option, e.g. if the originating MSGin5G Client address is a URI, includes a Uri-Path Option with the value of the URI;
3)	shall set the CoAP Content-Format to "50", i.e. application/json; and
4)	shall include the information elements specified in 3GPP TS 23.554 [2] in the CoAP payload encoded in JSON format as specified in clause 7.3.4.3:
i)	shall include an "MSGin5G service identifier" element to indicate that this CoAP POST request is used for MSGin5G service;
ii)	shall include an "Originating UE Service ID" element set to the UE which sends the previous MSGin5G message;
iii)	shall include the "Message ID" copied from the received MSGin5G message which this Message response is responded to;
iv)	may include a "Delivery Status" element to indicate that the delivery status of this MSGin5G message is a failure, or is stored for deferred delivery; 
v)	may include a "Failure Cause" element to indicate the reason for failure; and
vi)	in addition to the information elements specified in 3GPP TS 23.554 [2], shall also include a "Message Type" element set to "MSGRESP" to indicate that this message is a message response.

* * * Next Change * * * *
6.4.2.1	General
Clause 6.4.2.2 and 6.4.2.3 define the procedures used for message or message delivery report sending/receiving over MSGin5G-5.
In the procedures, for delivering messages or message delivery reports to MSGin5G Client in MSGin5G Gateway UE, the Application Client in Constrained UE may use any message format or protocol supported by the MSGin5G Client.
NOTE 1:	How the Application Client knows the message protocol/format supported by the MSGin5G Client is out of scope of this specification.
In the procedures, for delivering messages or message delivery reports to Application Client in Constrained UE, the MSGin5G Client in MSGin5G Gateway UE may use any message format or protocol supported by the Application Client.
NOTE 2:	How the MSGin5G Client knows the message protocol/format supported by the Application Client is out of scope of this specification.
Annex  A lists some message formats/protocols examples (only for implementation reference) which may be used for the interaction between Application Client in Constrained UE and MSGin5G Client in MSGin5G Gateway UE over MSGin5G-5.
Clauses 6.4.2.4 and  6.4.2.5 define the procedures used for MSGin5G message or MSGin5G message delivery report sending/receiving over MSGin5G-6. The MSGin5G Relay UE relays the CoAP POST request/response as traffic between the MSGin5G Server and the Constrained UE.

* * * Next Change * * * *
[bookmark: _Toc104711017][bookmark: _Toc114862866]6.4.2.2.3	Sending of a message delivery status report to Constrained UE
Upon receiving a MSGin5G message delivery status report request including an Application ID from MSGin5G Server, and the Application ID is registered by the Application Client on Constrained UE, based on the Constrained UE registration information, the MSGin5G Client on the MSGin5G Gateway UE shall send a request/response message to the Application Client, in the request, including the following information elements:
a)	the Message Type IE with the value "DELIVERY REPORT RECEIVED REQUEST" indicating the request/message is for delivering a message delivery status;
b)	the Message ID IE with the unique identity of this message delivery report;
c)	the Reply-to Message ID IE indicating the delivery status is for which message; and
d)	the Delivery Status IE indicating the delivery status.

* * * Next Change * * * *
[bookmark: _Toc97379708][bookmark: _Toc104711046][bookmark: _Toc114862895]6.6.1	General
As specified in 3GPP TS 23.554 [2], an MSGin5G Client may subscribe one or more Messaging Topic(s) on the MSGin5G Server.
The message topic subscription and unsubscription are based on the CoAP Observe method as specified in IETF RFC 7641 [4], the MSGin5G Client acts as an observer, the MSGin5G Server acts as a CoAP Server, the message topic is a resource to observe.

* * * Next Change * * * *
[bookmark: _Toc97379710][bookmark: _Toc104711048][bookmark: _Toc114862897]6.6.2.1	Messaging Topic Subscription
Upon receiving a request to subscribe a messsage topic from an Application Client, MSGin5G Client shall send a CoAP GET request, as specified in IETF RFC 7641 [4], to the MSGin5G Server. In the CoAP GET request, the MSGin5G Client:
a)	shall set the "T" field in the CoAP header to the value "0" to indicate this request is the type of Confirmable;
b)	shall include the MSGin5G Server address in the Option header and set the Option header to a corresponding value, e.g. if the MSGin5G Server address is a URI, the Uri-Path Option is set to the value of such URI;;
c)	shall include the message topic name in the Uri-Path Option (e.g. "\top");
d)	shall include the Observe Option with the value "0" which indicates the request is for observing a resource, i.e. for subscribing a message topic;
e)	shall include the Content-Format Option with the value "50" which indicate the format of the CoAP payload is "application/json" as specified in RFC 7252 [5]; and
f)	shall include the CoAP Payload in JSON format, including the following information elements as specified in clause 8.8.1 of 3GPP TS 23.554 [2]:
1)	an "Originating UE Service ID" element set to the MSGin5G UE which requests the message topic subscription; and
2)	optionally, an "Expiration time" element which indicates the expiration time of the message topic subscription.
The corresponding JSON Schema used in step g) is defined in  7.3.5.1.

* * * Next Change * * * *
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If the Observe Option is included in the CoAP GET request with a value "0" as specified in RFC 7641 [4], the MSGin5G Server shall:
a)	if the message topic does not exist, create the message topic;
b)	if the Originating UE Service ID is not in the list of the subscribers of the message topic, add the Originating UE Service ID to the list of the subscribers of the topic, and record its expiration time if exists;
c)	if an entry with a matching Originating UE Service ID is already present in the list of the subscribers of the message topic, updates the expiration time of the subscription of this UE; and
d)	send a CoAP Notifications with a 2.05 (Content) response code to the MSGin5G Client and with CoAP Payload in JSON format, including the following information elements as specified in clause 8.8.1 of 3GPP TS 23.554 [2]:
1)	a "subscription status" element set to indicate whether the subscription was successfully added or deleted on the MSGin5G Server; and
2)	optionally, an "Expiration time" element set to indicate the expiration time of the message topic subscription.
The MSGin5G Server shall remove the Originating UE Service ID from list of the subscribers of the message topic when the expiration time reached;.

* * * End of Change * * * *

