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	Reason for change:
	TS 23.501 specifies a new PLMN list announced for NSWO in 5GS. The PLMN selection for the new PLMN list should follow the same procedure as the one defined for other PLMN selection for non-3GPP access, meaning by following UE policy information.

UE policy may be provided to a UE from the PCF, however once it is delivered to the UE, the UE shall update the already stored UE policy information by the newly received ones. The UE policy information are for different purposes and one sort can be access network discovery and selection policy (ANDSP) which contains WLAN selection policy (WLANSP) rules. The WLANSP rules are provided to the UE to aid the UE in selecting the WLAN access network. Once these rules are provided to the UE, the UE shall use the WLANSP rules to the procedure defined in clause 6.6.1.3 in TS 23.503. The only rules which can precedence over WLANSP rules, are rules provided by the application layer than NAS and is called User Preferences On Non-3GPP Access Selection rules.

PLMN List IE defined in H.2.4.2 in TS 24.302 is for the purpose of selection of WLAN access for AAA connectivity to EPS. However this information is not listed when selecting the WLAN access network.

A new NAI for non-roaming case for NSWO in 5GS is created in CR#0642 against TS 23.003.

	
	

	Summary of change:
	Removing EN and text related how the PLMN is selected for NSWO in 5GS, since WLAN access is selected as mandated by stage2 by following the priorities of the WLAN access defined locally or by WLANSP rules independent the capability of the PLMN list.

Adding related text for PLMN list for NSWO in 5GS and PLMN list for AAA connectivity in EPS in notes. Splitting the notes for PLMN list for 5GS and PLMN list for EPS.

The reference for the NAI for the non-roaming case is changed due to definition of the new NAI in TS 23.003.

Backward compatibility analysis in the UE:
The CR is not backward compatible for the UE. The UE which has implemented current version of specification but has not implemented this CR cannot select a WLAN with selected PLMN list for NSWO in 5GS. 

Backward compatibility analysis in the network:
The CR is not backward compatible for the network. The access network which has implemented current version of specification but has not implemented this CR cannot announce a PLMN list for NSWO in 5GS.


	
	

	Consequences if not approved:
	NSWO in 5GS cannot be used.
Missing important text for PLMN List IE defined in H.2.4.2 in TS 24.302.
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***** Next change *****
[bookmark: _Hlk117071626][bookmark: _Toc20212038][bookmark: _Toc27744920][bookmark: _Toc36114720][bookmark: _Toc45271314][bookmark: _Toc51936572][bookmark: _Toc58230242][bookmark: _Toc106898439]5.3.2.3	Automatic mode WLAN selection
The UE shall first determine valid WLANSP rules for WLAN selection:
a)	if the UE is not roaming over 3GPP access, the UE shall use the valid WLANSP rules from the HPLMN; or
b)	if the UE is roaming over 3GPP access, the UE may have valid WLANSP rules from several of the visited PLMN, a PLMN equivalent to the visited PLMN and the home PLMN. The UE uses the WLANSP rules in the following order of decreasing priority:
1)	the valid WLANSP rules from the visited PLMN;
2)	the valid WLANSP rules from the equivalent PLMN in which the UE last received WLANSP; and
3)	the valid WLANSP rules from the home PLMN.
The UE shall then determine the selected WLAN(s) according to the following steps:
[bookmark: _Hlk2256485][bookmark: _Hlk2135310]a)	use the procedures specified in the IEEE 802.11 [19] to discover the available WLANs. The UE may perform ANQP procedures as specified in the IEEE 802.11 [19] or the Hotspot 2.0 [20] to discover the attributes and capabilities of available WLANs. If the UE supports ANQP procedures, the UE may send an ANQP request for lists of service providers (i.e. ANQP-elements "Domain Name", see IEEE 802.11 [19]) and PLMN identities (i.e. ANQP-element "3GPP Cellular Network", see 3GPP TS 24.302 [7] annex H); and
b)	if the UE has performed ANQP procedures to discover the attributes and capabilities of available WLANs, compare the attributes and capabilities of the available WLANs with the group of selection criteria of the valid WLANSP rules and construct a prioritized list of available WLANs that fulfill the selection criteria. 
1)	when there are multiple valid WLANSP rules the UE evaluates the valid WLANSP rules in priority order. The UE evaluates first if an available WLAN access meets the selection criteria of the highest priority valid WLANSP rule. The UE then evaluates if an available WLAN access meets the selection criteria of the next priority valid WLANSP rule;
NOTE 1:	Each WLANSP rule can include one or more groups of selection criteria in priority order. If there are multiple highest priority groups of selection criteria in the valid WLANSP rule, it is up to the UE implementation which one to use.
2)	if the Home network ind bit is not set to "1" in the group of selection criteria (see 3GPP TS 24.526 [17]), the WLAN(s) that match the group of selection criteria with the highest priority are considered as the most preferred WLANs, the WLAN(s) that match the group of selection criteria with the second highest priority are considered as the second most preferred WLANs;
3)	if the Home network ind bit is set to "1" in the group of selection criteria (see 3GPP TS 24.526 [17]), then the UE shall create a list of available WLANs and shall apply the group of selection criteria to all the WLANs in this list. A WLAN is included in this list, if
i)	the other selection criteria in the active WLANSP rule are met; and
[bookmark: _Hlk2134616]ii)	the UE received a lists of service providers (i.e. ANQP-elements "Domain Name") and PLMN identities (i.e. ANQP-element "3GPP Cellular Network"), and:
I)	if the list with PLMNs that can be selected from the WLAN (see 3GPP TS 24.302 [7]) includes:
A)	the HPLMN derived from its IMSI; or
B)	a PLMN matching an entry in the UE's list of equivalent PLMNs; or
II)	if the domain name list (see IEEE 802.11 [19]) includes:
A)	the home domain name derived from its IMSI; or
B)	the domain name derived from its list of equivalent PLMNs; and
NOTE 2:	If the Home network ind bit is set to "1" in a group of selection criteria then this group of selection criteria is not expected to include the preferred roaming partner list and the preferred SSID list.
NOTE 3:	WLAN advertises PLMN(s) towards which the AAA connectivity to EPC or the S2a connectivity or the 5G connectivity using trusted non-3GPP access is supported by using the ANQP-element "3GPP Cellular Network" with the PLMN List IE or the PLMN List with S2a Connectivity IE, the PLMN List with trusted 5G connectivity IE or the PLMN List with trusted 5G connectivity-without-NAS IE in the payload (see annex H in 3GPP TS 24.302 [7] Annex H). The PLMN List with trusted 5G connectivity-without-NAS IE is only used by N5CW devices. If the UE selects a PLMN over WLAN included in both the PLMN List with S2a Connectivity IE, and the PLMN List with trusted 5G connectivity IE, the UE requests the PLMN with trusted 5G connectivity (see 3GPP TS 23.501 [2] clause 6.3.12.2).
NOTE 4:	WLAN advertises PLMN(s) towards which the 5G connectivity using trusted non-3GPP access or the AAA connectivity to 5GC is supported by using the ANQP-element "3GPP Cellular Network" with the PLMN List with trusted 5G connectivity IE, the PLMN List with trusted 5G connectivity-without-NAS IE or PLMN List with AAA connectivity to 5GC IE in the payload (see annex H in 3GPP TS 24.302 [7]). The PLMN List with trusted 5G connectivity-without-NAS IE is only used by N5CW devices.
NOTE Y:	If the UE selects a PLMN over WLAN included in both the PLMN List with S2a Connectivity IE and the PLMN List with trusted 5G connectivity IE, the UE requests the PLMN with trusted 5G connectivity (see clause 6.3.12.2 in 3GPP TS 23.501 [2]).
4)	The priority of a WLAN in the available WLANs list is set to the WLAN priority defined in the preferredSSIDlist of the matching group of selection criteria. There may be one or more selected WLANs in the list.
NOTE Z:	UE implementation can optimize the steps described above, e.g. by combining the ANQP procedures.
A UE that: 
a)	supports NSWO in 5GS; 
b)	is configured to use NSWO in 5GS; and 
c)	has received a service provider and PLMN identities via ANQP procedures;
shall construct a NAI for authentication with the selected service provider as follows:
a)	a root NAI corresponding to the HPLMN, if the selected service provider is the HPLMN; or
b)	a decorated NAI including the realm of the selected service provider, otherwise.
The NAI formats to be used above are specified in 3GPP TS 23.003 [3].
Editor's Note: [NSWO_5G, CR 0199] How the selected provider is determined is FFS.
***** Next change *****
[bookmark: _Toc106898458][bookmark: _Hlk96097903]6.3a	Authentication for NSWO in 5GS
A UE that supports NSWO in 5GS and is configured to use NSWO in 5GS, shall not perform NSWO in EPS. NSWO in 5GS capability can be enabled and disabled via configuration on the USIM (see 3GPP TS 31.102 [35]) or on the ME. Configuration on the USIM shall take precedence over the ME.
[bookmark: _Hlk117004010]In order to use NSWO in 5GS, and if the WLAN access network requires 5GS-based authentication of a UE to connect to the WLAN, the UE shall perform the EAP-AKA' authentication procedure as specified in 3GPP TS 33.501 [5] annex S.3. The UE shall use as its identity the SUCI in NAI format for NSWO in 5GS as defined in clause 28.7.x3 of 3GPP TS 23.003 [8]. 
NOTE:	The same NAI format is used over both trusted and untrusted non-3GPP access networks for NSWO in 5GS, which is different from the NAI format used for registration over trusted non-3GPP access specified in clause 28.7.6 of 3GPP TS 23.003 [8].
Upon receipt of an EAP-Request/AKA'-Challenge message the UE shall apply the rules for comparison of the locally determined ANID "5G:NSWO" (see table 8.1.1.2-2 of 3GPP TS 24.302 [7]) and the Network Name field of the AT_KDF_INPUT attribute received in the EAP-Request/AKA'-Challenge message as specified in IETF RFC 5448 [38].
[bookmark: _Hlk117004182]A roaming UE that supports NSWO in 5GS and is configured to use NSWO in 5GS shall use as its identity, the SUCI in decorated NAI format for NSWO in 5GS as specified in clause 28.7.9x of 3GPP TS 23.003 [8] and according to the procedure described in clause 5.3.2.3.
Editor's note (CR#0211, NSWO_5G): Need for decorated NAI format for NSWO in 5GS is FFS.
***** End of changes *****

