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* * * First Change * * * *
[bookmark: _Toc510696586][bookmark: _Toc35971378][bookmark: _Toc67903502][bookmark: _Toc75192261][bookmark: _Toc81558528][bookmark: _Toc85876979][bookmark: _Toc88681431][bookmark: _Toc89678118][bookmark: _Toc98501210][bookmark: _Toc106634494][bookmark: _Toc114825273][bookmark: _Toc101254124][bookmark: _Toc101254563][bookmark: _Toc104112275][bookmark: _Toc104192452][bookmark: _Toc104193016][bookmark: _Toc114778905][bookmark: _Toc24937542][bookmark: _Toc33962357][bookmark: _Toc42883119][bookmark: _Toc49732987][bookmark: _Toc56690608][bookmark: _Toc74948771][bookmark: _Toc25073758][bookmark: _Toc34062923][bookmark: _Toc43119891][bookmark: _Toc49767943][bookmark: _Toc56434116][bookmark: _Toc74941563][bookmark: _Hlk116305404]5.1	Introduction
Table 5.1-1 summarizes the SBI services produced by an MB-SMF.
Table 5.1-1: NF Services provided by MB-SMF
	Service Name
	Description
	Example Consumers

	Nmbsmf_TMGI
	This service enables to request the allocation or release of TMGI(s). Applicable to both Broadcast and Multicast services. 
	NEF, MBSF, AF


	Nmbsmf_MBSSession
	This service enables:
[bookmark: _PERM_MCCTEMPBM_CRPT81600002___7]-	to create, modify, activate, deactivate and release a multicast MBS session
-	create, modify and release a broadcast MBS session
-	request the start or termination of MBS data reception for a multicast MBS session
[bookmark: _PERM_MCCTEMPBM_CRPT81600003___7]-	query information (e.g. QoS information) about a multicast MBS session and subscribe and unsubscribe to notifications of events about the multicast MBS session context and notify corresponding events to the subscribed NFs
-	subscribe and unsubscribe to notifications of events about status change of a broadcast or multicast MBS session and notify corresponding events to the subscribed NFs
	
NEF, MBSF, AF


NEF, MBSF, AF

SMF, AMF


SMF





NEF, MBSF, AF



Table 5.1-2 summarizes the corresponding MB-SMF APIs defined in this specification (see Annex A).
Table 5.1-2: MB-SMF API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	apiName
	Annex

	Nmbsmf_TMGI 
	5.2 
	MB-SMF TMGI Service
	TS29532_ Nmbsmf_TMGI.yaml
	nmbsmf_tmgi  
	A.2

	Nmbsmf_MBSSession 
	5.3
	MB-SMF MBSSession Service
	TS29532_ Nmbsmf_MBSSession.yaml 
	nmbsmf_mbssession 
	A.3



* * * Next Change * * * *
[bookmark: _Toc510696595][bookmark: _Toc35971387][bookmark: _Toc67903511][bookmark: _Toc75426346][bookmark: _Toc81558535][bookmark: _Toc85876986][bookmark: _Toc88681438][bookmark: _Toc89678125][bookmark: _Toc98501217][bookmark: _Toc106634501][bookmark: _Toc114825280]5.2.2.3	TMGI Deallocate service operation
[bookmark: _Toc81558536][bookmark: _Toc85876987][bookmark: _Toc88681439][bookmark: _Toc89678126][bookmark: _Toc98501218][bookmark: _Toc106634502][bookmark: _Toc114825281]5.2.2.3.1	General
The TMGI Deallocate service operation (Nmbsmf_TMGI_Deallocate) shall be used by NF Service Consumers to request the deallocation of one or more TMGI(s).
It is used in the following procedures:
-	Removal of the MBS session configurationMBS Session Deletion with and without PCC (see clauses 7.1.1.4 and 7.1.1.5 in 3GPP TS 23.247 [14]);
-	MBS Session Release for Broadcast (see clause 7.3.2 in 3GPP TS 23.247 [14]).
The NF Service Consumer (e.g. NEF, MBSF and AF) shall trigger the deallocation of one or more TMGIs by using the HTTP DELETE method on the TMGI collection resource (/tmgi), as shown in Figure 5.2.2.3.1-1.



Figure 5.2.2.3.1-1: TMGI deallocation
1.	The NF Service Consumer shall send a DELETE request to the resource representing the TMGIs collection. Query parameters shall be used to indicate the TMGI(s) to be deallocated. The NF Service Consumer may request to deallocate all previously allocated TMGIs, or one or more specific TMGIs previously allocated.
2a.	On success, "204 No Content" shall be returned with empty message body.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.3.2-3 shall be returned. For a 4xx/5xx response, the message body may contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.1.3.2.3.2-3.

* * * Next Change * * * *
[bookmark: _Toc85876998][bookmark: _Toc88681450][bookmark: _Toc89678137][bookmark: _Toc98501229][bookmark: _Toc106634513][bookmark: _Toc114825292]5.3.2.5	ContextUpdate
[bookmark: _Toc85876999][bookmark: _Toc88681451][bookmark: _Toc89678138][bookmark: _Toc98501230][bookmark: _Toc106634514][bookmark: _Toc114825293]5.3.2.5.1	General
The ContextUpdate service operation shall be used to start or terminate MBS data reception of a multicast MBS session, or for a location dependent multicast MBS session, for the part of an MBS session within an MBS service area.
NOTE:	For a location dependent multicast MBS service, the ContextUpdate service operation is performed per MBS service area of the MBS session.
It is used in the following procedures:
-	to start MBS data reception:
-	Multicast session join and session establishment procedure (see clause 7.2.1.3 of 3GPP TS 23.247 [14])
-	Establishment of shared delivery toward RAN node (see clause 7.2.1.4 of 3GPP TS 23.247 [14])
-	Xn based handover from MBS supporting NG-RAN node (see clause 7.2.3.2 of 3GPP TS 23.247 [14])
-	N2 based handover from MBS supporting NG-RAN node (see clause 7.2.3.3 of 3GPP TS 23.247 [14])
-	MBS session activation procedure (see clause 7.2.5.2 of 3GPP TS 23.247 [14])
-	to terminate MBS data reception:
-	MBS session Leave (see clause 7.2.2.2 of 3GPP TS 23.247 [14]);
-	SMF removing joined UEs from MBS session (see clause 7.2.2.3 of 3GPP TS 23.247 [14]);
-	Release of shared delivery toward RAN node (see clause 7.2.2.4 of 3GPP TS 23.247 [14]);
-	MBS session deactivation procedure (see clause 7.2.5.3 of 3GPP TS 23.247 [14])
The NF Service Consumer (e.g. AMF or SMF) shall update the MBS session context to start or terminate the MBS data reception of an MBS session by using the HTTP POST method as shown in Figure 5.3.2.5.1-1.


Figure 5.3.2.5.1-1: Multicast MBS session Context Update
1.	The NF Service Consumer shall send a POST request targeting the /mbs-sessions/contexts/update resource. The payload body of the POST request (ContextUpdateReqData structure) shall contain the following information:
-	NF Instance ID of the NF Service Consumer;
-	MBS Session ID;
-	Area Session ID, for a location dependent MBS session;
-	if the NF Service Consumer is the SMF:
-	requested action (i.e. Start or terminate MBS data reception);
-	the (UPF) DL GTP-U F-TEID, to be used for starting or terminating MBS data reception, if unicast transport is used over N19mb.
-	if the NF Service Consumer is the AMF:
-	RAN Node ID;
-	N2 MBS Session Management Container (see MBS Distribution Setup Request Transfer IE and MBS Distribution Release Request Transfer IE specified in clauses 9.3.A.a19.3.5.7 and 9.3.A.b19.3.5.10 of 3GPP TS 38.413 [20]), if an N2 MBS Session Management Container has been received from the NG-RAN;
-	a Leave Indication, if it is the last NG-RAN controlled by the AMF serving the multicast MBS session.
2a.	On success, a "200 OK" response shall be returned, if additional information needs to be returned in the response. The payload body of the POST response (ContextUpdateRspData structure) may contain the following parameters:
-	if the NF Service Consumer is the SMF and it was requested to start MBS data reception:
-	the GTP-U Common TEID (C-TEID, see 3GPP TS 29.281 [17]) and the related IP multicast source address of the MB-UPF, for data reception over N19mb using multicast transport, if no DL GTP-U F-TEID was received in the request for unicast transport;
-	if the NF Service Consumer is the AMF:
-	N2 MBS Session Management Container (see MBS Distribution Setup Response Transfer IE or MBS Distribution Setup Unsuccessful Transfer IE specified in clauses 9.3.A.a29.3.5.8 and 9.3.A.a39.3.5.9 of 3GPP TS 38.413 [20], if an N2 MBS Session Management Container needs to be sent to the NG-RAN.
[bookmark: _PERM_MCCTEMPBM_CRPT81600007___3]If the Leave indication was received in the request, the MB-SMF shall remove the information of the AMF from the context of the multicast MBS session.
NOTE:	The user plane from the MB-UPF to NG-RAN (for 5GC Shared MBS traffic delivery) and the user plane from MB-UPF to UPFs (5GC Individual MBS traffic delivery) may use multicast transport via a common GTP-U tunnel per MBS session, or use unicast transport via separate GTP-U tunnels at NG-RAN or at UPF per MBS session.
2b. Otherwise, the MB-SMF shall return a "204 No Content" response if no additional information needs to be returned in the response
2c.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.2.4.2.2-2 shall be returned. For a 4xx/5xx response, the message body may contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.2.3.2.4.2.2-2.

* * * Next Change * * * *
[bookmark: _Toc85877002][bookmark: _Toc88681454][bookmark: _Toc89678141][bookmark: _Toc98501233][bookmark: _Toc106634517][bookmark: _Toc114825296]5.3.2.6.2	Subscription creation
When the StatusSubscribe service operation is used for creating a subscription, the NF Service Consumer (e.g. NEF, MBSF or AF) shall subscribe to MB-SMF service notifications by using the HTTP POST method as shown in Figure 5.3.2.6.2-1.


Figure 5.3.2.6.2-1: Subscribing to MB-SMF notifications
1.	The NF Service Consumer shall send a POST request to the resource URI representing the "/subscriptions" collection resource in the MB-SMF (/mbs-sessions/subscriptions). The request body shall include the data indicating the type of notifications that the NF Service Consumer is interested in receiving.  The payload body of the POST request (StatusSubscribeReqData data structure, see clause 6.2.6.2.7) shall contain:
-	the MBS Session ID (source specific IP multicast address or TMGI);
-	Area Session ID, for a location dependent MBS session;
-	the list of MBS session events requested to be subscribed.
-	the Notification URI , indicating the address where the MB-SMF shall send the MBS session status notifications; and
-	the NF instance ID of the subscribing NF, if available.
The request body may also contain:
-	an expiry time suggested by the NF Service Consumer, representing the time span during which the subscription is desired to be kept active; and
-	a Notification Correlation ID indicating the correlation identity to be carried in event notifications generated by the subscription.;
2a.	On success, the MB-SMF shall return a "201 Created" response. The "Location" header shall be present and shall contain the URI of the created resource. The payload body of the POST response shall include a representation of the created subscription (StatusSubscribeRspData data structure, see clause 6.2.6.2.8), with the following parameters:
-	MBS Session ID (source specific IP multicast address or TMGI);
-	Area Session ID, for a location dependent MBS session;
-	the list of MBS session events successfully subscribed; and
-	the expiry time after which the subscription becomes invalid.
The POST response may also contain:
-	a list of event reports, if corresponding information is available.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.4.3.1-3 shall be returned. For a 4xx/5xx response, the message body may contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in the same Table 6.2.3.4.3.1-3).

* * * Next Change * * * *
[bookmark: _Toc85877003][bookmark: _Toc88681455][bookmark: _Toc89678142][bookmark: _Toc98501234][bookmark: _Toc106634518][bookmark: _Toc114825297]5.3.2.6.3	Subscription update
When the StatusSubscribe service operation is used for updating a subscription, the NF Service Consumer (e.g. NEF, MBSF or AF) shall update its subscription to MB-SMF notifications by using the HTTP PATCH method as shown in Figure 5.3.2.6.3-1.


Figure 5.3.2.6.2-1: Updating a subscription to MB-SMF notifications
1.	The NF Service Consumer shall send a PATCH request to update the individual subscription resource at the MB-SMF (/mbs-sessions/subscriptions/{subscriptionId}). The message body contains an array(PatchItem), where each PatchItem type indicates a requested change to the MbsSessionSubscriptiondata (see clause 5.2.4.3 in 3GPP TS 29.571 [18]). The following information may be requested to be modified with array(PatchItem) structure (see Table 6.2.3.5.3.1-2):
-	Notification URI (callback URI), indicating the address where the MB-SMF shall send the notifications;
-	Notification Correlation ID, indicating the correlation identity to be carried in event notifications generated by the subscription; 
-	New expiration time; and/or
-	List of MBS Session events.
2a.	On success, the MB-SMF shall return a "200 Ok" response with a representation of the modified subscription (MbsSessionSubscription data structure, see clause 5.2.4.3 in 3GPP TS 29.571 [18]).
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.5.3.1-3 shall be returned. For a 4xx/5xx response, the message body may contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in the same Table 6.2.3.5.3.1-3.

* * * Next Change * * * *
[bookmark: _Toc85877010][bookmark: _Toc88681462][bookmark: _Toc89678149][bookmark: _Toc98501241][bookmark: _Toc106634525][bookmark: _Toc114825304]5.3.2.9.2	Creation of a subscription
The ContextStatusSubscribe service operation shall be used to request information (e.g. QoS information) about a multicast MBS session and subscribe to notifications of events about the multicast MBS session context.
It is used in the following procedures:
-	Multicast session join and session establishment procedure (see clause 7.2.1.3 of 3GPP TS 23.247 [14]).
The NF Service Consumer may subscribe to multiple events in a subscription. A subscription shall be specific to a multicast MBS session context.
The NF Service Consumer (e.g. SMF) shall request information (e.g. QoS information) about a multicast MBS session and create a subscription to notification of events about the multicast MBS session context by using the HTTP POST method with the URI of the Subscriptions collection for MBS contexts resource as shown in Figure 5.3.2.9.2-1.


Figure 5.3.2.9.2-1: Creation of a subscription for a multicast MBS session context
1.	The NF Service Consumer shall send a POST request. The payload body of the POST request (ContextStatusSubscribeReqData structure) shall contain the description of the subscription requested to be created:
-	NF Instance ID of the NF Service Consumer creating the subscription;
-	MBS Session ID (i.e. TMGI or source specific multicast address) being the target of the subscription;
-	Event ID(s) of the events to which the NF service consumer requests to subscribe; and
-	Notification URI, indicating the address where to send the events notifications generated by the subscription;
The payload body of the POST request may further contain the following parameters:
-	Notification Correlation ID, indicating the correlation identitity to be carried in event notifications generated by the subscription.
-	For each subscribed event:
-	Immediate Report Indication, to request to receive an immediate report in the response with the current event status;
-	Reporting Mode, to indicate how event shall be reported (One-time Reporting or Continuous);
-	Expiry time, indicating the time up to which the subscription is desired to be kept active and after which the subscribed events shall stop generating notifications.
[bookmark: _PERM_MCCTEMPBM_CRPT81600008___3]In this release of the specification, the SMF shall subscribe to the "QOS_INFO", "STATUS_INFO", "SERVICE_AREA_INFO", "SESSION_RELEASE", "SECURITY_INFO" and "MULT_TRANS_ADD_CHANGE" events, with the Reporting Mode set to "Continuous event reporting".
2a.	On success, the MB-SMF shall return a "201 Created" response, with an HTTP Location header providing the URI of the newly created resource.

The payload body of the POST response (ContextStatusSubscribeRspData structure) shall include a representation of the created subscription. If the NF Service Consumer has included more than one event in the subscription creation request and some of the events cannot be subscribed, the MB-SMF shall accept the request and indicate the successfully subscribed event(s) in the response.
[bookmark: _PERM_MCCTEMPBM_CRPT81600009___3]If the NF Service Consumer has requested an Immediate Report, the MB-SMF shall include the current status of the events subscribed in the response, if available:
-	list of MBS QoS flows to set up (in the qosFlowsAddModRequestList IE) for the multicast MBS session;
-	multicast MBS session's status (activated/deactivated);
-	multicast MBS session service area for local multicast service; and.	
[bookmark: _PERM_MCCTEMPBM_CRPT81600010___3]-	if security protection is applied, the multicast session security context containing MBS Service Key (MSK), MBS Traffic Key (MTK) and the corresponding key IDs.	
NOTE:	No immediate report is generated for the MULT_TRANS_ADD_CHANGE event type.
If the NF Service Consumer has requested One-time Reporting and if the MB-SMF has included the current status of the events subscribed in the response, then the MB-SMF shall not do any subsequent event notification for the subscribed events.
The payload body of the POST response shall also contain the following parameters:
-	the MBS Service Areas and their respective Area Session IDs, for a location dependent MBS session; or
-	the MBS Service Area, for a local MBS session.
The payload body of the POST response may also contain the following parameters:
-	start time of the multicast MBS session;
-	the GTP-U Common TEID (C-TEID, see 3GPP TS 29.281 [17]) and the related IP multicast source address of the MB-UPF, for data reception over N19mb using multicast transport, if IP multicast transport may apply over N19mb;
-	MBS session authorization information (i.e. indication that whether the multicast MBS session allows any UE to join);
-	Expiry time after which the subscription becomes invalid, determined based on operator policies and taking into account the expiry time included in the request if any. If an expiry time was included in the request, then the expiry time returned in the response should be less than or equal to that value. The NF Service Consumer may update the subscription before the Expiry time to extend the subscription lifetime. Once the subscription expires, if the NF Service Consumer wants to keep receiving notifications, it shall create a new subscription in the MB-SMF. If the expiry time is not included in the response, the NF Service Consumer shall consider the subscription to be valid without an expiry time.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.6.3.1-3 shall be returned. For a 4xx/5xx response, the message body may contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.2.3.6.3.1-3.

* * * Next Change * * * *
[bookmark: _Toc35971402][bookmark: _Toc67903526][bookmark: _Toc76042738][bookmark: _Toc81558576][bookmark: _Toc85877029][bookmark: _Toc88681481][bookmark: _Toc89678168][bookmark: _Toc98501260][bookmark: _Toc106634544][bookmark: _Toc114825323]6.1.3.2.2	Resource Definition
Resource URI: {apiRoot}/nmbsmf-tmgi/<apiVersion>/tmgi
This resource shall support the resource URI variables defined in table 6.1.3.2.2-1.
Table 6.1.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.1.1

	apiVersion
	string
	See clause 6.1.1



* * * Next Change * * * *
[bookmark: _Hlk116313662]6.1.3.2.3.1	POST
This method requests the MB-SMF to allocate one or more TMGIs with Nmbsmf_TMGI_Allocate service operation.
This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.
Table 6.1.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	TmgiAllocate 
	M"
	1
	Representation of one or more TMGIs to be allocated by the MB-SMF. The Request Body shall contain:
- the requested number of TMGIs (one or more), if TMGIs are requested to be allocated; or.
-  a list of TMGIs, if the expiration time of previously allocated TMGI(s) needs to be refreshed.



Table 6.1.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	TmgiAllocated 
	C
	1
	200 OK
	Successful allocation of one or more TMGI(s) and their expiration time. Alternatively, if the expiration time of the previously allocated TMGI(s) needs to be refreshed, the Response Body shall contain the list of the TMGI(s) and their new expiration time.
 

	ProblemDetails
	O
	0..1
	403 Forbidden
	When used to represent an unsuccessful TMGI allocation or TMGI refreshment, the "cause" attribute of the "ProblemDetails" may be used to include one of the following application error codes:
-	MANDATORY_IE_INCORRECT, if the required TMGI number for TMGI allocation is not valid.

	ProblemDetails
	O
	0..1
	404 Not Found
	When used to represent an unsuccessful TMGI allocation or TMGI refreshment, the "cause" attribute of the "ProblemDetails" may be used to include one of the following application error codes:
-	UNKNOWN_TMGI, if the TMGI to be refreshed is expired or not found in the MB-SMF.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set. (NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set. (NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the <method 1> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.2.3.1-4: Headers supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



Table 6.1.3.2.3.1-5: Headers supported by the 200 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



Table 6.1.3.2.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	<link name>
e.g. search
	<resource 1>
e.g. Stored Search (Document)
	<method 1>
e.g. GET
	<parameter>
e.g. searchId
	<description of the link>



Table 6.1.3.2.3.1-7: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.1.3.2.3.1-8: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



* * * Next Change * * * *
[bookmark: _Toc510696640][bookmark: _Toc35971435][bookmark: _Toc67903551][bookmark: _Toc76042763][bookmark: _Toc81558589][bookmark: _Toc85877042][bookmark: _Toc88681494][bookmark: _Toc89678181][bookmark: _Toc98501273][bookmark: _Toc106634557][bookmark: _Toc114825336]6.1.6.3.2	Simple data types
The Nmbsmf_TMGI API does not define any simple data types in this release of the specification.
Table 6.1.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	<one simple data type, i.e. boolean, integer, number, or string>
	
	




* * * Next Change * * * *
[bookmark: _Toc81558600][bookmark: _Toc85877053][bookmark: _Toc88681505][bookmark: _Toc89678192][bookmark: _Toc98501284][bookmark: _Toc106634568][bookmark: _Toc114825347]6.1.10	HTTP redirection
An HTTP request may be redirected to a different MB-SMF service instance, within the same MB-SMF or a different MB-SMF of an MB-SMF set, e.g. when an MB-SMF service instance is part of an MB-SMF (service) set or when using indirect communications (see 3GPP TS 29.500 [4]). 
An SCP that reselects a different MB-SMF producer instance will return the NF Instance ID of the new MB-SMF producer instance in the 3gpp-Sbi-Producer-Id header, as specified in clause 6.10.3.4 of 3GPP TS 29.500 [4].
If an MB-SMF within an MB-SMF set redirects a service request to a different MB-SMF of the set using an 307 Temporary Redirect or 308 Permanent Redirect status code, the identity of the new MB-SMF towards which the service request is redirected shall be indicated in the 3gpp-Sbi-Target-Nf-Id header of the 307 Temporary Redirect or 308 Permanent Redirect response as specified in clause 6.10.9.1 of 3GPP TS 29.500 [4].

* * * Next Change * * * *
[bookmark: _Toc35971449][bookmark: _Toc67903566][bookmark: _Toc81558601][bookmark: _Toc85877054][bookmark: _Toc88681506][bookmark: _Toc89678193][bookmark: _Toc98501285][bookmark: _Toc106634569][bookmark: _Toc114825348]6.2	Nmbsmf_MBSSession Service API
[bookmark: _Toc81558602][bookmark: _Toc85877055][bookmark: _Toc88681507][bookmark: _Toc89678194][bookmark: _Toc98501286][bookmark: _Toc106634570][bookmark: _Toc114825349]6.2.1	Introduction
The Nmbsmf_MBSSession<Service 1> shall use the Nmbsmf_MBSSession<Service 1> API.
The API URI of the Nmbsmf_MBSSession<Service 1> API shall be:
{apiRoot}/<apiName>/<apiVersion>/
The request URIs used in HTTP requests from the NF service consumer towards the NF service producer shall have the Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>
with the following components:
-	The {apiRoot} shall be set as described in 3GPP TS 29.501 [5].
-	The <apiName> shall be "<service 1 API name>nmbsmf_mbssession".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 5.3.

* * * Next Change * * * *
[bookmark: _Toc81558603][bookmark: _Toc85877056][bookmark: _Toc88681508][bookmark: _Toc89678195][bookmark: _Toc98501287][bookmark: _Toc106634571][bookmark: _Toc114825350]6.2.2	Usage of HTTP
[bookmark: _Toc81558604][bookmark: _Toc85877057][bookmark: _Toc88681509][bookmark: _Toc89678196][bookmark: _Toc98501288][bookmark: _Toc106634572][bookmark: _Toc114825351]6.2.2.1	General
HTTP/2, IETF RFC 7540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the Nmbsmf_MBSSession<API Name> API is contained in Annex A.

* * * Next Change * * * *
[bookmark: _Toc81558613][bookmark: _Toc85877066][bookmark: _Toc88681518][bookmark: _Toc89678205][bookmark: _Toc98501298][bookmark: _Toc106634582][bookmark: _Toc114825361]6.2.3.2.2	Resource Definition
Resource URI: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions
This resource shall support the resource URI variables defined in table 6.2.3.2.2-1.
Table 6.2.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.2.1

	apiVersion
	string
	See clause 6.2.1



* * * Next Change * * * *
6.2.3.2.3.1	POST
This method creates an individual MBS session resource in the MB-SMF.
This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.
Table 6.2.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and response codes specified in table 6.2.3.2.3.1-3.
Table 6.2.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	CreateReqData
	M
	1
	Representation of the MBS session to be created in the MB-SMF



Table 6.2.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	CreateRspData
	M
	1
	201 Created
	Successful creation of an MBS session

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	When used to represent an unsuccessful MBS session creation, the "cause" attribute of the "ProblemDetails" may be used to include one of the following application error codes:
-	MBS_SESSION_ALREADY_CREATED, if MBS session to be created has already been created in the MB-SMF.
-	OVERLAPPING_MBS_SERVICE_AREA, if the new MBS service area overlaps with the service area of any MBS session with the same MBS session identifier.

	ProblemDetails
	O
	0..1
	404 Not Found
	When used to represent an unsuccessful MBS session creation, the "cause" attribute of the "ProblemDetails" may be used to include one of the following application error codes:
-	UNKNOWN_TMGI, if the TMGI indicated in the mbsSessionId IE is not found in the MB-SMF.

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.2.3.1-4: Headers supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



Table 6.2.3.2.3.1-5: Headers supported by the 201 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions/{mbsSessionRef}




* * * Next Change * * * *
[bookmark: _Toc81558618][bookmark: _Toc85877071][bookmark: _Toc88681523][bookmark: _Toc89678210][bookmark: _Toc98501303][bookmark: _Toc106634587][bookmark: _Toc114825366]6.2.3.3.2	Resource Definition
Resource URI: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions/{mbsSessionRef}
This resource shall support the resource URI variables defined in table 6.2.3.3.2-1.
Table 6.2.3.3.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.2.1

	apiVersion
	string
	See clause 6.2.1

	mbsSessionRef
	string
	MBS session reference assigned by the MB-SMF during the Create service operation



Table 6.2.3.2.3.1-6: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.2.3.2.3.1-7: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected




* * * Next Change * * * *
6.2.3.3.3.1	PATCH
This method updates an individual MBS session resource in the MB-SMF.
This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.
Table 6.2.3.3.3.1-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.3.3.1-2 and the response data structures and response codes specified in table 6.2.3.3.3.1-3.
Table 6.2.3.3.3.1-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	array(PatchItem)
	M
	1
	List of changes to be made to the MBS session resource (i.e. ExtMbsSession data type), according to the JSON PATCH format specified in IETF RFC 6902 [16].



Table 6.2.3.3.3.1-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful response

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	404 Not Found
	When used to represent an unsuccessful MBS session update, the "cause" attribute of the "ProblemDetails" may be used to include one of the following application error codes:
-	UNKNOWN_MBS_SESSION, if the indicated MBS session is not found in the MB-SMF.

	NOTE 1:	The mandadatory HTTP error status code for the PATCH method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.2.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected




* * * Next Change * * * *
6.2.3.3.3.2	DELETE
This method deletes an individual MBS session resource in the MB-SMF.
This method shall support the URI query parameters specified in table 6.2.3.2.3.2-1.
Table 6.2.3.3.3.2-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.3.3.2-2 and the response data structures and response codes specified in table 6.2.3.3.3.2-3.
Table 6.2.3.3.3.2-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.2.3.3.3.2-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful response

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	NOTE 1:	The mandadatory HTTP error status code for the DELETE method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.2.3.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



* * * Next Change * * * *
[bookmark: _Toc85877076][bookmark: _Toc88681528][bookmark: _Toc89678215][bookmark: _Toc98501308][bookmark: _Toc106634592][bookmark: _Toc114825371]6.2.3.4.2	Resource Definition
Resource URI: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions/subscriptions
This resource shall support the resource URI variables defined in table 6.2.3.4.2-1.
Table 6.2.3.4.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.2.1

	apiVersion
	string
	See clause 6.2.1



* * * Next Change * * * *
[bookmark: _Toc85877081][bookmark: _Toc88681533][bookmark: _Toc89678220][bookmark: _Toc98501313][bookmark: _Toc106634597][bookmark: _Toc114825376]6.2.3.5.2	Resource Definition
Resource URI: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 6.2.3.5.2-1.
Table 6.2.3.5.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.2.1

	apiVersion
	string
	See clause 6.2.1

	subscriptionId
	string
	Subscription identifier assigned by the MB-SMF during the creation of the subscription



* * * Next Change * * * *
[bookmark: _Toc85877086][bookmark: _Toc88681538][bookmark: _Toc89678225][bookmark: _Toc98501318][bookmark: _Toc106634602][bookmark: _Toc114825381]6.2.3.6.2	Resource Definition
Resource URI: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions/contexts/subscriptions
This resource shall support the resource URI variables defined in table 6.2.3.6.2-1.
Table 6.2.3.6.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.2.1

	apiVersion
	string
	See clause 6.2.1



* * * Next Change * * * *
[bookmark: _Toc85877091][bookmark: _Toc88681543][bookmark: _Toc89678230][bookmark: _Toc98501323][bookmark: _Toc106634607][bookmark: _Toc114825386]6.2.3.7.2	Resource Definition
Resource URI: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions/contexts/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 6.2.3.7.2-1.
Table 6.2.3.7.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.2.1

	apiVersion
	string
	See clause 6.2.1

	subscriptionId
	string
	Subscription identifier assigned by the MB-SMF during the creation of the subscription



* * * Next Change * * * *
[bookmark: _Toc81558630][bookmark: _Toc85877106][bookmark: _Toc88681558][bookmark: _Toc89678245][bookmark: _Toc98501338][bookmark: _Toc106634622][bookmark: _Toc114825401]6.2.6.1	General
This clause specifies the application data model supported by the API.
Table 6.2.6.1-1 specifies the data types defined for the Nmbsmf_MBSSession service based interface protocol.
Table 6.2.6.1-1: Nmbsmf_MBSSession specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	CreateReqData
	6.2.6.2.2
	Data within the Create Request
	

	CreateRspData
	6.2.6.2.3
	Data within the Create Response
	

	MbsSessionExtension
	6.2.6.2.4
	MB-SMF API specific MbsSession data type extensions 
	

	ExtMbsSession
	6.2.6.4.5
	MbsSession common data type extended with MB-SMF API specific extensions
	

	ContextUpdateReqData
	6.2.6.2.5
	Data within the ContexUpdate Request
	

	ContextUpdateRspData
	6.2.6.2.6
	Data within the ContextUpdate Response
	

	StatusSubscribeReqData
	6.2.6.2.7
	Data within the Create Subscription Request for the collection of MBS Session subscriptions (StatusSubscribe service operation).
	

	StatusSubscribeRspData
	6.2.6.2.8
	Data within the Create Subscription Response (StatusSubscribe service operation).
	

	N2MbsSmInfo
	6.2.6.2.9
	N2 MBS Session Management Information
	

	ContextStatusNotifyReqData
	6.2.6.2.10
	Data within ContextStatusNotify Request
	

	StatusNotifyReqData
	6.2.6.2.11
	Data within StatusNotify Request
	

	ContextStatusSubscribeReqData
	6.2.6.2.12
	Data within ContextStatusSubscribe Request 
	

	ContextStatusSubscription
	6.2.6.2.13
	Context Status Subscription
	

	ContextStatusEvent
	6.2.6.2.14
	Context Status Event
	

	ContextStatusSubscribeRspData
	6.2.6.2.15
	Data within ContextStatusSubscribe Response
	

	MbsContextInfo
	6.2.6.2.16
	MBS Context Information
	

	ContextStatusEventReport
	6.2.6.2.17
	Context Status Event Report
	

	MulticastTransportAddressChangeInfo
	6.2.6.2.18
	Multicast Transport Address Change Information
	

	QosInfo
	6.2.6.2.19
	QoS Information
	

	QosFlowAddModifyRequestItem
	6.2.6.2.20
	Individual MBS QoS flow requested to be created or modified
	

	QosFlowProfile
	6.2.6.2.21
	MBS QoS flow profile
	

	GbrQosFlowInformation
	6.2.6.2.22
	GBR MBS QoS flow information
	

	ContextUpdateAction
	6.2.6.3.3
	The requested action for the MBS session context
	

	ContextStatusEventType
	6.2.6.3.4
	Context Status Event Type
	

	ReportingMode
	6.2.6.3.5
	Reporting Mode
	

	NgapIeType
	6.2.6.3.6
	NGAP Information Element Type
	



Table 6.2.6.1-2 specifies data types re-used by the Nmbsmf_MBSSession service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nmbsmf_MBSSession service based interface.
Table 6.2.6.1-2: Nmbsmf_MBSSession re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	MbsSession
	3GPP TS 29.571 [18]
	MBS session
	

	Tmgi
	3GPP TS 29.571 [18]
	TMGI
	

	TunnelAddress
	3GPP TS 29.571 [18]
	Tunnel Address (UDP/IP)
	

	MbsSessionId
	3GPP TS 29.571 [18]
	MBS Session Identifier
	

	AreaSessionId
	3GPP TS 29.571 [18]
	Area Session Identifier used for MBS session with location dependent content
	

	Ssm
	3GPP TS 29.571 [18]
	Source specific IP multicast address
	

	Uint32
	3GPP TS 29.571 [18]
	Unsigned 32-bit integer
	

	NfInstanceId
	3GPP TS 29.571 [18]
	NF Instance Identifier
	

	Bytes
	3GPP TS 29.571 [18]
	Base64-encoded characters
	

	RefToBinaryData
	3GPP TS 29.571 [18]
	Cross-Reference to binary data encoded within a binary body part in an HTTP multipart message
	

	GlobalRanNodeId
	3GPP TS 29.571 [18]
	Global RAN Node Identity
	

	DateTime
	3GPP TS 29.571 [18]
	Date and time
	

	Uri
	3GPP TS 29.571 [18]
	URI
	

	DateTime
	3GPP TS 29.571 [18]
	Date and Time
	

	MbsSessionActivityStatus
	3GPP TS 29.571 [18]
	MBS Session Activity Status 
	

	MbsServiceArea
	3GPP TS 29.571 [18]
	MBS Service Area
	

	MbsServiceAreaInfo
	3GPP TS 29.571 [18]
	MBS Service Area Information for a location dependent MBS session
	

	
	
	
	

	MbsSessionSubscription
	3GPP TS 29.571 [18]
	MBS Session Subscription
	

	MbsSessionEventReportList
	3GPP TS 29.571 [18]
	MBS Session Event Report List
	

	Qfi
	3GPP TS 29.571 [13]
	QoS Flow Identifier
	

	Arp
	3GPP TS 29.571 [13]
	Allocation and Retention Priority
	

	Dynamic5Qi
	3GPP TS 29.571 [13]
	QoS characteristics for a 5QI that is neither standardized nor pre-configured. 
	

	NonDynamic5Qi
	3GPP TS 29.571 [13]
	QoS characteristics that replace the default QoS characteristics for a standardized or pre-configured 5QI. 
	

	5Qi
	3GPP TS 29.571 [13]
	5G QoS Identifier
	

	BitRate
	3GPP TS 29.571 [13]
	Bit rate
	

	PacketLossRate
	3GPP TS 29.571 [13]
	Packet loss rate
	

	MbsSecurityContext
	3GPP TS 29.571 [18]
	MBS Security Context
	



* * * Next Change * * * *
[bookmark: _Toc85877112][bookmark: _Toc88681564][bookmark: _Toc89678251][bookmark: _Toc98501344][bookmark: _Toc106634628][bookmark: _Toc114825407]6.2.6.2.5	Type: ContextUpdateReqData
Table 6.2.6.2.5-1: Definition of type ContextUpdateReqData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	nfcInstanceId
	NfInstanceId
	M
	1
	NF Instance ID of the NF Service Consumer (e.g. AMF or SMF)
	

	mbsSessionId
	MbsSessionId
	M
	1
	MBS session identifier (TMGI and/or SSM, and NID for an SNPN)
	

	areaSessionId
	AreaSessionId
	C
	0..1
	This IE shall be present if this is a location dependent multicast MBS session.  
	

	requestedAction
	ContextUpdateAction
	C
	0..1
	This IE shall be set by an SMF. When present, this IE shall indicate whether to start or terminate MBS data reception.

	

	dlTunnelInfo
	Bytes
	C
	0..1
	This IE shall be included by the SMF if the mbsSessionId IE is present and unicast transport is used over N19mb.
When present, it shall contain Base64-encoded characters, encoding the DL F-TEID of the UPF as specified in Figure 8.22-1 of 3GPP TS 29.274 [19] (starting from octet 1).
(NOTE)
	

	n2MbsSmInfo
	N2MbsSmInfo
	C
	0..1
	This IE shall be included by the AMF if N2 MBS Session Management Information (container) needs to be sent to the MB-SMF.

	

	ranNodeId
	GlobalRanNodeId
	C
	0..1
	This IE may shall be included by the AMF. When present, it shall indicate the RAN Node ID of the RAN having sent the N2 information.
	

	leaveInd
	boolean
	C
	0..1
	Leave Indication
This IE shall be included by the AMF and set to true during a Release of shared delivery toward RAN node procedure, if it is the last NG-RAN controlled by the AMF serving the multicast MBS session.

- true: the AMF does not control any more NG-RAN node for the multicast MBS session.

	

	NOTE:	The SMF shall set the Interface Type in octet 5 indicating N19mb as specified in clause 8.22 of 3GPP TS 29.274 [19].
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[bookmark: _Toc85877119][bookmark: _Toc88681573][bookmark: _Toc89678260][bookmark: _Toc98501353][bookmark: _Toc106634637][bookmark: _Toc114825416]6.2.6.2.14	Type: ContextStatusEvent
Table 6.2.6.2.14-1: Definition of type ContextStatusEvent
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	EventType
	ContextStatusEventType
	M
	1
	MBS session context status event type
(NOTE)
	

	[bookmark: _PERM_MCCTEMPBM_CRPT81600042___7]immediateReportInd
	boolean
	O
	0..1
	Immediate Report Indication
When present, it shall be set as follows:
- true: an immediate report is requested
- false (default): no immediate report is requested
	

	reportingMode
	ReportingMode
	O
	0..1
	When present, it shall indicate whether the events shall be reported continuously or one time only.
(NOTE)
	

	NOTE:	In this release of the specification, the SMF shall subscribe to the "QOS_INFO", "STATUS_INFO", "SERVICE_AREA_INFO", "SECURITY_INFO", and "SESSION_RELEASE" and "MULT_TRANS_ADD_CHANGE" events, with the Reporting Mode set to "Continuous event reporting".



* * * Next Change * * * *
[bookmark: _Toc106634659][bookmark: _Toc114825438]6.2.7	Error Handling
[bookmark: _Toc81558647][bookmark: _Toc85877135][bookmark: _Toc88681590][bookmark: _Toc89678277][bookmark: _Toc98501369][bookmark: _Toc106634660][bookmark: _Toc114825439]6.2.7.1	General
For the Nmbsmf_MBSSession<API Name> API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].
In addition, the requirements in the following clauses are applicable for the <API Name>Nmbsmf_MBSSession API.

* * * Next Change * * * *
[bookmark: _Toc81558648][bookmark: _Toc85877136][bookmark: _Toc88681591][bookmark: _Toc89678278][bookmark: _Toc98501370][bookmark: _Toc106634661][bookmark: _Toc114825440]6.2.7.2	Protocol Errors
No specific procedures for the <API name>Nmbsmf_MBSSession service are specified.

* * * Next Change * * * *
[bookmark: _Toc81558650][bookmark: _Toc85877138][bookmark: _Toc88681593][bookmark: _Toc89678280][bookmark: _Toc98501372][bookmark: _Toc106634663][bookmark: _Toc114825442]6.2.8	Feature negotiation
The optional features in table 6.2.8-1 are defined for the Nmbsmf_MBSSession<API name> API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.2.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



* * * Next Change * * * *
[bookmark: _Toc98501373][bookmark: _Toc106634664][bookmark: _Toc114825443]6.2.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Nmbsmf_MBSSession<API Name> API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Nmbsmf_MBSSession<API Name> API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Nmbsmf_MBSSession<API Name> service.
The Nmbsmf_MBSSession<API Name> API defines a single scope "nmbsmf-mbssession<API name in lower letters with underscores>" for the entire service, and it does not define any additional scopes at resource or operation level.

* * * Next Change * * * *
[bookmark: _Toc81558652][bookmark: _Toc85877140][bookmark: _Toc88681595][bookmark: _Toc89678282][bookmark: _Toc98501374][bookmark: _Toc106634665][bookmark: _Toc114825444]6.2.10	HTTP redirection
An HTTP request may be redirected to a different MB-SMF service instance, within the same MB-SMF or a different MB-SMF of an MB-SMF set, e.g. when an MB-SMF service instance is part of an MB-SMF (service) set or when using indirect communications (see 3GPP TS 29.500 [4]). 
An SCP that reselects a different MB-SMF producer instance will return the NF Instance ID of the new MB-SMF producer instance in the 3gpp-Sbi-Producer-Id header, as specified in clause 6.10.3.4 of 3GPP TS 29.500 [4].
If an MB-SMF within an MB-SMF set redirects a service request to a different MB-SMF of the set using an 307 Temporary Redirect or 308 Permanent Redirect status code, the identity of the new MB-SMF towards which the service request is redirected shall be indicated in the 3gpp-Sbi-Target-Nf-Id header of the 307 Temporary Redirect or 308 Permanent Redirect response as specified in clause 6.10.9.1 of 3GPP TS 29.500 [4].

* * * Next Change * * * *

[bookmark: _Toc35971453][bookmark: _Toc67903570][bookmark: _Toc77761110][bookmark: _Toc81558764][bookmark: _Toc85877144][bookmark: _Toc88681599][bookmark: _Toc89678286][bookmark: _Toc98501378][bookmark: _Toc106634669][bookmark: _Toc114825448]A.3	Nmbsmf_MBSSession API
[…]

paths:
  /mbs-sessions:
    post:
      summary:  Create
      tags:
        - MBS sessions collection
      operationId: Create
      requestBody:
        description: >
          Representation of the MBS session to be created in the MB-SMF
          Creates an individual MBS session resource in the MB-SMF.
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/CreateReqData'
      responses:
        '201':
          description: >
            Successful creation of an MBS session
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/CreateRspData'
          headers:
            Location:
              description: >
                'Contains the URI of the newly created resource, according to the structure:
                {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions/{mbsSessionRef}'
              required: true
              schema:
                type: string
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'

[…]

  /mbs-sessions/contexts/subscriptions/{subscriptionId}:
    patch:
      summary:  ContextStatusSubscribe modifying an individual subscription
      tags:
        - Individual Subscription for an MBS context
      operationId: ContextStatusSubscribeMod
      parameters:
        - name: subscriptionId
          in: path
          required: true
          description: Unique ID of the subscription to be modified
          schema:
            type: string
      requestBody:
        description: Data to be modified in within the ContextStatusSubscriptionbe Request
        required: true
        content:
          application/json-patch+json:
            schema:
              type: array
              items:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/PatchItem'
              minItems: 1
[…]

    CreateRspData:
      description: Data within Create Response
      type: object
      properties:
        mbsSession:
          $ref: '#/components/schemas/ExtMbsSession'
        eventList:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsSessionEventReportList'
      required:
        - mbsSession

[…]



    N2MbsSmInfo:
      description: N2 MBS Session Management information
      type: object
      properties:
        ngapIeType:
          $ref: '#/components/schemas/NgapIeType'
        ngapData:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
      required:
        - ngapIeType
        - ngapData


[bookmark: _Toc67903571][…]
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