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	Reason for change:
	CR 23.247 #0109 (approved at SA#97) requires additional stage 3 corrections: 

1) the stage 2 CR removed the "indication that a policy authorization is provided for the MBS session to the PCF" in the MBS session creation with PCC call flow.

2) the stage 2 CR defined the term "MBS service information", that CT4 also uses now in the MbsSession data type definition in TS 29.571, whereas TS 29.532 refers to "service description" and "QoS information". 

3) The Release service operation is used in the MBS Session Deletion with PCC scenario.

4) Step 27 of Figure 7.1.1.3-1 (MBS Session Creation with PCC) of TS 23.247 specifies:

27.	The PCF responds with Npcf_MBSPolicyControl_Create Response ([policy information for the MBS session (as defined in clause 6.10)], Result indication).
	If the request is not authorized or the required QoS is not allowed, the PCF indicates so in the response to the MB-SMF which in turn informs the AF about it (by sending the Nmbsmf_MBSSession_Create Response) and ends this procedure.
CT3 has defined the following errors in clauses 5.2.2.2.2 and 5.2.2.3.2 of TS 29.537: 
-	if MBS Service Information is provided, but it is invalid, incorrect or insufficient for the PCF to perform MBS policy authorization, the PCF shall reject the request with an HTTP "400 Bad Request" response message including the the ProblemDetails data structure with the "cause" attribute set to "INVALID_MBS_SERVICE_INFO";
-	if MBS Service Information is provided, but the MBS IP flow(s) description provided within the MBS Service Information cannot be handled by the PCF because the restrictions defined in clause 5.3.8 of 3GPP TS 29.214 [19] are not respected, the PCF shall reject the request with an HTTP "400 Bad Request" status code including the ProblemDetails data structure with the "cause" attribute set to "FILTER_RESTRICTIONS_NOT_RESPECTED";
-	if from an application level point of view, the provided set of input parameters is incomplete, erroneous or missing necessary information for the PCF to perform MBS policy control, the PCF shall reject the request with an HTTP "400 Bad Request" response message including the ProblemDetails data structure with "cause" attribute set to the "ERROR_INPUT_PARAMETERS" application error;
-	if MBS Service Information is provided, but it is not authorized, the PCF shall reject the request with an HTTP "403 Forbidden" status code including the MbsExtProblemDetails data structure that shall contain:
-	the ProblemDetails data structure with the "cause" attribute set to "MBS_SERVICE_INFO_NOT_AUTHORIZED";
and may contain:
-	the AcceptableMbsServInfo data structure including the MBS Service Information that is acceptable for the PCF;
and
-	if the PCF denies the creation of the "Individual MBS Policy" resource based on local configuration and/or operator policies, the PCF shall reject the request within an HTTP "403 Forbidden" status code including the "cause" attribute of the ProblemDetails data structure set to "MBS_POLICY_CONTEXT_DENIED". At the reception of this error code and based on the internally configured failure actions, the NF service consumer may reject or allow, by applying local policies, the establishment of the corresponding MBS session.
Corresponding errors should be reported by the MB-SMF towards the AF.


	
	

	Summary of change:
	1) The policyAuthInd IE is removed. The description of "service description" and "QoS information" is replaced by "MBS service information". 

2) Release service operation is used in the MBS Session Deletion with PCC

3) Nmbsmf_MBSSession application errors are defined to enable the MB-SMF to indicate to the AF why an MBS session creation or update is rejected, as reported by the PCF to the MB-SMF.

4) Extensions to ProblemDetails are defined for the Create and Update service operation to enable the MB-SMF to report the Acceptable MBS service info to the AF, when this information is received from the PCF.


	
	

	Consequences if not approved:
	Inconsistent requirements between stage 2 and stage 3 (including IE defined in stage 3 but not documented in stage 2, incorrect references to stage 2 procedures and inconsistent parameters definitions), causing MBS session creation failures.

Misalignment between stage 3 about the status codes and application errors that should be reported to the AF when the PCF rejects the creation or update of an MBS Policy Association, resulting in a very poor error handling, complicating trouble shooting and preventing the AF to know which MBS service information would be acceptable to the PCF. 
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	Other comments:
	This CR introduces backward compatible corrections to the OpenAPI file of the Nmbsmf_MBSSession API.
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* * * First Change * * * *
[bookmark: _Toc81558520][bookmark: _Toc85876971][bookmark: _Toc88681423][bookmark: _Toc89678110][bookmark: _Toc98501203][bookmark: _Toc106634487][bookmark: _Toc114825266][bookmark: _Toc510696595][bookmark: _Toc35971387][bookmark: _Toc67903511][bookmark: _Toc75426346][bookmark: _Toc81558535][bookmark: _Toc85876986][bookmark: _Toc88681438][bookmark: _Toc89678125][bookmark: _Toc98501217][bookmark: _Toc106634501][bookmark: _Toc114825280][bookmark: _Toc101254124][bookmark: _Toc101254563][bookmark: _Toc104112275][bookmark: _Toc104192452][bookmark: _Toc104193016][bookmark: _Toc114778905][bookmark: _Toc24937542][bookmark: _Toc33962357][bookmark: _Toc42883119][bookmark: _Toc49732987][bookmark: _Toc56690608][bookmark: _Toc74948771][bookmark: _Toc25073758][bookmark: _Toc34062923][bookmark: _Toc43119891][bookmark: _Toc49767943][bookmark: _Toc56434116][bookmark: _Toc74941563][bookmark: _Hlk116305404]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[bookmark: _PERM_MCCTEMPBM_CRPT81600000___5][6]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[14]	3GPP TS 23.247: "Architectural enhancements for 5G multicast-broadcast services; Stage 2".
[16]	IETF RFC 6902: "JavaScript Object Notation (JSON) Patch".
[17]	3GPP TS 29.281: "General Packet Radio System (GPRS) Tunnelling Protocol User Plane (GTPv1-U)".
[18]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[19]	3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service (GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".
[20]	3GPP TS 38.413: "NG Radio Access Network (NG-RAN); NG Application Protocol (NGAP)".
[21]	IETF RFC 2387: "The MIME Multipart/Related Content-type".
[22]	IETF RFC 2045: "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies".
[x]	3GPP TS 29.537: "5G System; Multicast/Broadcast Policy Control Services; Stage 3".
[y]	3GPP TS 29.214: "Policy and Charging Control over Rx reference point".


* * * Next Change * * * *
[bookmark: _Toc81558541][bookmark: _Toc85876992][bookmark: _Toc88681444][bookmark: _Toc89678131][bookmark: _Toc98501223][bookmark: _Toc106634507][bookmark: _Toc114825286][bookmark: _Toc81558543]5.3.2.2	Create
[bookmark: _Toc81558542][bookmark: _Toc85876993][bookmark: _Toc88681445][bookmark: _Toc89678132][bookmark: _Toc98501224][bookmark: _Toc106634508][bookmark: _Toc114825287]5.3.2.2.1	General
The Create service operation shall be used to create a multicast or a broadcast MBS session, or for a location dependent MBS session, the part of an MBS Session within an MBS service area.
NOTE:	For a location dependent MBS service, the Create service operation is performed per MBS service area of the MBS session.
It is used in the following procedures:
-	MBS Session Creation with or without PCC (see clauses 7.1.1.2 and 7.1.1.3 of 3GPP TS 23.247 [14]); and
-	MBS Session Start for Broadcast (see clause 7.3.1 of 3GPP TS 23.247 [14]).
For a location dependent MBS service, TMGI shall be used to identify the MBS Session within 5GS. Different MBS Service Areas shall use different SSM (source specific IP multicast) addresses if multicast transport is used over N6mb.
The NF Service Consumer (e.g. NEF, MBSF or AF) shall create an MBS session, or for a location dependent MBS session, the part of an MBS Session within an MBS service area, by using the HTTP POST method as shown in Figure  5.3.2.2.1-1.



Figure 5.3.2.2.1-1: MBS session creation
1.	The NF Service Consumer shall send a POST request (CreateReqData structure) targeting the MBS Sessions collection resource of the MB-SMF. The payload body of the POST request shall contain the following information:
-	MBS Session ID (source specific IP multicast address or TMGI) and/or TMGI allocation request indication; and
-	MBS service type (either multicast or broadcast service);
-	the locationDependent IE set to true, for a location dependent MBS service;
-	MBS Service Area, for a location dependent MBS service or for a Local MBS service.
The payload body of the POST request may further contain the following parameters:
-	for a multicast or a broadcast MBS session:
-	ingress transport address request indication, if the allocation of an ingress transport address is requested;
-	DNN;
-	S-NSSAI;
-	MBS activationstart time;
-	MBS termination time;
-	MBS service descriptioninformation; and/or
-	QoS information;
-	an MBS session status subscription request, including the list of MBS session events requested to be subscribed,  a Notify Correlation ID, the Notification URI where to receive MBS session status notifications and the NF instance ID of the subscribing NF, for subscribing to notifications of events about the MBS session;.
-	indication that a policy authorization is provided for the MBS session to the PCF;
-	for a multicast MBS session:
-	session activity status (active/inactive);
-	indication that any UE may join the MBS session, for a multicast MBS session;
-	if security protection is applied, the multicast session security context containing MBS Service Key (MSK), MBS Traffic Key (MTK) and the corresponding key IDs.
-	for a broadcast MBS session:
-	list of MBS FSA IDs.
2a.	On success, the MB-SMF shall reserve ingress resources for the MBS session and shall return a "201 Created" response. The "Location" header shall be present and shall contain the URI of the created resource. The payload body of the POST response (CreateRspData structure) shall contain a representation of the created MBS session, including the following parameters:
-	the TMGI allocated to the MBS session and its expiration time, if the request included a TMGI allocation request;
-	the Area Session ID allocated by the MB-SMF for the MBS session and MBS service area, for a location-dependent MBS session;
-	MB-UPF tunnel information used between MB-UPF and MBSTF over Nmb9, or between MB-UPF and AF/AS if unicast transport is used over N6mb;
-	list of MBS FSA IDs, if any, for a broadcast MBS session; and
-	a representation of the created MBS session status subscription, including the list of MBS session events successfully subscribed, the URI of the created subscription and the expiry time after which the subscription becomes invalid, if the Create request includes the subscription to events about the MBS session and the subscription was created successfully.
[bookmark: _PERM_MCCTEMPBM_CRPT81600006___3]The POST response may also contain:
-	a list of event reports, if corresponding information is available.
For a location dependent MBS service, the MB-SMF shall allocate a unique Area Session ID within the MBS session for the MBS Service Area.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body may contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.2.3.2.3.1-3.

* * * Next Change * * * *
[bookmark: _Toc85876994][bookmark: _Toc88681446][bookmark: _Toc89678133][bookmark: _Toc98501225][bookmark: _Toc106634509][bookmark: _Toc114825288][bookmark: _Toc81558545]5.3.2.3	Update
[bookmark: _Toc81558544][bookmark: _Toc85876995][bookmark: _Toc88681447][bookmark: _Toc89678134][bookmark: _Toc98501226][bookmark: _Toc106634510][bookmark: _Toc114825289]5.3.2.3.1	General
The Update service operation shall be used to update a multicast or a broadcast MBS session, or for a location dependent MBS session, the part of an MBS Session within an MBS service area.
NOTE:	For a location dependent MBS service, the Update service operation is performed per MBS service area of the MBS session.
It is used in the following procedures:
-	MBS Session Update with or without PCC (see clauses 7.1.1.6 and 7.1.1.7 of 3GPP TS 23.247 [14]); and
-	MBS Session Update for Broadcast (see clause 7.3.3 of 3GPP TS 23.247 [14]).
The NF Service Consumer (e.g. NEF, MBSF or AF) shall update an MBS session by using the HTTP PATCH method with the URI of the individual MBS session as shown in Figure 5.3.2.3.1-1.


Figure 5.3.2.3.1-1: MBS session update
1.	The NF Service Consumer shall send a PATCH request (PatchData) to update the MBS session. The following parameters may be modified:
-	for a multicast or a broadcast MBS session:
-	MBS Service Area; and/or
-	QoS informationMBS service information.;
-	for a multicast MBS session:
-	session activity status (active/inactive) to activate or deactivate an MBS session; and/or
-	if security protection is applied, the multicast session security context containing MBS Service Key (MSK), MBS Traffic Key (MTK) and the corresponding key IDs.
-	for a broadcast MBS session:
-	list of MBS FSA IDs.
If the "indication that the PCF has to be contacted" shall be conveyed in the update request as defined in 3GPP TS 23.247 [14], the NF service consumer shall include the corresponding "contactPcfInd" attribute within the set of requested modifications.
2a.	On success, the MB-SMF shall return a "204 No Content" response.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.3.3.1-3 shall be returned. For a 4xx/5xx response, the message body may contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.2.3.3.3.1-3.

* * * Next Change * * * *
[bookmark: _Toc85876996][bookmark: _Toc88681448][bookmark: _Toc89678135][bookmark: _Toc98501227][bookmark: _Toc106634511][bookmark: _Toc114825290]5.3.2.4	Release
[bookmark: _Toc81558546][bookmark: _Toc85876997][bookmark: _Toc88681449][bookmark: _Toc89678136][bookmark: _Toc98501228][bookmark: _Toc106634512][bookmark: _Toc114825291]5.3.2.4.1	General
The Release service operation shall be used to delete a multicast or a broadcast MBS session, or for a location dependent MBS session, the part of an MBS Session within an MBS service area.
NOTE:	For a location dependent MBS service, the Release service operation is performed per MBS service area of the MBS session.
It is used in the following procedures:
-	MBS Session Deletion with or without PCC (see clauses 7.1.1.4 and 7.1.1.5 of 3GPP TS 23.247 [14]); and
-	MBS Session Release for Broadcast (see clause 7.3.2 of 3GPP TS 23.247 [14]).
The NF Service Consumer (e.g. NEF, MBSF or AF) shall release an MBS session by using the HTTP DELETE method with the URI of the individual MBS session as shown in Figure 5.3.2.4.1-1.


Figure 5.3.2.4.1-1: MBS session release
1.	The NF Service Consumer shall send a DELETE request (mbsSessionRef) to release the MBS session.
2a.	On success, the MB-SMF shall release ingress resource for the MBS session and return a "204 No Content" response.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.3.3.2-3 shall be returned. For a 4xx/5xx response, the message body may contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.2.3.3.3.2-3.

* * * Next Change * * * *
6.2.3.2.3.1	POST
This method creates an individual MBS session resource in the MB-SMF.
This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.
Table 6.2.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and response codes specified in table 6.2.3.2.3.1-3.
Table 6.2.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	CreateReqData
	M
	1
	Representation of the MBS session to be created in the MB-SMF



Table 6.2.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	CreateRspData
	M
	1
	201 Created
	Successful creation of an MBS session

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	400 Bad Request
	When used to represent an unsuccessful MBS session creation, the "cause" attribute of the "ProblemDetails" may be used to include one of the following application error codes:
-	INVALID_MBS_SERVICE_INFO, if the provided MBS Service Information is invalid (e.g. invalid QoS reference), incorrect or insufficient to perform MBS policy authorization, e.g. if the PCF rejected the creation or update of an MBS Policy Association with the same error (see 3GPP TS 29.537 [x])
-	FILTER_RESTRICTIONS_NOT_RESPECTED, if the MBS IP flow(s) description provided within the MBS Service Information cannot be handled due to the restrictions defined in clause 5.3.8 of 3GPP TS 29.214 [y] not being respected, e.g. if the PCF rejected the creation or update of an MBS Policy Association with the same error (see 3GPP TS 29.537 [x])
-	ERROR_INPUT_PARAMETERS, if the provided set of input parameters are incomplete, erroneous or missing necessary information to perform MBS policy control, e.g. if the PCF rejected the creation or update of an MBS Policy Association with the same error (see 3GPP TS 29.537 [x])

	ExtProblemDetails
	O
	0..1
	403 Forbidden
	When used to represent an unsuccessful MBS session creation, the "cause" attribute of the "ProblemDetails" may be used to include one of the following application error codes:

-	-	MBS_SESSION_ALREADY_CREATED, if MBS session to be created has already been created in the MB-SMF.
-	OVERLAPPING_MBS_SERVICE_AREA, if the new MBS service area overlaps with the service area of any MBS session with the same MBS session identifier.
-	MBS_SERVICE_INFO_NOT_AUTHORIZED, if the provided MBS Service Information is not authorized to perform MBS policy authorization, e.g. if the PCF rejected the creation or update of an MBS Policy Association with the same error (see 3GPP TS 29.537 [x])
-	MBS_POLICY_CONTEXT_DENIED, if the request is rejected due to operator policies and/or local configuration, e.g. if the PCF rejected the creation or update of an MBS Policy Association with the same error (see 3GPP TS 29.537 [x])

	ProblemDetails
	O
	0..1
	404 Not Found
	When used to represent an unsuccessful MBS session creation, the "cause" attribute of the "ProblemDetails" may be used to include one of the following application error codes:
-	UNKNOWN_TMGI, if the TMGI indicated in the mbsSessionId IE is not found in the MB-SMF.

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.2.3.1-4: Headers supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



Table 6.2.3.2.3.1-5: Headers supported by the 201 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions/{mbsSessionRef}



Table 6.2.3.2.3.1-6: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.2.3.2.3.1-7: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected




* * * Next Change * * * *
6.2.3.3.3.1	PATCH
This method updates an individual MBS session resource in the MB-SMF.
This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.
Table 6.2.3.3.3.1-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.3.3.1-2 and the response data structures and response codes specified in table 6.2.3.3.3.1-3.
Table 6.2.3.3.3.1-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	array(PatchItem)
	M
	1
	List of changes to be made to the MBS session resource, according to the JSON PATCH format specified in IETF RFC 6902 [16].



Table 6.2.3.3.3.1-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful response

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	400 Bad Request
	When used to represent an unsuccessful MBS session update, the "cause" attribute of the "ProblemDetails" may be used to include one of the following application error codes:
-	INVALID_MBS_SERVICE_INFO, if the provided MBS Service Information is invalid (e.g. invalid QoS reference), incorrect or insufficient to perform MBS policy authorization, e.g if the PCF rejected the creation or update of an MBS Policy Association with the same error (see 3GPP TS 29.537 [x])
-	FILTER_RESTRICTIONS_NOT_RESPECTED, if the MBS IP flow(s) description provided within the MBS Service Information cannot be handled due to the restrictions defined in clause 5.3.8 of 3GPP TS 29.214 [y] not being respected, e.g. if the PCF rejected the creation or update of an MBS Policy Association with the same error (see 3GPP TS 29.537 [x])
-	ERROR_INPUT_PARAMETERS, if the provided set of input parameters are incomplete, erroneous or missing necessary information to perform MBS policy control, e.g. if the PCF rejected the creation or update of an MBS Policy Association with the same error (see 3GPP TS 29.537 [x])

	ExtProblemDetails
	O
	0..1
	403 Forbidden
	When used to represent an unsuccessful MBS session update, the "cause" attribute of the "ProblemDetails" may be used to include one of the following application error codes:

-	MBS_SERVICE_INFO_NOT_AUTHORIZED, if the provided MBS Service Information is not authorized to perform MBS policy authorization, e.g. if the PCF rejected the creation or update of an MBS Policy Association with the same error (see 3GPP TS 29.537 [x])
-	MBS_POLICY_CONTEXT_DENIED, if the request is rejected due to operator policies and/or local configuration, e.g. if the PCF rejected the creation or update of an MBS Policy Association with the same error (see 3GPP TS 29.537 [x])

	ProblemDetails
	O
	0..1
	404 Not Found
	When used to represent an unsuccessful MBS session update, the "cause" attribute of the "ProblemDetails" may be used to include one of the following application error codes:
-	UNKNOWN_MBS_SESSION, if the indicated MBS session is not found in the MB-SMF.

	NOTE 1:	The mandadatory HTTP error status code for the PATCH method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.2.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



* * * Next Change * * * *
[bookmark: _Toc81558630][bookmark: _Toc85877106][bookmark: _Toc88681558][bookmark: _Toc89678245][bookmark: _Toc98501338][bookmark: _Toc106634622][bookmark: _Toc114825401]6.2.6.1	General
This clause specifies the application data model supported by the API.
Table 6.2.6.1-1 specifies the data types defined for the Nmbsmf_MBSSession service based interface protocol.
Table 6.2.6.1-1: Nmbsmf_MBSSession specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	CreateReqData
	6.2.6.2.2
	Data within the Create Request
	

	CreateRspData
	6.2.6.2.3
	Data within the Create Response
	

	MbsSessionExtension
	6.2.6.2.4
	MB-SMF API specific MbsSession data type extensions 
	

	ExtMbsSession
	6.2.6.4.5
	MbsSession common data type extended with MB-SMF API specific extensions
	

	ContextUpdateReqData
	6.2.6.2.5
	Data within the ContexUpdate Request
	

	ContextUpdateRspData
	6.2.6.2.6
	Data within the ContextUpdate Response
	

	StatusSubscribeReqData
	6.2.6.2.7
	Data within the Create Subscription Request for the collection of MBS Session subscriptions (StatusSubscribe service operation).
	

	StatusSubscribeRspData
	6.2.6.2.8
	Data within the Create Subscription Response (StatusSubscribe service operation).
	

	N2MbsSmInfo
	6.2.6.2.9
	N2 MBS Session Management Information
	

	ContextStatusNotifyReqData
	6.2.6.2.10
	Data within ContextStatusNotify Request
	

	StatusNotifyReqData
	6.2.6.2.11
	Data within StatusNotify Request
	

	ContextStatusSubscribeReqData
	6.2.6.2.12
	Data within ContextStatusSubscribe Request 
	

	ContextStatusSubscription
	6.2.6.2.13
	Context Status Subscription
	

	ContextStatusEvent
	6.2.6.2.14
	Context Status Event
	

	ContextStatusSubscribeRspData
	6.2.6.2.15
	Data within ContextStatusSubscribe Response
	

	MbsContextInfo
	6.2.6.2.16
	MBS Context Information
	

	ContextStatusEventReport
	6.2.6.2.17
	Context Status Event Report
	

	MulticastTransportAddressChangeInfo
	6.2.6.2.18
	Multicast Transport Address Change Information
	

	QosInfo
	6.2.6.2.19
	QoS Information
	

	QosFlowAddModifyRequestItem
	6.2.6.2.20
	Individual MBS QoS flow requested to be created or modified
	

	QosFlowProfile
	6.2.6.2.21
	MBS QoS flow profile
	

	GbrQosFlowInformation
	6.2.6.2.22
	GBR MBS QoS flow information
	

	ProblemDetailsExtension
	6.2.6.2.x
	Extensions to the ProblemDetails common data
	

	ExtProblemDetails
	6.2.6.4.x
	ProblemDetails common data type with extensions
	

	ContextUpdateAction
	6.2.6.3.3
	The requested action for the MBS session context
	

	ContextStatusEventType
	6.2.6.3.4
	Context Status Event Type
	

	ReportingMode
	6.2.6.3.5
	Reporting Mode
	

	NgapIeType
	6.2.6.3.6
	NGAP Information Element Type
	



Table 6.2.6.1-2 specifies data types re-used by the Nmbsmf_MBSSession service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nmbsmf_MBSSession service based interface.
Table 6.2.6.1-2: Nmbsmf_MBSSession re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	MbsSession
	3GPP TS 29.571 [18]
	MBS session
	

	Tmgi
	3GPP TS 29.571 [18]
	TMGI
	

	TunnelAddress
	3GPP TS 29.571 [18]
	Tunnel Address (UDP/IP)
	

	MbsSessionId
	3GPP TS 29.571 [18]
	MBS Session Identifier
	

	AreaSessionId
	3GPP TS 29.571 [18]
	Area Session Identifier used for MBS session with location dependent content
	

	Ssm
	3GPP TS 29.571 [18]
	Source specific IP multicast address
	

	Uint32
	3GPP TS 29.571 [18]
	Unsigned 32-bit integer
	

	NfInstanceId
	3GPP TS 29.571 [18]
	NF Instance Identifier
	

	Bytes
	3GPP TS 29.571 [18]
	Base64-encoded characters
	

	RefToBinaryData
	3GPP TS 29.571 [18]
	Cross-Reference to binary data encoded within a binary body part in an HTTP multipart message
	

	GlobalRanNodeId
	3GPP TS 29.571 [18]
	Global RAN Node Identity
	

	DateTime
	3GPP TS 29.571 [18]
	Date and time
	

	Uri
	3GPP TS 29.571 [18]
	URI
	

	DateTime
	3GPP TS 29.571 [18]
	Date and Time
	

	MbsSessionActivityStatus
	3GPP TS 29.571 [18]
	MBS Session Activity Status 
	

	MbsServiceArea
	3GPP TS 29.571 [18]
	MBS Service Area
	

	MbsServiceAreaInfo
	3GPP TS 29.571 [18]
	MBS Service Area Information for a location dependent MBS session
	

	
	
	
	

	MbsSessionSubscription
	3GPP TS 29.571 [18]
	MBS Session Subscription
	

	MbsSessionEventReportList
	3GPP TS 29.571 [18]
	MBS Session Event Report List
	

	Qfi
	3GPP TS 29.571 [13]
	QoS Flow Identifier
	

	Arp
	3GPP TS 29.571 [13]
	Allocation and Retention Priority
	

	Dynamic5Qi
	3GPP TS 29.571 [13]
	QoS characteristics for a 5QI that is neither standardized nor pre-configured. 
	

	NonDynamic5Qi
	3GPP TS 29.571 [13]
	QoS characteristics that replace the default QoS characteristics for a standardized or pre-configured 5QI. 
	

	5Qi
	3GPP TS 29.571 [13]
	5G QoS Identifier
	

	BitRate
	3GPP TS 29.571 [13]
	Bit rate
	

	PacketLossRate
	3GPP TS 29.571 [13]
	Packet loss rate
	

	MbsSecurityContext
	3GPP TS 29.571 [18]
	MBS Security Context
	

	AcceptableMbsServInfo
	3GPP TS 29.537 [x]
	MBS Service Information that can be accepted by the PCF
	




* * * Next Change * * * *
[bookmark: _Toc85877111][bookmark: _Toc88681563][bookmark: _Toc89678250][bookmark: _Toc98501343][bookmark: _Toc106634627][bookmark: _Toc114825406]6.2.6.2.4	Type: MbsSessionExtension
Table 6.2.6.2.4-1: Definition of type MbsSessionExtension
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	[bookmark: _PERM_MCCTEMPBM_CRPT81600031___2]policyAuthInd
	boolean
	O
	0..1
	Policy Authorization Indication
When present, it shall be set as follows:
- true: policy authorization is provided for the MBS session to the PCF;
- false (default): no policy authorization provided
	

	mbsSecurityContext
	MbsSecurityContext
	O
	0..1
	This IE may be present if security protection is applied to the MBS Session. When present, it shall contain the MBS Service Key (MSK), MBS Traffic Key (MTK) and the corresponding key IDs.
	

	contactPcfInd
	boolean
	O
	0..1
	Indicates whether the PCF shall be contacted or not, i.e.:
· "true" means that the PCF shall be contacted; and
· "false" means that the PCF shall not be contacted.
When this attribute is not present, the default value is "false".

This attribute may only be present in an MBS Session update request.
	



* * * Next Change * * * *
6.2.6.2.x	Type: ProblemDetailsExtension
Table 6.2.6.2.x-1: Definition of type ProblemDetailsExtension
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	accMbsServiceInfo
	AcceptableMbsServInfo
	O
	0..1
	MBS Service Information that can be accepted by the PCF
	



* * * Next Change * * * *
[bookmark: _Toc85877132][bookmark: _Toc88681587][bookmark: _Toc89678274][bookmark: _Toc98501365][bookmark: _Toc106634654][bookmark: _Toc114825433]6.2.6.4.x	Type: ExtProblemDetails
6.2.6.4.x-1: Definition of type ExtProblemDetails as a list of to be combined data types
	Data type
	Cardinality
	Description

	ProblemDetails
	1
	Details of the encountered problem, as defined in 3GPP TS 29.571 [18].

	ProblemDetailsExtension
	1
	Extensions to the ProblemDetails common data type 



* * * Next Change * * * *
[bookmark: _Toc81558649][bookmark: _Toc85877137][bookmark: _Toc88681592][bookmark: _Toc89678279][bookmark: _Toc98501371][bookmark: _Toc106634662][bookmark: _Toc114825441]6.2.7.3	Application Errors
The application errors defined for the <API name>Nmbsmf_MBSSession  service are listed in Table 6.2.7.3-1.
Table 6.2.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	[bookmark: _Hlk116397219]INVALID_MBS_SERVICE_INFO
	400 Bad Request
	The HTTP request is rejected because the provided MBS Service Information is invalid (e.g. invalid QoS reference), incorrect or insufficient to perform MBS policy authorization.

	FILTER_RESTRICTIONS_NOT_RESPECTED
	400 Bad Request
	The HTTP request is rejected because the MBS IP flow(s) description provided within the MBS Service Information cannot be handled due to the restrictions defined in clause 5.3.8 of 3GPP TS 29.214 [y] not being respected.

	ERROR_INPUT_PARAMETERS
	400 Bad Request
	The HTTP request is rejected because the provided set of input parameters are incomplete, erroneous or missing necessary information to perform MBS policy control.

	MBS_SERVICE_INFO_NOT_AUTHORIZED
	403 Forbidden
	The HTTP request is rejected because the provided MBS Service Information is not authorized to perform MBS policy authorization.

	MBS_POLICY_CONTEXT_DENIED
	403 Forbidden
	The HTTP request is rejected due to operator policies and/or local configuration.

	MBS_SESSION_ALREADY_CREATED
	403 Forbidden
	This error indicates an unsuccessful of MBS session creation, if the MBS session to be created has already been created in the MB-SMF.
For a location dependent MBS session, this error shall be used if the MBS session associated to the indicated MBS session identifier and MBS service area has already been created in the MB-SMF.
For non location dependent MBS session, this error shall be used if the MBS session indicated by the MBS session identifier has been created in the MB-SMF.

	OVERLAPPING_MBS_SERVICE_AREA
	403 Forbidden
	This error indicates an unsuccessful of MBS session creation, if the new MBS service area overlaps with the service area of any MBS session with the same MBS session identifier.

	UNKNOWN_TMGI
	404 Not Found
	This error indicates an unsuccessful of MBS session creation, update or release, if the TMGI provided in the request does not exist in the MB-SMF.

	UNKNOWN_MBS_SESSION
	404 Not Found
	This error indicates an unsuccessful MBS session update or release, if the MBS session to be updated or deleted is not found in the MB-SMF.

	UNKNOWN_MBS_SERVICE_AREA
	404 Not Found
	This error indicates an unsuccessful of MBS session update or release, if the requested MBS service area (e.g. identified by the Area Session ID) cannot be found.



* * * Next Change * * * *

[bookmark: _Toc35971453][bookmark: _Toc67903570][bookmark: _Toc77761110][bookmark: _Toc81558764][bookmark: _Toc85877144][bookmark: _Toc88681599][bookmark: _Toc89678286][bookmark: _Toc98501378][bookmark: _Toc106634669][bookmark: _Toc114825448]A.3	Nmbsmf_MBSSession API
[…]

paths:
  /mbs-sessions:
    post:
      summary:  Create
      tags:
        - MBS sessions collection
      operationId: Create
      requestBody:
        description: >
          Representation of the MBS session to be created in the MB-SMF
          Creates an individual MBS session resource in the MB-SMF.
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/CreateReqData'
      responses:
        '201':
          description: >
            Successful creation of an MBS session
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/CreateRspData'
          headers:
            Location:
              description: >
                'Contains the URI of the newly created resource, according to the structure:
                {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbssessions/{mbsSessionRef}'
              required: true
              schema:
                type: string
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'          description: Forbidden.
          content:
            application/problem+json:
              schema:
                $ref: '#/components/schemas/ExtProblemDetails'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '502':
          $ref: 'TS29571_CommonData.yaml#/components/responses/502'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

  /mbs-sessions/{mbsSessionRef}:
    patch:
      summary:  Updates an individual MBS session resource in the MB-SMF.
      tags:
        - Individual MBS session
      operationId: Update
      parameters:
        - name: mbsSessionRef
          in: path
          required: true
          description: Unique ID of the MBS session to be modified
          schema:
            type: string
      requestBody:
        description: Data within the Update Request
        required: true
        content:
          application/json-patch+json:
            schema:
              type: array
              items:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/PatchItem'
              minItems: 1
      responses:
        '204':
          description: >
            Successful modification of the MBS session without content in the response.
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'          description: Forbidden.
          content:
            application/problem+json:
              schema:
                $ref: '#/components/schemas/ExtProblemDetails'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '502':
          $ref: 'TS29571_CommonData.yaml#/components/responses/502'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

[…]

    MbsSessionExtension:
      description: MB-SMF API specific extensions to the MbsSession common data type
      type: object
      properties:
        policyAuthInd:
          type: boolean
          default: false
        mbsSecurityContext:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsSecurityContext'
        contactPcfInd:
          type: boolean
          default: false

[bookmark: _Toc67903571][…]

    GbrQosFlowInformation:
      description: GBR MBS QoS flow information
      type: object
      properties:
        maxFbrDl:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'
        guaFbrDl:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'
        maxPacketLossRateDl:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PacketLossRate'
      required:
        - maxFbrDl
        - guaFbrDl
    ExtProblemDetails:
      description: Extended Problem Details data structure
      allOf:
        - $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        - $ref: '#/components/schemas/ProblemDetailsExtension'

    ProblemDetailsExtension:
      description: Extensions to ProblemDetails
      type: object
      properties:
        accMbsServiceInfo:
          $ref: 'TS29537_Npcf_MBSPolicyAuthorization.yaml#/components/schemas/AcceptableMbsServInfo'



[…]

* * * End of Changes * * * *
image1.emf
NF Service 

Consumer

MB-SMF

1. POST .../mbs-sessions (CreateReqData)

2a. 201 Created (CreateRspData)

2b. 4xx/5xx (ProblemDetails) or 3xx


Microsoft_Visio_2003-2010_Drawing.vsd
NF Service Consumer


MB-SMF


1. POST .../mbs-sessions (CreateReqData)


2a. 201 Created (CreateRspData)


2b. 4xx/5xx (ProblemDetails) or 3xx



image2.emf
NF Service 

Consumer

MB-SMF

1. PATCH .../mbs-sessions/{mbsSessionRef} (PatchData)

2a. 204 No Content

2b. 4xx/5xx (ProblemDetails) or 3xx


Microsoft_Visio_2003-2010_Drawing1.vsd
NF Service Consumer


MB-SMF


1. PATCH .../mbs-sessions/{mbsSessionRef} (PatchData)


2a. 204 No Content


2b. 4xx/5xx (ProblemDetails) or 3xx



image3.emf
NF Service 

Consumer

MB-SMF

1. DELETE .../mbs-sessions/{mbsSessionRef}

2a. 204 No Content

2b. 4xx/5xx (ProblemDetails) or 3xx


Microsoft_Visio_2003-2010_Drawing2.vsd
NF Service Consumer


MB-SMF


1. DELETE .../mbs-sessions/{mbsSessionRef}


2a. 204 No Content


2b. 4xx/5xx (ProblemDetails) or 3xx



