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	Reason for change:
	The following corrections need to be done for the Relay Key Request procedure used for the authentication of the UE-to-network relay:

1- Multiple references are indicated as 9.11.3.aa, 9.11.3.bb and 9.11.3.cc. The correct references need to be added.

2- The EAP message is an optional IE in the RELAY KEY REJECT message, but it is added with the format "LV-E". It shall be of the format "TLV-E".

3- , The "Relay key response parameters" is a mandatory IE in the RELAY KEY ACCEPT message, but it is added with the format "TLV-E". It shall be of the format "LV-E".

4- The Relay key request parameters is a type 6 IE hence it shall be of format "LV-E" in the RELAY KEY REQUEST message.

5- The lengths of Relay key request parameters IE and Relay key response parameters IE are marked as TBD. The correct lengths need to be specified.

6- One correction is needed in clause 5.5.4.4, where there is an extra word "key" that is not needed.
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***** First change *****
[bookmark: _Toc106796200][bookmark: _Toc91599701][bookmark: _Toc106796679]5.5.4.4	UE-initiated authentication and key agreement procedure accepted by the network
Upon receiving the RELAY KEY REQUEST message, the AMF processes the message and interacts with the AUSF as specified in 3GPP TS 33.503 [56]. If EAP-AKA' authentication for the 5G ProSe UE-to-network relay is initiated by the network, the AMF shall:
a)	create a RELAY AUTHENTICATION REQUEST message;
b)	set the PRTI IE of the RELAY AUTHENTICATION REQUEST message to the PRTI value of the received RELAY AUTHENTICATION REQUEST message;
c)	set the EAP message IE of the RELAY AUTHENTICATION REQUEST message to EAP request message received from the AUSF; and
d)	send the RELAY AUTHENTICATION REQUEST message to the UE.
Upon receiving the RELAY AUTHENTICATION REQUEST message, the UE stops the timer T35xx and forwards the EAP message to the 5G ProSe remote UE as specified in 3GPP TS 24.554 [19E].
Upon receiving the EAP response message from the 5G ProSe remote UE as specified in 3GPP TS 24.554 [19E], the UE shall:
a)	create a RELAY AUTHENTICATION RESPONSE message;
b)	set the PRTI IE of the RELAY AUTHENTICATION RESPONSE message to the PRTI value of the received RELAY AUTHENTICATION REQUEST message;
c)	set the EAP message IE of the RELAY AUTHENTICATION RESPONSE message to EAP request message received from the 5G ProSe remote UE; and
d)	start a timer T35xx upon sending the RELAY AUTHENTICATION RESPONSE message to the AMF.
After receiving the RELAY AUTHENTICATION RESPONSE message, the AMF may send a new RELAY AUTHENTICATION REQUEST message carrying EAP request message according to further handling of EAP-AKA' authentication from the AUSF as specified in 3GPP TS 33.503 [56]. The UE repeats the handling of RELAY AUTHENTICATION REQUEST as described above.
Upon receiving the message from the AUSF that the authentication is successful, the AMF shall:
a)	create a RELAY KEY ACCEPT message;
b)	set the PRTI IE of the RELAY KEY ACCEPT message to the PRTI value of the last received RELAY AUTHENTICATION RESPONSE message;
c)	include the EAP message IE of the RELAY KEY ACCEPT message set to EAP-success message received from the AUSF; and
d)	include the relay key response parameters IE of the RELAY KEY ACCEPT message set to Key KNR_ProSe and nonce_2 received from AUSF;
Upon receiving the RELAY KEY ACCEPT message, the UE shall forward the EAP-success message and nonce_2 to the 5G ProSe remote UE as specified in 3GPP TS 24.554 [19E], and considers the authentication is completed successfully.
***** Next change *****
8.2.34.1	Message definition
The RELAY KEY REQUEST message is sent by the UE to the AMF for initiation of PC5 keys establishment with the 5G ProSe remote UE as specified in 3GPP TS 33.503 [56]. See table 8.2.34.1.
Message type:	RELAY KEY REQUEST
Significance:	dual
Direction:	UE to network
Table 8.2.34.1: RELAY KEY REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Relay key request message identity
	Message type
9.7
	M
	V
	1

	
	PRTI
	ProSe relay transaction identity
9.11.3.88aa
	M
	V
	1

	
	Relay key request parameters
	Relay key request parameters
9.11.3.89bb
	M
	LV-E
	22-65537TBD


[bookmark: _Hlk107830828]
***** Next change *****
[bookmark: _Toc106796681]8.2.35.1	Message definition
The RELAY KEY ACCEPT message is sent by the AMF to the UE as specified in 3GPP TS 33.503 [56]. See table 8.2.35.1.
Message type:	RELAY KEY ACCEPT
Significance:	dual
Direction:	network to UE
Table 8.2.35.1: RELAY KEY ACCEPT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Relay key accept message identity
	Message type
9.7
	M
	V
	1

	
	PRTI
	ProSe relay transaction identity
9.11.3.88aa
	M
	V
	1

	
	EAP message
	EAP message
9.11.2.2
	M
	LV-E
	6-1502

	
	Relay key response parameters
	Relay key response parameters
9.11.3.90cc
	M
	TLV-E
	51-65537TBD



***** Next change *****
[bookmark: _Toc106796683]8.2.36.1	Message definition
The RELAY KEY REJECT message is sent by the AMF to the UE to indicate the rejection of the relay key request. See table 8.2.36.1.
Message type:	RELAY KEY REJECT
Significance:	dual
Direction:	network to UE
Table 8.2.36.1: RELAY KEY REJECT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Relay key reject message identity
	Message type
9.7
	M
	V
	1

	
	PRTI
	ProSe relay transaction identity
9.11.3.88aa
	M
	V
	1

	78
	EAP message
	EAP message
9.11.2.2
	O
	TLV-E
	76-15032



***** End of changes *****

