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* * * * First change * * * *
[bookmark: _Toc9325533][bookmark: _Toc27044366][bookmark: _Toc36033408][bookmark: _Toc45131540][bookmark: _Toc49775825][bookmark: _Toc51746745][bookmark: _Toc66360287][bookmark: _Toc68104792][bookmark: _Toc74755421][bookmark: _Toc105674276]4.4.15	Procedures for RACS Parameter Provisioning
The procedures are used by an SCS/AS to request that the network to provision manufacturer specific UE radio capability information.
In order to create a new parameter provisioning, the SCS/AS shall send an HTTP POST request message to the SCEF to the resource "RACS Parameter Provisionings". The body of the HTTP POST request message shall include a list of RACS IDs, and for each provided RACS ID, its radio capability parameters and the related UE model(s) IMEI-TAC value(s).
In order to fully replace an existing RACS Parameter Provisioning, the SCS/AS may send an HTTP PUT message to the resource "Individual RACS Parameter Provisioning" requesting the SCEF to change all properties in the existing resource. The body of the HTTP PUT request message shall include a list of RACS IDs, and for each provided RACS ID,  its radio capability parameters and the related UE model(s) IMEI-TAC value(s). 
In order to partial update an existing RACS Parameter Provisioning, the SCS/AS may send an HTTP PATCH message to the resource "Individual RACS Parameter Provisioning" requesting the SCEF to change some properties in the existing resource.
Upon receipt of the HTTP POST, PUT or PATCH message, if the SCS/AS is authorized to perform the request, the SCEF shall interact with the UCMF as described in 3GPP TS 29.675 [61]. After receiving the response from the UCMF, if at least one RACS ID is succesfully provisioned, the SCEF shall create or update the resource "Individual RACS Parameter Provisioning" and respond with 201 Created or 200 OK to the SCS/AS respectively with the successfully provisioned RACS information or 204 No Content if the updates or replacement is successful with no content in the PATCH or PUT response message body, the SCEF may include RACS report(s) within attribute "racsReports" with a list of RACS ID(s) and the corresponding failure code for which the provisioning has failed as specified in table 5.16.2.2.3-1 in the body of the HTTP response. Otherwise, the SCEF shall send an HTTP response to the SCS/AS with a corresponding failure code as described in clause 5.16.5. If all the RACS IDs failed to be provisioned succeessfully, the SCEF may send a "500 Internal Server Error" HTTP response and may include in the response body failure reports as specified in clause 5.16.3.
In order to delete an existing RACS Parameter Provisioning at the SCEF, the SCS/AS shall send an HTTP DELETE message to the corresponding resource "Individual RACS Parameter Provisioning" at the SCEF. Upon receipt of the DELETE request message, the SCEF shall interact with the UCMF as described in 3GPP TS 29.675 [61]. After receiving the response from the UCMF, the SCEF shall remove the resource and respond with 204 No Content to the SCS/AS.
* * * * Next change * * * *
[bookmark: _Toc27045104][bookmark: _Toc36034155][bookmark: _Toc45132303][bookmark: _Toc49776588][bookmark: _Toc51747508][bookmark: _Toc66361090][bookmark: _Toc68105595][bookmark: _Toc74756227][bookmark: _Toc105675104]5.16.5.3	Application Errors
The application errors defined for the RacsParameterProvisioning API are listed in table 5.16.5.3-1. The SCEF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.16.5.3-1.
Table 5.16.5.3-1: Application errors
	Application Error
	HTTP status code
	Description

	
	
	



* * * * End of changes * * * *
