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* * * * First change * * * *
[bookmark: _Toc104479226]5.17.5.3	Application Errors
The application errors defined for the AMPolicyAuthorization API are listed in table 5.17.5.3-1. If the NEF receive the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error from the PCF, accordingly the NEF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.17.5.3-1.
Table 5.17.5.3-1: Application errors
	Application Error
	HTTP status code
	Description

	INVALID_POLICY_REQUEST
	400 Bad Request
	The HTTP request is rejected because the service information for the AM context is invalid or insufficient for the PCF to perform the requested action. (NOTE 1)

	APPLICATION_AM_CONTEXT_NOT_FOUND
	404 Not Found
	The HTTP request is rejected because the specified Individual Application AM Context does not exist. (NOTE 3)

	POLICY_ASSOCIATION_NOT_AVAILABLE
	500 Internal Server Error
	The PCF failed in executing binding with the UE/AM Policy Context. (NOTE 2)

	NOTE 1:	This application error is included in the response to the POST request and to the PATCH request.
NOTE 2:	This application error is included in the response to the POST request.
NOTE 3:	This application error is included in the responses to the GET, PATCH and DELETE requests to the Individual Application AM Context resource, and to the PUT and DELETE requests to the AM Policy Events Subscription resource.



* * * * End of changes * * * *
