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* * * * Start of Changes * * * *
[bookmark: _Toc28012098][bookmark: _Toc34122950][bookmark: _Toc36037900][bookmark: _Toc38875282][bookmark: _Toc43191762][bookmark: _Toc45133156][bookmark: _Toc51315221][bookmark: _Toc51761550][bookmark: _Toc51761920][bookmark: _Toc56671451][bookmark: _Toc59016069][bookmark: _Toc63156268][bookmark: _Toc66111318][bookmark: _Toc66263068][bookmark: _Toc68167022][bookmark: _Toc70446863][bookmark: _Toc73526746][bookmark: _Toc83231263][bookmark: _Toc90653014][bookmark: _Toc104219589][bookmark: _Toc28012467][bookmark: _Toc36038425][bookmark: _Toc45133695][bookmark: _Toc51762449][bookmark: _Toc59017021][bookmark: _Toc104301017]4.2.4.13	Access Network Charging Identifier request and report
If the "PolicyCtrlReqTriggerspolicyCtrlReqTriggers" attribute with the value "AN_CH_COR"  has been provided to the SMF, the SMF shall notify of the PCF the Access Network Charging Identifier(s) that the SMF has assigned for the dynamic PCC Rules which referred from the RequestedRuleData data structure containing the CH_ID within the "reqData" attribute by including an "accNetChIds" attribute within the SmPolicyUpdateContextData data structure in the HTTP POST message. If the SMF assigns a Access Network Charging Identifier to the whole PDU session, the SMF shall include one AccNetChId instance within the "accNetChIds" attribute and include the Access Network Charging Identifier within the "accNetChaIdValue" attribute and the "sessionChScope" attribute set to true; otherwise, within each AccNetChId instance, the PCF shall include Access Network Charging Identifier within the "accNetChaIdValue" attribute and all the PCC rule identifier(s) associated to the provided Access Network Charging Identifier within the "refPccRuleIds" attribute.
The PCF may request the SMF to provide the Access Network Charging Identifier associated to the new dynamic PCC rules as defined in subclause 4.2.6.5.1 in the response message.
* * * * Next change * * * *
[bookmark: _Toc28012099][bookmark: _Toc34122951][bookmark: _Toc36037901][bookmark: _Toc38875283][bookmark: _Toc43191763][bookmark: _Toc45133157][bookmark: _Toc51315222][bookmark: _Toc51761551][bookmark: _Toc51761921][bookmark: _Toc56671452][bookmark: _Toc59016070][bookmark: _Toc63156269][bookmark: _Toc66111319][bookmark: _Toc66263069][bookmark: _Toc68167023][bookmark: _Toc70446864][bookmark: _Toc73526747][bookmark: _Toc83231264][bookmark: _Toc90653015][bookmark: _Toc104219590]4.2.4.14	Request and report for the successful resource allocation notification
The PCF may request the SMF to confirm that the resources associated to a PCC rule are successfully allocated as defined in subclause 4.2.6.5.5.
If the "PolicyCtrlReqTriggerspolicyCtrlReqTriggers" attribute with the value "SUCC_RES_ALLO" has been provided to the SMF, the SMF shall notify of the PCF the resources associated to the PCC rules which referred from the RequestedRuleData data structure containing the "SUCC_RES_ALLO" within the "reqData" attribute are successfully allocated. When the SMF received successful resource allocation response from the access network, the SMF shall within the SmPolicyUpdateContextData data structure include the "SUCC_RES_ALLO" within the "repPolicyCtrlReqTriggers" attribute and "ruleReports" attribute. Within the RuleReport instance, the SMF shall include the corresponding PCC rule identifier(s) within the "pccRuleIds" attribute and the "ruleStatus" attribute set to value "ACTIVE". If the "AuthorizationWithRequiredQoS" feature as defined in subclause 5.8 is supported and if the SMF additionally receives the reference to the matching Alternative QoS Profile which the NG-RAN can guarantee, the SMF shall also include the reference to the QosData data structure for the Alternative QoS parameter set corresponding to the reference to the matching alternative QoS profile within the "altQosParamId" attribute.
If the "RuleVersioning" feature is supported and the PCF included the "contVer" attribute for a specific PCC rule instance, and the resource allocation was successful for this PCC rule, the SMF shall include the rule content version within the "contVers" attribute in the corresponding RuleReport instance.
* * * * End of change * * * *

