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*******
* * * First Change * * * *
[bookmark: _Toc104297842][bookmark: _Toc104300153][bookmark: _Toc106605482]6.1.6.2.4	Type: DistSession
Table 6.1.6.2.4-1: Definition of type DistSession
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	distSessionId
	string
	M
	1
	An identifier for this MBS Distribution Session that is unique within the scope of the MBS User Service (see clause 4.5.3 of 3GPP TS 26.502)
	

	distSessionState
	DistSessionState
	M
	1
	The current state of the MBS Distribution Session (see clause 4.6.1 of 3GPP TS 26.502)
	

	mbUpfTunAddr
	TunnelAddress
	M
	1
	The tunnel endpoint address of the MB‑UPF that supports this MBS Distribution Session at reference point Nmb9.
	

	upTrafficFlowInfo
	UpTrafficFlowInfo
	C
	0..1
	Details of the traffic flow to be used by the MBSTF for this MBS Distribution Session, including the multicast group destination address and port number. Shall be present in case of Object Distribution Method and Packet Distribution Method in Packet Proxy Mode.
	

	mbsSessionId
	MbsSessionId
	O
	0..1
	The Temporary Mobile Group Identity (TMGI) or Source-Specific Multicast (SSM) IP address of the MBS Session supporting this MBS Distribution Session.
	

	mbsServiceAreas
	map(MbsServiceArea)
	O
	1..N
	The service areas in which this MBS Distribution Session is to be made available. 

The key of the map shall be the Area Session Identifier (see Clause 5.9.4.4 of 3GPP TS 29.271) associated with the Location dependent MBS Service.
	

	5qi
	5Qi
	C
	0..1
	A 5G QoS Identifier (5QI) to be applied to the traffic flow for this MBS Distribution Session. It shall be present for Object Distribution Method and may be present for Packet Distribution Method.
	

	mbr
	BitRate
	M
	1
	The maximum bit rate for this MBS Distribution Session
	

	maxDelay
	PacketDelBudget
	O
	0..1
	The maximum end-to-end distribution delay that is tolerated for this MBS Distribution Session by the MBS Application Provider
	

	objDistributionData
	ObjDistributionData
	C
	0..1
	Additional MBS Distribution Session parameters for Object Distribution Method [NOTE 1]
	

	pktDistributionData
	PktDistributionData
	C
	0..1
	Additional MBS Distribution Session parameters for Packet Distribution Method [NOTE 1]
	

	fecInformation
	string
	O
	0..1
	 Configuration for FEC information added by the MBSTF to protect this MBS Distribution Session.
	

	dscpMarking
	string
	O
	0..1
	DSCP Marking to be applied to outgoing traffic.

It shall be encoded as two octet string in hexadecimal representation. The first octet shall contain the DSCP value in the IPv4 Type-of-Service or the IPv6 Traffic-Class field and the second octet shall contain the ToS/Traffic Class mask field, which shall be set to "0xFC".
	

	mbsSecurityContext
	MbsSecurityContext
	O
	0..1
	This IE may be present if security protection is applied to the MBS Session. 

When present, it shall contain: 
- the security context containing MBS Service Key (MSK), MSK lifetime and the corresponding key IDs in request from MBSF.
- the security context containing MBS Service Key (MSK), MBS Traffic Key (MTK) and the corresponding key IDs in response or notification from MBSTF.
	

	NOTE 1:	Either the objDistributionData IE or the pktDistributionData IE shall be present in a request/response.



Editor's Note:	Whether attributes in the distSession should be defined as write-only or read-only is FFS. Details of parameter fecInformation are FFS.

* * * Next Change * * * *
[bookmark: _Toc104297844][bookmark: _Toc104300155][bookmark: _Toc106605484]6.1.6.2.6	Type: PktDistributionData
Table 6.1.6.2.6-1: Definition of type PktDistributionData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	pktDistributionOperatingMode
	PktDistributionOperatingMode
	M
	1
	Operating Mode for the Packet distribution method
	

	pktIngestMethod
	PktIngestMethod
	C
	1
	Indicates whether packets are ingested using multicast orof unicast ingest. It shall be present if operating mode of the packet distribution method is set to "PACKET_PROXY".
	

	mbStfIngestAddr
	MbStfIngestAddr
	M
	1
	The endpoint addresses used by the MBS Application Provider and MBSTF to establish a connection at reference point Nmb8 prior to the commencement of MBS User Data Ingest Session.
	




* * * Next Change * * * *
[bookmark: _Toc104297852][bookmark: _Toc104300163][bookmark: _Toc106605492]6.1.6.2.14	Type: MbStfIngestAddr
Table 6.1.6.2.14-1: Definition of type MbStfIngestAddr
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	afEgressTunAddr
	TunnelAddress
	C
	0..1
	AF side endpoint address and port for establishment of unicast tunnel at reference point Nmb8 prior to the commencement of MBS User Data Ingest Session. 

It is applicable only if operating mode of the packet distribution method is set to "PACKET_FORWARD_ONLY".

This shall be present only in the Create request.

Write-Only: true
	

	mbStfIngressTunAddr
	TunnelAddress
	C
	0..1
	MBSTF side endpoint address and port for establishment of unicast tunnel at reference point Nmb8 prior to the commencement of MBS User Data Ingest Session. 

It is applicable only if operating mode of the packet distribution method is set to "PACKET_FORWARD_ONLY".

This shall be present only in the response to the Create (or Retrieve) request.

Read-Only: true
	

	afSsm
	ExtSsm
	C
	0..1
	AF side Source specific multicast address and port to which MBSTF issues an IGMP Join to ingest multicast UDP/IP datagrams. 

It is applicable only if operating mode of the packet distribution method is set to "PACKET_PROXY" and packet ingest method is set to "MULTICAST".

This shall be present only in the Create request.

Write-Only: true
	

	mbStfListenAddr
	TunnelAddress
	C
	0..1
	MBSTF side endpoint address and port for to receive unicast-addressed UDP/IP datagrams. 

It is applicable only if operating mode of the packet distribution method is set to "PACKET_PROXY" and packet ingest method is set to "UNICAST".

This shall be present only in the response to the Create (or Retrieve) request.

Read-Only: true
	



Editor's Note:	Whether the MB-STF is required to verify the ingested data traffic from afEgressTunAddr is FFS.
[bookmark: _Toc104297860][bookmark: _Toc104300171][bookmark: _Toc106605500]
* * * Next Change * * * *
6.1.6.3.6	Enumeration: PktDistributionOperatingMode
The enumeration PktDistributionOperatingMode defines the mode of data ingestion for Packet distribution method. It shall comply with the values defined in table 6.1.6.3.6-1.
Table 6.1.6.3.6-1: Enumeration PktDistributionOperatingMode
	Enumeration value
	Description
	Applicability

	"PACKET_PROXY"
	UDP packet payload of the UDP streams is opaque to the MBS Session
	

	"PACKET_FORWARD_ONLY"
	Transport protocol on top of IP is opaque to the MBS System
	



[bookmark: _Hlk107315412]* * * Next Change * * * *
[bookmark: _Toc98500939][bookmark: _Toc104297874][bookmark: _Toc104300185][bookmark: _Toc106605514]A.2	Nmbstf_DistSession API
-------skip for clarity------
    PktDistributionOperatingMode:
      description: Mode of data ingestion for Packet distribution method
      anyOf:
      - type: string
        enum:
          - PACKET_PROXY
          - PACKET_FORWARD_ONLY
      - type: string
-------skip for clarity------

* * * End of Changes * * * *


