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*******
* * * First Change * * * *
6.1.6.2.14	Type: MbStfIngestAddr
Table 6.1.6.2.14-1: Definition of type MbStfIngestAddr
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	afEgressTunAddr
	TunnelAddress
	C
	0..1
	AF side endpoint address and port for establishment of unicast tunnel at reference point Nmb8 prior to the commencement of MBS User Data Ingest Session. 

The MBSTF shall use this information to validate the source IP address and port of incoming packets pertaining to the MBS User Data Ingest Session from the MBS Application Provider.

This IE shall be included if It is applicable only if operating mode of the packet distribution method is used and when the operating mode is set to "PACKET_FORWARD_ONLY", or when the operating mode is set to "PACKET_PROXY" while the packet ingest method is set to unicast.is set to "FORWARD_ONLY".

This shall be present only in the Create request.

Write-Only: true
	

	mbStfIngressTunAddr
	TunnelAddress
	C
	0..1
	MBSTF side endpoint address and port for establishment of unicast tunnel at reference point Nmb8 prior to the commencement of MBS User Data Ingest Session. 

It is applicable only if operating mode of the packet distribution method is set to "FORWARD_ONLY".

This shall be present only in the response to the Create (or Retrieve) request.

Read-Only: true
	

	afSsm
	ExtSsm
	C
	0..1
	AF side Source specific multicast address and port to which MBSTF issues an IGMP Join to ingest multicast UDP/IP datagrams. 

It is applicable only if operating mode of the packet distribution method is set to "PROXY" and packet ingest method is set to "MULTICAST".

This shall be present only in the Create request.

Write-Only: true
	

	mbStfListenAddr
	TunnelAddress
	C
	0..1
	MBSTF side endpoint address and port for to receive unicast-addressed UDP/IP datagrams. 

It is applicable only if operating mode of the packet distribution method is set to "PROXY" and packet ingest method is set to "UNICAST".

This shall be present only in the response to the Create (or Retrieve) request.

Read-Only: true
	



Editor's Note:	Whether the MB-STF is required to verify the ingested data traffic from afEgressTunAddr is FFS.

* * * End of Changes * * * *


