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1.  Problem statement
Under the 5G_ProSe Work Item, SA3 specified solutions for Control Plane security procedures and secondary authentication of UE-to-Network relay which were finalized at SA3#107-e. CT1 and CT4 agreed corresponding CRs in Q2’2022, and CT4 updated the 5G_ProSe CT WID at CT4#110-e to add a new specification for the new PAnF (ProSe Anchor Function) which is part of the SA3 solutions. 
However SA2 was not able to agree CRs for the corresponding architectural support, as communicated in LS S2-2204904 (on which CT is not cc-ed, see file included in the same zip file as the present document) which states:
SA2 would like to inform SA3 and SA that SA2 didn’t reach consensus at SA2#151E and SA2#150E on the procedural impact either on Control Plane based authentication or Secondary Authentication/Authorization of UE-to-Network Relay.
2.  Proposal
Given the lack of SA2 agreement, there is a proposal in SA to not pursue the Control Plane security procedures and secondary authentication of UE-to-Network relay features in Rel-17. If this proposal is agreed, it does not make sense to implement the CT1 and CT4 CRs into the specifications, since they would need to be reverted at the CT1 and CT4 August meetings. The CT WID update has no impact on existing specifications and therefore it would be fine to approve it as it is, and to revise it in September to remove the new specification for the PAnF if needed. Similarly, the CT1 exception sheet (CP-221181) and the CT4 exception sheet (CP-221086) can also be approved as they are and the work carried out in Q3’2022 can be adjusted in CT WGs based on the SA decision.
It is thus proposed to:
· put the CT1 and CT4 CRs related to Control Plane security procedures and secondary authentication of UE-to-Network relay in separate CR packs;
· approve these CRs packs conditionally pending SA’s decision on whether to postpone Control Plane security procedures and secondary authentication of UE-to-Network relay to Rel-18;
· send an LS to SA to inform them.
The affected CRs identified so far are:
	WG tdoc #
	Title
	Source to WG

	C1-223203
	Triggering 5G ProSe direct link release procedure due to secondary authentication failure
	Nokia, Nokia Shanghai Bell

	C1-223967
	Secondary authenticaton via L3 relay
	OPPO, ZTE, Interdigital

	C1-224123
	Authentication and key agreement for 5G ProSe layer-3 UE-to-network relay
	ZTE

	C1-223594
	Pending indication for PDU session with secondary authentication for remote UE
	ZTE

	C1-223965
	PC5-S for forwading EAP message
	OPPO

	C1-224121
	The timer for authentication and key agreement for 5G ProSe UE-to-network relay
	ZTE / Joy

	C1-224217
	Resolving the EN related to security parameters used for the UE-to-network relay discovery over PC5 interface
	Nokia, Nokia Shanghai Bell

	C1-224218
	Introducing the validity timer of the security related parameters for discovery
	Nokia, Nokia Shanghai Bell

	C1-224224
	Rejecting PC5 connection establishment request upon security failure
	Nokia, Nokia Shanghai Bell

	C1-224225
	UE-to-network relay reselection upon security failure
	Nokia, Nokia Shanghai Bell

	C4-222389
	New ProseAuthenticate service operation
	Huawei, Ericsson

	C4-222257
	Overview of New ProseAuthenticate service operation
	Huawei

	C4-222255
	Overview of New GetProseAv service operation
	Huawei

	C4-222387
	New GetProseAv service operation
	Huawei



