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* * * First Change * * * *
[bookmark: _Toc22042880][bookmark: _Toc34303554][bookmark: _Toc34403836][bookmark: _Toc45281858][bookmark: _Toc51933086][bookmark: _Toc99194786]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: definitions][2]	3GPP TS 23.003: "Numbering, addressing and identification".
[3]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[4]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
[5]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[6]	3GPP TS 24.547: "Identity management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[7]	Void.
[8]	IETF RFC 3261 (June 2002): "SIP: Session Initiation Protocol".[9]	IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".
[10]	IETF RFC 6050 (November 2010): "A Session Initiation Protocol (SIP) Extension for the Identification of Services"
[11]	IETF RFC 6665 (July 2012): "SIP-Specific Event Notification".
[12]	OMA OMA-TS-XDM_Group-V1_1_1-20170124-A: "Group XDM Specification".
[13]	IETF RFC 6750: "The OAuth 2.0 Authorization Framework: Bearer Token Usage".
[14]	IETF RFC 3428 (December 2002): "Session Initiation Protocol (SIP) Extension for Instant Messaging".
[15]	3GPP TS 24.379: "Mission Critical Push To Talk (MCPTT) call control Protocol specification".
[16]	IETF RFC 7231 (June 2014): "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[17]	3GPP TS 29.122: "T8 reference point for northbound Application Programming Interfaces (APIs)".
[18]	3GPP TS 29.549: "Service Enabler Architecture Layer for Verticals (SEAL); Application Programming Interface (API) specification".
[r7159]	IETF RFC 7159: "The JavaScript Object Notation (JSON) Data Interchange Format".
[r7230]	IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".

* * * Next Change * * * *
[bookmark: _Toc22042886][bookmark: _Toc34303560][bookmark: _Toc34403842][bookmark: _Toc45281864][bookmark: _Toc51933092][bookmark: _Toc99194792]5.1	SEAL location management client (SLM-C)
The SLM-C functional entity acts as the application client for location management related transactions. To be compliant with the procedures in the present document the SLM-C:
a)	shall support the role of XCAP client as specified in IETF RFC 4825 [9];
b)	shall support the role of XDMC as specified in OMA OMA-TS-XDM_Core-V2_1 [12];
c)	shall support the location management procedures in clause 6.2; and
d)	shall support the off-network location management procedure in clause 6.3; and.
e)	shall support HTTP client and HTTP server functionalities as specified in IETF RFC 7230 [r7230].
* * * Next Change * * * *
[bookmark: _Toc22042887][bookmark: _Toc34303561][bookmark: _Toc34403843][bookmark: _Toc45281865][bookmark: _Toc51933093][bookmark: _Toc99194793]5.2	SEAL location management server (SLM-S)
The SLM-S is a functional entity used to provide location management supported within the vertical application layer. To be compliant with the procedures in the present document the SLM-S:
a)	shall support the role of XCAP server as specified in IETF RFC 4825 [9];
b)	shall support the role of XDMS as specified in OMA OMA-TS-XDM_Core-V2_1 [12]; and
c)	shall support the location management procedures in clause 6.2; and.
d)	shall support HTTP client and HTTP server functionalities as specified in IETF RFC 7230 [r7230].
* * * Next Change * * * *
[bookmark: _Toc98783165]6.2.1.2	Boot up procedure
Upon device boot up, the SLM-C in the UE shall send HTTP POST message to SLM-S containing the call back URI (where the SLM-S can send request message to SLM-C) in a JavaScript Object Notation (JSON) structure as specified in IETF RFC 7159 [r7159].
* * * Next Change * * * *
[bookmark: _Toc34303577][bookmark: _Toc34403859][bookmark: _Toc45281881][bookmark: _Toc51933109][bookmark: _Toc99194809]6.2.3.2	Server procedure
If the SLM-S needs to request the SLM-C to report its location, the SLM-S shall generate an HTTP POST request according to procedures specified in IETF RFC 7231 [16]. The SLM-S:
a)	shall include a Request-URI set to the URI corresponding to the identity of the SLM-C;
b)	shall include an Accept header field set to "application/vnd.3gpp.seal-location-info+xml"; 
c)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml";
d)	shall include an application/vnd.3gpp.seal-location-info+xml MIME body and in the <location-info> root element:
1)	shall include a <requested-identity> element with a <VAL-user-id> child element set to the identity of the VAL user whose location is requested;
2)	shall include a <request> element; and
e)	shall send the HTTP POST request as specified in IETF RFC 7231 [16].
NOTE:	Push notification service can be used to send HTTP POST request to the client. Details about the push notification service is out of scope this specification. 
* * * End of Changes * * * *


