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	Reason for change:
	TS 33.501 CR 1397 (draft_S3-221002-r2) agreed in May 2022 SA3 meeting, subclause I.2.2.2 states:
----------------

----------------

TS 33.501 CR 1380 (draft_S3-220912-r6) agreed in May 2022 SA3 meeting, subclause I.5 states:
----------------

----------------

Furthermore, TS 33.501 states:
----------------
[bookmark: _Toc19634946][bookmark: _Toc26876014][bookmark: _Toc35528782][bookmark: _Toc35533543][bookmark: _Toc45028925][bookmark: _Toc45274590][bookmark: _Toc45275177][bookmark: _Toc51168435][bookmark: _Toc98839200]B.2.1.2.2	EAP TLS with subscription identifier privacy
For EAP TLS, if the operator determines to provide subscription identifier privacy for the UE in TLS layer, the the EAP TLS server needs to support privacy either inherently (e.g., in TLS 1.3) or via separate privacy option (e.g., in TLS 1.2). If privacy is an option in TLS layer, then the operator needs to configure UE with the information that privacy-on-TLS layer is enabled. Further, following considerations need to be taken.
In Step 1 of Figure B.2.1-1, it is important that calculation of SUCI, which is sent in NAS layer, is done using schemes other than "null-scheme". Otherwise, the subscription identifier protection provided by TLS layer becomes ineffective privacy-wise. Nevertheless, the "null-scheme" could be used in NAS layer while still preserving subscription identifier privacy, by omitting the username part from NAI as described in RFC 4282 clause 2.3 [y]. It would be analogous to using anonymous identifier in EAP, meaning that only realm part from NAI is included in SUCI which is sent in NAS layer. Thus formed SUCI can still be used to route the authentication request to AUSF.
...
[bookmark: _Toc19635002][bookmark: _Toc26876069][bookmark: _Toc35528837][bookmark: _Toc35533598][bookmark: _Toc45028986][bookmark: _Toc45274651][bookmark: _Toc45275239][bookmark: _Toc51168497][bookmark: _Toc98839262]I.2.1	General
[bookmark: _Hlk17902259][bookmark: _Hlk11433008]One of the major differences of non-public networks is that authentication methods other than AKA based ones may be used in a standalone non-public network (SNPN). When an AKA-based authentication method is used, clause 6.1 shall apply. When an authentication method other than 5G AKA or EAP-AKA' is used, only the non-AKA specific parts of clause 6.1 shall apply. An example of running such an authentication method is given in Annex B with EAP-TLS. 
[bookmark: _Hlk17902120]The choice of the supported authentication methods for access to SNPNs follows the principles described in clauses I.2.2 and I.2.3. 
...
[bookmark: _Toc19635009][bookmark: _Toc26876076][bookmark: _Toc35528844][bookmark: _Toc35533605][bookmark: _Toc45028993][bookmark: _Toc45274658][bookmark: _Toc45275246][bookmark: _Toc51168504][bookmark: _Toc98839276]I.5	SUPI privacy for standalone non-public networks
...
Furthermore, the privacy considerations for EAP TLS (given in Annex B.2.1.2) should be taken into account when using an authentication method other than 5G AKA or EAP-AKA'.
...
[bookmark: _Toc98839287]I.9.2.3	Primary authentication using DCS
When the primary authentication is performed between the UE and the DCS, the authentication requirements and procedures defined in clause I.2 for Credential Holder shall apply with the DCS taking the role of the Credentials Holder. 
...
----------------

I.e. anonymous SUCI:
- is used in primary authentication with AAA server of CH (based on TS 33.501 CR 1397 statement and TS 33.501 CR 1380 statement).
- is used in primary authentication with AAA server of DCS (based on TS 33.501 subclause I.9.2.3 statement).
- is used in primary authentication using EAP-TLS with AUSF (based on TS 33.501 subclause B.2.1.2.2 statement and TS 33.501 subclause I.2.1 statement), if supported by the AUSF (as anonymous SUCI is added to CT TSs only in Rel-17).

Furthermore, anonymous SUCI can be used only when the EAP method of the primary authentication and key agreement procedure supports privacy and the UE is configured to do so (based on TS 33.501 CR 1397 statement, TS 33.501 CR 1380 statement and TS 33.501 subclause B.2.1.2.2 statement).This is not the case for 5G AKA. This is also not the case for EAP-AKA' where TS 33.501 states:
-------------
2) 	RFC 4187 [21] allows the peer to respond with a pseudonym (cf. 5G-GUTI) or the permanent identity (i.e. SUPI). The 5G UE follows the "conservative" policy that has been described in RFC 4187 [21] clause 4.1.6 (Attacks against Identity Privacy) for the pseudonym based privacy, i.e. the peer shall not reveal its permanent identity. Instead, the peer shall send the EAP-Response/AKA-Client-Error packet with the error code "unable to process packet", and the authentication exchange terminates. The peer assumes that the EAP-Request/AKA-Identity originates from an attacker that impersonates the network, and for this reason refuses to send the cleartext SUPI.
-------------
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***** change *****
[bookmark: _Toc98753349][bookmark: _Toc91598972]5.3.2	Permanent identifiers
A globally unique permanent identity, the 5G subscription permanent identifier (SUPI), is allocated to each subscriber for 5GS-based services. The IMSI, the network specific identifier, the GCI and the GLI are valid SUPI types. When the SUPI contains a network specific identifier, a GCI or a GLI, it shall take the form of a network access identifier (NAI). When the UE performs initial registration for onboarding services in SNPN or is registered for onboarding services in SNPN, the SUPI contains the onboarding SUPI derived from the default UE credentials. The UE derives the onboarding SUPI before or during the initial registration for onboarding services in SNPN and uses the derived onboarding SUPI in the initial registration for onboarding services in SNPN and while registered for onboarding services in SNPN.
The structure of the SUPI and its derivatives are specified in 3GPP TS 23.003 [4].
The UE provides the SUPI to the network in concealed form. The SUCI is a privacy preserving identifier containing the concealed SUPI. When the SUPI contains a network specific identifier, a GCI or a GLI, the SUCI shall take the form of a NAI as specified in 3GPP TS 23.003 [4].
A UE supporting N1 mode includes a SUCI:
a)	in the REGISTRATION REQUEST message when the UE is attempting initial registration procedure and a valid 5G-GUTI is not available;
b)	in the IDENTITY RESPONSE message, if the SUCI is requested by the network during the identification procedure; and
c)	in the DEREGISTRATION REQUEST message when the UE initiates a de-registration procedure and a valid 5G-GUTI is not available.
If the UE uses the "null-scheme" as specified in 3GPP TS 33.501 [24] to generate a SUCI, the SUCI contains the unconcealed SUPI.
When:
-	not operating in SNPN access operation mode; or
-	operating in SNPN access operation mode but not performing initial registration for onboarding services and not registered for onboarding services;
the UE shall use the "null-scheme" if:
a)	the home network has not provisioned the public key needed to generate a SUCI;
b)	the home network has configured "null-scheme" to be used for the UE;
c)	the UE needs to perform a registration procedure for emergency services after the failure of authentication procedure or after reception of a REGISTRATION REJECT message with the 5GMM cause #3 "Illegal UE", or to initiate a de-registration procedure before the registration procedure for emergency services was completed successfully, and the UE does not have a valid 5G-GUTI for the selected PLMN; or
d)	the UE receives an identity request for SUCI during a registration procedure for emergency services or during a de-registration procedure that was initiated before the registration procedure for emergency services was completed successfully.
When operating in SNPN access operation mode and:
-	performing initial registration for onboarding services; or
-	registered for onboarding services;
the UE shall use the "null-scheme" if:
a)	the public key needed to generate a SUCI is not configured as part of the default UE credentials; or
b)	"null-scheme" usage is configured as part of the default UE credentials.
If:
a)	the UE uses the "null-scheme" as specified in 3GPP TS 33.501 [24] to generate a SUCI;
b)	the UE operates in SNPN access operation mode and:
1)	an indication to use anonymous SUCI which is associated with the selected entry of the "list of subscriber data", is configured in the ME, if the UE is not registering or registered for onboarding services in SNPN, and the AAA server of CH acts as EAP server of the EAP based primary authentication and key agreement procedure; or
2)	an indication to use anonymous SUCI which is associated with the default UE credentials, is configured in the ME, if the UE is registering or registered for onboarding services in SNPN and the AAA server of DCS acts as EAP server of the EAP based primary authentication and key agreement procedure;
Editor's note: (WI:eNPN, CR#3847) it is FFS how the UE knows whether the AAA server of CH or DCS acts as EAP server of the EAP based primary authentication and key agreement procedure.
[bookmark: _Hlk103238924]NOTE 1:	The ME can be configured with an indication to use anonymous SUCI associated with an entry of "list of subscriber data" when the EAP method associated with the credentials of the entry supports SUPI privacy at the EAP layer, or can be configured with an indication to use anonymous SUCI associated with the default UE credentials when the EAP method associated with the default UE credentials supports SUPI privacy at the EAP layer, or both.
Editor's note: (WI eNPN, CR 4139) it is FFS whether another UE-level configuration for usage of anonymous SUCI is needed.
c)	the UE does not need to perform a registration procedure for emergency services, or to initiate a de-registration procedure before the registration procedure for emergency services was completed successfully; and
d)	the UE does not receive an identity request for SUCI during a registration procedure for emergency services or during a de-registration procedure that was initiated before the registration procedure for emergency services was completed successfully;
then the UE shall use anonymous SUCI as specified in 3GPP TS 23.003 [4].
A W-AGF acting on behalf of an FN-RG shall use the "null-scheme" as specified in 3GPP TS 33.501 [24] to generate a SUCI.
A W-AGF acting on behalf of an N5GC device shall use the "null-scheme" as specified in 3GPP TS 33.501 [24] to generate a SUCI.
If a UE is a Multi-USIM UE, the UE shall use a separate permanent equipment identifier (PEI) for each USIM, if any, and each entry of "list of subscriber data", if any, the UE operates for accessing 5GS-based services; otherwise, a UE contains and uses a permanent equipment identifier (PEI) for accessing 5GS-based services.
In this release of the specification, the IMEI, the IMEISV, the MAC address together with the MAC address usage restriction indication and the EUI-64 are the only PEI formats supported by 5GS. The structure of the PEI and its formats are specified in 3GPP TS 23.003 [4].
Each UE supporting at least one 3GPP access technology (i.e. satellite NG-RAN, NG-RAN, E-UTRAN, UTRAN or GERAN) contains a PEI in the IMEI format and shall be able to provide an IMEI and an IMEISV upon request from the network.
Each UE not supporting any 3GPP access technologies and supporting NAS over untrusted or trusted non-3GPP access shall have a PEI in the form of the Extended Unique Identifier EUI-64 [48] of the access technology the UE uses to connect to the 5GC.
A UE supporting N1 mode includes a PEI:
a)	when neither SUPI nor valid 5G-GUTI is available to use for emergency services in the REGISTRATION REQUEST message with 5GS registration type IE set to "emergency registration";
b)	when the network requests the PEI by using the identification procedure, in the IDENTITY RESPONSE message; and
c)	when the network requests the IMEISV by using the security mode control procedure, in the SECURITY MODE COMPLETE message.
Each 5G-RG supporting only wireline access and each FN-RG shall have a permanent MAC address configured by the manufacturer. For 5G-CRG, the permanent MAC address configured by the manufacturer shall be a cable modem MAC address.
When the 5G-RG contains neither an IMEI nor an IMEISV, the 5G-RG shall use as a PEI the 5G-RG's permanent MAC address configured by the manufacturer and the MAC address usage restriction indication set to "no restrictions".
The W-AGF acting on behalf of the FN-RG shall use as a PEI the MAC address provided by the FN-RG and if the MAC address provided by the FN-RG is not unique or does not correspond to the FN-RG's permanent MAC address according to W-AGF's configuration, the MAC address usage restriction indication set to "MAC address is not usable as an equipment identifier" otherwise the MAC address usage restriction indication set to "no restrictions".
The 5G-RG containing neither an IMEI nor an IMEISV shall include the PEI containing the MAC address together with the MAC address usage restriction indication:
a)	when neither SUPI nor valid 5G-GUTI is available to use for emergency services in the REGISTRATION REQUEST message with 5GS registration type IE set to "emergency registration";
b)	when the network requests the PEI by using the identification procedure, in the IDENTIFICATION RESPONSE message; and
c)	when the network requests the IMEISV by using the security mode control procedure, in the SECURITY MODE COMPLETE message.
NOTE 12:	In case c) above, the MAC address is provided even though AMF requests the IMEISV.
The W-AGF acting on behalf of the FN-RG shall include the PEI containing the MAC address together with the MAC address usage restriction indication:
a)	when the network requests the PEI by using the identification procedure, in the IDENTIFICATION RESPONSE message; and
b)	when the network requests the IMEISV by using the security mode control procedure, in the SECURITY MODE COMPLETE message.
NOTE 23:	In case b) above, the MAC address is provided even though AMF requests the IMEISV.
The W-AGF acting on behalf of the N5GC device shall use as a PEI the MAC address provided by the N5GC device and the MAC address usage restriction indication set to "no restrictions". Based on operator policy, the W-AGF acting on behalf of the N5GC device may encode the MAC address of the N5GC device using the EUI-64 format as specified in [48] and use as a PEI the derived EUI-64.
NOTE 34:	The MAC address of an N5GC device is universally/globally unique.
The AMF can request the PEI at any time by using the identification procedure.
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