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* * * First Change * * * *
[bookmark: _Toc28005540][bookmark: _Toc36041415][bookmark: _Toc45134714][bookmark: _Toc51764007][bookmark: _Toc59019924][bookmark: _Toc68170750][bookmark: _Toc74932407][bookmark: _Toc98144790][bookmark: _Toc28005548][bookmark: _Toc36041423][bookmark: _Toc45134722][bookmark: _Toc51764015][bookmark: _Toc59019932][bookmark: _Toc68170758][bookmark: _Toc74932415][bookmark: _Toc98144798][bookmark: _Toc57930509][bookmark: _Toc57931139][bookmark: _Toc73971649]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5G-BRG	5G Broadband Residential Gateway
5G-CRG	5G Cable Residential Gateway
AMF	Access and Mobility Management Function
BBF	Broadband Forum 
CH	Credentials Holder
CHAP	Challenge Handshake Authentication Protocol
CHF	Charging Function
CSMA/CD	Carrier Sense Multiple Access/Collision Detection 
DCS	Default Credentials Server
DHCPv4	Dynamic Host Configuration Protocol version 4
DHCPv6	Dynamic Host Configuration Protocol version 6
DN	Data Network
DNAI	DN Access Identifier
DR	Designated Router
DSL	Digital Subscriber Line 
FN-BRG	Fixed Network Broadband RG
FN-CRG	Fixed Network Cable RG
FQDN	Fully Qualified Domain Name
GCI	Global Cable Identifier
GLI	Global Line Identifier
GPSI	Generic Public Subscription Identifier
HFC	Hybrid Fiber Coax
I-SMF	Intermediate SMF
L2TP	Layer Two Tunneling Protocol
LAC	L2TP Access Concentrator
LNS	L2TP Network Server
N3IWF	Non-3GPP InterWorking Function 
NGAP	NG Application Protocol
NSS	Network Slice Specific
NSSAAF 	Network Slice-Specific Authentication and Authorization Function
ON-SNPN	Onboarding Standalone Non-Public Network
PAP	Password Authentication Protocol
PIM	Protocol-Independent Multicast
PIM-DM	Protocol-Independent Multicast- Dense Mode
PIM-SM	Protocol-Independent Multicast- Sparse Mode
PON	Passive Optical Network
PtP	Point-to-Point
RG	Residential Gateway
RP	Rendezvous Point 
RSN	Redundancy Sequence Number
SD	Slice Differentiator
SFD	Start Frame Delimiter
SMF	Session Management Function 
S-NSSAI	Single Network Slice Selection Assistance Information 
SNPN	Stand-alone Non-Public Network
SO-SNPN	Subscription Owner Standalone Non-Public Network
SSC	Session and Service Continuity 
SST	Slice/Service Type
TNAP	Trusted Non-3GPP Access Point
TWAP	Trusted WLAN Access Point
UPF	User Plane Function
V-SMF	Visited SMF
WAN	Wide Area Network

* * * Next Change * * * *
2X	Interworking with AAA server in DCS for UE onboarding in SNPNs
A UE configured with Default UE credentials may register with an ON-SNPN for the provisioning of SO-SNPN credentials, for the purpose of provisioning the UE with SNPN credentials for primary authentication and other information to enable access to a desired SNPN, i.e. (re-)select and (re-)register with SNPN.
The architectures for Onboarding of UEs in an ON-SNPN are defined in clause 5.30.2.10.2. of 3GPP TS 23.501 [2].
2X.1	Primary authentication using AAA server in DCS
[bookmark: _Hlk102649541]The AUSF in SNPN may support primary authentication and authorization of UEs using default UE credentials from a Default Credentials Server (DCS) for Onboarding of UEs in an ON-SNPN. In case of primary authentication and authorization with an AAA server in DCS the procedures defined in clause 19.1 and clause 19.2 shall apply with the AAA server in DCS taking the role of the AAA server in a CH. When AAA server in DCS is used for primary authentication, the AUSF directly selects the NSSAAF as specified in 3GPP TS 23.501 [2]. In this case, the UDM is not involved in the procedure defined in Figure 19.2-1, and the step 3 to step 5 shall be skipped. 
[bookmark: _Hlk103759786]2X.2	Secondary authentication using AAA server in DCS
The SMF in SNPN may support secondary authentication with a Default Credentials Server (DCS) using default UE credentials upon establishment of an Onboarding PDU Session when the UE has registered successfully with primary authentication without using DCS. In case of secondary authentication with AAA server in DCS the procedures defined in clause 11 and clause 12 shall apply with the AAA server in DCS taking the role of the DN-AAA server. When AAA server in DCS is used for secondary authentication, the SMF selects the AAA server based on its configuration or using the DN-specific identity provided by the UE inside the EAP message in the PDU Session Authentication Complete message as specified in 3GPP TS 33.501 [8].
T
* * * End Change * * * *
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