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	Reason for change:
	On the UE side, the usage of AF_ID is handled by the Application layer itself that requested NAS layer to derive AKMA keys.
As per Ts 24.501, cl 4.21:
Upon receiving a request from the upper layers to obtain AKMA Anchor Key (KAKMA) and AKMA Key Identifier (A-KID), the UE supporting AKMA shall derive the KAKMA and the AKMA Temporary Identifier (A-TID) from the valid KAUSF if available as specified in 3GPP TS 33.535 [24A], shall further derive the A-KID from the A-TID as specified in 3GPP TS 33.535 [24A] and shall provide KAKMA and A-KID to the upper layers.
NOTE 1: The upper layers derive the AKMA Application Key (KAF) from KAKMA as specified in 3GPP TS 33.535 [24A].
As per Ts 33.535, cl A.4, AF_ID = FQDN of the AF || Ua* security protocol identifier, where the Ua* security protocol identifier is specified as Ua security protocol identifier in Annex H of TS 33.220 [4]. 
Hence, there is no dependency with CT1 about how to define the AF_ID as it is related to application itself.

	
	

	Summary of change:
	EN related to AfId is removed in clause 5.14.5.4.2 due to above reasoning.
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* * * First Change * * * *
[bookmark: _Toc58850462][bookmark: _Toc59018842][bookmark: _Toc68169854][bookmark: _Toc97203569][bookmark: _Toc90112977][bookmark: _Toc51847065][bookmark: _Toc57022696][bookmark: _Toc82556862][bookmark: _Toc27745105][bookmark: _Toc29803257][bookmark: _Toc35970047][bookmark: _Toc36050841][bookmark: _Toc44847560][bookmark: _Toc51845214][bookmark: _Toc51845545][bookmark: _Toc57017614][bookmark: _Toc82555487][bookmark: _Toc51845218][bookmark: _Toc51845549][bookmark: _Toc57017618][bookmark: _Toc82555492][bookmark: _Toc57017474][bookmark: _Toc82555351][bookmark: _Toc51845075][bookmark: _Toc51845406][bookmark: _Toc51846926][bookmark: _Toc57022553][bookmark: _Toc82556706]5.14.5.4.2	Simple data types 
The simple data types defined in table 5.14.5.4.2-1 shall be supported.
Table 5.14.5.4.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	AfId
	string
	Identification of AF which is formatted as the following string:
"<FQDN>.<Ua* security protocol id>", wherein, <FQDN> is the FQDN of the AF and <Ua* security protocol id> is a string of 5 octet and the identification of the Ua* security protocol is specified as Ua security protocol identifier in Annex H of 3GPP TS 33.220 [39] that the AF will use with the UE.
Example: 
1. FQDN: www.app1.com, Ua* security protocol id: 0100BC0001, then AfId: www.app1.com.0100BC0001
	

	AKId
	string
	AKMA Key Identifier shall be in NAI format as specified in subclause 2.2 of IETF RFC 7542 [40], which is formatted as the following string:
"<username>@<realm>", wherein, <username> shall include routing identifier and the A-TID, <realm> shall include Home Network Id.
	



Editor’s Note:	The definition of AfId needs to align with CT1.

* * * End of Changes * * * *

