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	Reason for change:
	As explained in CR 29.244 #0605 (Return Node ID in PFCP Session Report Response) approved at CT#95-e, the PFCP Node ID is a key index parameter used by the peer PFCP entity to manage the PFCP sessions, e.g. for the storage of the PFCP session contexts, for node restoration procedures, KPI, etc. 

Each PFCP function is identified by a unique Node ID that may be set to either an FQDN or an IP address, but there is no clear statement indicating whether the same PFCP function is allowed or not to switch its PFCP Node ID between an FQDN and an IP address, or between different IP addresses owned by the same PFCP function during its operation time.

The PFCP Node ID that a PFCP function advertised during the setup of the PFCP association shall not be changed (or switched between its own identities) throughout the whole operation period of the PFCP function, and it cannot be changed without first releasing its existing associations using the existing Node ID. The PFCP Node ID IE shall be treated as a static string to uniquely identify a PFCP function. 


	
	

	Summary of change:
	It is clarified that a PFCP entity shall not change its Node ID during the lifetime of all its PFCP associations.


	
	

	Consequences if not approved:
	Interoperability issues and PFCP sessions failures if a PFCP entity was changing the PFCP Node ID it uses during the lifetime of a PFCP association.
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* * * First Change * * * *
[bookmark: _Toc19717113][bookmark: _Toc27490580][bookmark: _Toc27556873][bookmark: _Toc27723790][bookmark: _Toc36030855][bookmark: _Toc36042775][bookmark: _Toc36814099][bookmark: _Toc44688948][bookmark: _Toc44923702][bookmark: _Toc51860670][bookmark: _Toc57930437][bookmark: _Toc57931067][bookmark: _Toc98235591][bookmark: _Toc98235692][bookmark: _Toc20213225][bookmark: _Toc27752134][bookmark: _Toc27752769][bookmark: _Toc98259272][bookmark: _Toc88743208][bookmark: _Toc97025559][bookmark: _Toc88743218][bookmark: _Toc97025570][bookmark: _Toc89034982][bookmark: _Toc89064780][bookmark: _Toc89180081][bookmark: _Toc97071760][bookmark: _Toc97152473][bookmark: _Toc97072273][bookmark: _Toc97152986]5.8	PFCP Association
[bookmark: _Toc19717114][bookmark: _Toc27490581][bookmark: _Toc27556874][bookmark: _Toc27723791][bookmark: _Toc36030856][bookmark: _Toc36042776][bookmark: _Toc36814100][bookmark: _Toc44688949][bookmark: _Toc44923703][bookmark: _Toc51860671][bookmark: _Toc57930438][bookmark: _Toc57931068][bookmark: _Toc98235592]5.8.1	General
A PFCP Association shall be set up between the CP function and the UP function prior to establishing PFCP sessions on that UP function. Only one PFCP association shall be setup between a given pair of CP and UP functions, even if the CP and/or UP function exposes multiple IP addresses. A single PFCP association may also be setup between a SMF set and a UPF (see clause 5.22.2).
The CP function and the UP function shall support the PFCP Association Setup procedure initiated by the CP function (see clause 6.2.6.2). The CP function and the UP function may additionally support the PFCP Association Setup procedure initiated by the UP function (see clause 6.2.6.3).
A CP function may have PFCP Associations set up with multiple UP functions. A UP function may have PFCP Associations set up with multiple CP functions.
[bookmark: _Hlk100417272]In PFCP signaling, a CP function or a UP function shall be identified by a unique Node ID. A Node ID may be set to an FQDN or to an IP address (either IPv4 or IPv6, see clause 8.2.38). When set to an IP address, it indicates that the CP/UP function only exposes one IP address for the PFCP Association signalling. Once a PFCP association is set up between a CP function and a UP function, the same Node ID as signaled respectively by the CP function and the UP function during the PFCP association setup procedure shall be used in all subsequent PFCP node related messages (other than Heartbeat messages) until the PFCP association is released. 
NOTE 1:	The control of a PFCP session can be taken over by a new SMF in an SMF set as specified in clause 5.22. When using the MPAS feature (see clause 5.22.3), when a different SMF takes over the control of the PFCP session, the UP function receives the NODE ID of the new SMF that is different from the NODE ID of the SMF that was handling the PFCP session earlier.
The PFCP entities shall accept any new IP address allocated as part of F-SEID other than the one(s) communicated in the Node Id.
NOTE 12:	The source IP address to send PFCP Association Setup request can not be used as the destination IP address when the peer sends a PFCP Association Update Request message, e.g. for a scenario when a NAT is deployed in the network.
Prior to establishing a PFCP Association, the function responsible for establishing the PFCP Association (e.g. CP function) shall look up a peer function (e.g. UP function), e.g. using DNS procedures (see 3GPP TS 29.303 [25]), NRF procedures (see 3GPP TS 29.510 [43]) or local configuration. If the peer function is found to support multiple IP addresses (in the look up information), one of these addresses (any one) shall be used as destination IP address to send the PFCP Association Setup Request. Once the PFCP Association is established, any of the IP addresses of the peer function (found during the look-up) may then be used to send subsequent PFCP node related messages and PFCP session establishment requests for that PFCP Association.
NOTE 23:	The look up information (e.g. in DNS, NRF or local configuration of the function responsible for establishing the PFCP association) needs to be configured consistently with the addressing information of the peer function. If a FQDN is configured to identify a function in DNS or NRF, then the Node ID of that function included in PFCP messages need to be set to the same FQDN. For instance, if the CP function is responsible for establishing the PFCP association, a UP function that exposes multiple IP addresses (for PFCP node related messages and PFCP session establishment requests) needs to be configured in the look up information as one (single) UP function that is associated to multiple IP addresses. The Node ID needs to be set to an SMF set FQDN when a single association is setup between an SMF set and UPF (see clause 5.22.2).
NOTE 34:	PFCP session related messages for sessions that are already established are sent to the IP address received in the F-SEID allocated by the peer function or to the IP address of an alternative SMF in the SMF set (see clause 5.22). The former IP address needs not be configured in the look up information. See clauses 4.3.2 and 4.3.3.

* * * End of Changes * * * *
