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* * * First Change * * * *
[bookmark: _Toc44847473]6.3.3.4.4.2.1	General
The LCI sent by an NF Service Producer shall include one of the parameters defined in Table 6.3.3.4.4.2.1-1.
Table 6.3.3.4.4.2.1-1: Supported scopes for LCI signalled by an NF Service Producer
	Parameter
	Value
	LCI scope (i.e. LCI applies to) 
	Examples

	NF-Instance
	NF Instance ID
	All services of the NF instance identified by the NF Instance ID.
	NF-Instance: 54804518-4191-46b3-955c-ac631f953ed8

	NF-Set
	NF Set ID
	All services of all NF instances of the NF set identified by the NF Set ID.
	NF-Set:  set1.udmset.5gc.mnc012.mcc345

	NF-Service-Instance
	NF Service Instance ID
	The service instance identified by the NF Service Instance ID.
	NF-Service-Instance: serv1.smf1

	NF-Service-Set
	NF Service Set ID
	All service instances of the NF service set identified by the NF service set ID.
	NF-Service-Set: setxyz.snnsmf-pdusession.nfi54804518-4191-46b3-955c-ac631f953ed8.5gc.mnc012.mcc345



If an NF Service Consumer receives more than one LCI with overlapping scopes, i.e. one with NF (service) instance scope and another with NF (service) Set scope, the NF Service Consumer should perform load balancing considering the LCI received with the finer scope for each candidate NF instance or NF service instance (i.e. in this example the load of the NF (service) instance).

* * * 2nd Change * * * *
[bookmark: _Toc44847474]6.3.3.4.4.2.2	Additional scope parameters for S-NSSAI/DNN based load control by SMF
It is optional for the SMF to support S-NSSAI/DNN based load control. When supported, the following requirements shall apply.
S-NSSAI/DNN level load control refers to advertising of the load information at S-NSSAI and DNN level granularity and selection of the target SMF service instance based on this information. It helps to achieve an evenly load balanced network at S-NSSAI/DNN granularity by the use of the dynamic load information provided within the Load Control Information with the S-NSSAI/DNN scope. Only an SMF may advertise S-NSSAI/DNN level load information.
NOTE 1:	When all the resources of an SMF (service) instance are available for all the S-NSSAI/DNNs served by that SMF (service) instance, load control at SMF (service) set or SMF (service) instance level is exactly the same as S-NSSAI/DNN level overload information of that SMF, for each of its S-NSSAIs/DNNs, and hence, performing load control at SMF (service) set or SMF (service) instance level is sufficient.
The "Load Metric" shall indicate the current resource utilization for the indicated S-NSSAI/DNN(s), as a percentage, as compared to the total resources configured for the indicated S-NSSAI/DNNs s at the SMF.
When performing S-NSSAI/DNN based load control, the LCI scope shall indicate, in addition to either an NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set (see Table 6.3.3.4.2.2.1-1), the combinations of S-NSSAI and DNN  for which the LCI sender wants to advertise the load information using the following parameters:
-	the S-NSSAI parameter, indicating one or more S-NSSAI values; and
-	the DNN parameter, indicating one or more DNN values from the indicated S-NSSAI(s).
NOTE 2:	It is not allowed to report LCI for a DNN only or for an S-NSSAI only.
See Table 6.3.3.4.4.2.2.1-1.
[bookmark: _Toc35969966][bookmark: _Toc36050760]Table 6.3.3.4.4.2.2.1-1: Additional scope parameters for S-NSSAI/DNN based load control by SMF
	Parameter
	Value
	LCI scope (i.e. LCI applies to) 
	Examples

	S-NSSAI

	One or more S-NSSAI values 
	
DNN(s) from indicated S-NSSAI(s), for the service(s) of NF instance(s) as defined in Table 6.3.3.4.4.2.1-1.

	
S-NSSAI: {"sst": 1, "sd": "A08923"};
DNN: internet.mnc012.mcc345.gprs



	DNN

	One or more DNN values
	
	

	NOTE:	Both the S-NSSAI and DNN parameters shall be present. The S-NSSAI and DNN parameters shall be provided with either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set parameter (see Table 6.3.3.4.4.2.1-1).



An SMF shall advertise S-NSSAI/DNN based load control for at most 10 DNNs.
NOTE 3:	Considering various aspects such as the processing and storage requirements at the overloaded SMF entity and the receiver, the number of important DNNs for which overload control advertisement could be necessary, interoperability between the NFs of different vendors, it was chosen to define a limit on the maximum number of DNNs for advertising the load control information.
The SMF may advertise load information for different DNNs of one or more S-NSSAIs in a single LCI header (if the same LCI information, e.g. load metric or relative capacity, applies to all the DNNs of the S-NSSAI(s)) or in up to 10 LCI headers (if different LCI information needs to be advertiszed for different DNNs).
* * * 3rd Change * * * *
[bookmark: _Toc44847475]6.3.3.4.4.3	Scope of LCI signalled by an SCP
The LCI sent by an SCP shall include one of the parameters defined in Table 6.3.3.4.4.3-1.
Table 6.3.3.4.4.3-1: Supported scopes for LCI signalled by an SCP
	Parameter
	Value
	LCI scope (i.e. LCI applies to)
	Examples

	SCP-FQDN
	SCP FQDN
	SCP identified by the SCP FQDN

	SCP-FQDN: scp1.example.com



* * * 4th Change * * * *
[bookmark: _Toc44847499]6.4.3.4.5.2.1	General
The OCI sent by an NF Service Producer shall include one and only one of the parameters defined in Table 6.4.3.4.5.2-1.
Table 6.4.3.4.5.2-1: Supported scopes for OCI signalled by an NF Service Producer
	Parameter
	Value
	OCI scope (i.e. OCI applies to) 
	Examples

	NF-Instance
	NF Instance ID
	All services of the NF instance identified by the NF Instance ID.
	NF-Instance: 54804518-4191-46b3-955c-ac631f953ed8

	NF-Set
	NF Set ID
	All services of all NF instances of the NF set identified by the NF Set ID.
	NF-Set:  set1.udmset.5gc.mnc012.mcc345

	NF-Service-Instance
	NF Service Instance ID
	The service instance identified by the NF Service Instance ID.
	NF-Service-Instance: serv1.smf1

	NF-Service-Set
	NF Service Set ID
	All service instances of the NF service set identified by the NF service set ID.
	NF-Service-Set: setxyz.snnsmf-pdusession.nfi54804518-4191-46b3-955c-ac631f953ed8.5gc.mnc012.mcc345



* * * 5th Change * * * *
[bookmark: _Toc44847500][bookmark: _Toc35969989]6.4.3.4.5.2.2	Additional scope parameters for S-NSSAI/DNN based overload control by SMF
It is optional for the SMF to support S-NSSAI/DNN based overload control. When supported, the following requirements shall apply.
S-NSSAI/DNN level overload control refers to advertising of the overload information at S-NSSAI and DNN level granularity and hence applying the mitigation policies based on this information to the signalling traffic related to this S-NSSAI and DNN only. Only an SMF may advertise S-NSSAI/DNN level overload information when it detects overload for certain S-NSSAI/DNNs, e.g. based on shortage of internal or external resources for an S-NSSAI/DNN (e.g. IP address pool).
NOTE 1:	When all the internal and external resources, applicable to the S-NSSAI/DNNs, are available for all the S-NSSAI/DNNs served by an SMF, overload control at SMF (service) set or SMF (service) instance level is exactly the same as S-NSSAI/DNN level overload information of that SMF, for each of its S-NSSAIs/DNNs, and hence, performing overload control at SMF (service) set or SMF (service) instance level is sufficient.
When performing S-NSSAI/DNN based overload control, the OCI scope shall indicate, in addition to either an NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set (see Table 6.4.3.4.5.2-1), the combinations of S-NSSAI and DNN for which the OCI sender wants to advertise the overload information using the following parameters: -	the S-NSSAI parameter, indicating one or more S-NSSAI values; and
-	the DNN parameter, indicating one or more associated DNN values from the indicated S-NSSAI(s).
NOTE 2:	It is not allowed to report OCI for a DNN only or for an S-NSSAI only.
See Table 6.4.3.4.5.2.2-1.
Table 6.4.3.4.5.2.2-1: Additional scope parameters for S-NSSAI/DNN based overload control by SMF
	Parameter
	Value
	OCI scope (i.e. OCI applies to) 
	Examples

	S-NSSAI

	One or more S-NSSAI values 
	
DNN(s) from indicated S-NSSAI(s), for the service(s) of NF instance(s) as defined in Table 6.4.3.4.5.2-1.

	
S-NSSAI: {"sst": 1, "sd": "A08923"};
DNN: internet.mnc012.mcc345.gprs



	DNN

	One or more DNN values
	
	

	NOTE:	Both the S-NSSAI and DNN parameters shall be present. The S-NSSAI and DNN parameters shall be provided with either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set parameter (see Table 6.4.3.4.5.2-1).



An SMF shall advertise S-NSSAI/DNN based overload control for at most 10 DNNs.
NOTE 3:	Considering various aspects such as the processing and storage requirements at the overloaded SMF entity and the receiver, the number of important DNNs for which overload control advertisement could be necessary, interoperability between the NFs of different vendors, it was chosen to define a limit on the maximum number of DNNss for advertising the overload control information.
The SMF may advertise overload information for different DNNs of one or more S-NSSAIs in a single OCI header (if the same OCI information, e.g. overload reduction metric, applies to all the DNNs of the S-NSSAI(s)) or in up to 10 OCI headers (if different OCI information needs to be advertiszed for different DNNs).
An NF selecting an SMF service instance for a given S-NSSAI/DNN shall apply the S-NSSAI/DNN level overload information, if available for that S-NSSAI/DNN.
* * * 6th Change * * * *
[bookmark: _Toc44847501]6.4.3.4.5.3	Scope of OCI signalled by an NF Service Consumer
The OCI sent by an NF Service Consumer shall include one and only one of the parameters defined in Table 6.4.3.4.5.3-1.
Table 6.4.3.4.5.3-1: Supported scopes for OCI signalled by an NF Service Consumer
	Parameter
	Value
	OCI scope (i.e. OCI applies to)
	Examples

	Callback-Uri
	One or more URI(s) including a scheme, authority and an optional path
	All notifications (or callbacks) with a notification (or callback) URI matching the Callback-Uri parameter value.

(NOTE 1)
	Callback-Uri:  https://pcf12.operator.com

Callback-Uri: https://pcf12.operator.com/serviceY

Callback-Uri:  https://pcf12.operator.com/serviceY/abc & https://pcf12.operator.com/serviceY/def


	NF-Instance
	NF Instance ID
	All notifications (or callbacks) bound to:
-	the NF Instance ID; or
-	an NF service instance or an NF service set of this NF Instance ID.
(NOTE 2)
	NF-Instance: 54804518-4191-46b3-955c-ac631f953ed8

	NF-Set
	NF Set ID
	All notifications (or callbacks) bound to:
-	the NF Set ID;
-	an NF instance of the NF Set ID; or
-	an NF service instance or an NF service set of an NF Instance of the NF Set ID.
(NOTE 2)
	NF-Set:  set1.udmset.5gc.mnc012.mcc345

	NF-Service-Instance
	NF Service Instance ID
	All notifications (or callbacks) bound to:
-	the NF Service Instance ID.
(NOTE 2)
	NF-Service-Instance: serv1.smf1

	NF-Service-Set
	NF Service Set ID
	All notifications (or callbacks) bound to:
-	the NF Service Set ID; or
-	an NF service instance of the NF Service Set ID.
(NOTE 2)
	NF-Service-Set: setxyz.snnsmf-pdusession.nfi54804518-4191-46b3-955c-ac631f953ed8.5gc.mnc012.mcc345

	NF-Instance or NF-Set

and

Service-Name

	As defined above

and

as defined for servname in clause 5.2.3.2.5
	All notifications (or callbacks) bound to the service indicated in Service-Name within the NF instance ID or NF Set ID, as defined above

(NOTE 2)
	NF-Instance: 54804518-4191-46b3-955c-ac631f953ed8; Service-Name:def

	NOTE 1:	A notification (or callback) URI matches the Callback-Uri parameter value if the former contains the same scheme, the same authority and has a path that encompasses the path of the latter.
NOTE 2:	Notification (or callbacks) may be bound to an NF instance, an NF set, an NF service instance or an NF service set by a request creating a subscription or a callback resource with a Binding Indication as specified in clauses 6.12.4 and 6.12.5.



EXAMPLE 1:	Assuming that a PCF has created the following subscriptions in an AMF:
-	subscription 1: notification URI=https://pcf12.example.com/serviceX/1234
-	subscription 2: notification URI=https://pcf12.example.com/serviceY/abc
-	subscription 3: notification URI=https://pcf12.example.com/serviceY/def
When experiencing overload, if the PCF signals the following OCI scope:
-	Callback-Uri=https://pcf12.example.com, the OCI applies to notifications of all the subscriptions;
-	Callback-Uri=https://pcf12.example.com/serviceY, the OCI applies to notifications of subscriptions 2 and 3;
-	Callback-Uri=https://pcf12.example.com/serviceY/abc, the OCI applies to notifications of subscription 2.
EXAMPLE 2:	Assuming that a PCF has created the following subscriptions in an AMF:
-	subscription 1: notifications bound to PCF service set X, within PCF12 Instance ID, within PCF Set Z
-	subscription 2: notifications bound to PCF service set Y, within PCF12 Instance ID, within PCF Set Z
-	subscription 3: notifications bound to PCF12 Instance ID and service "def", within PCF Set Z
When experiencing overload, if the PCF signals the following OCI scope:
-	NF-Instance=PCF12 Instance ID, the OCI applies to notifications of all the subscriptions;
-	NF-Service-Set=Service Set Y of PCF12 Instance ID, the OCI applies to notifications of subscription 2;
-	NF-Instance=PCF12 Instance ID and Service="def", the OCI applies to notifications of subscription 3.
[bookmark: _Toc44847502]* * * 7th Change * * * *
6.4.3.4.5.4	Scope of OCI signalled by an SCP
The OCI sent by an SCP shall include one and only one of the parameters defined in Table 6.4.3.4.5.4-1.
Table 6.4.3.4.5.4-1: Supported scopes for OCI signalled by an SCP
	Parameter
	Value
	OCI scope (i.e. OCI applies to)
	Examples

	SCP-FQDN
	SCP FQDN
	All requests towards the SCP identified by the SCP FQDN.

	SCP-FQDN: scp1.example.com



* * * End of Changes * * * *

