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	Reason for change:
	The usage of “appReloc” attribute in steering procdure in Clause 4.2.6.2.6.2 collides with the definition of “appReloc” attribute in Table 5.6.2.6-1.
Table 5.6.2.6-1 Definition of type PccRule
“appReloc” attribute indicates that the application can be relocated once a location of the application is selected by the 5GC when it is included and set to "true". Indication of application relocation possibility. The default value "false" shall apply, if the attribute is not present and has not been supplied previously.
Clause 4.2.6.2.6.2 Steering the traffic to a local access of the data network

If the AF request includes an indication indicating that application relocation is not possible, the PCF shall within the PccRule data instance(s) include the information to identify the traffic either within the "flowInfos" attribute or "appId" attribute and the "appReloc" attribute set to true. In this case, the SMF shall ensure that for the traffic related with an application, no DNAI change takes place once selected for this application.
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	Correct the description in Table 5.6.2.6-1:

It indicates that the application cannot be relocated once a location of the application is selected by the 5GC when it is included and set to "true".
In addition,
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	Consequences if not approved:
	Inconsistent specification will cause implementation errors and interoperability problems.

	
	

	Clauses affected:
	4.2.6.2.6.1, 4.2.6.2.13, 5.6.2.6

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	This CR does not impact the OpenAPI file.


	
	

	This CR's revision history:
	


Additional discussion(if needed):

…

Proposed changes:
*** 1st Change ***

4.2.6.2.6.1
Steering the traffic in the N6-LAN
This procedure is only applicable in non-roaming and home-routed scenarios.

For the purpose of steering the subscriber's traffic to appropriate operator or 3rd party service functions in the N6-LAN, the PCF shall include the reference to a Traffic Control Data decision within the PccRule data instance and set other attribute as follows:

-
either include the application to be detected identified by the "appId" attribute or the service data flow to be detected identified by the "flowInfos" attribute(s) within the PccRule data structure; and

-
include a "traffContDecs" attribute containing the corresponding Traffic Control Data decision within the SmPolicyDecision if it has not been provided yet. In this case, the PCF shall include a traffic steering policy identifier for downlink identified by the "trafficSteeringPolIdDl" attribute and/or a traffic steering policy identifier for uplink identified by the "trafficSteeringPolIdUl" attribute directly within the Traffic Control Data decision.

The PCF may also provision the traffic steering control information by activating the pre-defined PCC rule(s) in the SMF.
*** 2nd Change ***

4.2.6.2.13
Sponsored Data Connectivity

Sponsored data connectivity may be performed for service data flows associated with one or more PCC rules if the information about the sponsor, the application service provider and optionally the threshold values are provided by the AF and if the AF has not indicated to disable/not enable sponsored data connectivity as described in 3GPP TS 29.214 [18] subclauses 4.4.1 and 4.4.2 or 3GPP TS 29.514 [17] subclauses 4.2.2.5 and 4.2.3.5.
The provisioning of sponsored data connectivity per PCC rule shall be performed using the PCC rule provisioning procedure as defined in subclause 4.2.6.2.1. The sponsor identity shall be set using the "sponsorId" attribute within the ChargingData data type which the PCC rule refers to. The application service provider identity shall be set using the "appSvcProvId" attribute within the ChargingData data type which the PCC rule refers to. The "sponsorId" attribute and "appSvcProvId" shall be set if the "reportingLevel" attribute within the ChargingData data type which the PCC rule refers to is set to the value "SPON_CON_LEVEL".
When receiving the usage thresholds from the AF, the PCF shall use the sponsor identity to generate a value of "umId" attribute of the UsageMonitoringData data type which the PCC rule refers to and request usage monitoring control for the sponsored data connectivity by following the procedures specified in subclauses 4.2.6.2.5.
When the AF disables sponsoring a service (See 3GPP TS 29.214 [18] subclause 4.4.2 or 3GPP TS 29.514 [17] subclause 4.2.3.5), the PCF

-
may modify the PCC rules in order to set the "reportingLevel" attribute to "SER_ID_LEVEL" or "RAT_GR_LEVEL" within the ChargingData data type which the PCC rule refers to and not include the "sponsorId" attribute and "appSvcProvId" attribute if they were included previously.

-
may modify the PCC rules to update the charging key by setting the new value of the "ratingGroup" attribute within the ChargingData data type which the PCC rule refers to.

NOTE:
A specific charging key can be applied to the sponsored data connectivity for online charging.

-
shall disable the usage monitoring for the sponsored data connectivity according to subclause 4.2.6.2.5 if it was enabled previously. As a result, PCF gets the accumulated usage of the sponsored data connectivity.

*** 3rd Change ***

5.6.2.6
Type PccRule

Table 5.6.2.6-1: Definition of type PccRule

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	flowInfos
	array(FlowInformation)
	C
	1..N
	An array of IP flow packet filter information. (NOTE 3)
	

	appId
	string
	C
	0..1
	A reference to the application detection filter configured at the UPF. (NOTE 3)
	ADC

	contVer
	ContentVersion
	O
	0..1
	Indicates the content version of the PCC rule.
	RuleVersioning

	pccRuleId
	string
	M
	1
	Univocally identifies the PCC rule within a PDU session.
	

	precedence
	Uinteger
	O
	0..1
	Determines the order in which this PCC rule is applied relative to other PCC rules within the same PDU session. It shall be included if the "flowInfos" attribute is included or may be included if the "appId" attribute is included when the PCF initially provisions the PCC rule. (NOTE 2) (NOTE 4)
	

	afSigProtocol
	AfSigProtocol
	O
	0..1
	Indicates the protocol used for signalling between the UE and the AF. The default value "NO_INFORMATION" shall apply, if the attribute is not present and has not been supplied previously.
	ProvAFsignalFlow

	appReloc
	boolean
	O
	0..1
	It indicates that the application cannot be relocated once a location of the application is selected by the 5GC when it is included and set to "true". Indication of application relocation possibility. The default value "false" shall apply, if the attribute is not present and has not been supplied previously.
	TSC

	addrPreserInd
	boolean
	O
	0..1
	Indicates whether UE IP address should be preserved.

This attribute shall set to "true" if preserved, otherwise, set to "false".

The default value "false" shall apply, if the attribute is not present and has not been supplied previously.
	URLLC

	refQosData
	array(string)
	O
	1..N
	A reference to the QoSData policy type decision type. It is the qosId described in subclause 5.6.2.8.

(NOTE 1)
	

	refAltQosParams
	array(string)
	O
	1..N
	A Reference to the QoS Data policy decision type for the Alternative QoS parameter sets of the service data flow. Only the "qosId" attribute, "5qi" attribute, "maxbrUl" attribute, "maxbrDl" attribute, "gbrUl" attribute and "gbrDl" attribute are applicable within the QosData data type. This data type represents an ordered list, where the lower the index of the array for a given entry, the higher the priority.
	AuthorizationWithRequiredQoS

	refTcData
	array(string)
	O
	1..N
	A reference to the TrafficControlData policy decision type. It is the tcId described in subclause 5.6.2.10.

(NOTE 1)
	

	refChgData
	array(string)
	O
	1..N
	A reference to the ChargingData policy decision type. It is the chgId described in subclause 5.6.2.11.

(NOTE 1)
	

	refChgN3gData
	array(string)
	O
	1..N
	A reference to the ChargingData policy decision type only applicable to Non-3GPP access. It is the chgId described in subclause 5.6.2.11.

(NOTE 1) (NOTE 5)
	ATSSS

	refUmData
	array(string)
	O
	1..N
	A reference to UsageMonitoringData policy decision type. It is the umId described in subclause 5.6.2.12.

(NOTE 1)
	

	refUmN3gData
	array(string)
	O
	1..N
	A reference to UsageMonitoringData policy decision type only applicable to Non-3GPP access. It is the umId described in subclause 5.6.2.12.

(NOTE 1) (NOTE 6)
	ATSSS

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in subclause 5.6.2.9.
	

	refQoSMon
	array(string)
	O
	1..N
	A reference to QoSMonitoringData policy decision type. It is the qsId described in subclause 5.6.2.40.

(NOTE 1)
	QosMonitoring

	tscaiInputUl
	TscaiInputContainer
	O
	0..1
	Transports TSCAI input parameters for TSC traffic at the ingress interface of the DS-TT/UE (uplink flow direction).
	TimeSensitiveNetworking

	tscaiInputDl
	TscaiInputContainer
	O
	0..1
	Transports TSCAI input parameters for TSC traffic at the ingress of the NW-TT (downlink flow direction).
	TimeSensitiveNetworking

	NOTE 1:
Arrays are only introduced for future compatibility. In this release of the specification the maximum number of elements in the array is 1.

NOTE 2:
For a PCC rule with the "appId" attribute, the precedence can be preconfigured in SMF or provided in the PCC rule from PCF. The precedence provided by the PCF shall take precedence.

NOTE 3:
Either the "flowInfos" attribute or "appId" attribute shall be supplied by the PCF when the PCC rule is initially provisioned. If the "appId" attribute is supplied, the PCF shall not modify the application identifier supplied within the "appId" attribute later.

NOTE 4:
The "precedence" attribute is used to specify the precedence of the PCC rule among all PCC rules associated with the PDU session. It includes an integer value in the range from 0 to 255 (decimal). The higher the value of the "precedence" attribute, the lower the precedence of that PCC rule is. The precedence value range from 70 to 99 (decimal) shall be used for the PCC rules subject to Reflective QoS.

NOTE 5:
For a MA PDU Session, Charging Data decision referred by the "refChgData" attribute applies to both accesses if there is no "refChgN3gData" attribute included. If there is a "refChgN3gData" attribute included, the Charging Data decision referred by the "refChgN3gData" attribute applies to non-3GPP access and the Charging Data decision referred by the "refChgData" attribute applies to 3GPP access. The value(s) of attribute(s) within the Charging Data decision except the “chgId" attribute referred by the "refChgN3gData" attribute shall be the same as the one(s) within the Charging Data decision referred by the "refChgData" attribute.

NOTE 6:
For a MA PDU Session, Usage Monitoring Data decision referred by the "refUmData" attribute applies to both accesses if there is no "refUmN3gData" attribute included. If there is a "refUmN3gData" attribute included, the Usage Monitoring Data decision referred by the "refUmN3gData" attribute applies to non-3GPP access and the Usage Monitoring Data decision referred by the "refUmData" attribute applies to 3GPP access.


*** End of Changes ***

