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* * * * Begin of Change * * * *
[bookmark: _Toc28005528][bookmark: _Toc36038200]8.5.3	Binding information Deletion


Figure 8.5.3-1: Binding information Deletion procedure
1.	When the IP address is released or the MAC address is not used for a certain PDU session and there is no IP address or MAC address applicable to a corresponding binding information (e.g. the IP address or the MAC address is the unique address for the PDU session), the PCF invokes the Nbsf_Management_Deregister service operation by sending the HTTP DELETE request with Resource URI of the resource "Individual PCF Session Binding" to request the BSF to remove the binding information.
2.	The BSF sends an HTTP "204 No Content" response to the PCF and removes the stored binding information.
* * * * Next Change * * * *
[bookmark: _Toc28005529][bookmark: _Toc36038201]8.5.4	Binding information Retrieval


Figure 8.5.4-1: Binding information Retrieval procedure
1.	AF/NEF invokes the Nbsf_Management_Discovery service operation by sending the HTTP GET request with Resource URI of the resource "PCF Session Bindings" to the BSF to obtain the address information of the selected PCF for a certain PDU session. The URI query parameters in the HTTP GET request are specified in subclause 4.2.4.2 of TS 29.521 [22].
[bookmark: _Hlk1130413]2.	The BSF sends an HTTP "200 OK" response to the AF/NEF with the address information of the selected PCF (e.g. Npcf_PolicyAuthorization service FQDN and/or IP address(es) and port information IP Endpoint(s) of the selected PCF, or if the PCF supports the Rx interface the Diameter host and realm for the selected PCF).
* * * * Next Change * * * *
[bookmark: _Toc28005542][bookmark: _Toc36038214]8.5.7	Binding information Update


Figure 8.5.7-1: Binding information Update procedure
1.	If the binding information has been previously registered in the BSF, and if the BindingUpdate feature defined in 3GPP TS 29.521 [22] is supported, the PCF invokes the Nbsf_Management_Update service operation by sending the HTTP PATCH request with Resource URI of the resource "Individual PCF Session Binding" to update the binding information in the BSF in the following cases:
-	for the IP address information of the served UE:
-	For for the IPv4v6 address case, when one of the addresses is released or a new IP address is allocated, and/or,
-	For for the multiple address case, if the MultiUeAddr feature defined in 3GPP TS 29.521 [22] is supported, when a new IP address (e.g. IPv6 prefix) is allocated or an IP address which is not the last one is released for the IP PDU session,
-	when a new IP address (e.g. IPv6 prefix) is allocated or an IP address which is not the last one is released for the IP PDU session, or 
-	for the MAC address information of the served UE:
-	if the MultiUeAddr feature defined in 3GPP TS 29.521 [22] is supported, when a new MAC address is used or a MAC address which is not the last one is not used for the Ethernet PDU session,
	The binding information provided in the HTTP PATCH request is defined in subclause 4.2.5.2 of 3GPP TS 29.521 [22].
2.	The BSF sends an HTTP "200 OK" response to the PCF and updates the binding information.
* * * * End of Change * * * *
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