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Proposed changes:

*** 1st Change ***

B.3.2.1
General

Subclause 4.2.2.1 is applied with the following differences: 

-
UE is replaced by the 5G-RG or FN-RG.
-
The PEI that may be included within the "pei" attribute shall have one of the following representations:

i.
If the 5G-BRG supports only wireline access, the PEI shall be the 5G-BRG MAC address.

ii.
If the 5G-CRG supports only wireline access, the PEI shall be the cable modem MAC address.

iii.
If the 5G-RG supports at least one 3GPP access technology, the PEI shall be the allocated IMEI or IMEISV.
iv.
For the FN-BRG and FN-CRG, the PEI shall be the FN-RG MAC address. 
NOTE:
When the PEI includes an indication that the MAC address cannot be used as Equipment identifier of the of the FN-RG, the PEI cannot be trusted for regulatory purposes and cannot be used for equipment based policy evaluation.
-
The HFC Node Identifier including the HFC Node Id and optionally the MAC Address of the 5G-CRG/FN-CRG is encoded in the "hfcNodeId" attribute of the "n3gaLocation" attribute included in the "userLoc" attribute within the PolicyAssociationRequest data structure when the 5G-CRG or FN-CRG connects to the 5GC via W-5GCAN. 

-
Roaming scenario is not applicable when the 5G-RG or FN-RG connects the 5GC via wireline access in this release of specification.

-
The PCF should neither include NSWO indication nor any ANDSP policies in the UE Policy.
*** End of Changes ***

